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[bookmark: foreword][bookmark: _Toc3983][bookmark: _Toc21234][bookmark: _Toc2781][bookmark: _Toc168474399]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc16163][bookmark: _Toc168474400][bookmark: _Toc29435][bookmark: _Toc17988]Introduction
[bookmark: scope][bookmark: _Toc8529][bookmark: _Toc168474401][bookmark: _Toc32635][bookmark: _Toc22263]
1	Scope

[bookmark: references][bookmark: _Toc21050][bookmark: _Toc9500][bookmark: _Toc168474402][bookmark: _Toc2651]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[3]	3GPP TS 28.541: "5G Network Resource Model (NRM)".
[4]	3GPP TS 28.502: " Procedures for the 5G System (5GS); Stage 2".

[bookmark: definitions][bookmark: _Toc5656][bookmark: _Toc29666][bookmark: _Toc17867][bookmark: _Toc168474403]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc168474404][bookmark: _Toc28644][bookmark: _Toc5692][bookmark: _Toc20391]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc18684][bookmark: _Toc14012][bookmark: _Toc6105][bookmark: _Toc168474405]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc30210][bookmark: _Toc23266][bookmark: _Toc22572][bookmark: _Toc168474406]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
[bookmark: clause4]<ABBREVIATION>	<Expansion>

[bookmark: startOfAnnexes][bookmark: _Toc6171][bookmark: _Toc31200][bookmark: _Toc168474407][bookmark: _Toc9995]4	Use cases, potential requirements and possible solutions
[bookmark: _Toc16839376][bookmark: _Toc21087538][bookmark: _Toc2792][bookmark: _Toc8721][bookmark: _Toc29605][bookmark: _Toc168474408][bookmark: _Hlk98922414]4.1	Use case #1: Management enhancement to support the analytics exposure in roaming case
[bookmark: _Toc7382][bookmark: _Toc168474409][bookmark: _Toc9039][bookmark: _Toc29912][bookmark: _Toc21087539][bookmark: _Toc500949092][bookmark: _Toc16839377]4.1.1	Description
As described in TS 23.288 [2], an NWDAF registered with roaming exchange capability (RE-NWDAF) may be discovered and used (by other NWDAFs) as an entry point between PLMNs to exchange analytics. The home roaming exchange NWDAF (H-RE-NWDAF) or visitor roaming exchange NWDAF (V-RE-NWDAF) needs to provide the Nnwdaf_RoamingAnalytics to exchange analytics. NWDAFs, with and without “roaming exchange capability”, exhibit different behaviours. The NWDAF with “roaming exchange capability” necessitates extra interactions with NWDAFs from other operators. To better configure and identify this capability, it is necessary to provide information on whether one or more NWDAFs with roaming exchange capability are deployed within the PLMN.
Besides, based on TS 23.288 [2], RE-NWDAF is also able to act as an entry point for Nnwdaf_roamingData to collect and exchange data between H-PLMN and V-PLMN. However, with consideration of data security and privacy, operators may only want to provide Nnwdaf_RoamingAnalytics without exchanging data across different PLMNs. Therefore, operators need to configure that the RE-NWDAF supports Nnwdaf_RoamingAnalytics exclusively. However, the NWDAFFunction IOC defined in [3] cannot reflect this feature in roaming case.
In TS 23.288 [2], four service operations are specified under “NWDAF Roaming Analytics” that enables the consumer to request or to subscribe or to unsubscribe for roaming analytics generated by the RE-NWDAF. These service operations include the following:
•	Nnwdaf_RoamingAnalytics_Subscribe service operation
•	Nnwdaf_RoamingAnalytics_Unsubscribe service operation
•	Nnwdaf_RoamingAnalytics_Notify service operation
•	Nnwdaf_RoamingAnalytics_Request service operation
The number of roaming analytics subscriptions, requests, notifications and responses are some of the basic statistic information to monitor the performance of RE-NWDAF. These basic measurements can be used to derive the other performance of RE-NWDAF such as roaming analytics service successful and/or failed rate, etc. With these measurements, operators can analyze and evaluate the performance of the RE-NWDAF. Operators can use these measurements to take management actions for configuration, resource allocation, load balance and placement purposes.
[bookmark: _Toc25001][bookmark: _Toc3450][bookmark: _Toc12944][bookmark: _Toc168474410]4.1.2	Potential requirements
[bookmark: OLE_LINK4][bookmark: OLE_LINK3]REQ-NWDAF-RE-AE-01：the 3GPP management system should be able to reflect whether the NWDAF supports roaming exchange capability and to indicate whether it exclusively supports Nnwdaf_RoamingAnalytics when the NWDAF supports roaming exchange. 
REQ-NWDAF-RE-AE-02: The 3GPP management system should have the capability to measure the number of roaming analytics service subscriptions, and requests received by an RE-NWDAF.
REQ-NWDAF-RE-AE-03: The 3GPP management system should have the capability to measure the number of roaming analytics service notifications, and responses generated by an RE-NWDAF.
REQ-NWDAF-RE-AE-04: The 3GPP management system should have the capability to measure the number of failed and successful roaming analytics service subscriptions.
REQ-NWDAF-RE-AE-05: The 3GPP management system should have the capability to measure the time consumed by the RE-NWDAF to provide roaming analytics service information.
[bookmark: _Toc168474411][bookmark: _Toc1612][bookmark: _Toc19982][bookmark: _Toc10199]4.1.3	Possible solutions
[bookmark: _Toc138419787][bookmark: _Toc168474412][bookmark: _Toc16678]4.1.3.1	Possible solution #1: NWDAFFunction IOC enhancement to support analytics exposure in roaming case
[bookmark: _Toc138419788]4.1.3.1.1	Introduction
This potential solution is proposed to meet the requirement of REQ-NWDAF-RE-AE-01 considering management enhancement to support analytics exposure in roaming case.
4.1.3.1.2	Description
We propose a potential solution to enhance the NWDAFFunction IOC, enabling it to reflect the differences on the NWDAF roaming exchange capability aspect in multiple NWDAF deployments. This enhancement would provide a more accurate representation of NWDAF instances and their respective capabilities, thereby facilitating more effective management. 
The proposed attribute indicating the "roaming exchange capability" of NWDAF is defined in NWDAFFunction IOC (by enhancing the NwdafCapability datatype) as follows: 
Attribute name: roamingExchange;
Documentation: It represents the "roaming exchange capability" identifier, which indicates whether the NWDAF has the "roaming exchange capability" and whether it exclusively supports Nnwdaf_RoamingAnalytics when the NWDAF supports roaming exchange. 
Allowed Values: The allowed value can be "0_0", "1_0" and "1_1", where "0_0" indicates the NWDAF does not support the roaming exchange capability, "1_0" indicates that the NWDAF has the "roaming exchange capability" and it exclusively supports Nnwdaf_RoamingAnalytics, and "1_1" indicates the NWDAF has the "roaming exchange capability" and it supports both Nnwdaf_RoamingAnalytics and Nnwdaf_RoamingData services.
[bookmark: _Toc168474413][bookmark: _Toc15480]4.1.3.2	Number of roaming analytics service subscriptions received by RE-NWDAF
a)	This measurement provides the number of roaming analytics service subscriptions received by the RE-NWDAF. 
b)	CC
c)	On receiving the service subscription by the RE-NWDAF for analytics information about roaming analytics, each subscription is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN.
d)	It is an integer value
e)	DANS.RoamingSerSubReceived
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc13169][bookmark: _Toc168474414]4.1.3.3	Number of roaming analytics service requests received by RE-NWDAF
a)	This measurement provides the number of roaming analytics service requests received by the RE-NWDAF. 
b)	CC
c)	On receiving the service request by the RE-NWDAF for analytics information about roaming analytics, each request is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN. 
d)	It is an integer value
e)	DANS.RoamingSerReqReceived
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc6055][bookmark: _Toc168474415]4.1.3.4	Number of roaming analytics service notifications generated by RE-NWDAF
a)	This measurement provides the number of roaming analytics service notifications generated by the RE-NWDAF. 
b)	CC
c)	On sending the notification by the RE-NWDAF corresponding to the roaming analytics service subscription, each sent notification is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN.
d)	It is an integer value
e)	DANS.RoamingSerNotificationGenerated
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc168474416][bookmark: _Toc17366]4.1.3.5	Number of roaming analytics service responses generated by RE-NWDAF
a)	This measurement provides the number of roaming analytics service responses generated by the RE-NWDAF. 
b)	CC
c)	On sending the response by the RE-NWDAF corresponding to the roaming analytics service request, each sent response is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN.
d)	It is an integer value
e)	DANS.RoamingSerResponseGenerated
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc168474417][bookmark: _Toc22595]4.1.3.6	Number of failed roaming analytics service subscriptions 
a)	This measurement provides the number of roaming analytics service subscriptions received and rejected by the RE-NWDAF. 
b)	CC
c)	On receiving the subscription by the RE-NWDAF for the roaming analytics service, each rejected subscription is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN. Furthermore, the measurement can be split into sub-counter per rejection cause (e.g., due to user consent for UE(s) revoked, due to RE-NWDAF overloading, out-of-coverage of roaming UE(s) from the serving RE-NWDAF, unavailable data related to roaming UE(s), roaming analytics not ready before the deadline, etc).
d)	It is an integer value
e)	DANS.RoamingSerSubscriptionRejected
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc168474418][bookmark: _Toc9662]4.1.3.7	Number of successful roaming analytics service subscriptions
a)	This measurement provides the number of roaming analytics service subscriptions received and accepted by the RE-NWDAF. 
b)	CC
c)	On receiving the subscription by the RE-NWDAF for the roaming analytics service, each accepted subscription is added to the corresponding counter. The measurement can be split into sub-counters per Analytics ID, per S-NSSAI and per PLMN.
d)	It is an integer value
e)	DANS.RoamingSerSubscriptionAccepted
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS
[bookmark: _Toc168474419][bookmark: _Toc23541]4.1.3.8	Time consumed by the RE-NWDAF to provide roaming analytics service information
a)	This measurement provides the time consumed by the RE-NWDAF to generate and provide the roaming analytics service information. 
b)	DER(n=1)
c)	This measurement is obtained by the following method: 
- the time when the RE-NWDAF sends the notification related to the roaming analytics service subscription to the RE-NWDAF roaming analytics consumer, minus the time when the RE-NWDAF receives the corresponding roaming analytics service subscription from the RE-NWDAF roaming analytics consumer. In the case where there are multiple notifications for single subscription, this measurement is obtained by calculating the time when the RE-NWDAF sends the first notification related to the roaming analytics service subscription to the RE-NWDAF roaming analytics consumer, minus the time when the RE-NWDAF receives the corresponding roaming analytics service subscription from the RE-NWDAF roaming analytics consumer. The measurement can be per Analytics ID.
d)	A real value in milliseconds 
e)	DANS.RoamingAnalyticsSerTimeCons
f)	NWDAFFunction
g)	Valid for packet switched traffic
h)	5GS

[bookmark: _Toc24714][bookmark: _Toc168474420][bookmark: _Toc22080][bookmark: _Toc22854]4.2	Use case #2: Management enhancement to related to NWDAF data collection efficiency
[bookmark: _Toc168474421][bookmark: _Toc12857][bookmark: _Toc5004][bookmark: _Toc10048]4.2.1	Descriptions
The NWDAF Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, etc.), as a basis of the computation of network analysis.. The procedures of NWDAF performing the NWDAF data collection is defined in TS 23.288[2] clause 6.2.
The NWDAF data collection will increase the data throughput of NWDAF. However, in the other hand, it will also increase the overhead of NWDAF related to the procedures of the NWDAF data collection.
In a period of time, if the data collected from one specific data source comprises hundreds of time of collection, but for each time of the aforesaid collection, only a small amount of data is collected, this will dramatically increase the accumulated overhead of the transmission for NWDAF data collection and these overhead may become an extra burden which needs to be considered for deploying NWDAF. 
Therefore, it is meaningful for the operators to consider both the amount of the data collected from one specific data source and the corresponding accumulated transmission overhead related to the procedures of the NWDAF data collection. The later can be monitored or evaluated based on the frequency of the data collection of NWDAF from one specific data source.
If the NWDAF data collection works in an inefficient way where, for example, a small amount of data is collected while the accumulated transmission overhead for NWDAF data collection is very high, the operator may need to be informed. So that the operator can consider optimize the NWDAF data collection if necessary. 
NOTE: Some enhanced NWDAF data collection procedures supported by the 3GPP which can help optimize the NWDAF data collection are described in TS 23.288[2] clause 6.2.6.
Network resource is occupied for NWDAF to perform the data collection from its data source. Since the NWDAF and its data sources may not be deployed close to each other from transmission point of view, the transmission rate can be measured to evaluate the NWDAF data collection efficiency.
The transmission rate is ratio between a certain amount of data collected by NWDAF and the time used for data transmission from the data source to the NWDAF. Therefore, a relative low transmission rate may indicate that the transmission resource is not sufficient for NWDAF to collect data from the data source, it may also indicate the possible spaces for improving the performance of the time sensitive services provided by a NWDAF.
[bookmark: _Toc168474422][bookmark: _Toc21751][bookmark: _Toc15484][bookmark: _Toc16984]4.2.2	Potential requirements
REQ-NWDAF-PM-DCE-1: the 3GPP management system shall have a capability to provide a measurement to reflect the relationship between the amount of data collected by an NWDAF and the accumulated transmission overhead of the data collection by that NWDAF from one specific data source.
REQ-NWDAF-PM-DCE-2: the 3GPP management system shall have a capability to provide a measurement to reflect the relationship between the amount of data collected by an NWDAF from its data sources and thetime used for the transmission of the collected data.

[bookmark: _Toc5296][bookmark: _Toc168474423][bookmark: _Toc27472][bookmark: _Toc3987][bookmark: _Toc138419786]4.2.3	Potential solutions
[bookmark: _Toc6822][bookmark: _Toc168474424][bookmark: _Toc2297][bookmark: _Toc27931]4.2.3.1	Potential solution #1: Efficiency of Data Collection from NFs performed by NWDAF
[bookmark: _Toc2759][bookmark: _Toc10141][bookmark: _Toc28405][bookmark: _Toc168474425]4.2.3.1.1	Introduction
This potential solution is proposed to measure the NWDAF data collection efficiency on the transmission aspect. It meets the requirement of REQ-NWDAF-PM-DCE-1 and considers the cases where Data Collection from NFs is performed by NWDAF. 
[bookmark: _Toc168474426][bookmark: _Toc24806][bookmark: _Toc7914][bookmark: _Toc24261]4.2.3.1.2	Description
When NWDAF performs Data Collection from NFs, the NWDAF will subscribe/unsubscribe at any 5GC NF to be notified for data on a set of events[2].
According to the clause 6.2.2.1 in [2], the Data Collection from NFs is based on the services of AMF, SMF, UDM, PCF, NRF, NSACF, UPF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF)
The list of NF Services consumed by NWDAF for data collection is provided in table 6.2.2.1-1 in [2]. And the NF service producers are the data source.
For each of the NF service producers listed in table 6.2.2.1-1 in [2], the data can be provided to a NWDAF by the notification corresponding to the subscription of Event Exposure Service or by the response corresponding to the request to the other services offered by the data source NF. The amount of data collected by NWDAF from each notification and/or response varies. The number of these notifications and/or responses received by NWDAF is proportional to the overhead of NWDAF performing data collection from NFs in the 5GC. 
For a given time length of observation, the average amount of data collected from NFs per service notification and response can be measured. This measurement shows the relationship between total amount of data collected by NWDAF performing Data Collection from NFs and the corresponding transmission overhead. It reflects the efficiency on the transmission aspect of NWDAF performing Data Collection from NFs. 
More specifically, the measurement can be provided as:
Efficiency of NWDAF performing data collection from NF(s): For a given time length of observation, the measurement is provided by averaging the total amount of data collected from one or more NF(s) with the total number of notification and response corresponding to the subscription and request , respectively, used by NWDAF to perform Data Collection from NFs. Moreover, the notification and the response are received from the aforesaid one or more NF(s). This measurement reflects the efficiency on the transmission aspect of one NWDAF performing data collection from one or more NF(s).
NOTE 1: In case only one NF is considered, the measurement reflects the efficiency of one NWDAF performing data collection from one specific NF.
NOTE 2: In case all data source NFs are considered, the measurement reflects the averaged efficiency of one NWDAF performing the Data Collection from NFs.
[bookmark: _Toc30003][bookmark: _Toc11069][bookmark: _Toc7773][bookmark: _Toc168474427]4.2.3.2	Potential solution #2: Efficiency of data collection from DCCF/NWDAF hosting DCCF performed by NWDAF
[bookmark: _Toc15229][bookmark: _Toc168474428][bookmark: _Toc19764][bookmark: _Toc28472]4.2.3.2.1	Introduction
This potential solution is proposed to measure the NWDAF data collection efficiency in the transmission aspect. It meets the requirement of REQ-NWDAF-PM-DCE-1 and considers the cases where data is collected from DCCF directly or from NWDAF hosting DCCF directly by NWDAF. 
[bookmark: _Toc20818][bookmark: _Toc6038][bookmark: _Toc168474429][bookmark: _Toc31938]4.2.3.2.2	Description
The NWDAF data collection may be performed via DCCF, when DCCF is deployed or via NWDAF hosting DCCF. NWDAF may obtain data using Ndccf_DataManagement_Subscribe/Nnwdaf_DataManagement_Subscribe services operations directly from DCCF or NWDAF hosting DCCF. Therefore, in such cases, the DCCF or the NWDAF hosting DCCF can be considered as the source of NWDAF data collection.
NOTE: The case where NWDAF collects data via MFAF is not considered in this potential solution.
According to clause 6.2.6.3 and 6.2.6.2 in [2], the data can be provided to a NWDAF via DCCF/NWDAF hosting DCCF by the Ndccf_DataManagement_Notify/Nnwdaf_DataManagement_Notify corresponding to Ndccf_DataManagement_Subscribe/Nnwdaf_DataManagement_Subscribe directly. 
Or as instructed by the DCCF/NWDAF hosting DCCF via Ndccf_DataManagement_Notify/Nnwdaf_DataManagement_Notify, the NWDAF obtains data by invoking the request and receiving response of Ndccf_DataManagement_Fetch/Nnwdaf_DataManagement_Fetch.  
The amount of data collected by NWDAF from each notification and/or response from DCCF/NWDAF hosting DCCF varies. The number of these notification and/or response received by NWDAF is proportional to the overhead of NWDAF data collection via DCCF/NWDAF hosting DCCF directly. 
For a given time length of observation, the average amount of data collected from the DCCF/NWDAF hosting DCCF per notification and response can be measured. This measurement shows the relationship between total amount of data collected by NWDAF via DCCF/NWDAF hosting DCCF directly and the corresponding transmission overhead. It reflects the efficiency on the transmission aspect of one NWDAF collecting data from DCCF/NWDAF hosting DCCF directly.
More specifically, the measurement can be provided as:
Efficiency of NWDAF Data Collection from DCCF/NWDAF hosting DCCF: For a given time length of observation, the measurement is provided by averaging the total amount of data collected from one or more DCCF(s) or NWDAF(s) hosting DCCF with the total number of notification and response corresponding to the subscription and request, respectively, used by NWDAF to collect data from the aforesaid one or more DCCF(s) or NWDAF(s) hosting DCCF. This measurement reflects the efficiency on the transmission aspect of one NWDAF performing data collection from one or more DCCF(s) or NWDAF(s) hosting DCCF.
NOTE 1: In case only one DCCF/NWDAF hosting DCCF is considered, the measurement reflects the efficiency of one NWDAF performing data collection from one specific DCCF/NWDAF hosting DCCF.
NOTE 2: In case all DCCFs/NWDAFs hosting DCCF are considered, the measurement reflects the averaged efficiency of one NWDAF performing the data collection via DCCF/NWDAF hosting DCCF.
[bookmark: _Toc28114][bookmark: _Toc20790][bookmark: _Toc7090][bookmark: _Toc168474430]4.2.3.3	Potential solution #3: Transmission Rate related to the Data Collection from NFs performed by NWDAF
[bookmark: _Toc27186][bookmark: _Toc168474431][bookmark: _Toc24189][bookmark: _Toc6968]4.2.3.3.1	Introduction
This potential solution is proposed to meet the requirement of REQ-NWDAF-PM-DCE-2 considering the cases where Data Collection from NFs is performed by NWDAF. 
[bookmark: _Toc5258][bookmark: _Toc168474432][bookmark: _Toc23830][bookmark: _Toc29621]4.2.3.3.2	Description
When NWDAF performs Data Collection from NFs, the NWDAF will subscribe/unsubscribe at any 5GC NF to be notified for data on a set of events[2].
According to the clause 6.2.2.1 in [2], the Data Collection from NFs is based on the services of AMF, SMF, UDM, PCF, NRF, NSACF, UPF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF)
The list of NF Services consumed by NWDAF for data collection is provided in table 6.2.2.1-1 in [2]. And the NF service producers are the data source.
For each of the NF services producers listed in table 6.2.2.1-1 in [2], the data can be provided to a NWDAF by the notification corresponding to the subscription of Event Exposure Service or by the response corresponding to the request to the other services offered by the data source NF. The amount of data collected by NWDAF from each notification and/or response varies. Since the NWDAF and the data sources NFs may not be deployed close to each others from transmission point of view, the time used for transmission from the difference NFs in 5GC to the NWDAF varies, too. 
For a given time length of observation, the transmission rate is measured as the ratio between the total amount of data collected by NWDAF and the corresponding accumulated time used for transmitting those amount of data from the data source NF to the NWDAF. 
NOTE: The time used for transmitting, i.e. transmission time does not include the time used for the preparation of data for sending.
A relative low transmission rate may indicate that the transmission resource is not sufficient for NWDAF to collect data from the data source, it may also indicate the possible spaces for improving the performance of the time sensitive services provided by a NWDAF.
More specifically, the measurement of the transmission rate can be provided with different granularities:
Transmission Rate of NWDAF Data Collection from NFs: For a given time length of observation, the measurement is provided by averaging the total amount of data collected from one or more NF(s) with the accumulation of the transmission time of each notification and response corresponding to the subscription and request for NWDAF to perform Data Collection from NFs. Moreover, the notification and the response are received from the aforesaid one or more NF(s). This measurement reflects the transmission efficiency when NWDAF collecting data from one or more NF(s).
NOTE 1: In case only one NF is considered, the measurement reflects the transmission efficiency of one NWDAF performing data collection from one specific NF.
NOTE 2: In case all data source NFs are considered, the measurement reflects the averaged transmission efficiency of one NWDAF performing the Data Collection from NFs.
[bookmark: _Toc24801][bookmark: _Toc2697][bookmark: _Toc168474433][bookmark: _Toc23697]4.2.3.4	Potential solution #4: Transmission Rate related to the data collection from DCCF/NWDAF hosting DCCF performed by NWDAF
[bookmark: _Toc11103][bookmark: _Toc24733][bookmark: _Toc26057][bookmark: _Toc168474434]4.2.3.4.1	Introduction
This potential solution is proposed to meet the requirement of REQ-NWDAF-PM-DCE-2 considering the cases where data is collected from DCCF or NWDAF hosting DCCF directly by NWDAF. 
[bookmark: _Toc19262][bookmark: _Toc29713][bookmark: _Toc27696][bookmark: _Toc168474435]4.2.3.4.2	Description
The NWDAF data collection may be performed via DCCF, when DCCF is deployed or via NWDAF hosting DCCF. NWDAF may obtain data using Ndccf_DataManagement_Subscribe/Nnwdaf_DataManagement_Subscribe services operations directly. Therefore, in such cases, the DCCF or the NWDAF hosting DCCF can be considered as the source of NWDAF data collection.
NOTE: The case where NWDAF collects data via MFAF is not considered in this potential solution.
According to clause 6.2.6.3 and 6.2.6.2 in [2], the data can be provided to a NWDAF via DCCF/NWDAF hosting DCCF by the Ndccf_DataManagement_Notify/Nnwdaf_DataManagement_Notify corresponding to Ndccf_DataManagement_Subscribe/Nnwdaf_DataManagement_Subscribe directly. 
Or as instructed by the DCCF/NWDAF hosting DCCF via Ndccf_DataManagement_Notify/Nnwdaf_DataManagement_Notify, the NWDAF obtains data by invoking the request and receiving response of Ndccf_DataManagement_Fetch/Nnwdaf_DataManagement_Fetch. 
For a given time length of observation, the transmission rate is measured as the ratio between the total amount of data collected by NWDAF from DCCF/NWDAF hosting DCCF and the corresponding accumulated time used for transmitting those amount of data from the DCCF/NWDAF hosting DCCF to the NWDAF. 
NOTE: The time used for transmitting, i.e. transmission time does not include the time used for the preparation of data for sending.
Therefore, the measurement of the transmission rate can be provided as:
Transmission Rate of NWDAF Data Collection from DCCF/NWDAF instance hosting DCCF: For a given time length of observation, the measurement is provided by averaging the total amount of data collected from one or more DCCF(s)/NWDAF(s) hosting DCCF with the transmission time used for each notification and response corresponding to the subscription and request for NWDAF to perform data collection from the aforesaid one or more DCCF(s) /NWDAF(s) hosting DCCF. This measurement reflects the transmission efficiency when NWDAF collecting data from DCCF(s)/NWDAF(s) hosting DCCF.
NOTE 1: In case only one NF is considered, the measurement reflects the transmission efficiency of one NWDAF performing data collection from one specific DCCF/NWDAF hosting DCCF.
NOTE 2: In case all data source NFs are considered, the measurement reflects the averaged transmission efficiency of one NWDAF performing the data collection via DCCF/NWDAF hosting DCCF.

[bookmark: _Toc25795][bookmark: _Toc168474436][bookmark: _Toc26741][bookmark: _Toc18154]4.3	Use case #3: Management enhancement on measuring the amount of data related to NWDAF data collection efficiency 
[bookmark: _Toc5950][bookmark: _Toc168474437][bookmark: _Toc20092][bookmark: _Toc16847]4.3.1	Description
As described in TS 23.288 [2] clause 6.2, the Data Collection feature permits NWDAF to retrieve data from various data sources (e.g., NF such as AMF, SMF, PCF, UDM and AF; OAM), as a basis of the computation of network analytics. 
For NWDAF data collection, operators may need to know the amount of data in a period of time to estimate the pressure on network resources caused by NWDAF data collection and to optimize the allocation of network resources such as storage, or to provide a new NWDAF instance. 
On the one hand, operators may need to know the total amount of data collected by the NWDAF from all data sources over a period of time. This measurement intuitively reflects how much data is collected by NWDAF and can be used as a reflection to evaluate the workload of the NWDAF. 
On the other hand, operators may need to know the amount of data collected by the NWDAF from a specific data source over a period of time. This measurement can reflect how much data is collected by the NWDAF from a specific data source and can be used to optimize the data collection procedure. This measurement may indicate whether data collection from this data source is the primary factor influencing the workload of the NWDAF by comparing with the total amount of data.
According to TS 23.288 [2] clause 6.2.6, NWDAF is able to directly collect data from NFs via the Nnf_EventExposure_Subscribe service operation, or collect data through DCCF by subscribing to the DCCF using the Ndccf_DataManagement_Subscribe service operation. Data Collection Coordination and Delivery coordinates the collection and distribution of data requested by NF consumers. It prevents data sources from having to handle multiple subscriptions for the same data and send multiple notifications containing the same information due to uncoordinated requests from data consumers. Data Collection Coordination and Delivery is supported by a DCCF or by an NWDAF hosting DCCF. 
Therefore, in the case where NWDAF collects data via DCCF, the total amount of data collected from NFs by NWDAF via DCCF is a potentially meaningful performance measurement for operators. Data collection through the DCCF uses different service operations, thus, this measurement is part of the total amount of data collected by NWDAF. This measurement reflects how much data is collected by NWDAF via DCCF, and can help operators monitor NWDAF data collection more comprehensively when DCCF or an NWDAF hosting DCCF is deployed.
[bookmark: _Toc19534][bookmark: _Toc12308][bookmark: _Toc168474438][bookmark: _Toc7317]4.3.2	Potential requirements
REQ-NWDAF-PM-DCVOLUME-01：the 3GPP management system shall have a capability to provide the total amount of data for NWDAF data collection from all data sources over a period of time.
REQ-NWDAF-PM-DCVOLUME-02：the 3GPP management system shall have a capability to provide the amount of data for NWDAF data collection from a specific data source over a period of time.
REQ-NWDAF-PM-DCVOLUME-03：the 3GPP management system shall have a capability to provide a measurement of the total amount of data collected by an NWDAF via DCCF or NWDAF hosting DCCF from all NFs over a period of time.
4.3.3 	Possible solutions
4.3.3.1	Possible solution #1: Amount of data for NWDAF data collection performed by NWDAF
4.3.3.1.1	Introduction
This potential solution is proposed to meet the requirements of REQ-NWDAF-PM-DCVOLUME-01 and REQ-NWDAF-PM-DCVOLUME-02 considering the cases where Data Collection from NFs is performed by NWDAF. 
[bookmark: _Toc138419789]4.3.3.1.2	Description
When NWDAF performs Data Collection from NFs, the NWDAF will subscribe/unsubscribe at any 5GC NF to be notified for data on a set of events [2].
According to the clause 6.2.2.1 in TS 23.288 [2], the Data Collection from NFs is based on the services of AMF, SMF, UDM, PCF, NRF, NSACF, UPF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF as defined in clause 4.15 and clause 5.2 of TS 23.502 [4].
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF)
For each of the NF services producers, the data can be provided to a NWDAF by the notification corresponding to the subscription of Event Exposure Service or by the response corresponding to the request to the other service offered by the data source NF. Over a given period of time, NWDAF is able to measure the total amount of data collected from all NFs or from a specific NF. This measurement reflects the load of one NWDAF performing Data Collection and can be used to calculate the efficiency related to NWDAF data collection. 
More specifically, the measurement can be provided by:
Amount of data collected by NWDAF from one NF:
The measurement is provided by accumulating the amount of data collected by NWDAF from one specific NF over a period of time. When the NWDAF receives a notification corresponding to the subscription of event exposure service or a response corresponding to the request from one specific NF, the amount of data is added to the relevant counter for the specific NF. This measurement reflects the data processing load of the NWDAF performing Data Collection from one NF.
NOTE: The total amount of data collected from all NFs can be obtained by accumulating the multiple measurements corresponding to these NFs.
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