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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document provides the protocol details for SMS over IP within the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP) and SIP Events as defined in 3GPP TS 24.229 [10].

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP and SIP Events, either directly, or as modified by 3GPP TS 24.229 [10].

The present document is applicable to Application Servers (ASs) and User Equipment (UE) providing SMS over IP functionality.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.002: "Network Architecture".
[3]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
Editor’s Note: Currently no Release 7 version available.
[4]
3GPP TS 23.140: "Multimedia Messaging Service (MMS); Functional description; Stage 2".
Editor’s Note: Currently no Release 7 version available.
[5]
3GPP TS 23.204: "Support of SMS and MMS over generic 3GPP IP access; Stage 2".
[6]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[7]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[8]
3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".
Editor’s Note: Currently no Release 7 version available.
[9]
3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[10]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[11]
3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".

[12]
RFC 3261 (June 2002): "SIP: Session Initiation Protocol".

[13]
RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

[14]
RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
SM-over-IP sender: the A party that sends an SM usinga SIP MESSAGE request including a vnd.3gpp.sms payload (introduced in 3GPP TS 23.140 [4]).
Editor’s Note: MIME type "application/vnd.3gpp.sms-tl" is also available.
SM-over-IP receiver: the B party that receives an SM encapsulated in the vnd.3gpp.sms payload of a SIP MESSAGE request.
For the purposes of the present document, the following terms and definitions given in RFC 3261 [12] apply.

Header

Header field

Method

Request

Response

(SIP) transaction

Status-code (see RFC 3261 [12], subclause 7.2)

Tag (see RFC 3261 [12], subclause 19.3)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2], subclauses 4.1.1.1 and 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [6], subclause 3.1 apply:

Filter criteria

Initial filter criteria
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7], subclauses 4.3.3.1 and 4.6 apply:

Interrogating-CSCF (I-CSCF)

Proxy-CSCF (P-CSCF)

Serving-CSCF (S-CSCF)

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AS
Application Server

IP-SM-GW
IP-Short-Message-Gateway
SM-SC
Short Message Service Centre
4
Overview of SMS over IP functionality
4.1
Introduction

SMS over IP functionality provides the UE with the capability of sending traditional short messages over IMS network. The architecture for the SMS over IP functionality is specified in 3GPP TS 23.204 [5].
4.2
SMS over IP

In order to guarantee SMS interoperability the SM-over-IP sender, the SM-over-IP receiver and the IP-SM-GW shall support encapsulation of RPDUs defined in 3GPP TS 24.011 [8], subclause 7.3. The SM-over-IP sender, the SM-over-IP receiver and the IP-SM-GW shall use the MIME type "application/vnd.3gpp.sms" for this purpose.
4.3
MMS over IP
For MMS over generic IP access, existing mechanisms are used (HTTP and SMTP) for transfer of the MMS itself, these mechanisms are not described in the present document. For MMS notification, SMS over generic IP access can be used, the mechanisms for this are described in the present document.

Editor’s Note: Reference to be added for MMS transfer protocols used, and a statement for the method used for MMS notification.
Editor’s Note: Annex A will include an example flow including MMS notification using SMS over IP and the MMS transfer.

5
SIP related procedures

5.1
Introduction

5.2
Functional entities

5.2.1
User Equipment (UE)

A UE may implement the role of an SM-over-IP sender (see subclause 5.3.1) or an SM-over-IP receiver (see subclause 5.3.2).

Editor’s Note: It is FFS whether the limitation to handle at most one UE originated SM and one UE terminated SM at a time is kept for SMS over IP.
5.2.2
Application Server (AS)

An AS may implement the role of an IP-SM-GW (see subclause 5.3.3).

5.3
Roles

5.3.1
SM-over-IP sender
5.3.1.1
General

In addition to the procedures specified in subclause 5.3.1, the SM-over-IP sender shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP sender is implemented. The SM-over-IP sender shall be able to build and populate RP-DATA message, containing all the information that a mobile station sending an SM according to 3GPP TS 24.011 [8] would place, for successful delivery. The SM-over-IP sender shall be able to parse and interpret RP- DATA, RP-ACK and RP-ERROR messages, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM submission and status report.
5.3.1.2
Sending a short message
When an SM-over-IP sender wants to submit an SM over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the destination user’s URI;

Editor’s Note: It is FFS whether UE shall insert destination user’s URI, IP-SM-GW address, or SM-SC address as R-URI. The population of the To header must be defined as well.
b)
the Content-Type header, which shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].
Editor’s Note: It is FFS whether UE can insert all elements of the RP-DATA message content or it will be inserted by the IP-SM-GW, SMS-IWMSC, or SM-SC.
NOTE 1:
The address of the SM-SC is included in the RP-DATA message content. The address of the SM-SC is configured in the SM-over-IP sender.
NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
d)
the From header, which shall contain a public user identity of the SM-over-IP sender.
NOTE 3:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SM-SC can process (i.e. a E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF.

When a SIP MESSAGE request including a submit report in the "vnd.3gpp.sms" payload is received, the SM-over-IP sender shall:

Editor’s Note: It is FFS whether UE can determine if the request is received from an IP-SM-GW. UDH Source Indicator is a possible candidate, to be checked.
-
generate a SIP response according to RFC 3428 [14]; and
-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-ACK or RP-ERROR.








5.3.1.3
Sending a notification about UE having memory available

When a UE acting as an SM-over-IP sender wants to submit a notification to the network that the UE has memory available to receive one or more short messages, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI;
Editor’s Note: It is FFS whether UE shall insert destination user’s URI, IP-SM-GW address, or SM-SC address as Request-URI. The population of the To header must be defined as well.
b)
the Content-Type header shall contain "application/vnd.3gpp.sms";
c)
the body of the request shall contain an RP-SMMA message, see 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3]; and
Editor’s Note: It is FFS whether UE can insert all elements of the RP-SMMA message content or it will be inserted by the IP-SM-GW, SMS-IWMSC, or SM-SC.
NOTE 1:
The address of the SM-SC is included in the RP-SMMA message content. The address of SM-SC is configured in SM-over-IP sender.

NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
d)
the From header, which shall contain a public user identity of the SM-over-IP sender.

NOTE 3:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SM-SC can process (i.e. a E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF
5.3.2
SM-over-IP receiver
5.3.2.1
General

In addition to the procedures specified in subclause 5.3.2, the SM-over-IP receiver shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP receiver is implemented. The SM-over-IP receiver shall be able to build and populate RP-SMMA, RP-ACK, and RP-ERROR messages, containing all the information that a mobile station according to 3GPP TS 24.011 [8] would place, for a delivery report. The SM-over-IP receiver shall be able to parse and interpret RP- DATA message, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM delivery.

5.3.2.2
Receiving a short message
When a SIP MESSAGE request including a short message in the "vnd.3gpp.sms" payload is received, the SM-over-IP receiver shall:

Editor’s Note: It is FFS whether UE can determine if the request is received from an IP-SM-GW. UDH Source Indicator is a possible candidate, to be checked.
-
generate a SIP response according to RFC 3428 [14];

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-DATA; and

-
create a delivery report as described in subclause 5.3.2.3. The content of the report is defined in 3GPP TS 24.011 [8].

5.3.2.3
Sending a delivery report

When an SM-over-IP sender wants to send an SM delivery report over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the IP-SM-GW;

NOTE 1:
The address of the IP-SM-GW is received in the SIP MESSAGE request including the delivered short message.

b)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain the RP-ACK or RP-ERROR message for the SM delivery report, as defined in 3GPP TS 24.011 [8].
NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.





5.3.3
IP-Short-Message-Gateway (IP-SM-GW)
5.3.3.1
General

An IP-SM-GW is an entity that provides the protocol interworking for delivery of the short message between the IP-based UE and the SM-SC.

In addition to the procedures specified in subclause 5.3.3, the IP-SM-GW shall support the procedures specified in subclause 5.7 in 3GPP TS 24.229 [10].

5.3.3.2
Indication of UE availability for receiving short messages
Upon receipt of a third-party REGISTER request (public user identity is (re-)registered), the IP-SM-GW should send a 200 (OK) response for the REGISTER request and start a data update procedure to the HSS as specified in 3GPP TS 29.328 [11] to indicate that the registering public user identity is registered with it for delivery of SMS.

Editor’s Note: It is FFS whether IP-SM-GW must subscribe to reg event package.

Editor’s Note: It is FFS whether the interface between IP-SM-GW and HSS will be Sh or MAP.

5.3.3.3
Indication of UE unavailability for receiving short messages
Upon receipt of a third-party REGISTER request (public user identity is deregistered), the IP-SM-GW shall send a 200 (OK) response for the REGISTER request, however the IP-SM-GW shall not start the data update procedure to the HSS as specified in 3GPP TS 29.328 [11] to indicate that the deregistering public user identity is not registered with it any more for delivery of SM, since this information has been already conveyed to the HSS (via Cx interface).

Editor’s Note: It is FFS whether the interface between IP-SM-GW and HSS will be Sh or MAP.

Editor’s Note: It is FFS in stage 2 if data update procedure to the HSS is needed.

5.3.3.4
Forwarding SM over IP – UE sends SIP MESSAGE request
NOTE:
The SIP MESSAGE received from the UE will include a P-Asserted-Identity header (as defined in RFC 3325 [13]) containing a tel URI of the UE and will contain either a short message (RP-DATA), or a notification for availability of memory (RP-SMMA), or a delivery report (RP-ACK or RP-ERROR).


If a SIP MESSAGE request including "vnd.3gpp.sms" payload is received from the SM-over-IP sender, the IP-SM-GW shall:

1)
respond with a 202 (Accepted) response;

2)
extract and validate the format of the SM-SC address from the received payload as defined in 3GPP TS 24.011 [8] and 3GPP TS 23.040 [3]; and
3)
extract the RPDU type (see 3GPP TS 24.011 [8]) from the received payload and include it in the appropriate message to SM-SC via SMS-IWMSC.
If step 2) or 3) above fails, the IP-SM-GW shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, containing the sending user’s URI;

b)
the Content-Type header, set to "application/vnd.3gpp.sms"; and

c)
the body of the request containing an RP-ERROR message including an appropriate error code as defined in 3GPP TS 24.011 [8].
Editor’s Note: Detailed specification of mapping of error codes is FFS.
NOTE:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

5.3.3.5
Forwarding SM over IP – UE receives SIP MESSAGE request
If a short message is received from the SMS-GMSC, the IP-SM-GW shall extract the IMSI of the SM-over-IP receiver (destination UE) from the received message. If an SM submit report is received from the SMS-GMSC, the IP-SM-GW shall retrieve the IMSI from the existing MAP context. Then the IP-SM-GW shall obtain a corresponding public user identity and send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain a public user identity of the SM-over-IP receiver;

b)
the Content-Type header which shall contain "application/vnd.3gpp.sms"; and
c)
the body of the request which shall either contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3], or an RP-ACK or RP-ERROR message as defined in 3GPP TS 24.011 [8], including the SM submit report.

NOTE:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

If the IP-SM-GW can not deliver the short message successfully, the IP-SM-GW shall construct and send a proper delivery report to SM-SC via SMS-IWMSC.

Annex A (informative):
Example signalling flows of SMS over IP functionality

A.1
Scope of signalling flows

This annex gives examples of signalling flows for the SMS over IP within the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP) and SIP Events.

These signalling flows provide detailed signalling flows, which expand on the overview information flows provided in 3GPP TS 23.204 [5].

A.2
Introduction

A.2.1
General

The signalling flows provided in this annex follow the methodology developed in 3GPP TS 24.228 [9]. The following additional considerations apply:

a)
3GPP TS 24.228 [9] shows separate signalling flows with no configuration hiding between networks, and with configuration hiding between networks. There is no SMS over IP specific functionality associated with this hiding, and therefore such separate signalling flows are not show in the present document; and

b)
3GPP TS 24.228 [9] does not show the functionality between the S-CSCF and the AS. As the SMS over IP functionality depends on the functionality provided by an AS, the signalling flows between S-CSCF and AS are shown in the present document.

A.2.2
Key required to interpret signalling flows

The key to interpret signalling flows specified in 3GPP TS 24.228 [9] subclauses 4.1 and 4.2 applies with the additions specified below.

· ipsmgw.home1.net: an IP-SM-GW in the home network of the SM-over-IP sender/receiver;

· user1_public1@home1.net: SM-over-IP sender;

· user2_public2@home2.net: SM-over-IP receiver.

As in 3GPP TS 24.228 [9], in order to differentiate between SIP methods and other protocol messages, the message name is preceded with the associated protocol for all non-SIP messages.

Each signalling flow table contains descriptions for headers where the content of the header is new to that signalling flow, as is already performed in 3GPP TS 24.228 [9].

However, 3GPP TS 24.228 [9] includes extensive descriptions for the contents of various headers following each of the tables representing the contents of the signalling flows. Where the operation of the header is identical to that shown in 3GPP TS 24.228 [9], then such text is not reproduced in the present document. 

Additional text may also be found on the contents of headers within 3GPP TS 24.228 [9] in addition to the material shown in the present document.

A.3
Signalling flows demonstrating how IP-SM-GW indicates to HSS the availability of UE for receiving short messages

[image: image3.emf] 
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Figure A.3-1: IP-SM-GW registration signalling

Figure A.3-1 shows the registration signalling flow for the scenario when IP-SM-GW registers to HSS. The details of the signalling flows are as follows:

1.
See 3GPP TS 24.228 [9], subclause 6.2 steps 1 through 22

Editor’s Note: 3GPP TS 24.228 [9] contains Rel-5 registration, additional parameters might appear in Rel-7 registration.
2.
Initial filter criteria


The S-CSCF analyses the incoming request against the initial filter criteria and decides to send a third-party REGISTER request to the IP-SM-GW.

3.
REGISTER request (S-CSCF to IP-SM-GW) - see example in table A.3-1

This signalling flow forwards the REGISTER request from the S-CSCF to the IP-SM-GW.

Table A.3-1: REGISTER request (S-CSCF to IP-SM-GW)

REGISTER sip:ipsmgw.home1.net SIP/2.0

Via: SIP/2.0/UDP sip:scscf1.home1.net

Max-Forwards: 70

P-Access-Network-Info:

P-Visited-Network-ID:

P-Charging-Vector:
P-Charging-Function-Addresses:
From: sip:scscf1.home1.net

To: <sip:user1_public1@home1.net>

Contact: <sip:scscf1.home1.net>

Expires: 600000

Call-ID: apb03a0s09dkjdfglkj49112

CSeq: 43 REGISTER

Content-Length: 0

4.
200 OK response (IP-SM-GW to S-CSCF) - see example in table A.3-2

The PNA sends a 200 (OK) response to the S-CSCF indicating that Registration was successful.

Table A.3-2: 200 OK response (IP-SM-GW to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP sip:scscf1.home1.net

From: 

To: 

Call-ID: 

Contact: <sip:scscf1.home1.net>;expires=600000

CSeq: 

Date: Wed, 11 July 2001 08:49:37 GMT

Content-Length: 

5.
Sh: Data Update
Editor’s Note: It is FFS whether the interface between the IP-SM-GW and the HSS will be Sh or MAP.


The IP-SM-GW sends a request to the HSS to update profile. The HSS response includes a successful result code.


For detailed message flows see 3GPP TS 29.328 [11].


Table A.3-2a provides the parameters in the Sh data update procedure, which are sent to the HSS.

Table A.3-2a: Sh: Data update procedure (IP-SM-GW to HSS)
	Message source and destination
	Sh: Information element name
	Information source
	Description

	IP-SM-GW to HSS
	User Identity
	To header in SIP REGISTER request
	This information element indicates the public user identity

	IP-SM-GW to HSS
	Data Reference
	14 (static, Location Information)
	See Table 7.6.1 in 3GPP TS 29.328 [11]

	IP-SM-GW to HSS
	User Data
	(static) IP-SM-GW address
	HSS should return this address to SM-SC when SM-SC 

	IP-SM-GW to HSS
	User Identity
	(static) IP-SM-GW
	This information element indicates the public user identity


Editor’s Note: Data Reference information element is FFS.

Table A.3-2b provides the parameters sent from the HSS that need to be stored? In IP-SM-GW.

Table A.3-2b: Sh: Data update procedure (HSS to IP-SM-GW)
	Message source and destination
	Sh: Information element name
	Value
	Description

	HSS to IP-SM-GW
	Result Code
	DIAMETER_SUCCESS
	This information indicates that update was successful


A.4
Signalling flows demonstrating how IP-SM-GW indicates to HSS the unavailability of UE for receiving short messages
Editor’s Note: IP-SM-GW deregistration from HSS is FFS in SA2. If it is removed, then there is no need for deregistration example. Otherwise the example will be inserted.

A.5
Signalling flows demonstrating successful UE originated SM submission over IP procedure
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Figure A.5-1: UE originated SM delivery over IP signalling

Editor’s Note: It is FFS how the delivery report will find the same UE. Also how to avoid forking at UE terminated SM delivery.
Figure A.5-1 shows a successful UE originated SM over IP submission. For simplicity it is assumed that IP-SM-GW has direct access to SM-SC. The details of the signalling flows are as follows:

1.
MESSAGE request (UE to P-CSCF) - see example in table A.5-1


This request includes a vnd.3gpp.sms payload that includes the short message and routing information for the IP-SM-GW to forward the short message.

Table A.5-1: MESSAGE request (UE to P-CSCF)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@hTBD.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 666 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

Request-URI:
This is FFS.
Editor’s Note: It is FFS whether UE shall insert destination user’s URI, IP-SM-GW address, or SM-SC address as R-URI. The population of To header must be defined as well.
The payload includes an RP-DATA message (see 3GPP TS 24.011 [8]). It includes:

-
Address of the originating UE, i.e., the public user identity sending the SM;

Editor’s Note: This field includes the length indicator only.
-
Address of the destination SM-SC, which is configured in the UE; and

-
RP-User-Data (see 3GPP TS 23.040 [3]), which includes SMS-SUBMIT as type indicator.

2.
MESSAGE request (P-CSCF to S-CSCF) - see example in table A.5-2

Table A.5-2: MESSAGE request (P-CSCF to S-CSCF)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@TBD.net>
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 666 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

3.
Initial filter criteria


The S-CSCF analyses the incoming request against the initial filter criteria and decides to send the SIP MESSAGE request to the IP-SM-GW.
Editor’s Note: The SPT is FFS.
4.
MESSAGE request (S-CSCF to IP-SM-GW) - see example in table A.5-3

Table A.5-3: MESSAGE request (S-CSCF to IP-SM-GW)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:ipsmgw.home1.net;lr>, <sip:cb03a0s09a2sdfglkj490333@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@TBD.net>
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 666 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

5.
202 (Accepted) response (IP-SM-GW to S-CSCF) - see example in table A.5-4

Table A.5-4: 202 (Accepted) response (IP-SM-GW to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:

To:

Call-ID:

Cseq:

6.
202 (Accepted) response (S-CSCF to P-CSCF) - see example in table A.5-5

Table A.5-5: 202 (Accepted) response (S-CSCF to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:

To:

Call-ID:
Cseq:

7.
202 (Accepted) response (P-CSCF to UE) - see example in table A.5-6

Table A.5-6: 202 (Accepted) response (P-CSCF to UE)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:
To:

Call-ID:

Cseq:

8.
Extracting and forwarding the short message, waiting and processing report

NOTE:
This step can be done right after step 5, in parallel with step 6 and 7.


The IP-SM-GW forwards the short message TPDU (SMS‑SUBMIT) to the SM-SC. The SM-SC returns a submit report which includes SMS-SUBMIT-REPORT as type indicator.

9.
MESSAGE request (IP-SM-GW to S-CSCF) - see example in table A.5-7


This request includes a vnd.3gpp.sms payload that includes the short message submission report and routing information for the IP-SM-GW to forward the submission report.

Table A.5-7: MESSAGE request (IP-SM-GW to S-CSCF)

MESSAGE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 70

Route: <sip:orig@scscf1.home1.net;lr>

From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

Request-URI:
Public user identity receiving the submission report.


The payload includes an RP-ACK message (see 3GPP TS 24.011 [8]). It includes RP-User-Data (see 3GPP TS 23.040 [3]), which includes SMS-SUBMIT-REPORT as type indicator.

10.
MESSAGE request (S-CSCF to P-CSCF) - see example in table A.5-8
Table A.5-8: MESSAGE request (S-CSCF to P-CSCF)

MESSAGE sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 69

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

P-Called-Party-ID: <sip:user1_public1@home1.net>
Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

11.
MESSAGE request (P-CSCF to UE) - see example in table A.5-9
Table A.5-9: MESSAGE request (P-CSCF to UE)

MESSAGE sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK2524fd2, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 68
From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

P-Called-Party-ID: <sip:user1_public1@home1.net>
Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

12.
200 (OK) response (IP-SM-GW to S-CSCF) - see example in table A.5-10
Table A.5-10: 20 (OK) response (UE to P-S-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK2524fd2, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

13.
200 (OK) response (P-CSCF to S-CSCF) - see example in table A.5-11
Table A.5-11: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

14.
200 (OK) response (S-CSCF to IP-SM-GW) - see example in table A.5-12
Table A.5-12: 200 (OK) response (S-CSCF to IP-SM-GW)

SIP/2.0 200 OK
Via: SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

A.6
Signalling flows demonstrating successful UE terminated SM delivery over IP procedure (including delivery report)
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Figure A.6-1: UE originated SM delivery over IP signalling

Editor’s Note: It is FFS how to avoid forking at UE terminated SM delivery

Editor’s Note: Steps 8 to 14 are FFS in 3GPP SA2 WG.
Figure A.6-1 shows a successful UE terminated SM over IP delivery. The details of the signalling flows are as follows:

1.
Receiving SM from SM-SC

The IP-SM-GW receives a short message from SM-SC (smsc@home-a.net) which includes SMS-DELIVER as type indicator.

2.
MESSAGE request (IP-SM-GW to S-CSCF) - see example in table A.6-1

This request includes a vnd.3gpp.sms payload that includes the short message and routing information for the S-CSCF to forward the short message.

Table A.6-1: MESSAGE request (IP-SM-GW to S-CSCF)

MESSAGE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 70

Route: <sip:orig@scscf1.home1.net;lr>

From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

Request-URI:
Public user identity receiving the delivery report.

The payload includes the RP-DATA message (see 3GPP TS 24.011 [8]). Its RP-User-Data information element includes a TPDU of type SMS-DELIVER.

3.
MESSAGE request (S-CSCF to P-CSCF) - see example in table A.6-2
Table A.6-2: MESSAGE request (S-CSCF to P-CSCF)

MESSAGE sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 69

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

P-Called-Party-ID: <sip:user1_public1@home1.net>
Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

4.
MESSAGE request (P-CSCF to UE) - see example in table A.6-3
Table A.6-3: MESSAGE request (P-CSCF to UE)

MESSAGE sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK2524fd2, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
Max-Forwards: 68
From: <sip:ipsmgw.home1.net>; tag=583558
To: <sip:user1_public1@home1.net>

Call-ID: fy365h43g3f36f3f6fth74g3

Cseq: 888 MESSAGE

P-Called-Party-ID: <sip:user1_public1@home1.net>
Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

5.
200 (OK) response (UE to P-CSCF) - see example in table A.6-4
Table A.6-4: 20 (OK) response (UE to P-S-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK2524fd2, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

6.
200 (OK) response (P-CSCF to S-CSCF) - see example in table A.6-5
Table A.6-5: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

7.
200 (OK) response (S-CSCF to IP-SM-GW) - see example in table A.6-6
Table A.6-6: 200 (OK) response (S-CSCF to IP-SM-GW)

SIP/2.0 200 OK
Via: SIP/2.0/UDP ipsmgw.home1.net; branch=z9hG4bK876ffa3
From:

To:

Call-ID:

Cseq:

8.
MESSAGE request (UE to P-CSCF) - see example in table A.6-7

This request includes a vnd.3gpp.sms payload that includes the SMS-DELIVER-REPORT and routing information for the IP-SM-GW to forward the delivery report.

Table A.6-7: MESSAGE request (UE to P-CSCF)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@TBD.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 999 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

Request-URI:
This is FFS.
Editor’s Note: It is FFS whether UE shall insert IP-SM-GW address or SM-SC address as R-URI. The population of To header must be defined as well.
The payload includes an RP-ACK message (see 3GPP TS 24.011 [8]). Its RP-User-Data information element includes a TPDU of type SMS-DELIVER-REPORT.
9.
MESSAGE request (P-CSCF to S-CSCF) - see example in table A.6-8
Table A.6-8: MESSAGE request (P-CSCF to S-CSCF)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@TBD.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 999 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

10.
Initial filter criteria


The S-CSCF analyses the incoming request against the initial filter criteria and decides to send the SIP MESSAGE request to the IP-SM-GW.
Editor’s Note: The SPT is FFS.
11.
MESSAGE request (S-CSCF to IP-SM-GW) - see example in table A.6-9
Table A.6-9: MESSAGE request (S-CSCF to IP-SM-GW)

MESSAGE sip:TBD@TBD.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:ipsmgw.home1.net;lr>, <sip:cb03a0s09a2sdfglkj490333@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:TBD@TBD.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 666 MESSAGE

Content-Type: application/vnd.3gpp.sms

Content-Length: (…)

12.
202 (Accepted) response (IP-SM-GW to S-CSCF) - see example in table A.6-10
Table A.6-10: 202 (Accepted) response (IP-SM-GW to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a651, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:

To:

Call-ID:

Cseq:

13.
202 (Accepted) response (S-CSCF to P-CSCF) - see example in table A.6-11
Table A.6-11: 202 (Accepted) response (S-CSCF to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f341, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:

To:

Call-ID:

Cseq:

14.
202 (Accepted) response (P-CSCF to UE) - see example in table A.6-12
Table A.6-12: 202 (Accepted) response (P-CSCF to UE)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp; branch=z9hG4bKnashds7

From:

To:

Call-ID:

Cseq:

15.
Extracting and forwarding the delivery report
NOTE 1:
This step can be done right after step 12, in parallel with step 13 and 14.


The IP-SM-GW forwards the short message TPDU (SMS‑DELIVER-REPORT) to the SM-SC.

A.7
Signalling flows demonstrating successful UE terminated MMS delivery using SMS over IP procedure
Annex B (temporary):
SMS over IP related changes for 3GPP TS 23.040, Technical realization of the Short Message Service (SMS)

This temporary Annex shows the changes needed for 3GPP TS 23.040 to support SMS over IP. Changes are marked by blue underscore (example of inserted text) for inserted text (except hyperlinks in clause 2), and blue strikethrough for deleted text (example of deleted text). This Annex is intended to be deleted when changes are documented in 3GPP TS 23.040.

Editor's note: References in this clause are made according to the numbering of references in 3GPP TS 23.040.
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2.1
Definitions and abbreviations

2.1.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

NOTE 1:
The term "mobile station" (MS) in the present document is synonymous with the term "user equipment" (UE) in UMTS terminology as defined in 3GPP TR 21.905 [29].

active MS: switched‑on mobile station with a SIM/UICC see 3GPP TS 31.101 [31] module attached

alert‑SC: service element provided by a GSM/UMTS PLMN to inform an SC which has previously initiated unsuccessful short message delivery attempt(s) to a specific MS, that the MS is now recognized by the PLMN to have recovered operation

status report: SC informing the originating MS of the outcome of a short message submitted to an SME

Gateway MSC For Short Message Service (SMS‑GMSC): function of an MSC capable of receiving a short message from an SC, interrogating an HLR for routing information and SMS info, and delivering the short message to the VMSC or the SGSN of the recipient MS

Interworking MSC For Short Message Service (SMS‑IWMSC): function of an MSC capable of receiving a short message from within the PLMN and submitting it to the recipient SC

IP-Short-Message-Gateway (IP-SM-GW): function responsible for protocol interworking for delivery of the short message between the IP-based UE and the SMSC
Messages‑Waiting (MW): ervice element that makes a PLMN store information (Messages‑Waiting‑Indication), listing those SCs that have made unsuccessful short message delivery attempts to MSs in that PLMN

Messages‑Waiting‑Indication (MWI): data to be stored in the HLR and VLR with which an MS is associated, indicating that there is one or more messages waiting in a set of SCs to be delivered to the MS (due to unsuccessful delivery attempt(s))

Messages‑Waiting‑Data (MWD): part of the MWI to be stored in the HLR. MWD consists of an address list of the SCs which have messages waiting to be delivered to the MS

Mobile-services Switching Centre (MSC): exchange which performs switching functions for mobile stations located in a geographical area designated as the MSC area

Mobile‑Station‑Memory‑Capacity‑Exceeded‑Flag (MCEF): part of the MWI to be stored in the HLR

NOTE 2:
MCEF is a Boolean parameter indicating if the address list of MWD contains one or more entries because an attempt to deliver a short message to an MS has failed with a cause of MS Memory Capacity Exceeded

Mobile‑Station‑Not‑Reachable‑Flag (MNRF): part of the MWI to be stored in the VLR and the HLR

NOTE 3:
MNRF is a Boolean parameter indicating if the address list of MWD contains one or more entries because an attempt to deliver a short message to an MS has failed with a cause of Absent Subscriber.

Mobile‑station‑Not-Reachable-for-GPRS (MNRG): part of the MWI to be stored in the SGSN and the HLR

NOTE 4:
MNRG is a Boolean parameter indicating if the address list of MWD contains one or more entries because an attempt to deliver a short message to an MS has failed with a cause of Absent Subscriber.

Mobile‑Station‑Not‑Reachable-Reason (MNRR): part of the MWI in the HLR which stores the reason for an MS being absent when an attempt to deliver a short message to an MS fails at the MSC with a cause of Absent Subscriber

More‑Messages‑To‑Send (MMS): information element offering an MS receiving a short message from an SC the information whether there are still more messages waiting to be sent from that SC to the MS

NOTE 5:
The TP‑MMS element (conveyed in the Transfer layer) is copied into the RP‑MMS element (conveyed in the Relay layer). It is possible with Phase 2 and later versions of MAP (3GPP TS 29.002 [15]) for the RP‑MMS element to keep an SM transaction open between the GMSC and the MS in the case where there are more‑messages‑to‑send. Earlier versions of MAP support the transport of the TP‑MMS element.

priority: service element enabling the SC or SME to request a short message delivery attempt to an MS irrespective of whether or not the MS has been identified as temporarily absent

protocol‑identifier: information element by which the originator of a short message (either an SC or an MS) may refer to a higher layer protocol

reply path procedure: mechanism which allows an SME to request that an SC should be permitted to handle a reply sent in response to a message previously sent from that SME to another SME

NOTE 6:
This may happen even though the SC may be unknown to the SME which received the initial message.

report: response from either the network or the recipient upon a short message being sent from either an SC or an MS

NOTE 7:
A report may be a delivery report, which confirms the delivery of the short message to the recipient, or it may be a failure report, which informs the originator that the short message was never delivered and the reason why.


When issued by the Service Centre, the delivery report confirms the reception of the Short Message by the SC, and not the delivery of the Short Message to the SME.


When issued by the Mobile Station, the delivery report confirms the reception of the Short Message by the Mobile Station, and not the delivery of the Short Message to the user.

replace short message type: range of values in the Protocol Identifier which allows an indication to be sent with a short message (MT or MO) that the short message is of a particular type allowing the receiving MS or the SC to replace an existing message of the same type held in the SC, the ME or on the SIM/UICC, provided it comes:

‑
in MT cases:
from the same SC and originating address;

‑
in MO cases:
from the same MS.

Service Centre (SC): function responsible for the relaying and store‑and‑forwarding of a short message between an SME and an MS

NOTE 8:
The SC is not a part of the GSM/UMTS PLMN, however MSC and SC may be integrated.

Serving GPRS Support Node (SGSN): exchange which performs packet switching functions for mobile stations located in a geographical area designated as the SGSN area

short message: information that may be conveyed by means of the Short Message Service

NOTE 9:
As described in the present document.

Short Message Entity (SME): entity which may send or receive Short Messages

NOTE 10:
The SME may be located in a fixed network, an MS, or an SC.

SMS‑STATUS‑REPORT: short message transfer protocol data unit informing the receiving MS of the status of a mobile originated short message previously submitted by the MS, i.e. whether the SC was able to forward the message or not, or whether the message was stored in the SC for later delivery

SMS‑COMMAND: short message transfer protocol data unit which enables an MS to invoke an operation at the SC

NOTE 11:
An MS may then, for example, delete a short message, cancel a TP-Status-Report-Request, enquire about the status of a short message or request another function to be performed by the SC.

NOTE 12:
The type of operation is indicated by the TP‑Command‑Type and the particular SM to operate on is indicated by the TP‑Message‑Number and the TP‑Destination‑Address. Receipt of an SMS‑COMMAND is confirmed by an RP‑ACK or RP‑ERROR. In the case of certain SMS‑COMMANDs, an SMS‑STATUS‑REPORT may be sent, where the outcome of the SMS‑COMMAND is passed in its TP‑Status field.

SMS‑DELIVER: short message transfer protocol data unit containing user data (the short message), being sent from an SC to an MS

SMS‑SUBMIT: short message transfer protocol data unit containing user data (the short message), being sent from an MS to an SC

Service‑Centre‑Time‑Stamp (SCTS): information element offering the recipient of a short message the information of when the message arrived at the SM‑TL entity of the SC

NOTE 13:
The time of arrival comprises the year, month, day, hour, minute, second and time zone.

UE‑Not-Reachable-for-IP (UNRI): part of the MWI to be stored in the IP-SM-GW and the HSS/HLR
NOTE 14:
UNRI is a Boolean parameter indicating if the address list of MWD contains one or more entries because an attempt to deliver a short message to an UE has failed with a cause of Absent Subscriber.

UE‑Not‑Reachable-Reason (UNRR): part of the MWI in the HSS/HLR which stores the reason for an UE being absent when an attempt to deliver a short message to an UE fails at the IP-SM-GW.
Validity‑Period (VP): information element enabling the originator MS to indicate the time period during which the originator considers the short message to be valid

============= NEXT CHANGE =============

3.2.6
Messages‑Waiting

The Messages‑Waiting is the service element that enables the PLMN to provide the HLR, SGSN and VLR with which the recipient MS is associated with the information that there is a message in the originating SC waiting to be delivered to the MS. The service element is only used in case of previous unsuccessful delivery attempt(s) due to temporarily absent mobile or MS memory capacity exceeded. This information, denoted the Messages‑Waiting‑Indication (MWI), consists of Messages‑Waiting‑Data (MWD), the Mobile-station-Not-Reachable-for-GPRS (MNRG), the UE-Not-Reachable-for-IP (UNRI), the Mobile‑Station‑Not‑Reachable‑Flag (MNRF), the Mobile-Not-Reachable-Reason (MNRR), the UE Not Reachable-Reason (UNRR) and the Mobile‑Station‑Memory‑Capacity‑Exceeded‑Flag (MCEF) located in the HLR; the Mobile-station-Not Reachable-for-GPRS (MNRG) located in the SGSN, and the Mobile‑Station‑Not‑Reachable‑Flag (MNRF) located in the VLR. figure 3 shows an example.
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Figure 3: Example of how information on one MS can be put in relation to SC(s)
in order to fulfil the requirement of Alert‑SC mechanism

The MWD shall contain a list of addresses (SC‑Addr) of SCs which have made previous unsuccessful delivery attempts of a message (see clause 5). In order to be able to send alert messages to every SC which has made unsuccessful delivery attempts to an MS, the HLR shall store the MSIsdn‑Alert (see clause 3.2.7) together with references to the SC addresses. The requirements placed upon the HLR are specified in GSM TS 03.08 [6]. The description of how the HLR is provided with SC and MS address information is given in 3GPP TS 29.002 [15].

The Mobile‑Station‑Memory‑Capacity‑Exceeded‑Flag (MCEF) within the HLR is a Boolean parameter with the value TRUE an attempt to deliver a short message to an MS has failed with a cause of MS Memory Capacity Exceeded, and with the value FALSE otherwise.

The Mobile‑station‑Not Reachable-for-GPRS (MNRG) within the HLR and the SGSN is a Boolean parameter with the value TRUE when an attempt to deliver a short message to an MS has failed with a cause of Absent Subscriber, and with the value FALSE otherwise (except as described in note 1 below).

The Mobile‑Station‑Not‑Reachable‑Flag (MNRF) within the HLR and the VLR is a Boolean parameter with the value TRUE when the list MWD contains one or more list elements because an attempt to deliver a short message to an MS has failed with a cause of Absent Subscriber, and with the value FALSE otherwise.

The UE‑Not‑Reachable‑for-IP (UNRI) within the HLR/HSS is a Boolean parameter with the value TRUE when the list MWD contains one or more list elements because an attempt to deliver a short message to an UE has failed with a cause of Absent Subscriber, and with the value FALSE otherwise.

The Mobile-Station-Not-Reachable-Reason (MNRR) within the HLR stores the reason for the MS being absent when an attempt to deliver a short message to an MS fails at the MSC, SGSN or both with the cause Absent Subscriber. The HLR updates the MNRR with the reason for absence when an absent subscriber diagnostic information is received from the GMSC and the MNRF, MNRG or both are set. The HLR clears the MNRR when the MNRF and MNRG are cleared. If the MNRF is set due to a failure at the MSC with cause Absent Subscriber and information pertaining to the absence of the MS is not available from the GMSC, the MNRR shall remain in a cleared state. Also, if the MNRG is set due to a failure at the SGSN with cause Absent Subscriber and information pertaining to the absence of the MS is not available from the GMSC, the MNRR shall remain in a cleared state. The MNRR shall either be in a cleared state or contain one of the following reasons:

No Paging Response via the MSC;

No Paging Response via the SGSN;

IMSI Detached;

GPRS Detached.

NOTE 1:
The MNRG can also be set in the HLR and in the SGSN after an unsuccessful attempt to invoke the network requested PDP-Context Activation procedure. In this case, no SC address is stored in MWD list (see 3GPP TS 23.060 [27]).

NOTE 2:
When a short message delivery attempt fails at the HLR due to Roaming being Restricted, the MS being deregistered in HLR or the MS being Purged the absent subscriber diagnostic reason is returned to the SC, however the reason is not stored in the MNRR.

The UE-Station-Not-Reachable-Reason (UNRR) within the HSS/HLR stores the reason for the UE being absent when an attempt to deliver a short message to an UE fails at the IP-SM-GW with the cause Absent Subscriber. The HSS/HLR updates the UNRR with the reason for absence when an absent subscriber diagnostic information is received from the GMSC and the UNRI is set. The HSS/HLR clears the UNRR when the UNRI is cleared. If the UNRI is set due to a failure at the IP-SM-GW with cause Absent Subscriber and information pertaining to the absence of the UE is not available from the GMSC, the UNRR shall remain in a cleared state. The UNRR shall either be in a cleared state or contain one of the following reasons:

No Response via the IP-SM-GW;

UE deregistered.

The MWD, MCEF, MNRR, MNRG, MNRF, UNRI and UNRR are updated in the following way:

1a)
When a mobile terminated short message delivery fails due to the MS being temporarily absent (i.e. either IMSI DETACH flag is set or there is no response from the MS to a paging request via the MSC), the SC address is inserted into the MWD list (if it is not already present), the MNRF is set (if it is not already set) and the MNRR via the MSC is updated (if the information is available), as described in clause 10.

1b)
When a mobile terminated short message delivery fails due to the MS being temporarily absent (i.e. either GPRS DETACH flag is set or there is no response from the MS to a paging request via the SGSN), the SC address is inserted into the MWD list (if it is not already present), the MNRG is set (if it is not already set) and the MNRR via the SGSN is updated (if the information is available), as described in clause 10.

1c)
When a mobile terminated short message delivery fails due to the MS memory capacity via the MSC being exceeded, the SC address is inserted into the MWD list (if it is not already present),the MCEF is set (if it is not already set), the MNRF is cleared and the MNRR via the MSC is updated as described in clause 10.

1d)
When a mobile terminated short message delivery fails due to the MS memory capacity via the SGSN being exceeded, the SC address is inserted into the MWD list (if it is not already present), the MCEF is set (if it is not already set), the MNRG is cleared and the MNRR via the SGSN is updated as described in clause 10.

1e)
When a mobile terminated short message delivery fails due to the UE memory capacity via the IP-SM-GW being exceeded, the SC address is inserted into the MWD list (if it is not already present), the MCEF is set (if it is not already set), the UNRI is cleared and the UNRR is updated.

1f)
If the MSIsdn used by the SC to address the recipient MS for alerting purposes is different from the MSIsdn‑Alert of the MS (see clause 3.2.7), the HLR returns the MSIsdn‑Alert to the SC within the failure report, see "1c Failure report" in figures 15 and 16.

2a)
When either the HLR or VLR detects that the MS (with a non‑empty MWD and the MCEF clear in the HLR and the MNRF set in the VLR) has recovered operation (e.g. has responded to a paging request over MSC), the HLR directly or on request of the VLR shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MNRF and MNRR via the MSC are cleared. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD. If the MCEF is set in the HLR, the HLR clears the MNRF and MNRR via the MSC, but does not invoke operations to alert the SCs within the MWD and data are not cleared from the MWD.

2b)
When either the HLR or SGSN detects that the MS (with a non‑empty MWD and the MCEF clear in the HLR and the MNRG set in the SGSN) has recovered operation (e.g. has responded to a paging request via the SGSN), the HLR directly or on request of the SGSN shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MNRG and MNRR via the SGSN are cleared. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD. If the MCEF is set in the HLR, the HLR clears the MNRG and MNRR via the SGSN, but does not invoke operations to alert the SCs within the MWD and data are not cleared from the MWD.

2c)
When the HLR/HSS detects that the UE (with a non‑empty MWD and the MCEF clear in the HLR/HSS) has recovered operation (i.e. registered), the HLR/HSS directly shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). After each SC is alerted by the HLR/HSS, the address for that SC is deleted from the MWD. If the MCEF is set in the HLR/HSS, the HLR/HSS clears the UNRI and UNRR, but does not invoke operations to alert the SCs within the MWD and data are not cleared from the MWD.

2d)
When the HLR receives (via the MSC and the VLR) a notification that the MS (with a non‑empty MWD and the MCEF set in the HLR) has memory capacity available to receive one or more short messages, the HLR shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MNRF is cleared in the VLR and the MCEF, MNRF and MNRR via the MSC are cleared in the HLR. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD.

2e)
When the HLR receives (via the SGSN) a notification that the MS (with a non‑empty MWD and the MCEF set in the HLR) has memory capacity available to receive one or more short messages, the HLR shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MNRG is cleared in the SGSN and the MCEF, MNRG and MNRR via the SGSN are cleared in the HLR. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD.

2f)
When the HLR/HSS receives (via the IP-SM-GW) a notification that the UE (with a non‑empty MWD and the MCEF set in the HLR/HSS) has memory capacity available to receive one or more short messages, the HLR/HSS shall invoke operations to alert the SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the UNRI and UNRR are cleared in the HLR/HSS. After each SC is alerted by the HLR/HSS, the address for that SC is deleted from the MWD.

2g)
When the HLR receives from the SMS‑GMSC a notification that a short message has been successfully delivered from an SC to an MS via the MSC for which the MCEF is set and the MWD are not empty, the HLR shall invoke operations to alert other SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MCEF, MNRF and MNRR via the MSC are cleared in the HLR. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD. The SC which successfully delivered the message is also deleted from the MWD, if present.

2h)
When the HLR receives from the SMS‑GMSC a notification that a short message has been successfully delivered from an SC to an MS via the SGSN for which the MCEF is set and the MWD are not empty, the HLR shall invoke operations to alert other SCs within the MWD (see clause 3.2.7 and clause 10). Once the Alert SC operations have been invoked, the MCEF, MNRG and MNRR via the SGSN are cleared in the HLR. After each SC is alerted by the HLR, the address for that SC is deleted from the MWD. The SC which successfully delivered the message is also deleted from the MWD, if present.

2i)
When the HLR receives (via the MSC and the VLR, or the SGSN) a notification that the MS has memory capacity available to receive one or more short messages but the MCEF is not set and the MWD are empty, the HLR acknowledges the notification but does not alert any service centre.

NOTE 3:
The HLR can be in a situation where the MWD list is empty but where either MNRF or MNRG (with the related MNRR) is still set. This enables the HLR to return the correct address (MSC or SGSN address) at the next Send Routing Information Request from the SMS-GMSC.

NOTE 4:
If the SMS delivery failed on first attempt via the MSC or the SGSN (see cases 1a for IMSI Detach and 1b for GPRS Detach), and is successful on the second attempt (see cases 2e and 2f), the SC address shall not be inserted into the MWD list

============= NEXT CHANGE =============

3.2.8
Options concerning MNRG, MNRF, UNRI, MNRR, UNRR, MCEF and MWD

Setting the Mobile‑Station‑Not‑Reachable‑Flag (MNRF) in the VLR is mandatory. Setting the Mobile‑station‑Not-Reachable-for-GPRS (MNRG) in the SGSN is mandatory. It is mandatory for the VLR or the SGSN to send the "MS Reachable" message (see clause 10) to the HLR when the MS has been detected as becoming active and then to clear MNRF in the VLR or the MNRG in SGSN. 

The Messages‑Waiting‑Data (MWD), the Mobile‑Station‑Not‑Reachable‑Flag (MNRF), the Mobile‑station‑Not-Reachable-for-GPRS (MNRG), the Mobile-Station-Not-Reachable-Reason (MNRR) and the Mobile‑Station‑Memory‑Capacity‑Exceeded‑Flag (MCEF)) within the HLR are optional, but if one is implemented all must be implemented (except MNRG if the HLR does not support GPRS). This is linked to the transmission of the "Alert SC" message.

The following describes what happens when a delivery fails.

Case 1: MWD, MNRF, MNRG, UNRI, MNRR, UNRR, and MCEF are implemented in the HLR.


In the case of a delivery failure (to an MS) with cause Absent Subscriber, the SMS-GMSC requests the HLR to add, if needed, a new entry in the MWD with cause Absent Subscriber. This new entry contains the SC address. The HLR sets its copy of the MNRF, MNRG or both and updates the MNRR (if the information is available). The SC is notified of the failure, the reason for the MS being absent and also of the MWD setting in the HLR within the Report message (see clause 10).


In the case of a delivery failure (to an MS) with cause Mobile Station Memory Capacity Exceeded via the SGSN, IP-SM-GW, or the MSC, the SMS-GMSC requests the HLR to add, if needed, a new entry in the MWD with cause Mobile Station Memory Capacity Exceeded. This new entry contains the SC address. The HLR sets the MCEF and resets MNRF, MNRG, or UNRI. The SC is notified of the failure and also of the MWD setting in the HLR within the Report message (see clause 10).


If the HLR indicates that it is able to store the SC address, then the SC shall receive an Alert SC message when the MS becomes active.


If the HLR indicates that it is unable to store the SC address (e.g. because MWD is full), then the only way to ensure delivery is for the SC to try to retransmit the message periodically.


When the HLR receives the MS Reachable message, if the MCEF is clear it sends an Alert SC message to the concerned SC, updates MWD and clears MNRF (if the MS is reachable via the MSC) or MNRG (if the MS is reachable via the SGSN).

Editor’s Note: It is FFS whether IP-SM-GW will always inform HSS, or simply the registration of the user implies availability.

When the HLR receives the MS Memory Capacity Available message, it sends an Alert SC message to the concerned SC, updates MWD, clears the MCEF and clears MNRF (if the MS is reachable via the MSC), UNRI (if the UE is reachable via the IP-SM-GW) or MNRG (if the MS is reachable via the SGSN).

Case 2: MWD, MNRF, MNRG, MNRR, and MCEF are not implemented in the HLR.

Editor’s Note: It is FFS whether UNRI and UNRR flag are always implemented in HSS/HLR.

In the case of a delivery failure, the SC is notified that the HLR is unable to store its address in the MWD. In case of a delivery failure (to a MS) with cause Absent Subscriber, the SC is notified of the reason for the MS being absent (if the information is available). The SC must retransmit the short message periodically in order to ensure delivery.


The HLR discards the MS Reachable message received from the VLR or SGSN without any failure or error report.


The HLR discards the MS Memory Capacity Available message received from the MS via the MSC and the VLR or SGSN without any failure or error report.

============= NEXT CHANGE =============

3.3.2
Errors occurring after TPDU arrives at MS

These errors may occur due to the MS not supporting optional short message service features, or in connection with a short message application. An error indication shall be returned to the SC from the SMS‑GMSC. Additionally, a TPDU (SMS‑DELIVER‑REPORT) containing diagnostic information may be conveyed from the MS to the originating SC, transparently through the PLMN, by means defined in 3GPP TS 24.011 [13] and 3GPP TS 29.002 [15]. The sending of the diagnostic information is optional at the MS, but when it is sent, the PLMN shall convey the information to the SC, and the SC shall support reception of the information.

Table 1: Error indications related to mobile terminated short message transfer which may be transferred to the originating SC

	Error indication
	S1)
	Meaning

	Unknown subscriber
	P
	The PLMN rejects the short message TPDU because there is not allocated an IMSI or a directory number for the mobile subscriber in the HLR (see 3GPP TS 29.002 [15]).

	Teleservice not provisioned
	P
	The PLMN rejects the short message TPDU because the recipient MS has no SMS subscription (see 3GPP TS 29.002 [15]).



	Call barred
	T
	The PLMN rejects the short message TPDU due to barring of the MS (see 3GPP TS 29.002 [15], description of the Barring supplementary service, 3GPP TS 22.004 [3] and 3GPP TS 23.011[7]), description of Call barred due to Unauthorised Message Originator, 3GPP TS 29.002 [15], and description of Operator Determined Barring, 3GPP TS 22.041 [4] and 3GPP TS 23.015 [8]).



	Facility not supported
	T
	The VPLMN rejects the short message TPDU due to no provision of the SMS in the VPLMN (see 3GPP TS 29.002 [15]).



	Absent subscriber
	T
	The PLMN rejects the short message TPDU because

-
there was no paging response via the SGSN, MSC or both, (see GSM 44.008 [12] & 3GPP TS 29.002 [15])

‑
the IMSI GPRS or both records are marked detached (see 3GPP TS 29.002 [15]);

‑
the MS is subject to roaming restrictions (see "Roaming not allowed", 3GPP TS 29.002 [15]);

-
deregistered in the HLR. The HLR does not have an MSC, SGSN or both numbers stored for the target MS, (see 3GPP TS 29.002 [15]);

-
Unidentified subscriber (see 3GPP TS 29.002 [15]);

-
MS purged (see 3GPP TS 29.002 [15]).

(The reasons for absence are assigned integer values in table 1a. The appropriate integer value is sent with the absent subscriber error indication as defined in 3GPP TS 29.002 [15])



	MS busy for MT SMS
	T
	The PLMN rejects the short message TPDU because of congestion encountered at the visited MSC or the SGSN. Possible reasons include any of the following events in progress:

-
short message delivery from another SC;

-
IMSI or GPRS detach

-
Location Update or Inter SGSN Routing Area Update;

-
paging;

-

emergency call;

-
call setup.



	SMS lower layers
capabilities not provisioned
	T
	The PLMN rejects the short message TPDU due to MS not being able to support the Short Message Service.

The short message transfer attempt is rejected either due to information contained in the class‑mark, or the MSC not being able to establish connection at SAPI = 3 (see GSM 44.008 [12] and 3GPP TS 29.002 [15]).



	Error in MS
	T
	The PLMN rejects the short message TPDU due to an error occurring within the MS at reception of a short message, e.g. protocol error.



	Illegal Subscriber
	P
	The PLMN rejects the short message TPDU because the MS failed authentication.



	Illegal Equipment
	P
	The PLMN rejects the short message TPDU because the IMEI of the MS was black‑listed in the EIR.



	System failure
	T
	The PLMN rejects the short message TPDU due to network or protocol failure others than those listed above (see 3GPP TS 29.002 [15]).



	Memory Capacity Exceeded
	T
	The MS rejects the short message since it has no memory capacity available to store the message.


1)
: Status (Permanent or Temporary)

The relation between the two sets of error indications is given in the table 1. Each error is classified as either "Temporary" or "Permanent". This classification gives an indication of whether or not it is probable that the MS becomes attainable within a reasonable period, and so provides the recommended action to be taken by the SC, i.e. either to store the message for later transfer, or to discard it.

Table 1a: Assignment of values to reasons for absence
(values must be in the range of 0 to 255, see 3GPP TS 29.002 [15])

	Values
	Reason for absence

	0
	-
no paging response via the MSC

	1
	-
IMSI detached

	2
	-
roaming restriction

	3
	-
deregistered in the HLR for non GPRS

	4
	-
MS purged for non GPRS

	5
	-
no paging response via the SGSN

	6
	-
GPRS detached

	7
	-
deregistered in the HLR for GPRS

	8
	-
MS purged for GPRS

	9
	-
Unidentified subscriber via the MSC

	10
	-
Unidentified subscriber via the SGSN

	11
	-
deregistered in the HSS/HLR for IMS

	12
	-
no response via the IP-SM-GW

	All 'non GPRS' reasons (except for roaming restriction) can be combined with all 'GPRS' reasons and vice-versa

	All other integer values are reserved.
	


============= NEXT CHANGE =============

4
Network architecture

4.1
Basic network structure

The exchange of messages between an MS and an SME involves the entities shown in figure 4.

The architecture for providing SMS over a generic IP CAN is described in 3GPP TS 23.204 [42] (see subclause 5).
The basic network structure of the SMS is depicted in figure 5.
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Figure 4: Entities involved in the provision of SM MT and SM MO:
SC, SMS‑GMSC/SMS‑IWMSC, SGSN, MSC and MS

The links of figure 5 support the short message transfer in the following way:

‑
message transfer on link 1 is described in clause 5;

‑
the operations performed on links 2 and 4 is described in 3GPP TS 29.002 [15];

‑
message transfer on link 3 is described in clause 4.2;

‑
message transfer on link 5 is supported by protocol described in 3GPP TS 24.011 [13].
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Figure 5: The main network structure serving as a basis for the short message transfer
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8
Node functionality

The overall requirements to the MSC, SMS-GMSC, SMS-IWMSC and SGSN with respect to handling of the Short Message Service is to cater for the routing and necessary intermediate buffering of the short messages.

8.1
Node functionality related to SM MT

8.1.1
Functionality of the SMS‑GMSC

When receiving a short message TPDU from the SC, the SMS‑GMSC is responsible for the following operations:

‑
reception of the short message TPDU;

‑
inspection of the parameters.

NOTE 1:
The SMS‑GMSC may be identical to the MSC.

if parameters are incorrect:

‑
returning the appropriate error information to the SC in a failure report (see clauses 9 and 10);

if errors are not found within parameters:

‑
interrogating the HLR ("sendRoutingInfoForShortMsg", see clause 10); retrieving routing information or possible error information;

if HLR is returning error information:

‑
returning the appropriate error information to the SC in a failure report (see clauses 9 and 10);

if no errors are indicated by the HLR:

‑
transferring the short message TPDU to the MSC or SGSN using the routing information obtained from the HLR ("forwardShortMessage", see clause 10);

NOTE 2:
In case when more than one address (SGSN and/or IP-SM-GW and/or MSC) is received fromHLR, the SMS-GMSC may choose (operator dependant) via which nodes (SGSN, IP-SM-GW, or MSC) the SMS is first to be sent. The SMS delivery via the SGSN is normally more radio resource efficient than the SMS delivery via the MSC.

if one address (SGSN, IP-SM-GW, or MSC) is received from HLR:

-
When receiving the report associated with the short message from the MSC, IP-SM-GW or SGSN (positive or negative outcome of "forwardShortMessage", see clause 10), the SMS‑GMSC is responsible for the following operations;

if the report indicates successful delivery:

‑
notifying the HLR of the successful delivery via the MSC, IP-SM-GW or the SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

‑
creating and sending the successful report to the SC;

if the report is a failure report indicating "absent subscriber" via the MSC, IP-SM-GW or the SGSN (see clause 3.3):

‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) with cause Absent Subscriber ("SM_DeliveryReportStatus", see clauses 9 and 10);

-
informing the HLR of the reason for the MS being absent via the MSC, IP-SM-GW or the SGSN (if this information is available);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the negative report to the SC which should include the reason for the MS being absent (if this information is available) so that the SC may adjust any retry algorithm appropriately (see clauses 9 and 10);

if the report is a failure report indicating "MS memory capacity exceeded" via the MSC, IP-SM-GW or the SGSN (see clause 3.3):

‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) with cause MS Memory Capacity Exceeded via the MSC, IP-SM-GW or the SGSN ("SM_DeliveryReportStatus" , see clauses 9 and 10);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the report to the SC (see clauses 9 and 10).

if more than one addresses (SGSN and/or IP-SM-GW and/or MSC) are received from HLR:

-
When receiving the first report associated with the short message from the MSC, IP-SM-GW or SGSN (positive or negative outcome of "forwardShortMessage", see clause 10), the SMS‑GMSC is responsible for the following operations:

if the first report indicates successful delivery:

‑
notifying the HLR of the successful delivery via the MSC, IP-SM-GW or the SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

‑
creating and sending the successful report to the SC;

if the first report is a failure report indicating:

-
Unidentified subscriber;

-
Facility not supported;

-
Absent subscriber with indication: GPRS or IMSI Detach;

-
System failure;

-
Unexpected data value;

-
Data missing;

· GPRS connection suspended (see TS 3GPP TS 29.002 [15]);

· SM Delivery Failure with indication: equipment Not SM Equipped:

‑
transferring the short message TPDU to the second path using the routing information obtained from HLR. 

if the second report indicates successful delivery:

‑
notifying the HLR of the successful delivery of the second transfer via the MSC, IP-SM-GW or SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

-
notifying the HLR of the unsuccessful delivery at first transfer only with cause "absent subscriber";

-
notifying the HLR of the reason for the MS being absent via the MSC, IP-SM-GW or the SGSN (if this information is available);

-
establishing, when necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the successful report to the SC;

if three addresses are available and the second report is a failure report indicating:

-
Unidentified subscriber;

-
Facility not supported;

-
Absent subscriber with indication: GPRS or IMSI Detach;

-
System failure;

-
Unexpected data value;

-
Data missing;

· GPRS connection suspended (see TS 3GPP TS 29.002 [15]);

· SM Delivery Failure with indication: equipment Not SM Equipped:

‑
transferring the short message TPDU to the third path using the routing information obtained from HLR.

if the third report indicates successful delivery:

‑
notifying the HLR of the successful delivery of the third transfer via the MSC, IP-SM-GW or SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

-
notifying the HLR of the unsuccessful delivery at first and second transfer only with cause "absent subscriber";

-
notifying the HLR of the reason for the MS being absent via the MSC, IP-SM-GW or the SGSN (if this information is available);

-
establishing, when necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the successful report to the SC;

if all transfers result a failure report:

‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) only if at least one of reports failed due to "MS Memory Capacity Exceeded" or "Absent Subscriber" ("SM_DeliveryReportStatus", see clauses 9 and 10);

-
notifying the HLR only with the causes "Absent Subscriber", "Memory Capacity Exceeded" via the MSC or the SGSN, or both;

-
notifying the HLR of the reason for the MS being absent via the MSC and/or IP-SM-GW and/or SGSN (if this information is available);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the negative report to the SC with errors from first, second, and optionally third path (see clauses 9 and 10).

============= NEXT CHANGE =============

8.1.4
Functionality of the IP-SM-GW

The IP-SM-GW is described in 3GPP TS 23.204 [42]. It provides protocol interworking for the delivery of short messages between the IP-based UE and the SMSC.

============= NEXT CHANGE =============

8.2.2
Functionality of the SMS‑IWMSC

When receiving a short message TPDU from the MSC, IP-SM-GW or SGSN ("forwardShortMessage", see clause 10), the SMS‑IWMSC is responsible for the following operations:

‑
reception of the short message TPDU;

‑
optionally, interrogating the HLR ("sendRoutingInfoForShortMsg", see clause 10); retrieving the recipient’s IMSI in order to check for the existence of an SMS Interworking agreement before establishing a link with the addressed SC;
if HLR returns error information:

‑
returning the appropriate error information to the MSC or SGSN in a failure report (negative outcome of "forwardShortMessage", see clause 10);

if no errors are indicated by the HLR:

‑
inspecting the IMSI parameter and ignoring the other routing information;
if the received parameter is unacceptable to the SMS-IWMSC (due to lack of an SMS Interworking agreement):

‑
returning SM Delivery Failure with indication: invalid SME-address to the MSC or SGSN;
if the parameter is acceptable to the SMS-IWMSC (due to the existence of an SMS Interworking agreement) or the SMS-IWMSC didn’t apply the optional HLR interrogation:
‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
transferring the short message TPDU to the SC (if the address is valid);

if a report associated with the short message is received from the SC, the SMS‑IWMSC is responsible for the following operations:

‑
relaying of the report to the MSC or SGSN (positive or negative outcome of "forwardShortMessage", see clause 10);

if a report associated with the short message is not received from the SC before a timer expires or if the SC address is invalid, the SMS‑IWMSC is responsible for the following operations:

‑
returning the appropriate error information to the MSC or SGSN in a failure report (negative outcome of "forwardShortMessage", see clause 10).

The value of the timer is dependent on the protocol between the SC and the SMS‑IWMSC.

============= NEXT CHANGE =============

8.2.4
Functionality of the IP-SM-GW

Successful SM MO delivery procedure with IP-SM-GW is described in 3GPP TS 23.204 [42] (see subclause 6.3).
============= NEXT CHANGE =============

10
Fundamental procedures within SMS

The procedures for providing SMS over a generic IP CAN is described in 3GPP TS 23.204 [42] (see subclause 6).
The SMS comprises 3 fundamental procedures:

1)
Short message mobile terminated. This procedure consists of all necessary operations to:

a)
transfer a short message or status report from the SC to the MS;

b)
return a report to the SC, containing the result of the message transfer attempt.

2)
Short message mobile originated. This procedure consists of all necessary operations to:

a)
transfer a short message from the MS to the SC;

b)
return a report to the MS, containing the result of the message transfer attempt.

3)
Transfer of an Alert. This procedure consists of all necessary operations for an HLR or a VLR to initiate a transfer of an Alert to a specific SC, informing the SC that the MS has recovered operation.

3GPP TS 29.002 [15] defines operations necessary for the provision of the Short Message Service. The operations defined in clause 10 describe the requirement that the Short Message Service puts upon the network functionality. If discrepancies exist in nomenclature, it is the 3GPP TS 29.002 [15] that shall be the reference.

Annex C indicates the flow of primitives and parameters during the short message transfer between the SC and the MS. Both the Mobile terminated and the Mobile originated cases are covered.

============= NEXT CHANGE =============

11.2
Memory available notification

If errors are indicated by the HLR (via the VLR, the IP-SM-GW, or the SGSN) after invocation of the "ReadyForSM" operation, the MSC, the IP-SM-GW, or the SGSN shall return the appropriate error information to the MS in a failure report (i.e. a RP‑ERROR message) containing the following error cause:

	Return error from ReadyForSM

(Alert Reason is "memory available")
	Cause value in the RP‑ERROR message

	DataMissing

UnexpectedDataValue

UnknownSubscriber

FacilityNotSupported 

System Failure
	38 Network out of order

38 Network out of order

30 Unknown Subscriber

69 Requested facility not implemented

38 Network out of order

	Local or lower layer failure

(e.g. reject condition, timer expired or transaction abort)
	38 Network out of order


NOTE:
The coding and the use of the RP‑ERROR message is specified in 3GPP TS 24.011 [13].

11.3
Mobile Originated short message transfer

If errors are indicated by the VLR after invocation of the "sendInfoForMO‑SMS" operation.(see clause 10), the MSC shall return the appropriate error information to the MS in a failure report (i.e. a RP‑ERROR message) containing the following error cause:

	Return error from SendInfoForMO‑SMS
	Cause value in the RP‑ERROR message

	DataMissing
	38 Network out of order

	UnexpectedDataValue
	38 Network out of order

	TeleserviceNotProvisioned
	50 Requested facility not subscribed

	
	

	CallBarred
	

	‑ barringServiceActive
	10 Call barred

	‑ operatorBarring
	8 Operator determined barring


NOTE:
The coding and the use of the RP‑ERROR message is specified in 3GPP TS 24.011 [13]. The operation SendInfoForMO-SMS is not used by the SGSN.

If errors are indicated by the SMS‑IWMSC (negative outcome of the "forwardShortMessage),) the MSC, the IP-SM-GW, or the SGSN shall send a failure report (i.e. a RP‑ERROR message) to the MS, with the error cause coded as follows:

	Return error from ForwardShortMessage
	Cause value in the RP‑ERROR message

	System Failure
	38 Network out of order

	FacilityNotSupported
	69 Requested facility not implemented

	
	

	UnexpectedDataValue
	38 Network out of order

	
	

	SM‑DeliveryFailure

cause: unknownSC
	1 Unassigned number

	
	

	SM‑DeliveryFailure

cause: SC‑Congestion
	42 Congestion

	
	

	SM‑DeliveryFailure

cause: invalidSME‑Addr (NOTE 1)
	21 Short message transfer rejected

	
	

	SM‑DeliveryFailure

cause: subscriberNotSC‑Subscriber
	28 Unidentified subscriber

	Local or lower layer failure

(e.g. reject condition,

timer expired or transaction abort)
	38 Network out of order

	NOTE 1: 
This cause includes the case when the outcome of optional HLR interrogation is unacceptable (see clause 8.2.2)


NOTE:
The coding and the use of the RP‑ERROR message is specified in 3GPP TS 24.011 [13].
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