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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This technical report studies and evaluates architecture enhancements to address the following objectives:

Objective I: Enable CIoT/MTC functionalities in 5G CN. 

The objective is to study how to support identified CioT/MTC functionalities in 5G CN with potential connectivity to WB-EUTRA (eMTC) and/or NB-IoT for 5GS capable devices. 

The following CIoT/MTC functionalities need to be evaluated and studied how to enable them in 5G CN, if needed:

- 
Equivalent overall functionalities as provided by SCEF for CIoT/MTC

- 
Monitoring

- 
Small data transmission (infrequent and frequent small data transmission including frequent small data transmission from tracking devices) 

- 
Additional power saving functions unless those are supported for 5G system in Rel-15.

- 
Non-IP Data Delivery

- 
Overload control (as relevant in 5G CN)

- 
Support of Coverage enhancement including adaptations in 5G CN required to support latencies

- 
Equivalent to Group communication and messaging 

- 
Reliable communication via functionality equivalent to SCEF

- 
Inter-RAT mobility support to/from NB-IoT.

- 
High latency communication

- 
Include location services procedures for IoT in 5G location services 

NOTE: 
Attach without PDN connection and non-IP PDN Connection type is already supported in 5G CN (TS  23.501 [5]). 

Ensure that regulatory requirements can be fulfilled at the same level as in EPC.

Objective II: Co-existence and migration from EPC based eMTC/NB-IoT to 5GCN.

Study solutions for coexistence and migration from EPC towards 5G CN for eMTC/NB-IoT. 

This objective will study solutions where the same service is offered to some UEs connected to EPC and some UEs connected to 5G CN e.g. using SCEF and equivalent functionalities in 5GCN.  Solutions that assume that 5G CN needs to support EPC NAS signaling for legacy IoT devices access are not considered.  

Any modifications in the EPC-5GC interworking "baseline" specific to CIOT will also be discussed as part of Objective II.
Objective III: 5G System enhancements to address 5G service requirements (based on TS 22.261 and TR 38.913).

To study system architecture enhancements to address related service requirements defined in TS 22.261 [2] and RAN requirements defined in TR 38.913 [3] and how to enable them in 5G CN, if needed. At least the following service requirements have been identified:

-
Enable the change of association between subscription and address/number of an IoT device within same operator and in between different operators.

-
Restricted Registration procedure to allow IoT device provisioning.  

Any system implications for the RAN will be coordinated with RAN WGs. 

This study is not going to study enhancements to EPC.


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
 [2]
3GPP TS 22.216:" Service requirements for next generation new services and market".

[3]
3GPP TR 38.913: "Study on scenarios and requirements for next generation access technologies".

[4]
3GPP TS 23.401:"General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access"

[5]
3GPP TS 23.501: "System Architecture for the 5G System".

[6]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[7]
3GPP TS 23.502: "Procedures for the 5G System".

[8]
3GPP TS 24.250: "Protocol for Reliable Data Service between UE and SCEF; Stage 3".

[9]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)". 
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Architectural Assumptions and Principles 


The following architecture assumptions and principles apply:

-
The assumption is that WB-E-UTRA and NB-IoT are connected to 5GC via N2/N3. 

-
Regulatory requirements (e.g. LI) shall be fulfilled at the same level as in EPC.
-
No architectural enhancements made to EPC.

-
APIs for CIoT related services provided to the SCS/AS shall be common for UEs connected to EPS and 5GS.

NOTE:
The level of support of the API may differ between EPS and 5GS.
-
Support for small data delivery using IP data and Unstructured (Non-IP).

-
At least equivalent level of security for UEs used for CIoT in 5GS system as in EPS;

NOTE:
Security may need to be investigated by SA WG3;

-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system to that in EPS shall be supported;

-
UEs used for CIoT can be mobile or nomadic/static, and resource efficiency should be considered for both for relevant optimization(s);
-
The 5GS system is assumed to operate with a large number of UEs used for CIoT in the system and be able to appropriately handle overload and congestion situations; 
5
Key Issues
5.1
Key Issue 1: Support for infrequent small data transmission
5.1.1
Description

This key issue aims to provide solutions to support efficient infrequent small data transmissions for at least low complexity, power constrained, and low data-rate CIoT UEs. In some of the usage scenarios the devices (e.g., utility meters) may not be mobile throughout their lifetime. It is expected that the number of CIoT devices will increase exponentially but the data size per device will remain small.

5.1.2
Architectural requirements

This key issue addresses infrequently sending and receiving small data with the following architectural requirements:
-
Resource efficient system signalling load (especially over the Radio interface);

-
An at least equivalent level of security mechanisms for CIoT in 5G system as in EPS;
-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS;

-
Minimal Access Stratum changes required for NB-IoT/eMTC UEs to connect to 5GS;

-
Support for the following small data transmissions:

-
single packet transmission (UL or DL);

-
dual packet transmission (UL with subsequent DL, or DL with subsequent UL);

-
multiple packet transmission (one or a few UL and/or one or a few DL (in any combination or order));
-
Support for delivery of IP data and Unstructured (Non-IP) data;
-
Support for charging, roaming and policy control;

-
Support API(s) for infrequent small data transmission and capability exposure to AF.
5.1.3
Architectural baseline

The following architectural baseline assumptions should be considered:

-
Small data can be exchanged using either the northbound API interface between 5GC and AF or the N6 interface between UPF and AF.

-
The 5GS network function terminating the northbound API is assumed to support message based charging.
5.1.4
Open issues
The following open issues remains to be studied:

-
Efficient handling of nomadic/static and mobile usage scenarios.

-
Whether and how small infrequent User Data delivery via Control Plane and/or User Plane in the 5GS is supported.
-
Assumptions on UE indication of preferred and supported network behaviour (see TS 23.401 [4], clause 4.3.5.10) may be required: A UE includes in a Preferred Network Behaviour indication the Network Behaviour the UE can support and what it would prefer to use.

-
Whether PDU sessions need to be established to exchange infrequent small data.
-
Identify whether specific AMF/SMF selection for CIoT devices is needed.

NOTE:
This key issue may have some dependencies to the key issues for High Latency Communications.

5.2
Key Issue 2: Frequent small data communication
5.2.1
Description

This key issue aims at providing a solution to support efficient frequent small data transmissions for CIoT, e.g. tracking devices for both Mobile Originated (MO) and Mobile Terminated (MT) use cases. It is expected that the number of such devices can increase exponentially, but the data size per device will remain small. Traffic characteristics for UEs used for CIoT using frequent small data transmissions may lead to inefficient use of resources in the 3GPP system and high UE power consumption without use of appropriate optimization. 

Frequent small data communication targets optimizations that can meet both architecture requirements on UE power consumption and resource efficient system signalling in a balanced way. A traffic pattern is assumed where small data transmissions may occur from a few small data transmissions per hour to multiple small data transmissions per minute. 

The objective of this key issue is to ensure optimized transmission with IP based and non-IP based protocols. Failure to do so may lead to sub-optimal transmission characteristics with increased signalling and UE power consumption.
5.2.2
Architectural requirements

In addition to the common requirements in clause 4, the following architecture requirements shall be supported in 5GS:

-
It shall be possible to transmit frequent small data with consideration of resource-efficiency and UE power efficiency;

-
Minimal Access Stratum changes required for NB-IoT UEs to connect to 5GS
-
Support for delivery of IP data and Unstructured (Non-IP) data; 

-
Support for the following small data transmissions:

-
single packet transmission (UL or DL);

-
dual packet transmission (UL with subsequent DL, or DL with subsequent UL);

-
multiple packet transmission (one or a few UL and/or one or a few DL (in any combination or order));

-
An at least equivalent level of security mechanisms for CIoT in 5G system as in EPS;

-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS

-
Support for charging, roaming, policy control
5.2.3
Architectural baseline

The following are considered architecture baselines for this key issue:

-
The 5GS network function terminating the T8 NIDD API is assumed to support message based charging.

-
The AF (i.e. SCS/AS) shall be able to access frequent small data service via an API equivalent to T8 NIDD API. 
-
The AF (i.e. SCS/AS) shall be able to access frequent small data communication over N6.

5.2.4
Open issues

The following open issues for supporting key issue Small data frequent communication:

-
How to enable frequent small data transmissions (see clause 5.2.1) in a resource-efficient and UE power efficient way in 5GS;
5.3
Key Issue 3: High latency communication
5.3.1
Description

Functions for high latency communication may be used to handle Mobile Terminated (MT) communication with UEs being unreachable while using power saving functions (see key issue on power saving functions) and for coordinating the maximum latency between the application, the UE and the network. "High latency" refers to the initial response time before normal exchange of packets is performed and may be further classified into shorter and longer latencies. That is, the time it takes before a UE has woken up from its power saving state and responded to the initial downlink packet(s).
In EPC (see TS 23.682 [6]) high latency communication is handled by the following two mechanisms:

-
Extended buffering of downlink data in the network: The data is buffered until the UE wakes up from its power saving state and moves to ECM-CONNECTED state, when the buffered downlink data is conveyed to the UE. 

-
Notification procedures: An AF (i.e. SCS/AS) may request notification when a UE wakes up or is expected to wake up from its power saving state, to send the downlink data to the UE when the UE becomes reachable. 
Similar approaches may be considered for 5GC. Extended buffering is not recommended for UEs using very long sleep durations. 
5.3.2
Architectural requirements

In addition to the common requirements in clause 4, the following architecture requirements shall be supported for high latency communication in the 5G system:

-
Send DL data to UEs at the earliest possible opportunity when the UEs are applying power saving functions, followed by subsequent return to power saving state when the data has been delivered.

-
Coordination of the UE sleep duration between the Application, the UE and the network.

-
Provide the AF (i.e. SCS/AS) with UE status information (e.g. reachability notification or the time when the UE is expected to be reachable) 
5.3.3
Architectural baseline
-
5GS enhanced with resource efficient buffering until UE wakes up from its power saving state;
-
The buffered downlink data can be forwarded, if needed, between the network function instances that provide the buffering to avoid packet loss.
-
Support for UE status information related to power saving functions (e.g. UE reachability) reporting to SCS/AS .
-
The 5GS may receive parameters related to reachability and buffering via the Network Parameter Configuration API.

5.3.4
Open issues

The following issues shall be considered:

-
Study how to support high latency communication when power saving solutions are used in 5GS;
-
Study where downlink data can be buffered;

-
Study which monitoring events can be generated;
-
Study whether the 5G system should support obtaining Maximum Latency parameters from the UE via NAS signalling.
NOTE: 
This key issue may have some dependencies to the key issues for Power saving functions, Infrequent small data communication, Frequent small data communication and Network Parameter Configuration API via NEF.

5.4
Key Issue 4: Power Saving Functions

5.4.1
Description

EPC supports Power Saving Mode (PSM) and Extended Idle Mode DRX (eDRX). This key issue addresses how equivalent EPS power saving functions and 5G enhancements will be supported in the 5G system allowing connectivity between 5GC and WB-EUTRA (eMTC) and/or NB-IoT devices. 
E-UTRAN (both WB-E-UTRAN and NB-IoT) already supports extended idle mode DRX functionality and the same is assumed to be available when E-UTRAN is connected to 5GC: operators have begun deploying eDRX support for NB-IoT/eMTC and are expecting continued support of eDRX regardless of whether E-UTRAN is connected to EPC or 5GC. Therefore, this key issue aims at supporting eDRX in 5GC. 

Furthermore, as already studied for EPC, extended idle mode DRX has a limitation in the amount of time the UE can be in deep sleep (~45 minutes for WB-E-UTRAN and ~3hs for NB-IoT). Therefore, a NAS based approach should be adopted as well to support sleep cycles similar to the ones supported by PSM in EPC.

Therefore two tracks of this key issue should be studied:

-
Track 1: 5G NAS/5GC support of extended idle mode DRX

-
Reuse as is the RAN aspects of extended idle mode DRX already supported in WB-E-UTRAN and NB-IoT

-
Include NAS, N2, subscription and CN handling aspects of extended idle mode DRX feature

-
Track 2: NAS based approach that supports very long periods of deep sleep.

-
NAS based solution with no/minimal RAN impact that allows for deep sleep periods of up to similar duration as in EPC PSM. 

NOTE 1: 
How the SCS/AS influences the configuration of the power savings functions will be impacted by the conclusion of the "Network Parameter Configuration API via NEF" key issue. 

NOTE 2: 
Reachability and buffering aspects will be addressed in the key issue on high latency communication. 

5.4.2
Architectural requirements

Architecture goals for UE power consumption optimizations include:

-
Solutions shall enable UE power savings while also supporting mobile terminating communications with a delay governed by the duration of the UE's sleep cycles.
-
Solutions shall enable UE power savings while also supporting delay-sensitive mobile terminating communications triggered by mobile originated communications.

-
Solutions shall optimize UE power savings according to expected and desired UE and application behaviour (e.g. communication pattern) if such information is available.
-
Sleep cycle durations supported by 5GC should be the same as supported by eDRX and PSM in EPC.
5.4.3
Architectural baseline

Track 1: 5G NAS/CN will be updated to support extended idle mode DRX for sleep cycles up to ~45 minutes for WB-E-UTRAN and ~3hs for NB-IoT as follows

-
5G NAS to support eDRX sleep cycle negotiation during registration/registration update etc.

-
Subscription information to be enhanced by extended idle mode DRX parameters

-
AMF to support Hyper SFN, Paging Hyperframe and Paging Time Window length as described in TS 23.682 [6] for paging the UE 
Editor's Note:
Support for eDRX functionality by E-UTRA connected to 5GC as described above to be confirmed by RAN groups.
Track 2: NAS based approach for sleep cycles up beyond a few hours and up to similar duration as supported by PSM in EPC. 

-
Power Saving Function e.g. the MICO mode, enabling very long deep sleep period is negotiated at NAS.

-
Deep sleep cycle and wake up times are determined by NAS timer(s).  

5.4.4
Open issues

-
No open issues for Track 1, translation of signalling to 5G CN should be straightforward. 

-
For Track 2, how to ensure that pending downlink data can be delivered to the UE when the UE wakes up from a sleep cycle.

-
For 5GS enhancements how 5GS is configured with the UE's and application's expected and desired behaviour and and how the 5GS fulfils those requirements.

-
Support for eDRX in RRC_Inactive is FFS

NOTE: 
This key issue may have some dependencies and relations to other key issues including high latency communication, etc.

5.5
Key Issue 5: UE TX Power Saving Functions
5.5.1
Description

It is observed that when UE communicates with network, the TX power consumption of each data transmission is more than ten times of the RX power consumption and the TX power consumption contributes much to the UE whole power consumption. So, optimizing the TX power consumption is an effective way to improve UE power saving.

This key issue aims to optimize UE TX power consumption under certain conditions, e.g. in weak coverage, with high latency application, or other any conditions under which UE TX power consumption can be improved.
NOTE:
In this key issue UE TX power consumption optimization should be considered only at system level.
5.5.2
Architectural requirements

The following architecture requirement shall be supported:

-
It shall be possible to optimize UE TX power consumption under the identified conditions.
5.5.3
Architectural baseline

5.5.4
Open issues
-
To identify the conditions under which UE TX power consumption can be improved.

5.6
Key Issue 6: Management of Enhanced Coverage
5.6.1
Description

Both NB-IoT and WB-E-UTRA, with enhancements for MTC radio access technologies are expected to be used in 5G to provide radio access support for massive IoT. Both these RATs support Enhanced Coverage (EC) based on radio signal repetitions. Radio signal repetition is costly and therefore management of the feature is important from overall system cost perspective. 
5.6.2
Architectural requirements

The following functionality should be supported:

-
Enable an Application Server/Function to query the status of the enhanced coverage restriction for a UE;

-
Means for the 5GC to restrict UE usage of the EC feature;

-
Enable an Application Server/Function to enable, or to disable the EC restriction for a particular UE; and

-
Temporary storage of RAN parameters in 5GC, related to the EC feature.

-
Indication of UE capability of CE mode B support to the 5GC.

- 
Storage of restriction of use of EC as part of subscription parameter in UDM.

5.6.3
Architectural baseline

Baseline for EC support for 5G, is the T8 API towards the AF/AS and the 5GS architecture. 

5GC already support monitoring/exposure function of certain UE aspects, see TS 23.502 [7] clause 4.15. The exposure functionality already specified should be considered when enabling an Application Server/Function to query the status of the enhanced coverage restriction for a UE.

The AMF receives, at N2 release, RAN parameters, important for paging a UE in EC. The AMF shall store the parameters during the time the UE is in CM-IDLE and return the parameters to RAN in a subsequent paging message unless the UE is restricted from using EC. Same or similar IE as the Information Element UEPagingCoverageInformation is used for this purpose in 5GS. 

Use of Enhanced Coverage can be restricted per subscriber per PLMN in the UDM. If the Enhanced Coverage is restricted as per subscription or based on local configuration then the AMF informs

-
the UE as part of the Registration procedure

-
the RAN whenever the UE context is established or modified in the RAN.

5.6.4
Open issues

Compared to EPC there are a few new aspects in 5GS that should be studied and considered in proposed solutions: 
-
OI1: Impacts to the Enhanced Coverage feature due to MICO mode and any other power save solutions proposed and studied for 5GS. 

-
OI2: Impacts, if any, to the Enhanced Coverage feature due to RRC_Inactive feature. 

-
OI3: Signalling details for status query of Enhanced Coverage restriction and enabling/disabling Enhanced coverage restriction by Application Server/Function.
5.7
Key Issue 7: Overload Control for small data
5.7.1
Description

In EPC two solutions are provided for small data communication a.k.a. CIoT optimizations: User Plan CIoT EPS optimization and Control Plane CIoT EPS optimization. For the Control Plane CIoT EPS optimization overload control mechanism is defined in EPC to protect the MME and the Signalling Radio Bearers (SRBs) in the E-UTRAN from the load generated by NAS Data PDUs. This key issue aims to study whether and how equivalent overload control mechanism can apply for NB-IoT and WB-E-UTRA connected to 5GC.

NOTE:
The Overload control for 5G IoT depends on the selected solution for small data communication. 
5.7.2
Architectural requirements

The following architecture requirement shall be supported:

-
The system should support procedures to handle the overload from data transmission via the control plane (if data transmission via control plane is agreed as a feature in 5GS).

5.7.3
Architectural baseline

Depending on the selected solution for small data communication in 5GS, similar functionality e.g. control plane data back-off timer, control plane overload start indication and service gap as applied in the EPC can be applied to protect the 5GS control plane from overload when used to transport user data packets.

5.7.4
Open issues

The following open issues remains to be studied.

-
In what network function(s) can the overload conditions occur, and where should the overload control be executed?

-
What are the function and procedures required to handle overload?

5.8
Key Issue 8: Support of the Reliable Data Service
5.8.1
Description

This key issue will address how to enable the Reliable Data Service for unstructured PDU sessions and functionality equivalent to the Reliable Data Service. 

NOTE:
Solutions to this key issue will likely depend on solutions to several other key issues (e.g. Frequent and Infrequent Small Data key issues). 

5.8.2
Architectural requirements

-
In an unstructured PDU session type, it shall optionally be possible to provide for reliability and the detection and elimination of duplicate packets between the UE and the PDU session termination point. 

-
AF’s shall be able to send and receive data via a set of exposed APIs.

- 
When an AF uses an exposed API to send and receive data:

-
It shall optionally be possible for the sender to indicate whether or not the data needs to be sent with reliability or not.

-
It shall optionally be possible to identify the sending and receiving application.

-
UE and Network shall be able to indicate its support for reliable communication.

5.8.3
Architectural baseline

-  
It shall be an option to use the Reliable Data Service protocol (defined in TS 24.250 [8]) to provide for reliability and the detection and elimination of duplicate packets between the UE and the unstructured PDU session termination point as well as a means for identifying the sending and the receiving application.

-
The APIs that are exposed to the AF will support the functionality and features that are exposed on the T8 interface by the Non-IP Data Delivery APIs that are defined in TS 29.122 [9] so that the T8 APIs may be re-used in 5GC. 

5.8.4
Open issues

-
What NF is used as the PDU session termination point (UPF, NEF, etc.) will be decided as part of other key issues (e.g. Frequent and Infrequent Small Data key issues).

-
How reliable communication is enabled and disabled (e.g. based on static DNN configuration, or using dynamic mechanism).
5.9
Key Issue 9: Support of common north-bound APIs for EPC-5GC Interworking
5.9.1
Description

An IoT UE can possibly switch between EPC and 5GC. An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC. This key issue will address architectural issues that may arise when a UE switches between being served between EPC and 5GC.
NOTE:
Evaluation of solutions to this key issue should consider whether there are any CAPIF impacts.
5.9.2
Architectural requirements

-
An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC.
5.9.3
Architectural baseline

5.9.4
Open issues

-
Whether the UE’s movement between EPC and 5GC will cause the API termination point(s) associated with the UE to change.

-
Whether it is possible for the exposure function (e.g. SCEF or NEF) serving a UE to change.

-
If so, then how the AF determines what node to direct API requests towards.

-
If so, then how the new node gets the UE’s context (i.e. NIDD Configuration, Monitoring Event Configurations, etc.).

5.10
Key Issue 10: Network Parameter Configuration API via NEF
5.10.1
Description

This key issue addresses how the Network Parameter Configuration API may be implemented the Nnef interface. 

TS 23.682 [6] defines a Network Parameter Configuration procedure on the T8 interface. The procedure is used by the SCS/AS to provide the EPS with suggested parameter values for Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets. 

In the EPS, these values are used to influence the UE’s PSM, extended idle mode DRX, and extended buffering configurations. However, the SCS/AS is largely unaware of the details of the power savings techniques that are used by the network (e.g. PSM and eDRX). From the SCS/AS point of view, the UE is essentially reachable or unreachable. 

The SCS/AS provides Maximum Latency as a guide for the maximum amount of time between UE reachability events. 

The SCS/AS provides Maximum Response as a guide for how much time the SCS/AS needs to begin sending data to the UE after receiving a reachability notification.

The SCS/AS provides the Suggested Number of Downlink Packets parameters to configure how many packets should be buffered by the network when the UE is not reachable.

This key issue will examine how, in 5GS, the AF (i.e. SCS/AS) may provide Maximum Latency, Maximum Response, and Suggested Number of Downlink Packets to the 5GS and expect network behaviour similar to EPS.
5.10.2
Architectural requirements

-
The Nnef interface should allow the AF to provide a Maximum latency parameter as a guide for the maximum amount of time between UE reachability events. 

-
The Nnef interface should allow the AF to provide a Maximum Response parameter as a guide for how much time the AF needs to begin sending data to the UE after receiving a reachability notification.

-
The Nnef interface should allow the AF to provide a Suggested Number of Downlink Packets parameter to configure how many packets should be buffered by the network when the UE is not reachable.
5.10.3
Architectural baseline

-
As is done on T8, the AF will use the Network Parameter Configuration API to provide the NEF with Maximum Latency, Maximum Response Time, and Suggested Number of Downlink Packets.

-
The NEF will provide the Maximum Latency, Maximum Response Time, and Suggested Number of Downlink Packets parameters to the UDM or UDR and the values will be added to the UE’s subscription information.

NOTE 1:
Whether UDM or UDR is used depends on whether it is concluded that per subscriber authorisation and/or data validation is required.

-
The UDM/UDR will provide the Maximum Latency, Maximum Response Time, and the Suggested Number of Downlink packets to the NFs that use them.

-
An NF that buffers downlink data may use the Suggested Number of Downlink Packets parameter as a guide for configuring whether or not buffering should be enabled and the amount of data to be buffered. 

NOTE 2:
This key issue is dependent on and should adapt to the outcome of other key issues (e.g. power saving, high latency, etc.).

5.10.4
Open issues

-
How and whether Maximum Response Time is used to configure power saving functions and impact a UE’s reachability for downlink data.

-
How the 5GS uses the Maximum Response Time parameter to determine when to send reachability notifications to the AF.

-
How and whether Maximum Latency is used to configure power saving functions and impact a UE’s reachability for downlink data.

-
How and whether the Suggested Number of Downlink Packets parameter impacts buffering.

-
How the UDM knows what NF to provide the Suggested Number of Downlink Packets to (i.e. what PDU session the setting applies to). 

-
Whether the NEF adds parameters to the UE’s subscription information via the UDM or directly to the UDR (i.e. do parameter updates need to be authorised per subscriber and/or is any data validation is required prior to storage).

-
It is FFS how the Network Parameter Configuration API and the Maximum Response, Maximum Latency, and Suggested Number of Downlink Packets parameters are used may be impacted by solutions/conclusions to other key issues within this study (e.g. 5GS small data, high latency communication, and power saving functions solution(s)).   

NOTE:
Where buffering occurs will be decided as part of the High Latency Communication key issue

-
It is FFS whether other parameters may be need to configure power saving functions and buffering in 5GS.

5.11
Key Issue 11: Monitoring
5.11.1
Description

Rel-15 5GC supports event monitoring for many of the same or similar events as EPC. This key issue will address how to add support to 5GC for any monitoring features that are supported in EPC but not 5GC. The key issue shall also make an assessment of the relevance for any identified features in 5GC. This key issue will also address how monitoring event configurations are handled when the UE moves between EPC and 5GC. 

5.11.2
Architectural requirements

-
Monitoring Events that are available via the T8 interface in EPC should also be available in 5GC.

5.11.3
Architectural baseline

-
The Monitoring Events that are already available in Rel-15 5GC are assumed to be reused as much as possible.

5.11.4
Open issues

-
Identify missing monitoring events, assess their relevance in 5GC, and study how to add any identified relevant events in 5GC.

-
How is Monitoring Event Configuration information handled or transferred when a UE moves from EPC to 5GC.

-
Depending on solutions to the Interworking KI, does the node that is supposed to receive the report (NEF or SCEF) change when a UE moves between EPC and 5GC.

5.12
Key Issue 12: Inter-RAT mobility support to/from NB-IoT
5.12.1
Description

In Rel-14, inter-RAT mobility to/from NB-IoT without the need to detach/reattach was introduced with a CN only approach with three aspects:

-
Force TAU triggering UE via different TAs for different RAT types WB-E-UTRAN and NB-IoT

-
Maintaining two separate UE radio capabilities in the CN (MME) depending on whether they were received when the UE was camping on WB-E-UTRAN or NB-IoT. 

-
PDN connection handling based on subscription.  

5.12.2
Architectural requirements

The architectural requirements are:
-
Intra-PLMN idle mode inter-RAT mobility to and from NB-IoT should be supported in a radio, core network and battery efficient manner. The other RAT to be supported are NR, WB-E-UTRAN.
Editor's note: Additional considerations for GPRS/UTRAN are FFS.

-
The solution should enable data sent on different RATs to be correctly recorded on CDRs.

-
The HPLMN should be able to influence which DNNs/S-NSSAIs are maintained, reconnected or disconnected at inter-RAT idle mode mobility to/from NB-IoT.
5.12.3
Architectural baseline

The architecture baseline uses the EPC solution as baseline for the core network aspects. 

-
It is assumed that the UE radio capabilities provided by the UE in NB-IoT are different from the UE radio capabilities provided by the UE in WB-E-UTRAN. 

-
Therefore two sets of capabilities are maintained by the AMF:

-
UE radio capabilities provided while UE is camping on NB-IoT are stored in AMF and provided to the RAN only when the UE is camping on NB-IoT.

-
UE radio capabilities provided while UE is camping on WB-E-UTRAN are stored in AMF and provided to the RAN only when the UE is camping on WB-E-UTRAN. 
-
When the UE preforms inter-RAT idle mode mobility to/from NB-IoT, the SMF decides, based on policies received from UDM or based on local policy, whether to maintain, reconnect or release a PDU session based on the DNN/S-NSSAI information.

5.12.4
Open issues

Editor's Note: This clause lists the open issues for supporting key issue 12.

5.X
Key Issue X: <Key Issue Title>
5.X.1
Description

Editor’s note: This clause provides a short description of the key issue.
5.X.2
Architectural requirements

Editor’s note: This clause summarizes the architectural requirements for key issue X in 5GC taking the architectural requirements that have led to the related EPC solution as a starting point.
5.X.3
Architectural baseline

Editor's Note: This clause summarizes the agreeable architectural principles to enable key issue X in 5GC taking the related EPC solution as the starting point. If part of the key issue has already been addressed in 5GC (e.g. monitoring), then the related Rel-15 5GC principles can be listed as the baseline. Clause may also remain empty if no baseline can be agreed or if the related functionality does not exist in EPC.

5.X.4
Open issues
 Editor's Note: This clause lists the open issues for supporting key issue X.

6
Solutions
6. X
Solution #X: <Solution Title>

6. X.1
Introduction
Editor's Note:
This clause lists the key issue(s) addressed by this solution.

6. X.2
Functional Description

Editor's Note:
This clause outlines solution principles and documents any assumptions made.

6. X.3
Support of EPC interworking
Editor's Note:
This clause describes if and how EPC-5GC interworking is supported by this solution.

6. X.4
Procedures

Editor's Note: This clause describes high-level procedures and information flows for the solution.
6. X.5
Impacts on existing entities and interfaces
Editor's Note: This clause describes impacts to existing entities and interfaces.

6. X.6
Evaluation

Editor's Note: This clause provides an evaluation of the solution.

7
Evaluation
Editor's note:
This clause will provide a general evaluation of the solutions.
8
Conclusions

Editor's Note:
This clause will capture conclusions from the study.
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