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[bookmark: foreword][bookmark: _Toc153434245]
Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc153434246]
1	Scope
The present document is a technical report capturing the study on application enablement architecture for mobile metaverse services over 3GPP networks. The aspects of the study include defining key issues and their related solutions to identify architecture requirements, application layer functional model (either by defining new functional model or by enhancing existing functional model) to support identified architectural requirements and corresponding solutions to provide enablement layer support to metaverse applications. 
The study is based on the requirements as defined in 3GPP TS 22.156 [2] and related use cases in 3GPP TR 22.856 [3]. The study takes into consideration the work done in other 3GPP working groups (like SA2, SA4).…
[bookmark: references][bookmark: _Toc153434247]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.156: "Mobile Metaverse Services; Stage 1". 
[3]	3GPP TR 22.856: "Feasibility Study on Localized Mobile Metaverse Services".
[4]	3GPP TR 23.700-77: "Study on system architecture for next generation real time communication services; Phase 2".
[5]	3GPP TR 23.700-70: "Study on architecture enhancement for Extended Reality and Media service (XRM); Phase 2".
[6]	3GPP TR 26.813: "Study of Avatars in Real-Time Communication Services".
[bookmark: definitions][bookmark: _Toc153434248]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc153434249]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc153434250]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc153434251][bookmark: _Hlk83975617]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>


[bookmark: clause4][bookmark: _Toc153434252]4	Key issues
[bookmark: _Toc148430532][bookmark: _Toc153434253]4.1	Key issue #1: Enabler support for managing spatial anchors
[bookmark: _Toc148430533][bookmark: _Toc153434254]4.1.1	Description
SA1 in 3GPP TS 22.156 [2] defines spatial anchors as "an association between a location in space (three dimensions) and service information that can be used to identify and access services, e.g. information to access AR media content". 
Application providers can use spatial anchors to associate application content and services with location information which can be managed by the 3GPP system. In turn, spatial anchors can be used by application clients to discover and access application content and services in a location aware fashion. 
Clause 5.4 "Use Case on Spatial Anchor Enabler" of 3GPP TR 22.856 [3] provides detailed use case for spatial anchor enabler. The use case defines mainly two entities:
1)	Spatial anchor producer: It creates the spatial anchor along with its place/location in the 3D space. It determines what to share and its location, and any constraints (e.g. who to share the spatial anchor with) and additional information.
2)	Spatial anchor consumer: It recognizes anchors associated with locations in 3D space, and use the spatial anchor to obtain the associated information.
In order to create spatial anchor, the producer captures the location of the product and assocates a new spatial anchor with this location and product information. The producer can adjust/update the spatial anchors for its location or service information or removes it completely. The consumer can retrieve information about spatial anchors. 
SA6 already supports SEAL layer. SA6 can enhance the existing SEAL capability (like location management) to enable support for spatial anchor. 
[bookmark: _Toc153434255]4.1.2	Open issues
SA6 defined enablers as of now do not support operations required for managing spatial anchors. The open issues are:
1)	How to enhance existing appliction enabler (either adding new capability in existing server or defining new capability server) to support CRUD operations for spatial anchors (association between location and service information)?
2)	How to discover spatial anchors by the consumer (e.g. UE, VAL server)?
3)	How can UE(s) within a certain range of spatial anchor be detected?
[bookmark: _Toc14352733][bookmark: _Toc19026758][bookmark: _Toc19034159][bookmark: _Toc19036349][bookmark: _Toc19037347][bookmark: _Toc25612605][bookmark: _Toc25613307][bookmark: _Toc25613571][bookmark: _Toc27647528][bookmark: _Toc153434256]4.2	Key Issue #2: Exposure of user sensitive information
[bookmark: _Toc153434257]4.2.1	Description
Ensuring appropriate user consent has been obtained is a critical aspect when handling sensitive information relating to or collected from a user, their devices or the applications installed at their devices. This is highlighted at stage 1 where many of the requirements captured in TS 22.156 [X] are subject to operator policy, regulatory requirements and user consent, the latter being of particular importance to this key issue. 
For instance, with the expected capability to access, manage and expose user specific avatar related information through the enabler layer it is of utmost importance to capture the consent of the user. Aspects of such information might also be obtained through core network capability exposure, e.g., relating to user identity, body movement or location, and re-exposed by the enabler layer but not without the consent of the user.
Each user needs to be in full control of which network and device entities are allowed to access, manage and expose information pertaining to themselves and their devices. Such end user approvals ensure that only legitimate, user trusted, entitles can obtain and utilise information and services involving that user's sensitive information.
[bookmark: _Toc153434258]4.2.2	Open issues
SA6 defined enablers as of now do not consider usage of user consent in the context of supporting localized mobile metaverse services. The open issues are:
-	How to ensure appropriate usage of user consent at the enabler layer to support localized mobile metaverse services in 3GPP specified networks?
NOTE 1:	Aspects pertaining to the definition of end-user consent/authorization over APIs are in the scope of SA3.
NOTE 2:	Obtaining end-user consent is expected to leverage the RNAA framework, where it is of note that resource owner communication with the authorization function in the CAPIF core function was not in scope of Rel-18.
Editor’s note: The open issues of this key issue can be revisited to consider mobile metaverse constructs such as digital avatars.
Editor’s note: The solution to the key issue needs coordination with SA3.
[bookmark: _Toc153434259]4.x	Key issue #x: <Title>
[bookmark: _Toc153434260]4.x.1	Description
Editor's Note:	This clause will describe the key issue.
[bookmark: _Toc153434261]4.x.2	Open issues
Editor's Note:	This clause will provide the list of open issue(s).
[bookmark: _Toc153434262]5	Application enablement architecture requirements
[bookmark: _Toc153434263]5.1	General requirements
Editor's Note:	This clause will describe general architectural requirements.
[bookmark: _Toc153434264]5.x	<application enabler layer capability x> requirements
[bookmark: _Hlk95122399]Editor's Note:	This clause will describe the architectural requirements for the studied application layer capabilities.
[bookmark: _Toc25612630][bookmark: _Toc25613333][bookmark: _Toc25613597][bookmark: _Toc27647554][bookmark: _Toc153434265]6	Application enablement architecture for metaverse services
[bookmark: _Toc153434266]6.x	Option#x: <title>
[bookmark: _Toc14352758][bookmark: _Toc19026785][bookmark: _Toc19034186][bookmark: _Toc19036376][bookmark: _Toc19037374][bookmark: _Toc25612632][bookmark: _Toc25613335][bookmark: _Toc25613599][bookmark: _Toc27647556][bookmark: _Toc153434267]6.x.1	Application enablement architecture
Editor's Note:	This clause will illustrate the high level architecture and possible architecture enhancements for supporting metaverse services.
[bookmark: _Toc153434268]6.x.2	Functional Elements
Editor's Note:	The functional elements corresponding to the architecture will be presented in this clause.
[bookmark: _Toc153434269]6.x.3	Reference Points
Editor's Note:	The reference points corresponding to the architecture will be presented in this clause.

[bookmark: _Toc153434270]7	Solutions
[bookmark: _Toc153434271][bookmark: _Toc464463365][bookmark: _Toc475064959][bookmark: _Toc478400630][bookmark: _Toc7485785][bookmark: _Toc78314759]7.0	Mapping of solutions to key issues
Table 7.0-1 Mapping of solutions to key issues
	
	KI #1
	KI #2
	KI #3
	KI #4

	Sol #1
	
	
	
	

	Sol #2
	
	
	
	


[bookmark: _Toc153434272]
7.x	Solution #x: <title>
[bookmark: _Toc464463366]Editor's Note:	Provide a suitable title for the solution.
[bookmark: _Toc475064960][bookmark: _Toc478400631][bookmark: _Toc7485786][bookmark: _Toc78314760][bookmark: _Toc153434273]7.x.1	Solution description
Editor's Note:	This clause will describe the solution. Each solution should clearly describe which of the key issues it covers and how.
This solution maps to KI# a [and KI# b]. This solution …
[bookmark: _Toc153434274]7.x.2	Architecture Impacts
Editor's note:	This clause provides the architecture impacts (if any) of the solution.
[bookmark: _Toc153434275]7.x.3	Corresponding APIs
Editor's note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc532993748][bookmark: _Toc78314761][bookmark: _Toc153434276]7.x.4	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution addressing KI#x. 
[bookmark: _Toc82472215][bookmark: _Toc82473760][bookmark: _Toc82473822][bookmark: _Toc153434277]8	Deployment scenarios
[bookmark: _Toc153434278][bookmark: _Toc82472216][bookmark: _Toc82473761][bookmark: _Toc82473823]8.1	General
Editor's Note:	This clause will provide a general description of the deployment scenarios.
[bookmark: _Toc153434279]8.x	Deployment model #x: <Title>
Editor's Note:	Provide a description of the deployment scenarios.
[bookmark: _Toc153434280]9	Business Relationships
Editor's Note:	Provide a description of the involved business relationships.
[bookmark: _Toc464463369][bookmark: _Toc475064963][bookmark: _Toc478400633][bookmark: _Toc83813088][bookmark: _Toc153434281]10	Overall evaluation
[bookmark: _Toc365058][bookmark: _Toc82472220][bookmark: _Toc82473765][bookmark: _Toc122613005][bookmark: _Toc153434282]10.1	Architecture evaluations
Editor's Note:	This clause will provide evaluation of different architectures.
[bookmark: _Toc153434283]10.2	Key issue evaluations
Editor's Note:	This clause will provide evaluation of different solutions.

[bookmark: _Toc464463370][bookmark: _Toc475064964][bookmark: _Toc478400634][bookmark: _Toc83813089][bookmark: _Toc153434284]11	Conclusions
[bookmark: _Toc532994046][bookmark: _Toc78314764][bookmark: _Toc153434285]11.1	General conclusions
[bookmark: _Toc532994047]Editor's note:	This clause will provide general conclusions for the study.
[bookmark: _Toc78314765][bookmark: _Toc153434286]11.2	Conclusions of key issue #x
[bookmark: tsgNames]Editor's Note:	This clause will provide conclusions for the specific key issue.
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