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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

In the present document, modal verbs have the following meanings:

shall
indicates a mandatory requirement to do something

shall not
indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.

The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.

should

indicates a recommendation to do something

should not
indicates a recommendation not to do something

may

indicates permission to do something

need not
indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can

indicates that something is possible
cannot

indicates that something is impossible

The constructions "can" and "cannot" are not substitutes for "may" and "need not".

will

indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

will not

indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

In addition:

is
(or any other verb in the indicative mood) indicates a statement of fact

is not
(or any other negative verb in the indicative mood) indicates a statement of fact

The constructions "is" and "is not" do not indicate requirements.
Introduction

In order to ensure efficient use and deployment of UAS on 3GPP networks an architecture for UAS application layer consisting of UAS application enabler is specified in this document. 

1
Scope

The present document specifies the functional architecture, procedures and information flows for UAS application enabler layer. This specification includes the capabilities of the application layer support for UAS that are necessary to ensure efficient use and deployment of UAS over 3GPP systems. The UAS application enabler capabilities applies to both EPS and 5GS.
This is based on the existing stage 1 work within 3GPP related to UAS in 3GPP TS 22.125 [2], as well as UAS application standards defined outside 3GPP (e.g. ASTM, ACJA).
Editor's note: Reference to stage 2 normative work on UAS by SA2 is FFS.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.125: "Unmanned Aerial System (UAS) support in 3GPP; Stage 1".
[3]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[4]
3GPP TS 23.256: "Support of Unmanned Aerial Systems (UAS) connectivity, identification, and tracking; Stage 2".

[5]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[6]
3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".

[7]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[8]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[9]
3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point".

[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".
3
Definitions of terms and abbreviations
3.1
Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Remote Identification (Remote ID) of UAS: The ability of a UAS to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly.

UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider's business objectives (e.g., UTM, Remote Identification).

UAV: The Unmanned Aerial Vehicle (also called remotely piloted aircraft or drone) of a UAS.

For the purposes of the present document, the following terms given in 3GPP TS 22.125 [2] apply

Command and Control (C2) Communication

Unmanned Aerial System (UAS)

Unmanned Aerial System Traffic Management (UTM)
UAV controller

For the purposes of the present document, the following terms given in clause 4.2 of 3GPP TS 22.125 [2] apply

Direct C2 Communication

Network-Assisted C2 communication

UTM-Navigated C2 communication
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

UAS
Unmanned Aerial System
UAV
Unmanned Aerial Vehicle

UAVC
Unmanned Aerial Vehicle Controller

UTM
UAS Traffic Management

USS
UAS Service Supplier

4
Architectural requirements

4.1
General

[AR-4.1-a] The UAS application enabler layer shall support one or more UAS applications.

[AR-4.1-b] The UAE capabilities should be offered as APIs to the UAS applications.

4.2
Support for communications between UAVs

4.2.1
Description

This clause specifies the requirements for support for communications between UAVs.

4.2.2
Requirements

[AR-4.2-a] The UAS application enabler layer shall provide mechanism to support communications between UAVs in a geographical area using unicast Uu.

4.3
QoS provisioning for C2 communication

4.3.1
Description

This clause specifies the C2 QoS provisioning related requirements.

4.3.2
Requirements

[AR-4.3.2-a] The UAE layer capabilities shall enable C2 application QoS parameter provisioning for network-assisted C2 communications to the 3GPP network system.

[AR-4.3.2-b] The UAE layer capabilities shall enable QoS differentiation for UAV operations.
[AR-4.3.2-c] The UAE server shall be capable of obtaining monitoring events related to the C2 QoS fulfilment/unfulfilment from the UAE clients (UAV and/or UAV controller).

[AR-4.3.2-d] The UAE layer capabilities shall enable QoS parameters modification to support meeting the C2 end-to-end application requirements, for paired-Uu connections between a UAV and UE-based UAV-C.
4.x
<Requirement type x>

Editor's Note:
Provide a suitable title for the requirements.

4.x.1
Description

Editor's Note:
This clause will describe the requirement for application layer support aspect.

4.x.2
Requirements

Editor's Note:
This clause will describe the architectural requirements.

5
Functional model

5.1
General

Editor's Note:
This clause will provide the general description.

5.2
Functional model description

Figures 5.2-1 and 5.2-2 illustrates the simplified architectural models for the UAS application layer.
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Figure 5.2-1: Simplified architectural model for the UAS application layer
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Figure 5.2-2: Simplified architectural model for U2 connectivity between UAS UE1 and UAS UE2 at the UAS application layer

The UAS UE1 communicates with UAS application server over U1 reference point. The UAS UE1 and UAS UE2 communicate over U2 reference point. 

NOTE 1:
The decision whether to support for UE-to-network relay architecture for UAS communications is the responsibility of SA2.

The UAS UE1 and the UAS UE2 may be a UAV-Controller or a UAV.

NOTE 2:
The UAV-Controller can connect to the UAV via a transport independent of 3GPP. Such UAV-Controller is not a 3GPP UE and is out of scope of the present document.

NOTE 3:
The decision whether to support PC5 at the U2 reference point for 5GS is the responsibility of SA2.

The reference point U1 supports the UAS application related interactions between UAS UE and UAS AS. It is expected that this reference point is supported at least for unicast delivery mode, and may support multicast delivery mode. The reference point U2 supports the interactions between the UAS UEs. The UAS AS may be the USS/UTM.

The reference point U1 is based on Uu connectivity and is an instance of UAV4 or UAV9 as specified in 3GPP TS 23.256 [4].

The reference point U2 is based on Uu connectivity and is an instance of UAV3 or UAV5 as specified in 3GPP TS 23.256 [4].

NOTE 4:
The decision whether to support multicast delivery over Uu for 5GS is the responsibility of SA2.

Figure 5.2-3 illustrates the detailed UAS application layer functional model. It enhances the simplified architectural model for the UAS application layer by specifying the functional entities at the UAS application layer.
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Figure 5.2-3: UAS application layer functional model

Figure 5.2-4 illustrates the detailed UAS application layer functional model where the UAV-C has a network‑assisted connectivity with the UAV.
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Figure 5.2-4: UAS application layer functional model with UAV-C having network-assisted connectivity with UAV

The UAS application layer functional entities for the UAS UE and the UAS application server are grouped into the UAS application specific layer and the UAE layer. The UAE layer offers the UAE capabilities to the UAS application specific layer. The UAS application layer functional model utilizes the SEAL services as specified in 3GPP TS 23.434 [5].

The UAE server is located in the UAE layer. The SEAL services/UAS application specific layer utilized by UAE layer may include location management, group management, configuration management, identity management, key management and network resource management. The UAS application specific layer consists of the UAS application specific functionalities.

NOTE 5:
The functionalities of the UAS application specific layer include the USS/UTM and are out of scope of the present document.

The following connectivity path for the UAS is supported when both the UAV-C and the UAV are 3GPP UEs:

-
UAV-C to UAV over U2 (Uu connectivity).

The UAS application server consists of the UAE server, the SEAL servers and the UAS application specific server. The UAE server provides the UAS application layer support functions to the UAS application specific server over Us reference point. The SEAL servers provide the SEAL services to the UAS application specific server/UAE server over SEAL-S reference point.

The UAS UEs consist of the UAE client, the SEAL clients and the UAS application specific client. The UAE client provides the UAS application layer support functions to the UAS application specific client over Uc reference point. The SEAL clients provide the SEAL services to the UAS application specific client/UAE client over SEAL-C reference point.

NOTE 6:
In some deployments, the client and server entities of SEAL can be part of UAE client and UAE server respectively.

The UAS application specific client/UAE client acts as a VAL client for its interaction with the SEAL clients as specified in 3GPP TS 23.434 [5]. The UAS application specific server/UAE server acts as a VAL server for its interaction with the SEAL servers as specified in 3GPP TS 23.434 [5].

In the UAE layer, the UAE client communicates with the UAE server over U1-AE reference point. In the UAS application specific layer, the UAS application specific client communicates with UAS application specific server over U1-APP reference point.

NOTE 7:
The U1-APP reference point includes UAV-Controller/UAV to USS/UTM communication and is out of scope of the present document.

In the UAE layer, the UAE client of UAS UE2 communicates with UAE client of UAS UE1 over U2-AE reference point. In the UAS application specific layer, the UAS application specific client of UAS UE2 communicates with UAE client of UAS UE1 over U2-APP reference point.

NOTE 8:
The U2-APP reference point is out of scope of the present document.

The following SEAL services for UAS applications may include:

-
Location management as specified in 3GPP TS 23.434 [5];

-
Group management as specified in 3GPP TS 23.434 [5];

-
Configuration management as specified in 3GPP TS 23.434 [5];

-
Identity management as specified in 3GPP TS 23.434 [5];

-
Key management as specified in 3GPP TS 23.434 [5]; and

-
Network resource management as specified in 3GPP TS 23.434 [5].

The UAS application specific client/UAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The UAS application specific server/UAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between the SEAL clients is supported by SEAL-PC5 reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 9:
The SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [5].

To support distributed UAE server deployments, the UAE server interacts with another UAE server over UAE-E reference point.

A U1-AE message can be sent over at least unicast, and may be sent over transparent multicast via xMB or transparent multicast via MB2. The non-transparent multicast via xMB (as specified in 3GPP TS 26.348 [9]) is triggered by a U1-AE message. Multicast distribution can be supported by both transparent and non-transparent multicast modes.

The UAE server interacts with the 3GPP network system over U2, MB2, xMB, Rx, T8 and Nnef reference points.

Editor's note:
The service-based representation of UAS application layer functional model is FFS.

Editor's note:
The term "functional model" vs. "architecture" needs further consideration.

5.3
Functional entities description


5.3.1
General

Each clause specifies a description of a functional entity corresponding to UAS application layer and does not imply a physical entity.

5.3.2
UAS application specific client

The UAS application specific client provides the client side functionalities corresponding to the UAS applications (e.g. Client interacting with USS/UTM). The UAS application specific client utilizes the UAE client for the UAS application layer support functions.

NOTE:
The details of the UAS application specific client is out of scope of the present document.

5.3.3
UAS application specific server

The UAS application specific server provides the server side functionalities corresponding to the UAS applications (e.g. USS/UTM). The UAS application specific server utilizes the UAE server for the UAS application layer support functions. If CAPIF is supported, the UAS application specific server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [3].

NOTE:
The details of the UAS application specific server is out of scope of the present document.

5.3.4
UAE client

The UAE client supports interactions with the UAS application specific client(s).

Editor's note: Detailed list of functionalities supported by UAE client is FFS.

5.3.5
UAE server

If CAPIF is supported, the UAE server acts as CAPIF's API exposing function to provide service APIs to the UAS application specific server (e.g. USS/UTM) or another UAE server as specified in 3GPP TS 23.222 [3], or acts as CAPIF's API invoker to consume the service APIs provided by another UAE server.

Editor's note: Detailed list of functionalities supported by UAE server is FFS.

5.3.6
SEAL client

The following SEAL clients as specified in 3GPP TS 23.434 [5] are supported:

-
Location management client;

-
Group management client;

-
Configuration management client;

-
Identity management client;

-
Key management client; and

-
Network resource management client.

5.3.7
SEAL server

The following SEAL servers as specified in 3GPP TS 23.434 [5] are supported:

-
Location management server;

-
Group management server;

-
Configuration management server;

-
Identity management server;

-
Key management server; and

-
Network resource management server.

5.4
Reference points description


5.4.1
General

The reference points for the UAS application layer are described in the following clauses.

5.4.2
U1-AE

The interactions related to UAS application layer support functions between UAE client and UAE server are supported by U1-AE reference point.

5.4.3
U1-APP

The interactions related to UAS applications between UAS application specific client and UAS application specific server are supported by U1-APP reference point. The details of U1-APP reference point is out of scope of the present document.

5.4.4
U2-AE

The interactions related to UAS application layer support functions between the UAE clients are supported by U2-AE reference point.

5.4.5
U2-APP

The interactions related to UAS applications between UAS application specific clients are supported by U2-APP reference point. The details of U2-APP reference point is out of scope of the present document.

5.4.6
Us

The interactions related to UAS application layer support functions between the UAE server and the UAS application specific server are supported by Us reference point. If CAPIF is supported, this reference point is an instance of CAPIF‑2/2e reference point as specified in 3GPP TS 23.222 [3].

5.4.7
Uc

The interactions related to UAS application layer support functions between the UAE client and the UAS application specific client are supported by Uc reference point.

5.4.8
SEAL-C

The following SEAL-C reference points specified in 3GPP TS 23.434 [5] are supported:

-
LM-C reference point for location management;

-
GM-C reference point for group management;

-
CM-C reference point for configuration management;

-
IM-C reference point for identity management;

-
KM-C reference point for key management; and

-
NRM-C reference point for network resource management.

5.4.9
SEAL-S

The following SEAL-S reference points specified in 3GPP TS 23.434 [5] are supported:

-
LM-S reference point for location management;

-
GM-S reference point for group management;

-
CM-S reference point for configuration management;

-
IM-S reference point for identity management;

-
KM-S reference point for key management; and

-
NRM-S reference point for network resource management.

5.4.10
SEAL-PC5

The following SEAL-PC5 reference points specified in 3GPP TS 23.434 [5] are supported:

-
LM-PC5 reference point for location management;

-
GM-PC5 reference point for group management;

-
CM-PC5 reference point for configuration management;

-
IM-PC5 reference point for identity management;

-
KM-PC5 reference point for key management; and

-
NRM-PC5 reference point for network resource management.

5.4.11
SEAL-UU

The following SEAL-UU reference points specified in 3GPP TS 23.434 [5] are supported:

-
LM-UU reference point for location management;

-
GM-UU reference point for group management;

-
CM-UU reference point for configuration management;

-
IM-UU reference point for identity management;

-
KM-UU reference point for key management; and

-
NRM-UU reference point for network resource management.

5.4.12
UAE-E

The interactions related to UAS application support functions between the UAE servers in a distributed deployment are supported by UAE-E reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [3].

5.5
External reference points

5.5.1
General

The reference points between the UAS application layer and the 3GPP network systems (EPS, 5GS) are described in the following clauses.

5.5.2
Rx

The reference point Rx supports the interactions between the UAS application server and the PCRF and is specified in 3GPP TS 29.214 [10]. The functions for Rx reference point are supported by the network resource management server of the SEAL.

5.5.3
MB2-C

The reference point MB2-C supports the control plane interactions between the UAS application server and the BM-SC and is specified in 3GPP TS 29.468 [11]. The functions for MB2-C reference point are supported by the network resource management server of the SEAL.

5.5.4
MB2-U

The reference point MB2-U supports the user plane interactions between the UAS application server and the BM-SC and is specified in 3GPP TS 29.468 [11]. The functions for MB2-U reference point are supported by the UAE server.

5.5.5
xMB-C

The reference point xMB-C supports the control plane interactions between the UAS application server and the BM-SC and is specified in 3GPP TS 26.346 [8]. The functions for xMB reference point are supported by the network resource management server of the SEAL.

5.5.6
xMB-U

The reference point xMB-U supports the user plane interactions between the UAS application server and the BM-SC and is specified in 3GPP TS 26.346 [8]. The functions for xMB-U reference point are supported by the UAE server.

5.5.7
T8

The reference point T8 supports the interactions between the UAS application server and the SCEF and is specified in 3GPP TS 23.682 [7]. The functions of T8 interface are supported by UAE server and the functions related to location management of T8 are supported by the location management server.

5.5.8
N5

The reference point N5 supports the interactions between the UAS application server and the PCF and is specified in 3GPP TS 23.501 [6]. The functions of N5 interface are supported by UAE server.

5.5.9
N33/Nnef

The reference point N33 supports the interactions between the UAS application server and the NEF and is specified in 3GPP TS 23.501 [6]. Nnef is the service based interface exposed by the NEF as per the N33 reference point. The functions of Nnef interface are supported by UAE server and the functions related to location management of Nnef are supported by the location management server. 

6
Procedures and information flows

6.1
Communications between UAVs within a geographical area

6.1.1
General

This clause describes the procedure for communications between UAVs within a geographical area.

The following transport mechanisms can be supported for communications between UAVs within a geographical area:

a.
Using unicast Uu.

NOTE:
The mechanisms for communications between UAVs using multicast/broadcast Uu and ProSe are out of scope of the current release of the present document.

Editor's note:
The term "geographical area" and its applicability for broadcast to the surrounding UAVs has to be clarified.

6.1.2
Procedures

6.1.2.1
Communications between UAVs within a geographical area using unicast Uu

Figure 6.1.2.1-1 illustrates the procedure for communications between UAVs within a geographical area using unicast Uu.

Pre-conditions:

1.
The UAE clients of UAVs have connected to the UAE server.

2.
The SEAL's LM server information is configured at the UAE server.
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Figure 6.1.2.1-1: Communications between UAVs within a geographical area using unicast Uu

1.
The UAE client of UAV sends a UAV application message to the UAE server in order to communicate the payload information of the UAV application message to other UAVs in a range of the location corresponding to the UAV. 

2.
The UAE server obtains the other UAV(s) information in the location of the UAV from the LMS as specified in 3GPP TS 23.434 [5].

3.
Upon receiving the list of other UAV(s), the UAE server sends the payload in UAV application message to each of the UAV via unicast channel.

4.
Upon completing step 3, the UAE server may send an acknowledgement to the UAE client.

6.1.3
Information flows

Editor's Note:
This clause will describe the information flow tables

6.x
<Feature x>
Editor's Note:
Provide a suitable title for the feature.

6.x.1
General

Editor's Note:
This clause will provide a general description of the feature.

6.x.2
Procedures

6.x.2.1
Procedure for <A>

Editor's Note:
This clause will describe the detailed procedure with associated diagram.

6.x.3
Information flows

Editor's Note:
This clause will describe the information flow tables

7
APIs

Editor's Note:
This clause will describe the APIs.
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