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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The objective of this document is to analyse and identify enhancements needed in the current 3GPP IMS interconnection architecture driven by the needs that new business models/service delivery scenarios imposed at the interconnection points of the IMS operators.

The present document will primarily cover network to network interconnection as main objective and address the issues related to both control and user plane functionalities including:

- signalling treatment,
- numbering/naming/addressing,
- IP interworking,
- policy management,
- e2e QoS,
- transcoding,
- security,

- charging.

The purpose of this document is to formulate architectural solutions for the enhanced functionalities identified to cover all IMS operators needs in this widespread environment. These solutions should be applicable for an IMS operator in a common IMS environment (i.e. regardless the access being used) as well as for direct and indirect interconnection paradigms. Finally, the best solution/s should be agreed and impacted normative work in 3GPP identified to update current 3GPP specifications with the output of this work.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[3]
3GPP TS 29.165: "Inter-IMS Network to Network Interface (NNI)".

[4]
3GPP TS 29.238: "Interconnection Border Control Function – Transition Gateway; H.248 profile; Stage 3".
[5]
3GPP TS 23.506: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Subsystem (IMS); Stage 2 description".

[6]
3GPP TS 23.517: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Subsystem (IMS); Functional architecture".

[7]
ETSI ES 282 001: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Functional Architecture".
[8]
ETSI TS 183 017: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: DIAMETER protocol for session based policy set up information exchange between the Application Function (AF) and the Service Policy Decision Function (SPDF);Protocol specification".

[9]
ETSI ES 283 018: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: H.248 Profile for controlling Border Gateway Functions (BGF) in the Resource and Admission Control Subsystem (RACS); Protocol specification".
[10]
3GPP TS 22.228: "Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1".

[11]
3GPP TR 22.893: "Study into Identification of Advanced Requirements for IP Interconnection of Services".

[12]
GSMA PRD IR.34 "Inter-Service Provider IP Backbone Guidelines".
[13]
3GPP TS 33.106: "Lawful interception requirements".

[14]
3GPP TR 23.869: "Support for IMS Emergency Calls over GPRS and EPS".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Access Control List (ACL): Static or Dynamic List that stores information of allowed/forbidden interconnected peers (remote domains/networks/parties). It is also named as white/black list.

Lawful Interception (LI): Interception of telecommunications traffic and related information in modern telecommunications systems due to laws of individual nations and regional institutions, and sometimes licensing and operating conditions. It has to be noted that lawful interception shall always be done in accordance with the applicable national or regional laws and technical regulations [13].
3.2
Symbols

For the purposes of the present document, the following symbols apply:
Gq’
Reference Point between an AF and a SPDF.

Ia
Reference Point between a SPDF and a C-BGF/I-BGF.

Ix
Reference Point between IBCF and TrGW.

Ic 
Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem network in TISPAN nomenclature.

Iz 
Reference Point between an I-BGF and another I-BGF or media handling node belonging to a different IM CN subsystem network.

Ici
Reference Point between an IBCF and another IBCF or I-CSCF belonging to a different IM CN subsystem network.
Izi
Reference Point between a TrGW and another TrGW or media handling node belonging to a different IM CN subsystem network.
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
ACL
Access Control List

AF
Application Function
DoS
Denial of Service
IBCF
Interconnection Border Control Function
I-BGF
Interconnection-Border Gateway Function
II-NNI
Inter-IMS Network to Network Interface
IMS ALG
IMS Application Level Gateway
IPX
IP Packet eXchange
LI
Lawful Interception
NGCN
Next Generation Corporate Networks

NGN
Next Generation Networks

NNI
Network to Network Interface

RACS
Resource and Admission Control Subsystem
SPDF
Service-based Policy Decision Function
THIG
Topology Hiding Inter-network Gateway
TrGW
Transition Gateway
4
Review of Current IMS Interconnection Architectures
Editor’s note: This chapter to summarize current models of IMS interconnection, in order to show the gap between current functionalities and detected functionalities in previous chapters.

4.1
Introduction
This section makes a review of the current IMS architecture models for interconnection purposes from the perspective of different SDOs. The drivers for doing that are the next:

-
To provide the TR with the technical background information, establishing the starting point from we can move onwards in further analysis.

-
To avoid duplicating efforts investigating functionalities that are already identified.

-
To be able to gather and show the complete harmonized portfolio of functionalities available for the IMS operators at the borders of their networks.
In the next sub-clauses, a description of IMS interconnection architectures and related functions is offered.
4.2
3GPP Release 8

This sub-clause describes the current 3GPP model for IMS interconnection purposes. This model is deeply described in 3GPP TS 23.228 [2] and 3GPP TS 29.165 [3]. The related architecture (i.e. logical entities and interfaces) is depicted in Figure 4.2-1.
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Figure 4.2-1: 3GPP IMS interconnection architecture
The interconnection model comprises IBCF and TrGW logical entities. The IBCF is located at the control plane, handling signalling; the TrGW is located at the user plane, handling IMS media flows. The control interface between them is named Ix; H.248 profile for Ix is under definition for Release 8 in 3GPP TS 29.238 [4]. Current functionalities for both logical entities are indicated in 3GPP TS 23.228 [2] and TS 29.165 [3].
4.3
ETSI-TISPAN Release 2

This sub-clause describes the current TISPAN model for IMS interconnection purposes. This model is described in 3GPP TS 23.506 [5] and 3GPP TS 23.517 [6]. The related architecture (i.e. logical entities and interfaces) is depicted in Figure 4.3-1.
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Figure 4.3-1: TISPAN IMS interconnection architecture
The interconnection model comprises IBCF, RACS (SPDF function) and IBGF logical entities. The IBCF is located at the control plane, handling signalling; the IBGF is located at the user plane, handling IMS media flows. RACS (SPDF Function) acts as policy and resource allocation control function between the service and transport planes. The presence of a policy function at this point is one of the main different between 3GPP and TISPAN architectures. Current functionalities for IBCF and IBGF are indicated in 3GPP TS 23.517 [6] and ETSI ES 282 001 [7], respectively.

The control interfaces between them are:

-
Gq’ between the IBCF and the SPDF. It is used for requesting transport plane resources and admission control for fixed broadband access networks. It is a Diameter based reference point [8].
-
Ia between the SPDF and the I-BGF, that is used to request services. It is a H.248 based reference point for controlling Border Gateway Functions [9].
4.4
Other SDOs

5
Overview. Example Service Delivery Scenarios
Editor’s note: This chapter to describe whole interconnection environment that it is proposed to be addressed. Once explained, to deep case-by-case interconnection scenarios in order to result functionalities needed.
5.1
Introduction

This section provides an overview of the whole IMS interconnection environment intended to be addressed inside this TR. This will establish a guide to drive the work and focus on concrete scenarios to be treated. A graphical representation of it is depicted in Figure 5.1-1.
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Figure 5.1-1: IMS interconnection ecosystem
Main area of interest is:

-
IMS-to-IMS interconnection (IMS interworking and roaming)
Other area of interest should be IMS-to-non IMS interconnection, including:
-
IMS to corporate networks interconnection; (NOTE)

NOTE:
This area can be impacted by the current work ongoing in TISPAN, about NGCN-NGN(IMS) interface implementation.
-
IMS to non-IMS service providers interconnection (e.g. H.323 based, SIP-I or IETF SIP based domains).
General requirements for IMS interconnection are gathered in 3GPP TS 22.228 [10] and 3GPP TR 22.893 [11]. Legacy functions (i.e. functions already existing) and new IMS border functions identified in this TR shall aimed to be applicable in a common IMS environment (i.e. being useful for both fixed and mobile IMS operators).
Thus, it should achieve a complete and harmonized set of functionalities at the border of the IMS operator network to make use of them for both direct and indirect interconnection schemes:

-
Direct interconnection: the interconnection link between parties/networks is established without any intermediate (e.g. by means of a leased line or using VPNs (Virtual Private Networks)); this is usually the case of national traffic.

-
Indirect interconnection: the interconnection link between parties/networks is established through intermediate agents/carriers (e.g. by means of an IPX Proxy [12]); this is usually the case of international traffic, in order to save CAPEX and OPEX costs.

Although new functions for IMS interconnection would be obtained through scenarios in the next sub-clauses mentioning a specific service, it does not mean precluding other IMS services. In fact, those functions should be aimed to enable all type of IMS services in a worldwide ecosystem.
6
Functionalities for IMS Interconnection

Editor’s note: This chapter to gather functionalities detected in previous scenarios, classified by control and user related functionalities.
6.1
Control Plane

Editor’s note: Summary of the control plane functionalities needed by an IMS operator at the border.

Editor’s note: Current control plane functionalities for IMS interconnection are indicated in 3GPP TS 23.228. New control plane functionalities for IMS interconnection shall be derived from analysis of scenarios in clause 5.

The list of new functions in the control plane is as follows:

-
Security related features:

-
Denial of Service (DoS) protection and prevention mechanisms (e.g. attacks from unknown/untrusted sources, volume-based attacks).

-
Management of Access Control Lists (ACLs); static and dynamic provision of allowed/forbidden domains/networks for enforcement of access control.

-
Message size verification, ensuring signalling messages formats do not exceed the sizes according to the corresponding standards (e.g. SIP message size control), avoiding to waste unnecessary resources (i.e bandwidth).

-
System redundancy: back-up functionality in order to maintain service to the end user when an attack or disaster drops down the active system at the interconnection border (e.g. when a natural disaster or an attack drops down an IBCF, another IBCF should handle the current sessions of the first one).
-
Other features:

-
IMS Emergency calls support, handling and prioritization. Specific details for IP-CAN networks (i.e. GPRS and EPS) are being specified in 3GPP TR 23.869 [14].

-
Lawful Interception of signalling (control plane).

Editor’s note: Security and Other features possibly should be considered inside SA3.
6.2
User Plane

Editor’s note: Summary of the user plane functionalities needed by an IMS operator at the border.

Editor’s note: Current user plane functionalities for IMS interconnection are indicated in 3GPP TS 23.228. New user plane functionalities for IMS interconnection shall be derived from analysis of scenarios in clause 5.

The list of new functions in the user plane is as follows:
-
Security related features:

-
Handling of media flows according to DoS protection and prevention mechanisms.

-
Message size verification, ensuring media messages formats do not exceed the sizes according to the corresponding standards (e.g. RTP message size control), avoiding to waste unnecessary resources (i.e. bandwidth).

-
System redundancy: back-up functionality in order to maintain service to the end user when an attack or disaster drops down the active system at the interconnection border (e.g. when a natural disaster or an attack drops down a TrGW, another TrGW should handle the media flows, related to the current sessions, of the first one).

-
Other features:

-
Lawful Interception of media (user plane).

Editor’s note: Security and Other features possibly should be considered inside SA3.
7

Architectural Proposals for IMS interconnection
Editor’s note: This chapter to describe architectural solutions to cover the above scenarios indicating, architecture description, functional entities and their features, QoS and policy management impacts, Rx/Gq’ harmonization, security considerations…

8
Conclusions
Editor’s note: This chapter to indicate consolidated functionalities needed and state the current impacted areas in order to identify future work –affected specs, normative work-.
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