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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

 This Technical Report describes an IMS capable HNB SubSystem (the HNB and the HNB Gateway) as an optional capability of HNB that allows e.g. an operator to offload CS traffic to the IMS. The HNB and HNB Gateway are described in TR 23.830 [5], and the capabilities of these network elements are assumed by this TR.
To achieve this and to satisfy the related requirements and use cases captured in TS 22.220 [2], the objective is to investigate the following:

· an architecture to enable IMS capable HNB Subsystem to use the IMS for CS terminals using a corresponding equivalent IMS services (voice service in IMS Multimedia Telephony);
· the impacts of the IMS capable HNB Subsystem to idle mode mobility for all supported UE types (e.g. IMS registration/de-registration);
· service continuity at least in the direction from IMS capable HNB Subsystem to macro network;
· support for pre-Rel 9 CS and IMS UEs when using  IMS capable HNB Subsystem.
The TR will analyze solutions for the related architectural issues and capture the conclusions.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications"
[2]
3GPP TS 22.220: "Service requirements for Home NodeBs and Home eNodeBs"
[3]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services Stage 1"
[4]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3"
[5]
3GPP TR 23.830: "Architecture aspects of Home NodeB and Home eNodeB"
[6]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services; Stage 2".

[7]
3GPP TS 29.292: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and MSC Server for IMS Centralized Services (ICS)"
[8]
3GPP TS 25.467: "UTRAN architecture for 3G Home Node B; Stage 2"
[9]
3GPP TS 23.002: "Network Architecture"
[10]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2"
[11]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2"
[12]
3GPP TS 24.229: "IP Multimedia Call Control Protocol Based on SIP and SDP; Stage 3"
[13]
3GPP TS 23.401: " General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network  (E-UTRAN) access"
 [14]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2"

[15]
3GPP TS 23.009: "Handover Procedures"
[16]
3GPP TS 24.173: "IMS multimedia telephony communication service and supplementary services; Stage 3"
[17]
3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2"
[18]
3GPP TS 24.010: "Mobile radio interface layer 3 Supplementary services specification; General aspects".
[19]
3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes"
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
<defined term>: <definition>.

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
IM-IWF
IMS Interworking Function

4
Service Scenarios
Editor’s note: The relevant service scenarios for IMS aspects of architecture for Home NodeB will be based on the related service requirements from TS 22.220 [2].

The architecture shall permit the following service scenarios to be supported:
· UE using CS procedures for voice originates a voice session through 3G HNB and the IMS Core network. 

· UE using CS procedures for voice terminates a voice session through the IMS Core network and 3G HNB.

· UE performs idle mode mobility between 3G HNB and CS macro network.

· Service Continuity performed from HNB to CS macro network of a UE which uses CS procedures for voice.

Editor’s note: Support of Service Continuity from CS macro network to HNB is to be confirmed based on requirements from SA1.

· IMS supplementary services executed, see TS 22.173 [3], for UE which uses CS procedures (TS 24.008 [4]) for voice.

· UE which uses CS procedures for voice originates emergency call through 3G HNB and, based upon operator policy, either the CS Core network or IMS Core network.

· CS services executed which do not have an equivalent in IMS, e.g. CS-Data/Fax, for UE by the CS Core network. In this case the services shall be provided by the CS domain or rejected in case the operator has decided not to support it.
· User performs configuration of supplementary services through 3G HNB from UE using CS procedures.

5
Architectural Requirements 
Editor’s note: The relevant requirements for IMS aspects of architecture for Home NodeB will be based on the related service requirements from TS 22.220 [2] and above service characteristics.

The architecture of an IMS capable HNB subsystem shall be based on the architecture of a non-IMS capable HNB subsystem as defined in TR 23.830 [5] with the following clarifications and additions:

· It shall be possible to support access to the CS domain based on the architecture specified in TR 23.830 [5]. However, it is not mandated for a deployment to support access to the CS domain (as defined in TS 22.220 [2]).

· An IMS capable HNB subsystem shall support access to the PS domain based on the architecture specified in TR 23.830 [5]. Access to PS domain makes it possible to support the same PS access mobility mechanisms between different CSG cells and between CSG and non-CSG cells as that supported by a non-IMS-capable HNB subsystem.

· The architecture shall enable originated services requested by UEs with CS-specific NAS signalling (i.e. using TS 24.008 [4]) to be interworked with and provided by the IP multimedia core network subsystem (IMS). Similarly, the architecture shall enable terminated services in IMS to be delivered to UEs with CS-specific NAS signalling.

· If an IMS capable HNB subsystem provides access to the CS domain, then it shall route user-originated service requests to either CS domain or IMS based on operator policies. The domain selected to service a particular user-originated request shall be transparent to the UE and the user.

· The CS/IMS interworking functionality shall be transparent to UE. Therefore, the UE is not required to know if a HNB is IMS capable or not. 

· When a new UE successfully enters into an IMS capable HNB (e.g. it is successfully authenticated and authorized to use this IMS capable HNB), the IMS capable HNB subsystem shall register this UE to IMS. This allows the IMS capable HNB subsystem to provide subsequent UE originated and terminated services (using CS-specific NAS signalling) over IMS.
· For support of  CS UEs:
i. The architecture shall permit a complete offload of the CS Core for services supported in IMS, e.g., basic voice call; other legacy CS services such as Circuit Switched Data/Fax, etc., may still be supported in CS core. 

ii. The architecture shall support seamless handover from IMS Capable Home NodeB to macro cellular. 
iii. The architecture shall provide protocol interworking between 3GPP SIP (from/toward the IMS Core) and 24.008 [4] Call Control (from/toward the UE).
iv. The architecture shall permit service to be provided to inbound roamers.
v. The architecture should build on the Iu-h approach; that is, it should be possible to migrate from 3G Home NodeB to IMS Capable Home NodeB.
· The architecture shall have minimal impact upon the pre-Rel-9 Core Network.

· The architecture shall satisfy the constraint that IMS is access independent.

· The architecture shall offer the same level of security to the network and to the UE as 3G Home NodeB.

· The architecture shall support the generation of appropriate accounting information for all subscribers served by 3G Home NodeB including the case when the UE moves between macro cellular and 3G Home NodeB.

6
Architecture Alternatives

Editor’s Note: This section will discuss solution alternatives for IMS Aspects of Architecture for Home NodeBs arising from (a) the service characteristics and (b) architectural requirements listed in section 5 of this document.
6.1
Alternative 1

IMS capable Home Node -B system provides IMS based services to CS UEs and IMS UEs. 
The following figure shows reference architecture for the IMS capable Home Node-B system.
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Figure 6.1-1: Reference Architecture

NOTE 1:
Iuh User Plane is terminated on the HNB-UP-IWF when IMS is used as the serving domain and  on if HNB-GW for CS domain services.

NOTE 2:
The IMS bearers  may be connected via the Mb to various network entities, such as a UE (e.g. via a GTP Tunnel to a GGSN) or a MRFP etc.

NOTE 3:
Iuh Control Plane is terminated on the HNB-IM-IWF for serving domain selection (CS or IMS)





Editor’s Note: Material to address the following points needs to be provided:

· 
· How idle mode mobility between HNB and the macro CS network, and related MSC Server functionality is provided by the IM-IWF.
· How handovers between HNB and the macro CS network, and related MSC Server functionality is provided by the IM-IWF.
· How seamless service continuity and service control after handover from HNB to the macro CS network are provided.
· The impact to CS domain interfaces that result from this architecture, such as the Iu-CS interface to the MSC Server and the D interface to the HSS.
Editor's Note: It is FFS how the IM-IWF receives the CS security context that is required to intercept NAS messages from the UE

The following general principles are noted:

· HNB-IM-IWF interfaces to HNB over Iuh reference point as specified in TS 25.467 [8].

· HNB-IM-IWF interworks NAS to SIP signalling using the H2 reference point that builds on the I2 interface as specified in TS 23.292 [6] and TS 29.292 [7]. H3 is based on standard Iu-CS interface. IM-IWF has a service domain selection function that selects either the IMS or the CS domain for originating service requests from a UE. Preference is given to anchor the session in IMS whenever possible. Service Domain selection decisions are controlled by Operator policies.

· HNB-IM-IWF is also responsible for registering the CS UE in IMS.
· HNB-UP-IWF is responsible for User Plane interworking when IMS is selected as a serving domain by the HNB-IM-IWF

· HNB-IM-IWF controls interworking of user plane bearers of Iu-UP to Mb by using media gateway control protocol over H4 reference point. H4 reference point is similar to Mc reference point i..e. H.248 based media gateway control.

· Serving Domain selection influences the termination of Iuh-UP. When the serving domain is IMS the Iuh-UP terminates at the HNB-UP-IWF. If the serving domain is CS then the Iuh-UP terminates at HNB-GW. Iuh-UP termination is a result of the completion of standard call setup procedures.

· HNB-IM-IWF and HNB-UP-IWF are in the network domain.
6.1.1
Functional Entities

6.1.1.1
HNB-IM-IWF

The HNB-IM-IWF is a logical function that terminates NAS control plane from the UE. It incorporates one or more of the following functions:

· Serving Domain Selection Function (S-DSF): S-DSF decides if chosen service domain is IMS or CS for a particular type of service. If CS domain is chosen the service request is routed to CS domain on H3 interface to a MSC server that is R-99 or later.

· NAS/SIP IWF: If S-DSF chooses IMS as a serving domain, NAS/SIP-IWF interworks NAS signalling to SIP as specified in TS 29.292 [7].

· HNB-UP-IWF controller: HNB-UP-IWF controller controls setup and teardown on UP bearers over Iuh interface and IMS bearers towards IMS. This function is only required when IMS is chosen as the serving domain  

6.1.1.2 HNB-UP-IWF

The HNB-UP-IWF interworks Iu-h user plane to Mb. HNB-UP-IWF gets bearer set up, interworking and teardown commands from HNB-IM-IWF over H4 reference point.

6.1.2 Reference Points

6.1.2.1 Reference point between HNB-IM-IWF  -- IMS CN (H2)

H2 reference point builds upon I2 reference point as specified in TS 23.292 [6]
6.1.2.2 Reference point between HNB-IM-IWF  -- HNB-UP-IWF (H4)

H4 reference point is used for media control to interwork Iuh user plane with IMS bearers. It is expected that a Mc like interface be used for this reference point
6.1.3 Protocol Stacks

6.1.3.1 Control Plane (Serving domain – CS)

The figure shows the protocol stack when CS domain is selected as a serving domain for a service request.

[image: image5]
Figure 6.1.3.1-1: Control Plane (Serving domain – CS)
6.1.3.2
 Control Plane (Serving domain – IMS)


[image: image6]
Figure 6.1.3.2-1: Control Plane (Serving domain – IMS)
6.1.3.3 User Plane (Serving domain – CS)

The figure shows the User Plane protocol stack when CS domain is selected as a serving domain for a service request.

Figure 6.1.3.4-1: User Plane (Serving domain – CS)
6.1.3.4 User Plane (Serving domain – IMS)

The figure shows the User Plane protocol stack when IMS CN is selected as a serving domain for a service request.

Figure 6.1.3.4-1: User Plane (Serving domain – IMS)
6.1.4
Mobility Management

6.1.4.1
 UE Attach procedure

The attach procedure for the UE is shown:
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Figure 6.1.4.1-1: UE attach procedure
1
The UE initiates the attach procedure by the sending the Location Update NAS message.
Editor’s Note: It is FFS as to how IMS registration is triggered if the UE does not send a LAU when it enters a CSG cell that shares the same LA as the macro cell.
2
HNB-IM-IWF derives a VLR number based on the allocated LAI and on an IMSI hash function defined in TS 23.236 [19]. MSC/VLR selected is the same that serves the LA in the macro network where the HNB is located.
3~5 Update Location procedure is performed by the MSC server towards the HSS. and UE authentication is performed.

6
HNB-IM-IWF registers the UE towards IMS as specified in TS 23.292 [6].

7
IMS registration is accepted

8
Location Accept is sent to the UE. At this point the UE is registered in the CS domain as well as IMS CN.
6.2
Alternative 2: IMS capable HNB Subsystem using IMS centralised services IWF

6.2.1
Logical architecture
This alternative enhances the HNB Subsystem with IMS functionality by re-using the IMS centralised service approach (ICS) already defined in Rel-8 TS 23.292 [6].

The IMS functionality (i.e. SIP UA) is provided by the IWF which contains the functions equivalent to MSC Server enhanced for ICS. Neither the UE, or the HNB or the HNB GW needs to be enhanced by IMS specific functions. The ICS IWF is connected via Iu-cs reference point to the HNB GW and reuses I2 and I3 from TS 23.292 [6] for interworking to IMS. The Figure 6.1-1 shows the general architecture.


[image: image8.emf]UE HNB

HNB 

subsystem

ICS

IWF

I2/I3

IuH

HNB

GW

Iu-cs

Uu

IMS


Figure 6.2.1-1: IMS capable HNB Subsystem using ICS

The ICS IWF processes the user-network signalling received over the Iu-cs and performs inter-working towards IMS and vice versa:

-
Call control signalling to setup originating and terminating bi-directional voice and video calls are inter-worked between Iu-cs and I2.
-
Service control signalling to manage supplementary services provided and controlled by the TAS in the IMS are inter-worked between Iu-cs and I3.

6.3
Alternative 3: Interworking of IMS at HNB
6.3.1
Reference Model

The following figure illustrates the reference model for an architecture in which CS-to-IMS interworking is performed at the HNB.  Network elements and reference points that are introduced to support the HNB Subsystem, and the IMS Capable HNB Subsystem in particular, are shown by way of heavy black lines and text characters.

 


[image: image10.emf] 

 

CSCF

HNB RNS/BSS

CS core

MSC Server

Enhancedfor 

IMS HNB

HNB-GW

Uu/Um

UE

HUA

Uu

Iu-cs

E/Nc

Iuh

Iu-cs

I2

Hi

SCC AS HSS

ISC Cx

D

3G PS core

Iu-ps

Gi

HGm

Sh

MGW

Mc

IMS 

HUt

TAS

ISC

Figure 6.3.1-1: Interworking of IMS at HNB – reference model

6.3.2
Network Elements and Functions

6.3.2.1
HNB

The HNB is described in TR 23.830 [5]. For the IMS Capable HNB Subsystem, the HNB is host to a Home User Agent (HUA).

6.3.2.2
HUA

The Home User Agent (HUA) function includes a SIP User Agent that operates as per the procedures specified in TS 23.228 [11] and TS 24.229 [12]. The HUA acts as a CS-to-IMS interworking function providing IMS SIP UA behaviour on behalf of a UE that uses CS procedures for voice/video service. Specifically, the HUA does the following:

· Performs IMS registration upon CS Attach.

· Interworks CS session/service control with IMS session/service control over the HGm reference point.  This involves protocol interworking between TS 24.008 [4] Call Control (from/towards the UE) and 3GPP SIP (from/toward the IMS core). Procedures for such interworking are analogous to those defined in TS 23.292 [6] for the MSC Server Enhanced for ICS.
· Interworks CS user plane data with packet media over the Iuh reference point.  This involves protocol interworking between CS radio interface data frames and RTP.
· Initiates procedures for handover from HNB to the macro CS network over the Iuh+ reference point.

· Satisfies requests for services that do not have an equivalent in IMS or are not otherwise implemented within HUA (e.g., Circuit Switched Data/Fax, SMS) by routing such requests to the MSC Server Enhanced for IMS HNB.  This assumes the capability within the HUA to determine the appropriate domain to handle the service request that is incoming from the UE; such capability may be informed by operator policy.

· Implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]). 
Editor's Note: The benefits of a communication service setting conversion function in the HUA instead of the MSC enhanced for HNB is FFS.

Editor’s Note: How the HNB knows what services to interwork to HUt is FFS.
Editor’s Note: The impacts of the service-based routing function to UE-MSC mutual authentication during call setup phase are FFS.
Editor’s Note: Handling of scenarios involving sessions controlled in IMS simultaneously with services controlled in CS CN (e.g. voice session in IMS, simultaneously with CS-Data in CS CN) is FFS.

This architecture assumes that the HUA function is implemented within the HNB.

6.3.2.3
HNB-GW

The HNB-GW is described in TR 23.830 [5]. For the IMS Capable HNB Subsystem, the HNB-GW assumes packet data gateway functions in support of the Hi reference point.

6.3.2.4
MSC Server Enhanced for IMS HNB

This entity is an MSC Server that has been enhanced to support Single Radio Voice Call Continuity (SRVCC) per TS 23.216 [10] and functions as needed from IMS Centralized Services per TS 23.292 [6]. In addition, this architecture assumes MSC Server enhancements to support IMS HNB. In this architecture, the key functions of the MSC Server Enhanced for IMS HNB are to:

· Perform CS Location Updates with CS authentication.  The MSC Server Enhanced for IMS HNB is able to recognize a CS Location Update event as incoming from HNB rather than from a macro cell and avert the expected ICS behaviour of registering the UE with IMS.

· Assist the IMS Capable HNB Subsystem in execution of handover to the macro CS network; and interwork CS session/service control with IMS session/service control over the I2 reference point after the session has been transferred to macro CS.

· Satisfy requests for services that do not have an equivalent in IMS (e.g., Circuit Switched Data/Fax, SMS) or are not otherwise implemented within HUA.

· As an option, implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16].
Editor’s Note: It is FFS what are the extra enhancements that are required for an MSC Server enhanced for SRVCC to support IMS HNB.
6.3.3
Reference Points

6.3.3.1
HGm reference point

This reference point is between the HUA and the Proxy-CSCF element that is defined in TS 23.228 [11]. The HGm reference point is assumed to be similar to the Gm reference point as defined in TS 23.002 [9] and I2 as defined in TS 23.292 [6]. Signalling messages communicated on the HGm reference point utilize the Iuh and the Hi interface for transport.

Editor’s Note: How the HUA authenticates itself to IMS and what credentials it uses is FFS.
6.3.3.2
Hi reference point

This reference point is used to provide secured IP access from the HNB-GW for control plane and user plane of IMS sessions established by the HNB on behalf of the CS UE. Use of the Hi on behalf of a UE that uses CS procedures for voice service obviates the need to establish on behalf of the UE a standard PS domain user context over the Iu-ps reference point. It is also used to transport HGm messages to the IMS.

6.3.3.3
Iuh reference point

This reference point is between the HNB and the HNB-GW. The Iuh reference point supports the establishment by the HNB of an IP-based security association with the HNB-GW, and is also used to transport HGm messages to the IMS. Other enhancements to Iuh for IMS HNB are FFS.

6.3.3.4
Iu-cs reference point

This reference point is between HNB-GW and the MSC Server. Enhanced procedures (e.g., for handover to macro cellular) are specified for the HNB and the MSC Server Enhanced for IMS HNB using standard protocols.

Editor’s Note: It is FFS whether Iu-cs has to be enhanced to support the handover procedures.
6.3.3.5
HUt reference point 

The HUt reference point shall be based on the I3 reference point described in 23.292 [6] and it shall be used between the HUA in the HNB and the TAS to interwork CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]).

Editor's Note: The benefits of a communication service setting conversion function in the HUA instead of the MSC enhanced for HNB is FFS.

6.3.4
Information Flows

6.3.4.1
Registration of CS UE in IMS 

6.3.4.1.1
Overview

In order to use IMS network to provide the services for the CS UE within the HNB coverage, the HNB shall register the the CS UE in IMS when the UE attaches to the CS network. 
6.3.4.1.2
Information Flow 
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Fig. 6.3.4.1.2-1 Registration of CS UE in IMS
1.  HNB performs Registration procedure to the HNB-GW per 3GPP TS 25.467 [8].
2.  UE initiates CS update location and HNB performs the UE Registration to the HNB-GW per 3GPP TS 25.467 [8] and the CS update location procedures are executed via the MSC Server enhanced for HNB and HSS (including HLR) and/or previous VLR with standard procedures.
3.  Upon successful CS Attach, the HNB requests IMS Access Authorization from the HNB-GW by providing necessary identifying information for HNB and UE, e.g., HNB Identity, IMSI, etc. 
4.  The HNB-GW validates that the received IMSI and HNB Identity combination correspond to the information stored following the UE Registration in step 2, then forwards the request over Hi to the HSS. 
5-7. The HSS grants the authorization and stores the HNB IP address after verifying one or more of the following criteria, as established by operator policy:

· IMS based HNB subsystem is applicable to the user;

· the user has been authenticated by the CS Core Network; 

· the CS Attach has been performed through the HNB requesting the IMS Access Authorization.

Note: The HSS behaviour described above is new functionality, and is supportive of an approach to IMS access authentication that is similar in principle to that adopted for ‘early IMS’ security.

8-9. HNB initiates IMS Registration including HUA IP address as the contact address and IMSI derived IMPU. It does not include the authorization header. HNB-GW forwards the Register request to IMS. 

Note: The HNB-GW implements measures to prevent IMS SIP signalling from an HNB that has not performed a successful IMS Authorization Request procedure.

10. Completion of IMS registration procedures. Execution of IMS AKA is bypassed for this registration event. 

6.4
Alternative 4 – IMS HNB GW as SIP UA and HO anchor

6.4.1
Introduction

The key characteristic of this IMS HNB solution is that all new capabilities are enabled via enhancements to the HNB GW, renamed IMS HNB GW, with no changes to HNB and no expected changes to any core network or IMS node (except potential changes related to registration scenarios that are FFS). 

This solution assumes all of the functionality of the HNB and HNB Gateway defined in TS 25.467 [8], with extensions to the HNB GW to enable IMS centralized services (ICS), per TS 23.292 [6], for CS UEs using HNB access, and without the direct involvement of the CS core network. Note that the HNB GW extensions may be physically realized as a functional component of the HNB GW or as a stand-alone entity. 

The architecture also supports the addition of local/intercom services within the HNB in the same manner as supported by the HNB in Release 8. Local/intercom services within the HNB can be interworked with TS 24.008 [4] signalling and merged with TS 24.008 [4] signalling received via the Iuh reference point. The HNB can route TS 24.008 [4] signalling received from the UE to either the local/intercom services interworking function within the HNB or to the Iuh reference point, based on the service instance identifier.

6.4.2
Reference architecture

Figure 6.4.1-1 provides the reference architecture for the IMS HNB. Thinner connecting lines represent control plane reference points. Thicker connecting lines represent user plane reference points. Commas "," separate reference point names concurrently represented by a single line. Forward slash "/" separates alternatives for entity and reference point names. 
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Figure 6.4.1-1: IMS HNB Reference Architecture

The architecture introduces a single modified network element, the IMS HNB GW, which in addition to the functions assigned to the HNB GW in TS 25.467 [8], allows ICS for CS UEs and supports CS handover procedures with the macro network for CS UEs accessing IMS services.  The architecture builds on network elements and reference points defined in TS 23.002 [uu] and TS 25.467 [8].

6.4.3
Functional Entities

Entities of the architecture not listed below are defined in TS 23.002 [9] and are not impacted, including BSS, RNS, PS core network and CS-MGW.

6.4.3.1
UE

The UE may be any R99 or later UMTS CS capable UE.

6.4.3.2
HNB

The HNB complies to TS 25.467 [8].

6.4.3.3
IMS HNB GW

The HNB GW defined in TS 25.467 [8] is enhanced to support ICS, and here named the IMS HNB GW.

In addition to providing the standard HNB GW functions for all UEs, an IMS HNB GW provides the following functions for an identified ICS user:

-
It performs IMS registration upon completion of the CS Attach procedure with the CS core network, using the same procedures as defined for the IMS Server enhanced for ICS in TS 23.292 [6]. Note that the VLR for the UE remains in the MSC Server and does not reside in the IMS HNB GW.
Editor’s Note: Means to de-register the IMS HNB GW from IMS are FFS.

-
It processes the user-network signalling received over the CS access (i.e., via Iuh and E reference points) for interworking with IMS SIP and vice versa.

-
It processes the user plane media received over the CS access (i.e., via Iuh and Nb reference points) for interworking with IMS RTP bearers and vice versa.

-
When receiving a request to handover to the macro network for a call being interworked with IMS, it begins CS intersystem handover procedures with the CS core network via the E interface, as defined in TS 23.009 [15], performing the MSC-A intersystem handover role (a.k.a., anchor MSC).

-
It supports handover from the macro network to the HNB for calls being interworked with IMS that were previously handed out to the macro network.

-
It satisfies requests for services that do not have an equivalent in IMS or are not otherwise implemented within the IMS HNB GW (e.g., Circuit Switched Data/Fax, SMS, emergency) by routing such requests to the CS core network via Iu-cs. The IMS HNB GW determines the appropriate domain to handle each UE service request.
The IMS HNB GW requires no other MSC functions such as VLR management, CAMEL, supplementary services, emergency services, SMS delivery, CS data interworking, intrasystem handover procedures, etc.

For subscribers not identified as ICS users, the IMS HNB GW behaves as an HNB GW.

6.4.3.4
IMS

IMS conforms to TS 23.228 [11]. IMS includes the CSCF, the anchoring and terminating access domain selection functions of the SCC AS, as defined in TS 23.292 [6], and the TAS required for MMTEL services defined in TS 24.173 [16]. SCC AS support for service continuity procedures according to TS 23.237 [17] is optional and not applicable to UEs that can access telephony services only in CS mode.
6.4.3.5
MSC Server

The MSC Server supports the Iu-cs interface from the IMS HNB GW and supports existing CS intersystem handover (MSC-B) functions for IMS sessions handed out from the IMS HNB GW. Options for user configuration of supplementary services are as described in TS 23.292 [6]. 

Editor’s Note: It is FFS what enhancements are required for an MSC Server to support service consistency.
The MSC Server provides the following services for a CS UE receiving IMS services via an IMS HNB GW:

-
It performs CS Location Updates with CS authentication. 

Editor’s Note: Means to avoid simultaneous IMS registration of the IMS HNB GW and the MSC Server enhanced for ICS are FFS. This is only an issue if the MSC Server is enhanced for ICS.

-
While hosting the VLR for a UE receiving IMS services via an IMS HNB GW, it also supports the CS intersystem handover role of MSC-B for the UE, as defined in TS 23.009 [15] (a.k.a., target or drift MSC). The MSC server is able to perform the Serving MSC and MSC-B roles independently and simultaneously for the UE.

-
It satisfies requests for services that the IMS HNB GW does not obtain from IMS, e.g., Circuit Switched Data/Fax, SMS, emergency.
6.4.4
Interfaces and Reference points

Reference points not listed below are defined in TS 23.002 [9] or TS 25.467 [8] and are not impacted, including Uu, Um, Iuh, A, Gb, Iu-ps, Mc and Mb.
6.4.4.1
Reference Point MSC Server – CSCF (I2)

TS 23.002 [9] and TS 23.292 [6] define the I2 reference point between the MSC Server and CSCF. The I2 reference point is reused without change between the IMS HNB GW and CSCF (in IMS) to route session control signalling between the IMS HNB GW and the home IMS. 

6.4.4.2
Interface between the MSC and HNB GW (Iu_CS interface)

TS 23.002 [uu] and TS 25.467 [8] define the Iu-cs interface between the MSC and HNB GW, which also applies to the IMS HNB GW. 

6.4.4.3
Interface between MSC servers or MSC server and IP-SM-GW (E-interface)
TS 23.002 [9] and TS 23.009 [15] define the E-interface between MSC servers. The E-interface is reused without change between the IMS HNB GW acting in the role of MSC-A and another MSC acting in the role of MSC-B. TS 23.009 [15] defines the MSC-A and MSC-B roles within the context of CS intersystem handover procedures.

6.4.4.4
Reference Point MSC Server – GMSC Server (Nc Reference Point)
The Nc reference point is used for Network-Network call control signalling, as described in TS 23.002 [9]. It is only required between an IMS HNB GW and an MSC server to establish intersystem user plane connections in support of CS intersystem handover scenarios associated with the E-interface. Nc may be realized, for example, using SIP. 

6.4.4.5
Reference Point CS-MGW – CS-MGW (Nb Reference Point)
The Nb reference point, as defined in TS 23.002 [9], provides the user plane transport between the IMS HNB GW and the CS-MGW for connections established via the Nc reference point. Nb may be realized, for example, using RTP/UDP/IP.

6.5
Alternative 5
6.5.1
Reference Architecture

Figure 6.5.1-1 shown the reference architecture that supports IMS HNBs. Although the figure shows a Gn/Gp SGSN, an S4 SGSN can also be used if deployed by the operator. In such case, the SGSN connects with a Serving GW (SGW) through the S4 interface and the Serving Gateway connects with the PDN-GW (PGW) through the S5/S8 interface as specified in TS 23.401 [13]. The SGSN/GGSN/PGW support UE access to IMS through the Gi/SGi reference point, as well as access to other PDNs deployed by the operator.
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Figure 6.5.1-1: Architecture to support IMS HNB

NOTE 1:
This architecture also applies to the roaming scenario.The IMS HNB GW provides direct access to IMS through the X1 reference point, and provides also access to IMS through the Gi/SGi reference point. Access to IMS through Gi/SGi is provided for supporting UEs with IMS capabilities. On the other hand, access to IMS through X1 is provided for supporting UEs that use typical CS signalling (based on TS 24.008 [4]) for originating/terminating services. The IMS HNB provides the necessary interworking functionality that interworks the UE CS signalling (TS 24.008 [4]) over Uu with the IMS signalling over X1. This interworking functionality is similar to the interworking functionality provided by an MSC Server enhanced for ICS, as specified in TS 23.292 [6].
6.5.2
Functional Elements

6.5.2.1
IMS HNB

The IMS HNB is a HNB as specified in Rel-8 specifications and in TR 23.830 [5] further enhanced to:

-
intercept the CS signalling between the UE and MSC

-
decide which MO service requests can be served in CS domain and which can be served in IM CN Subsystem

-
forward MO call requests to MSC only when the requested service cannot be provided by IMS

-
take over the control of MO call requests when the requested service can be served by IMS

-
implement a SIP UA functionality that performs signalling with IMS on behalf of UE (e.g. registers the UE to IMS)

-
perform CS-to-IMS signalling interworking.
6.5.2.2
IMS HNB Gateway
The IMS HNB GW is a HNB GW as specified in Rel-8 specifications and in TR 23.830 [5] further enhanced to:

-
implement a SIP B2BUA functionality acting between the IMS HNB and the IM CN Subsystem

-
become a user plane anchor for all services provided by IMS

-
perform an inter-MSC handover to the CS domain in case the UE moves out of the CSG cell

-
deregister the UE from IMS when the UE moves out of the CSG cell

-
implement the IMS interworking functionality after a handover to macro cellular.
6.5.3
Reference Points

6.5.3.1
IMS HNB Gateway – IP Multimedia CN Subsystem (X1)

The reference point X1 is a SIP-based interface that provides access to IMS directly from the IMS HNB GW. X1 is used to register the UE to IMS and to originate/terminate IMS services towards the UE.

NOTE 1:
The name “X1” is considered temporary and may change once its detailed functionality is specified.Editor’s Note: The details of X1 reference point are FFS. Whether it can be realized based on the I2 or Gm interface is also FFS.
6.5.3.2
IMS HNB – IMS HNB Gateway (Iuh+)
The Iuh+ is an extended version of Iuh interface specified in TS 25.467 [8]. It supports SIP signalling between the IMS HNB and IMS HNB GW.
6.5.3.3
IMS HNB Gateway – MSC (E)
This reference point is based on the E interface and is used to transfer an ongoing voice call (or other service) from the IMS HNB GW to the MSC. The handover procedure is identical to the inter-MSC handover procedure specified in TS 23.009 [15].
NOTE 1:
The description of all other interfaces shown in Figure 6.5.1-1 can be found in TS 23.060 [14].
6.5.4
Protocol Architecture
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Figure 6.5.2-1: Control plane protocol architecture

Note 1: 
The IMS HNB intercepts the TS 24.008 [4] messages between the UE and MSC and forwards these messages to MSC only when needed.

Note 2: 
The IMS HNB GW behaves as a SIP B2BUA and stays in the IMS control and user-plane path. When a voice call is handed over to CS domain, the IMS HNB GW releases the SIP leg with the IMS HNB.

Note 3: 
Although TLS/TCP is shown in the signalling path between the IMS HNB GW and the IM CN Subsystem, any other transport protocol could be used.
Note 4:
The HNBAP is not shown in figure 6.5.2-1 but it is implemented between the IMS HNB and IMS NHB GW as specified in TS 25.467 [8].
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Figure 6.5.2-2: User plane protocol architecture

Note 5: 
RTP goes through the IMS HNB GW because the IMS HNB GW serves as a user plane anchor. When a voice call is handed over to a macro cell, the RTP stream terminates to the IMS HNB GW. 

7
Assessment

Editor’s Note: This section is to discuss and assess the architecture alternatives.
8
Conclusion

Editor’s Note: This section is to draw a conclusion on architecture solution for IMS Aspects of Architecture for Home NodeBs.
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