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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Editor's Note:
The need for an introduction of the TR is FFS.
1
Scope

This technical report is a study of mission critical service access aspects. The present document identifies architecture enhancements needed to support mission critical services delivered over IOPS or with gateway UEs, based on the stage 1 requirements, including 3GPP TS 22.179 [2], 3GPP TS 22.280 [3], 3GPP TS 22.281 [4], 3GPP TS 22.282 [5] and 3GPP TS 22.346 [6].
This document provides recommendations for normative work.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT); Stage 1".
[3]
3GPP TS 22.280: "Mission Critical Services Common Requirements".

[4]
3GPP TS 22.281: "Mission Critical Video services".

[5]
3GPP TS 22.282: "Mission Critical Data services".

[6]
3GPP TS 22.346: "Isolated Evolved Universal Terrestrial Radio Access Network (E-UTRAN) operation for public safety; Stage 1".
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

IOPS MC system: The collection of applications, services and enabling capabilities that provides MC services in an IOPS network.


3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

IOPS
Isolated E-UTRAN Operations for Public Safety

4
Key issues

4.1
General access related key issues
4.1.1
Key issue #- <Key issue title>

4.1.1.1
Description

Editor's Note: Describe the key issue (i.e. problem statement), including technical constraints and interpretations.

4.2
IOPS related key issues
4.2.1
Key issue 2-1 MC system configuration data synchronization

4.2.1.1
Description

An MC service operating in an IOPS mode is completely or partly isolated from the network and application infrastructure normally utilized. This requires that MC system configuration data in the IOPS MC system needs to be up to date with MC system configuration data in the primary MC system. The invocation of the MC service in IOPS mode is in most scenarios unpredictable, which also stipulate strong requirements on data synchronization between the IOPS MC system and the primary MC system.

To define an efficient MC system configuration data synchronization process, the following areas should be further studied:

-
What parts of the MC system configuration data needs to be synchronized between the IOPS MC system and primary MC systems before, during and after operating in IOPS mode.
-
Triggers of data synchronizations

-
Service limitations due to data synchronization issues


4.2.2
Key issue 2-2 MC service client configuration for IOPS

4.2.2.1
Description

IOPS MC system is completely or partly isolated from the network and application infrastructure normally utilized. For the MC service client to access the IOPS MC system, the client shall be configured with access information (e.g. server addresses) of the IOPS MC system. This introduce challenges when configuring MC service clients with access information to all IOPS capable eNBs in a network.

To define procedures for MC service client and UE configuration of IOPS MC system access data, the following areas should be further studied:

-
What MC service client and UE data are required to be configured for accessing a IOPS MC system.

-
How should this configuration be done.

-
How to handle migrating users from partner system.

-
Any differences from a procedural perspective in IOPS mode due to backhaul failure or limited backhaul or in IOPS mode in nomadic deployments. 

4.2.3
Key issue 2-3 on how to handle an MC UE switching to/from an IOPS MC system

4.2.3.1
Description

IOPS MC system is completely or partly isolated from the network and application infrastructure normally utilized. When MC users are located within the coverage or in proximity of an eNB in IOPS mode, the MC users may experience an unpredictable user experience, if MC UEs are switching between the IOPS enabled eNB and an eNB that is connected to the primary MC system. 

This issue may be common when the IOPS enabled eNB is a macro site, and there are several smaller cells in the area of the coverage of the macro site. It is important to have a mechanism in place to get an optimize user experience when MC UEs are switching to and from the IOPS MC system.

Further study is needed to:

-
Optimize the benefit for mission critical functionality to MC UEs in overlapping primary MC system and IOPS MC system operational areas.

4.2.4
Key issue #- <Key issue title>

4.2.4.1
Description

Editor's Note: Describe the key issue (i.e. problem statement), including technical constraints and interpretations.

4.3
Gateway UE related key issues
4.3.1
Key issue #- <Key issue title>

4.3.1.1
Description

Editor's Note: Describe the key issue (i.e. problem statement), including technical constraints and interpretations.

5
Architectural requirements

5.1
General access related requirements

Editor's Note:
This subclause will describe general architectural requirements.

5.2
IOPS related requirements


This subclause defines the architectural and functional requirements related to MC services in IOPS mode.

[MCSAA-REQ-1] The following MCPTT features shall be supported in IOPS

-
MCPTT group call 

-
MCPTT emergency call

-
MCPTT private call

 [MCSAA-REQ-2] The following MCData features shall be supported in IOPS

-
MCData short data service
Editor's Note:
The list of features may be updated in the future.
5.3
Gateway UE related requirements

Editor's Note:
This subclause will describe Gateway UE architectural requirements.

6
Solutions

6.1
Solution #: <Solution title>

6.1.1
Description

Editor's Note: Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow etc. 

6.1.2
Impacts on existing nodes and functionality

Editor's Note: Capture impacts on existing 3GPP nodes and functional elements.

6.1.3
Solution evaluation

Editor's Note: Use this section for evaluation at solution level.

7
Overall evaluation

Editor's Note: This clause will provide evaluation of different solutions.

8
Conclusions

Editor's Note: This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA6.
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