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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope
The scope is to study the mechanisms to address use cases dealing with policy driven selection of E-UTRA or NR based on certain criteria (e.g. for a given DNN or a QoS flow) associated with user applications by the core network.
Scenario 1: The E-UTRA access node and NG-RAN access node are connected to EPC and 5GC respectively.

Scenario 2: The E-UTRA access node and NR access node are connected to 5GC in a dual connectivity mode.

Potential area of study includes evaluating the mechanism available in 5G system as well as any potential enhancements that may improve the potential shortcomings identified by the study use cases.

RAN, while making use of the operator provided policies, is assumed to make final decision regarding handover/redirection/switching as RAN has the responsibility into radio and load conditions which govern the success of such a decision.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Architectural Requirements and Assumptions

Editor's note:
This clause will list general architectural requirements and assumptions for this study.
The following architectural assumptions apply:

-
The application awareness support is based on the application-detection solutions that are currently in place to enable the network to detect the applications associated with a data flow( e.g., encrypted or unencrypted traffic detection, or the application id ,traffic flow descriptions, etc. sent by AF).

-
Both single registration and dual registration between EPC and 5GC are considered for scenario 1.
-
The 5G System shall be the basis for the study.
-
The functionality for enabling RAT selection based on application preferences supports single radio UEs (i.e. capable of using only one RAT at a time to transmit and receive traffic) and UEs with dual-connectivity. This does not preclude support of dual-radio UEs.
-
Any subscription restriction takes precedence over the application-related preferences.

-
The assistance information from the 5GC is used by the NG RAN to enable inter-RAT handover/reselection from NG-RAN to E-UTRAN for scenario1, and enable inter-RAT switching between NR to E-UTRA for scenario 2.
5
Key Issues
Editor's note:
This clause will describe the key issues for architecture enhancements of EPS or 5G System to support application awareness interworking between LTE and NR.
5.1
Key Issue 1: Application-related RAT preferences and impact on 5GS policy framework
5.1.1
Description
The study focuses on the study of policy-driven selection of E-UTRA or NR based on criteria associated with user applications.

Such criteria/preferences must be known to the entity or entities in the 5GS making RAT decisions regarding the transport of application traffic over the two RATs. As such, the following needs to be studied for this key issue:

-
impact on policies (including format and usage of the policies) in order to capture and convey preferences and criteria for the selection of the preferred RAT based on applications.

-
impact on policy usage/distribution to the 5GS entities of policies (i.e. which entity receives which policy and how it is used).

5.2
Key Issue 2: Assistance information provided to RAN
5.2.1
General description
This key issue will study the assistance information provided to RAN for inter-RAT handover/reselection/switching between E-UTRA and NR for both scenario 1 and scenario 2, including following points:

1.
What information does the network need to take proper decision and generate the assistance information provided to RAN. Which NF can take this decision?

2.
What are assistance information provided to the RAN?

3.
How and when can the assistance information be provided to the RAN?

4.
What are the impact on existing mechanisms if reusing, enhancing existing procedure, or defining a new procedure?

5.
How does the network provide assistance information to identify the traffic associated to a particular application?

5.3
Key Issue 3: Traffic routing for scenario 2
5.3.1
General description
Under this key issue, following aspects for scenario 2 will be studied:

1.
What granularity for which traffic can be applied for traffic routing (per QoS flow / per PDU session / per DNN/per slice, etc.)?
5.4
Key Issue 4: Charging aspect for scenario 2
5.4.1
General description
Under this key issue, following aspects for scenario 2 will be studied:
1. Are there any impacts to the charging framework to enable appropriate charging for the traffic routed to different RAT?
6
Solutions
Editor's note:
This clause is intended to document the agreed architecture solutions. Each solution should clearly describe which of the key issues it covers and how.
6.1
Solution 1: Inter-RAT change based on recommendation from core network 

6.1.1
Functional Description

Editor's note:
General description, assumption, and principles of the solution.

This solution addresses Key Issue#1 and Key Issue#2. 

It is based on scenario-1 and assumed that 

-  UE works in single registration mode with single connectivity;

Editor’s Note: how to make UE change network from EPS to 5GS is FFS.
It has the following principles:
   -  It reuses the application detection mechanism in PCF/SMF/UPF (PCC architecture); 

   -  The policy for RAT selection criteria is configured in PCF or handled by NWDAF. PCF subscribes the application detection event trigger to SMF and decide if the RAT/system reselection is needed by sending HO request via N15/N2;
The policy for RAT and CN selection criteria is as the form below

Table 6.1.1-1 Criteria for RAT and CN selection

	Application id
	Preferred RAT and CN
	Significance value

 (range from 1-10)

	Application id - 1
	NR-5GC
	8

	Application id - 2
	LTE-EPC
	5

	Application id - 3
	NR-5GC
	9

	……
	
	


Based on the detected applications, the NF may calculate the total significance value for each kind of RAT and CN, e.g. NG-5GC = 23], LTE-EPC =21, NR-EPC =30, and selects the RAT and CN with the largest total significance value. 

NOTE: This work can be done either in PCF itself or NWDAF service operation invoked by PCF.
   -  upon reception of message for inter-RAT change, the RAN node decides if to trigger redirection or HO procedure. 
6.1.2
Procedures

Editor's note:
Describes the high-level operation, procedures and information flows for the solution.
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0-1. After UE registered to 5GS. PCF may subscribe application detection event trigger e.g. during PDU session establishment/modification procedure. When application(s) are detected by PCEF, it reports to PCF

2.  Based on some preconfigured policy and/or data analysis with NWDAF, PCF sends message containing for inter-RAT change flag as well as RAT handover or System change. 

3.  AMF sends a message to RAN node for the inter-RAT change, during which the AMF may add additional flag for redirection or handover.

4.  RAN decides to trigger redirection or handover including EUTRA-5GC-5GC/EUTRA-EPC. The RAN side needs to take radio condition into account as existing mechanism does, e.g. considering signal quality, target RAN node resource reservation, etc.

NOTE: During the redirection/handover procedure, some PDU sessions/flows may be rejected by the target RAN node, the important applications shall be bound to the specific PDU sessions which will be handed over to target RAN node/system. However it belongs to implementation, e.g. by using URSP rule.
5.  The redirection/handover procedure is performed as existing specification.
6.1.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added
This solution fully reuses the existing application detection mechanism while minimize the impact on RAN side.

PCF shall be able to 
· decide the RAT and CN preferred based on criteria;

· send message for inter-RAT change;

AMF shall be able to 

· send the message for network change to NG-RAN node and optionally add additional indicator for redirection or handover.

6.2
Solution 2: Solution to Application aware RAT selection/switching between LTE and NR Accesses
6.2.1
Functional Description

6.2.1.1
Architecture description

This section addresses the proposed network architecture for application aware interworking between LTE and NR accesses.

In the proposed architecture, the AAI supporting functions are distributed between the RAN and CN. Figure 6.2.1.1-1 shows the overall architecture and the high level functional split.
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Figure 6.2.1.1-1 Application Aware Interworking Architecture

AAI Control Function (AAI-CF): decides and authorizes steering and switching of a particular traffic based on the received rule information, radio availability, network load condition, etc. It is proposed to be supported by the SMF.
AAI Transport Function (AAI-TF): performs switching and may support report of data path status information to AAI-CF.
AAI Rule Function (AAI-RF): stores AAI rule information for the UE subscription.

Editor’s note: It is FFS whether and how AAI rule information is to be provided to the UE. 
AAI Availability Report Function (AAI-ARF): sends updated RAT states (i.e., availability of a radio link) information to AAI-CF.

UDM: may also store the AAI related information in the UE subscription.
6.3
Solution 3: Network Controlled RAT Selection Based on Application Awareness

6.3.1
Functional Description

Editor's note:
General description, assumption, and principles of the solution.

The solution addresses issues 1, 2 and 3.

6.3.1.1 General

The proposed solution is based on the following points:

-
Application detection: 

-
application detection happens in the UE and the CN

-
no application detection/awareness takes place in the RAN.

-
mechanisms for application/traffic detection are not defined as part of this SID, it is assumed that existing solutions or new solutions being defined (e.g. in FS_ENTRADE for encrypted traffic) are used

-
Enhanced UE Policy for application-aware steering of traffic: 

-
In order to address RAT/system selection by the UE in scenario 1, the solution proposes to enhance the UE policies provided by the network to the UE with Application-based Access Preference, in order to enable RAT/system selection based on the applications active in the UE. Application-based Access Preference comprises:

-
An indication of the CN type (i.e. EPC or 5GC) that is preferred for a specific data flow(s), identified by one or more of application ID, DNN, slice
Editor’s note: in this proposal the term preferred is used. Whether it is necessary to distinguish between the case where a specific RAT/system is preferred for an application, or where it is required for an application is FFS.

-
An indication of the RAT (i.e. E-UTRAN or NR) that is preferred for a specific data flow(s)
-
The indication of CN type takes precedence over indication of RAT, in case both exist in the UE
-
In addition, an Application Transport Preference is defined to indicate to the UE, when a PDU session exists to the DNN mapped to the application in the URSP, whether upon detecting traffic corresponding to a new application, the UE shall re-use an existing PDU session to the DNN or request a new one to be used by the specific application. 
-
Enhancements to the URSP to indicate to the UE what RAT/system should be used are defined.

-
For scenarios 1, enhancements to the URSP are proposed in lieu of the use of RFSP since RFSP is defined by the network based on semi-static information, without considering dynamic application awareness. By pushing application-aware URSP policies, the UE may still camp based on RFSP policies while CM-IDLE, but when an application requesting connectivity is detected, the UE establishes connectivity on a RAT selected based on URSP policies. Since URSP policies are defined by the operator, it is expected the operator provides appropriate URSP policies to the UE to cater for the operator preferences. In situations where RAN requires the UE, e.g. due to load conditions, to move to another RAT, network can trigger an handover to the target RAT.

-
Enhanced CN policy:

-
policy information provided by the PCF are enhanced to consider traffic steering between RATs based on application detection in the CN, and application-specific preferences for the RAT. Such policies may be derived by the PCF and provided to an SMF to apply to a specific PDU session, or may be provided by the PCF to the AMF.

Editor’s note: whether the PCF delivers a per-PDU session policy to the SMF, a per-UE policy to the SMF, or a per-UE policy to the AMF is FFS

-
for a specific application, such policy information may be defined by the CN, or may be provided to the network for a specific application by an AF

-
the policy information shall consider any subscription restrictions on RAT and CN type usage
-
the policy information is used by the CN to derive Application Steering RAN Policy (ASRP) for the RAN necessary to perform traffic steering between RATs based on the application detection that took place in the CN

-
this applies to scenario 1, where 5G RAN is provided with information to trigger the UE handover to E-UTRAN/EPC based on the obtained information

-
this applies also to scenario 2, where the 5G RAN uses the information to steer the traffic corresponding to the applications to either E-UTRAN or NR

-
the ASRP may be determined by the PCF and provided to the SMF, or the PCF may provide policy information used by the SMF to determine the ASRP. 

Editor’s Note: the details of the function that determines the ASRP are FFS and depends on how the CN maps traffic of applications with different preferences associated to the transport, as described below.

-
Network-controlled application-aware steering of traffic for applications between RATs
-
the solution is based on application detection taking place in the CN, the CN determining the ASRP corresponding to the traffic of the detected application, and providing the ASRP to the 5G RAN. The RAN only receives the ASRP and is NOT aware of application information
-
For E-UTRAN and NR connected to 5GC in Dual Connectivity (scenario 2), the network controls whether the traffic corresponding to a specific application is transported over E-UTRAN or NR based on the ASRP provided by the CN to the 5G RAN. This enables the CN to steer applications with e.g. lower value (as determined by the CN) over LTE, and maintain applications with e.g. higher value over NR, in order to differentiate the QoE provided to the users and reduce the network load of NR to guarantee other user’s experience.
-
For E-UTRAN connected to EPC and NR connected to 5GC (scenario 1), the network exercises control of the RAT used by the UE based on the 5GS triggering the UE to E-UTRAN/EPC. This implies triggering handover of all the UE traffic to E-UTRAN/EPC. 

-
For the application-aware steering of traffic, steering may be performed at QoS flow level or at PDU session level:

-
steering at QoS flow level is performed in the CN for CN-based solutions described below. Based on the RAT/system preference associated to an application in the CN policy, applications are mapped to a QoS flow by the CN. Two options are possible: 

-
multiple applications are be mapped to the same QoS flow (in which case conflicting preferences associated to the applications need to be addressed), or 
-
multiple QoS flows are established for the various applications, depending on the preference regarding the RAT/system to be used for the application. 
In this case, the ASRP indicates to the RAN the preference at the granularity of a QoS flow. The CN may detect the application based on an application-specific TFTs, but even in this case the RAN is only provided in the ASRP the PDU Session ID or the QoS flow; or

-
steering at PDU sessions level is performed by the UE for UE-based solutions described below. In this case:
-
multiple applications (mapping to a specific DNN) with the same preferences for the RAT/system to be used are mapped to one PDU session to the DNN, and

-
a separate PDU session to the same DNN is established to map the applications with different RAT/system preference
-
depending on the solution, the UE triggers the establishment of a new PDU session to the same DNN upon application detection based on the policies (i.e. the Application Transport Preference). 
Editor’s Note: co-existence between steering at QoS flow level (e.g. deployed in a VPLMN) and steering at PDU session level (e.g. deployed in the HPLMN and for which the UE receives Application Transport Preferences in the Enhanced URSP) is FFS.
6.3.1.2 Reference Architecture
No new functional entities are proposed with respect to the 5GS architecture.
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Figure 6.3.1.2-1: Reference Architecture and solution components.
Editor’s Note: the figure represents only the scenario where the PCF provides the ASRP policy to the SMF.
6.3.1.3 Solution for E-UTRAN connected to EPC and NR connected to 5GC (Scenario 1)
In this solution, it is assumed the UE is dual-registered. If the Enhanced URSP instructs the UE (with the Application Transport Preference) to establish, upon application detection (i.e. before the application is bind to an existing PDU session), a new PDU session to the same DNN and maps the application to the new PDU session.

For IDLE mode mobility, the solution proposes that:

-
based on application detection in the UE, the UE uses the Enhanced URSP described above to select the RAT/system (E-UTRAN via EPC wrt NR via 5GC) to be used for the current application(s) when establishing connectivity to the network, while camping is controlled via RFSPs. 

-
the UE establishes connectivity to the selected RAT/system, if available, and moves all the traffic to the selected RAT/system. For single-registration UEs, this may require the UE to first register to the selected RAT/system. This may also correspond to either establishing a new PDU session in the selected system, if none is present or none of the existing ones can be used, or to the UE triggering mobility of existing PDU session from a system to another.
For connected mode mobility, the solution proposes that:

-
for mobility from the 5GC to EPC, upon application detection in the CN, the SMF corresponding to the PDU session on which the application traffic is transported provides an (updated) Application Steering RAN Policy (ASRP) to the 5G-RAN. The 5G-RAN, based on the received policy, may trigger the UE handover to EPC. 
-
for mobility from EPC to 5GC, the solution does not propose enhancements to E-UTRAN connected to EPC. The solution instead proposes that the UE uses the Enhanced URSP to perform autonomous mobility to the 5GC. 

Editor’s Note: how the UE performs autonomous mobility to the 5GC based on the Enhanced URSP is FFS. 

6.3.1.4 Solution for E-UTRAN NR connected to 5GC with Dual Connectivity (Scenario 2)
For IDLE mode mobility, the solution proposes that a network-based solution in which, upon application detection in the SMF, the SMF corresponding to the PDU session on which the application traffic is transported provides an (updated) Application Steering RAN Policy (ASRP) to the 5G-RAN. The 5G-RAN, based on the received policy, triggers the steering of traffic of the UE between NR and E-UTRAN. 
For connected mode mobility, the solution proposes that, upon detection in the CN of an application for which a specific access is preferred, the SMF corresponding to the PDU session on which the application traffic is transported either:

1.
Triggers a PDU session modification to create a new QoS flow for this application even if one of the existing QoS flows could be reused, and the CN provides to the RAN an ASRP indicating that the new QoS flow is preferred to be transported over a specific access, or

2.
Reuses an existing QoS flow, but triggers when necessary a modification towards RAN to provide an ASRP indicating that the new QoS flow is preferred to be transported over a specific access, or

3.
Triggers the UE establishment of an additional PDU session to the same DNN, indicates to the UE to map the application to the new PDU session, and provide an ASRP to the RAN indicating that the new PDU session is preferred to be transported over a specific access

The RAN triggers the QoS flow (for which the CN assigned the application to) traffic to be moved between RATs based on QoS flow RAT preferences provided by the CN. 
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Figure 6.3.1.4-1: Solution for E-UTRAN NR connected to 5GC with Dual Connectivity – logic for connected mode mobility
6.3.1.5 Handling Conflicting Policies for Applications
Application related policies for the UE (i.e. the Application-based Access Preference described above) may be conflicting, e.g. indicating the connectivity preferred for Application1 is E-UTRAN/EPC, and the connectivity preferred for Application2 is NR/5GC, and both Application1 and Application2 are running in the UE.

Similarly, policies in the CN used to derive ASRP may be conflicting in the same scenario.

For the UE policies, the solution proposes the following:

-
For Scenario 1, the conflict may happen in the Application-based Access Preference of the URSP and needs to be handled in the UE. if the UE is running two or more applications that have conflicting preference/requirements in the Application-based Access Preference, the following applies:

-
The “higher” available CN and/or RAT is selected. E.g. in the example above for Application 1 and Application 2 is NR/5GCN, if NR/5GCN is available then the UE selects NR/5G CN. 
-
The CN takes precedence over RAT in selection. E.g. in the example above for Application 1 and Application 2, if E-UTRAN/5GCN is available the UE selects 5G CN even if the RAT is E-UTRAN.

-
For Scenario 2, the conflict may happen in the CN policies and is solved in the CN:

-
CN policies define different priorities associated to the various applications. If the CN detects an application for which the associated RAT preference is different than the one for other traffic in the same QoS flow (i.e. the requirement for the application conflict with the requirements for the other applications), the CN:

-
either assigns a new QoS flow with the same QoS parameters for this application, so that the new flow can be steered to the preferred RAT for the application, or
-
it decides based on the highest priority flow (i.e. selects the preferred RAT associated to the highest priority application). If the selected flow needs to be routed to a different access, the CN provides that to the RAN a new ASRP for the QoS flow

6.3.2
Procedures

Editor's note:
Describes the high-level operation, procedures and information flows for the solution.
6.3.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
The following impacts have been identified:

-
5G-RAN: the 5G-RAN is able to receive the ARSP and apply the ARSP to the UE traffic (at QoS Flow level or PDU session level). This includes, in scenario 1, triggering handover of the UE traffic to EPC based on ARSP.

-
SMF: based on application detection and policies provided by the PCF, determine the ASRP (possibly in conjunction with the PCF) and deliver the ARSP to the 5G-RAN
-
PCF: the PCF is able to receive an application-specific RAT/system preference from an AF via the NEF. The PCF has enhanced policies with application-specific RAT/system preferences.
6.4
Solution 4: Solution to enable RAT change based on Application Awareness in 5GS
6.4.1
Functional Description

This solution addresses Key Issue #2.

The PCF determines when a specific application is being activated that has “preferred RAT” requirements. The activation of such application is achieved e.g. by an explicit request from the AF, whereas the “preferred RAT” can be either explicitly indicated by the AF via N5 or NEF, or it can be preconfigured in the PCF.

The initiation of a new application can also be detected by using deep packet inspection in the User Plane Function (UPF) based on the Packet Detection Rule instructed by SMF. In this case, the “preferred RAT” associated with that application is preconfigured in the PCF.

After determining that an application with “preferred RAT” requirement has been activated, the PCF initiates the PDU Session Modification procedure to send a new indicator (e.g. the preferred RAT information) to NG-RAN. For scenario 1, based on the new indicator, the NG-RAN steers the UE towards the “preferred RAT” when such a RAT is available. For UE in connected mode this means that NG-RAN will preferably hand over the UE to a cell of the “preferred RAT”, whereas for UE in idle mode the NG-RAN will configure the RAT reselection priorities so that UE camps on a cell of the “preferred RAT” with higher likelihood. For scenario 2, based on the new indicator, the NG-RAN decides to steer the specific QoS Flow via the preferred RAT.
When the PCF detects that the application with “preferred RAT” requirement has been deactivated, the PCF initiates the PDU Session Modification procedure to remove the indicator with “preferred RAT” information. Upon removal of this indicator, NG-RAN resumes the normal RAT selection priority for mobility handling.

Editor's note: For Scenario 1 it is FFS how the UE is steered back to 5GS when the application flow that has caused mobility to EPS ceases to exist.

6.4.2
Procedures

6.4.2.1 Procedure to provision the preferred RAT information from PCF to NG-RAN
Following example procedure (The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout scenario)) is copied from clause 4.3.3.2 of TS 23.502 [xx]. The call flow description includes only the impacted steps where the “preferred RAT” information is included or handled (steps 1b, 3a, 4 and 5).
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Figure 6.4.2.1-1: UE or network requested PDU Session Modification (for non-roaming and roaming with local breakout); same as TS 23.502 Figure 4.3.2.2-1
1b.
Preferred RAT information is included in the Npcf_SMPolicyControl_UpdateNotify request message from PCF to SMF.
3a.
Preferred RAT information is included in the N2 SM information of this message.
4.
Preferred RAT information is included in the N2 SM information of this message.
5.
For scenario 1, based on the Preferred RAT information, the NG-RAN may steer the UE towards the “preferred RAT” (e.g. when such a RAT is available). For UE in connected mode this means that NG-RAN will preferably hand over the UE to a cell of the “preferred RAT”, whereas for UE in idle mode the NG-RAN will configure the RAT reselection priorities so that UE camps on a cell of the “preferred RAT” with higher likelihood. For scenario 2, based on the new indicator, the NG-RAN may decide to steer the specific QoS Flow via the preferred RAT.
6.4.2.2 Procedure to remove the preferred RAT information from PCF to NG-RAN
The same procedure (i.e. PDU Session Modification) is used when PCF determines that the application with “preferred RAT” requirement has been deactivated, in order to remove the indication with “preferred RAT” information from the NG-RAN.
6.4.3
Impact on existing entities and interfaces
AF:

· The preferred RAT information needs to be included in the AF Request.

PCF:

· The preferred RAT information needs to be included in the Npcf_PolicyAuthorization_Update Request.

SMF:

· Preferred RAT information is included in the N2 SM information of Nsmf_PDUSession_UpdateSMContext.
NG-RAN:

· For scenario 1, based on the Preferred RAT information, the NG-RAN steers the UE towards the “preferred RAT” when such a RAT is available. For UE in connected mode this means that NG-RAN will preferably hand over the UE to a cell of the “preferred RAT”, whereas for UE in idle mode the NG-RAN will configure the RAT reselection priorities so that UE camps on a cell of the “preferred RAT” with higher likelihood. 

· For scenario 2, based on the new indicator, the NG-RAN decides to steer the specific QoS Flow via the preferred RAT.
6.X
Solution #X: <Solution Title>

6.X.1
Functional Description

Editor's note:
General description, assumption, and principles of the solution.

6.X.2
Procedures

Editor's note:
Describes the high-level operation, procedures and information flows for the solution.
6.X.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
7
Evaluation
Editor's note:
This clause will provide a general evaluation of the solutions.
8
Conclusions
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