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[bookmark: foreword][bookmark: _Toc82472169][bookmark: _Toc82473711][bookmark: _Toc82473773]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc82472170][bookmark: _Toc82473712][bookmark: _Toc82473774]Introduction
Rel-17 TS 23.558 [2] defines the application layer architecture to enable edge applications over 3GPP networks. It includes features such as ECS discovery, service provisioning, EAS discovery, EEC/EAS/EES registration, network and Edge Enabler Layer capability exposure, service continuity support with seamless service continuity and EEC context continuity etc., along with cardinality rules, deployment options, involved relationships and mapping with ETSI MEC [3] and GSMA OP [4] architectures.
This TR documents a study on architecture and procedure enhancements to improve the Rel-17 architecture for enabling edge applications, and to support emerging industry requirements.
[bookmark: scope][bookmark: _Toc82472171][bookmark: _Toc82473713][bookmark: _Toc82473775]
1	Scope
[bookmark: references]The present document is a technical report capturing the study on enhanced architecture for enabling edge applications over 3GPP networks. The study bases the enhancements on the work done in 3GPP TS 23.558 [2] and takes into consideration other related work done within and outside 3GPP i.e. ETSI MEC [3] and GSMA OP [4].
The aspects of the study include identifying new key issues, architecture requirements, related architecture enhancements and solutions, cardinality rules, deployment options, and involved entities and relationships to enhance the Rel-17 architecture for enabling edge applications. 
[bookmark: _Toc82472172][bookmark: _Toc82473714][bookmark: _Toc82473776]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 23.558: "Architecture for enabling Edge Applications".
[3]	ETSI ISG MEC ETSI GS MEC 003, "Multi-access Edge Computing (MEC); Framework and Reference Architecture".
[4]	GSMA OPG.02: "Operator Platform Telco Edge Requirements", https://www.gsma.com/futurenetworks/wp-content/uploads/2021/07/GSMA-OPG-Telco-Edge-Requirements-2021.pdf
[5]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[6]	3GPP TR 23.758: "Study on application architecture for enabling Edge Applications".
[7]	3GPP TR 23.721: "Study on Sponsored Data Connectivity Improvements".
[8]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[9]	3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[10]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[11]	3GPP TS 23.503: "Policies and Charging control architecture; Stage 2".
[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
[bookmark: definitions][bookmark: _Toc82472173][bookmark: _Toc82473715][bookmark: _Toc82473777]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc82472174][bookmark: _Toc82473716][bookmark: _Toc82473778]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1], 3GPP TS 23.558 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 23.558 [2].
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc82472175][bookmark: _Toc82473717][bookmark: _Toc82473779]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc82472176][bookmark: _Toc82473718][bookmark: _Toc82473780]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], 3GPP TS 23.558 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1] and 3GPP TS 23.558 [2].
Abbreviation format (EW)
<ABBREVIATION>	<Expansion>

[bookmark: clause4][bookmark: _Toc478400621][bookmark: _Toc365043][bookmark: _Toc82472177][bookmark: _Toc82473719][bookmark: _Toc82473781][bookmark: _Toc475064958]4	Key issues
[bookmark: _Toc75795707][bookmark: _Toc82472178][bookmark: _Toc82473720][bookmark: _Toc82473782][bookmark: _Toc478400622][bookmark: _Toc365044]4.1	Key issue #1: Enhanced notification service to the EEC
The EEC can be notified with the updated information for edge computing service by EES and ECS over EDGE-1 and EDGE-4, respectively. The notification services available to the EEC (i.e., service provisioning notification, EAS discovery notification, ACR information notification) are specified in release 17, but the details on the notification mechanism is not addressed. In this regard, additional ways (e.g. push notification mechanism and application triggering specified in 3GPP TS 23.501 [5], etc.) of providing the updates to the EEC in real time need to be studied. 
Open issues:
1.	Whether and how the EEC acquires the notification target address or a notification channel URI to receive the notifications?
2.	Whether and how EEC, ECS and EES support push notification mechanism. Whether and what additional functional entity is necessary for this?
3.	How are the EEC subscriptions and/or notification targets treated in mobility scenario (e.g. during ACR scenario)? 
4.	Whether and how to utilize application triggering method specified in 3GPP TS 23.501 [5] to provide notifications to the EEC?
[bookmark: _Toc82473721][bookmark: _Toc82473783]4.2	Key issue #2: Enablement of Service APIs exposed by EAS
As specified in 3GPP TS 23.558 [2] (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES as specified in the clause 8.6 of 3GPP TS 23.558 [2] (Rel-17) and the capabilities provided by the 3GPP core network as specified in the clause 8.7 of 3GPP TS 23.558 [2] (Rel-17).
However, there are several use cases and requirements to exploit Service APIs exposed by EASs (provided by Application service providers) which can be invoked by the other EASs such as Cloud/Edge/Split Rendering in AR/VR use cases; and video content delivery exploiting separate services such as content caching, video encoding/decoding, and video analytics.
With the enablement of Service APIs exposed by EASs in the Edge Enabler Layer, there may expect several benefits to the involved business roles in the edge computing services. For example, Application service providers may simplify the Edge Application logic by composing the service components provided by the other EASs at the network edge; and open a new business to provide one or more service components to be executed and invoked by the other EASs at the network edge.
In order to enable the use of Service APIs exposed by EASs in the Edge Enabler Layer, there have been relevant studies in 3GPP TR 23.758 [6] (Rel-17), which result in Sol#15 as follows:
-	Solution #15: Edge Application Server's service APIs publish and discovery using CAPIF:
-	The Edge Enabler Server can support edge application (owned by 3rd party or by PLMN operator) access to the service APIs offered by other Edge Application Servers within and across the Edge Data Network by providing CAPIF functions in a distributed or centralized manner.
Based on the Rel-17 study result, this key issue focuses on addressing the following open issues.
Open issues:
[bookmark: _Hlk81298758]1.	Identify any gaps in CAPIF to enable EAS Service APIs in the EDGEAPP architecture based on the Sol#15 of 3GPP TR 23.758 [6] (Rel-17).
[bookmark: _Hlk81298669]-	In terms of e.g., service-specific attributes for API publish/discovery, API availability subscription/notification across EES/CCF
2.	If any, whether and how to enhance CAPIF capabilities to address the gap identified as above?
[bookmark: _Toc82472179][bookmark: _Toc82473722][bookmark: _Toc82473784]4.3	Key issue #3: Enhancements to service continuity planning
In 3GPP TS 23.558 [2], the service continuity planning was specified as part of the Edge Enabler Layer value-add features for supporting seamless service continuity, when information about planned, projected, or anticipated behaviour is available at EESs or provided by EECs.
This key issue studies potential enhancements to the service continuity planning feature, based on additional criteria for detecting a planned ACR, e.g. the network conditions / analytics monitoring, the DN performance monitoring, the expected/predicted UE route etc. This key issue also studies potential enhancements to the service continuity planning feature to allow the EEC to send a timely ACR request. Finally, the key issue studies scenarios when the planned UE behavior changes after the launch of the service and the ACR needs to be modified due to these changes, e.g. due to UE mobility change.
Open Issues:
1.	How to rely on the capability of EES/EEC to detect whether the UE moves to the predicted location or not for service continuity planning?
2.	Whether and how the EEL can support the determination of the ACR request trigger timing in case of service continuity planning?
3.	How to deal with scenarios when the ACR needs to be modified, e.g. due to UE mobility?
4.	Whether and what additional capability exposure is required from the 5GS (e.g. NWDAF, OAM) to enhance the service continuity planning?
5.	Potential impact on information exchanged between EAS and EEL. 
6.	Potential impact on information to communicate within the EEL.
[bookmark: _Toc82472180][bookmark: _Toc82473723][bookmark: _Toc82473785]4.4	Key issue #4: EDGE-5
According to the latest version of the EDGEAPP specification in 3GPP TS 23.558 [2]:
"EDGE-5 reference point enables interactions between AC(s) and the EEC."
That specification also notes:
"NOTE:	Detailed specification of this reference point is out of scope of this release of this specification."
According to the latest version of the FS_EDGEAPP specification in 3GPP TR 23.758 [6]:
"The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:
-	Obtaining information about Edge Application Servers that Application Client require to connect;
-	Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers, such as: when an Application Client needs to reconnect to a different Edge Application Server;
-	Providing Application Client information (such as its profile) to be used for various tasks such as, identifying the appropriate Edge Application Server instance to connect to; and
-	Provide the identity of the desired Edge Application Server to the Edge Enabler Client to enable it to use that identity as a filter when requesting information about Edge Application Servers."
The necessary functionality of the EDGE-5 interface needs to be studied for Release 18:
-	What functionality should an EEC provide to an AC (see the interactions copied from 3GPP TR 23.758 [6] and the procedures and information flows specified in 3GPP TS 23.558 [2])?
The following aspects may also need to be studied for Release 18 based upon the provided functionality of the EDGE-5 interface:
1.	Whether the cardinality as currently captured in 3GPP TS 23.558 [2] is to be modified:
"The following cardinality rules apply for EDGE-5:
a)	One AC may communicate with only one EEC; and
b)	One EEC may communicate with one or more AC(s) concurrently."
2.	Whether and how an AC can discover available EEC(s)? 
3.	Whether mutual authentication and authorization between an AC and an EEC is necessary, and if so, how is that accomplished?
4.	What APIs should be exposed from an EEC to an AC to support that functionality? 
5.	Whether a notification mechanism is necessary from an EEC to an AC?
6.	Whether and how an AC registers to an EEC? 
7.	Whether and how an AC de-registers from an EEC?
8.	Whether and how an AC detects an abnormal termination of an EEC?
9.	Whether and how an EEC detects an abnormal termination of an AC?
10.	Whether user's consent is necessary to either AC or EEC operation, and if so, how is it provided? 
NOTE 1:	The aspects of defining end-user consent/authorization over APIs and aspects of mutual authentication and authorization between an AC and an EEC are in the scope of SA3.
NOTE 2:	The aspects of the usage of end-user consent/authorization over APIs is in the scope of SA6.
[bookmark: _Toc82473724][bookmark: _Toc82473786]4.5	Key issue #5: Alignment of EDGEAPP and ETSI MEC
As described in Annex C of 3GPP TS 23.558 [2] (Rel-17), both EDGEAPP and ETSI MEC can provide support for hosting different edge applications. According to Annex C: "Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003." As discussed in Annex B.2 of draft GS MEC 003 [3] (v3.0.4), the EES and MEC platform can also be collocated in an implementation.
While the 3GPP TS 23.558 [2] and ETSI GS MEC 003 [3] provide an initial view about the alignment of the two platforms, this KI intends to address the following: 
1.	Study and analyse different deployment options of EDGEAPP and ETSI MEC platforms.
2.	Functional architecture and gap analysis between EDGEAPP and ETSI MEC to determine complementary and possibly overlapping APIs and other related functionalities.
3.	Recommendation and enhancements based upon the outcome of (1) and (2).
NOTE:	Backward compatibility is an important aspect of any recommendations & enhancements and will be considered during the study of this KI.
[bookmark: _Toc57625363][bookmark: _Toc82473725][bookmark: _Toc82473787][bookmark: _Toc37793120][bookmark: _Toc37790915]4.6	Key issue #6: Edge services support across ECSPs
An edge service or an EAS (e.g. V2X server) can be provided via different EDNs deployed by different ECSPs. Each ECSP may not have the required infrastructure to install the EAS in every EDN due to financial, regulatory and operation constraints. It is assumed that a UE can access the same edge service served by different EASs which are registered to different EESs and deployed by different ECSPs, which have a service level agreement to share edge services. These ECSPs can deploy EESs to serve different PLMNs or different coverages of the same PLMN. A typical scenario is depicted in Figure 4.6-1.


Figure 4.6-1 EAS deployed by different ECSPs
In Figure 4.6-1, the EAS2 resident in EDN1 and EDN2 provides the same service. The UE may be configured with the ECS1 configuration information (e.g., if the UE is a subscriber of ECSP_1). It is not clear how to provision the ECS2 configuration information, deployed by ECSP_2 (a partner of ECSP_1), to the UE when the UE is out of the service area of EAS2 in ECSP1 and cannot find a suitable EES within ECSP1 to discover and connect to EAS2.  The same issue exists when EAS2 becomes unavailable due to other reasons, e.g. overload, or in cases where ECSP_1 does not deploy EAS2 at all and relies on partner ECSP_2 to provide the edge service.
Besides, the UE may have already accessed the EAS2 in the EDN1 and is getting service from that EAS. In that case, it is not clear how to support service continuity due to UE mobility when the UE moves out of the service area of the EAS2 in EDN1 and goes to the service area of the EAS2 in EDN2. 
The following study is needed:
1.	Identify potential enhancements to the existing architecture defined in Rel-17 to enable inter-ECSP interactions.
2.	Study potential impact to support ECS discovery and service provisioning based on UE location.
3.	Whether and how EEC registers with an EES deployed by a partner ECSP?
4.	Study potential impact to support service continuity.  
5.	How is EEC context continuity maintained across ECSPs with or without ACR? 
[bookmark: _Toc82472181][bookmark: _Toc82473726][bookmark: _Toc82473788]4.7	Key issue #7: Application traffic filter exposure
3GPP TS 23.558 [2] has specified EDGE-3 exposure with different APIs. The session with QoS API provides the capability for the EAS to influence the QoS for the application traffic via EES. The ACR management event API supports "User plane path change", "ACR monitoring" and "ACR facilitation" and all events support to detect user plane path change for the application traffic.
The current definition of session with QoS API and ACR management event API only supports simple IP flow description. E.g. in 3GPP TS 23.558 [2], table 8.6.6.3.2-1 IP flow description identifies the application traffic by 3 or 5 tuples. 
Table 8.6.6.3.2-1: Session with QoS create request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	UE IP address (NOTE 1)
	O
	The UE IP address.

	UE ID (NOTE 1)
	O
	The identifier of the UE (i.e. GPSI)

	UE Group ID (NOTE 1)
	O
	Identifies a group of UEs (i.e. internal group ID or external group ID)

	IP flow description
	M
	The IP flow description for the application traffic.

	Requested QoS reference (NOTE 2)
	O
	Refers to pre-defined QoS information for the data 
session between AC and EAS (NOTE 3).

	…
	…
	…



Only supporting IP flow description in EDGE-3 exposure APIs is not enough. EPS already supported the application traffic (e.g. encrypted application traffic) detection by more filters than IP flow description for the application (e.g. considering in Rel-14 study 3GPP TR 23.721 [7]) and more traffic filters are supported via PFD management procedure as described in 3GPP TS 23.682 [10] and 3GPP TS 23.203 [9], and such capability is also supported in 5GS in 3GPP TS 23.502 [8] and 3GPP TS 23.503 [11] correspondingly. The EEL should provide the same level of traffic filter for identifying the application traffic.
Open issues:
1.	How to support more application traffic filter for session with QoS API.
2.	How to support more application traffic filter for ACR management event API.
[bookmark: _Toc82472182][bookmark: _Toc82473727][bookmark: _Toc82473789]4.8	Key issue #8: EAS selection synchronization
Currently, EAS discovery may result in multiple EASs being discovered for a specific AC. The discovery request may trigger at the EES operations such as dynamic instantiation (3GPP TS 23.558 [2] clause 8.12). However, the EEC may select only one or some of the discovered EASs to enable AC communications or may not begin communications right after a discovery. For a discovered but unselected EAS, operations such as EAS instantiation or state change are unnecessary and inefficient, 
From a different perspective, the registration procedure results in EEC context establishment at EES, with associated service session management. The EES process for determining EAS selection for service sessions is not specified, and there is no method to synchronize this information with the EEC. Moreover, following a registration the EEC does not have EAS endpoint information which could be leveraged for initiating service sessions, although the registration results in reservation of resources in the EDN.
In another case, many IoT devices are configured for bursty communications at large intervals of time, without service continuity requirements and with many semi-static (e.g. provisioned over-the-top) parameters. For example, a set of EASs may be maintained at the EEC with the expectation of providing signalling optimizations. However, this EEC information cannot be currently leveraged by the system as intended.
While basic edge functionality can be enabled assuming ideal implementations of an algorithm through which the EES determines that a registered EAS is providing services to an AC, inefficiencies in EAS capability use and enabling service session functionality immediately after registration remain. Hence, it is required to study:
1.	How to enable the EES to accurately determine the EAS(s) capabilities needed by EEC for service sessions in order to perform optimal EAS instantiation operations.
2.	Whether and how the service session communications between ACs and EASs can be enabled by the EEC as soon as the EDN capabilities are available after registration.
3.	Whether and how to enable the EES to leverage pre-existent EAS information at the EEC in order to enable service session communications efficiently for IoT devices. 
[bookmark: _Toc82472183][bookmark: _Toc82473728][bookmark: _Toc82473790]4.9	Key issue #9: Enhancement of dynamic EAS instantiation triggering
In order to ensure efficient utilization of EDN resources for EAS deployment, it should be possible to have the proper number of EAS instances in the EDN to accommodate the load for applications. The dynamic EAS instantiation triggered by the EES is supported in release 17, but further details are not addressed. The EES may invoke EAS dynamic instantiation triggering to the EAS management system, e.g,, for considering the service load/capacity of EAS (e.g., number of service session); and for considering the EEC's requesting service characteristics (e.g., location, latency). In this regard, the followings need to be studied further.
Open issues:
1.	What kind of information can be acquired by edge enabling layer and utilized by an EES to decide to trigger dynamic EAS instantiation and which entities can provide such information to an EES
2.	Whether and how to support dynamic EAS termination triggering in order to enable dynamic scaling of EAS (i.e., scale in as needed). 
Editor's Note: The aspects of the interaction between EES and EAS management system should be consulted with SA5.
[bookmark: _Toc82472184][bookmark: _Toc82473729][bookmark: _Toc82473791]4.10	Key issue #10: Support for roaming UEs
When a UE is roaming in VPLMN, EDN configuration information for edge computing service in VPLMNs may not be available at all ECS deployed in HPLMN (termed H-ECS. The EEC in the UE thus needs to obtain information for V-ECSs (ECS available in VPLMN) to obtain service provisioning information in VPLMN based on the business relationship between HPLMN operator, VPLMN operator, and related ECSP(s). 
In one scenario, the EEC in the roaming UE needs to discover the availability of edge computing services via ECS(s) available in VPLMN. 
In Rel-17, ECS discovery based on VPLMN ID addressed in clause 8.3.2 of 3GPP TS 23.558 [2] do not cover some cases, e.g. when there are multiple available ECSs via the VPLMN for the roaming UE. Therefore, it is required to study ECS discovery in VPLMN and subsequent service provisioning for all relevant deployment models. 
Additionally, it is required to clarify how an EEC hosted in the roaming UE can be authenticated and authorized to access the edge computing services available in the VPLMN. The related requirement is described in GSMA OPG as follows: "Access of roaming subscribers to edge applications in the visited network shall be subject to authorisation by the subscriber's Home OP and the Visited OP". Note that EEC authentication/authorization in Rel-17 is not clarified in roaming situation. It is thus required to study the architectural support necessary for SA3-defined procedures for EEC authentication/ authorization in roaming scenarios.     
The following aspects shall be studied to support roaming UEs:
1.	Roaming-related deployment scenarios (if any) to be supported, and which may be differentiated by: (i) the relationship between the ECS provider and the PLMN operators, (ii) whether connectivity to an ECS can be established in both involved PLMNs.
2.	How the EEC in the roaming UE knows the availability of ECS(s) and/or EES(s) and discovers them in the VPLMN?
3.	Whether and how edge computing service continuity is supported when transitioning between an HPLMN and VPLMN.
4.	How to support authentication and authorization for an EEC hosted in the roaming UE.
5.	Whether and how to support topology hiding on inter-PLMN/ECSP interfaces on the edge enabler layer.
[bookmark: _Toc82472185][bookmark: _Toc82473730][bookmark: _Toc82473792]4.11	Key issue #11: ACR between EAS and Cloud Application Server
When a UE moves to a new location, different EASs or Cloud Application Server (CAS) can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support to maintain the continuity of the service.
This key issue is to support service continuity for ACs in the UE to minimize service interruption while switching the application server between Edge and Cloud. To support service continuity, the application context is transferred between EAS and CAS. 
Rel-17 Edge Computing work is limited to the service continuity between the EAS(s) and identified several scenarios for service continuity. Detailed study is required to enable service continuity between EAS and CAS, covering the following open issues: 
1.	Whether and how to detect that ACR is required between EAS and CAS
2.	Whether and how to decide that ACR is required between EAS and CAS
3.	Whether and how to perform ACR between EAS and CAS
4.	Whether and how to perform post ACR actions
5.	Whether EEL is required on the cloud deployment and what are the potential impacts to the CAS architecture
6.	Whether and what are the impacts of CAS initiated ACR.
[bookmark: _Toc82472186][bookmark: _Toc82473731][bookmark: _Toc82473793]4.x	Key issue #x: <title>
[bookmark: _Toc478400624][bookmark: _Toc365046]This clause describes the key issue with a suitable title. Please provide a high-level description of the key issue along with a list of open issues.
[bookmark: _Toc82472187][bookmark: _Toc82473732][bookmark: _Toc82473794]5	Architectural requirements
[bookmark: _Toc478400625][bookmark: _Toc365047][bookmark: _Toc82472188][bookmark: _Toc82473733][bookmark: _Toc82473795]5.1	General requirements
[bookmark: _Toc365048][bookmark: _Toc82472189][bookmark: _Toc82473734][bookmark: _Toc82473796][bookmark: _Toc478400626]5.1.1	General
This clause provides a basic description of the general architectural requirements.
[bookmark: _Toc365049][bookmark: _Toc82472190][bookmark: _Toc82473735][bookmark: _Toc82473797]5.1.2	Requirements
This clause lists the general requirements.
[bookmark: _Toc365050][bookmark: _Toc82472191][bookmark: _Toc82473736][bookmark: _Toc82473798]5.x	<specific requirements>
[bookmark: _Toc478400627][bookmark: _Toc365051][bookmark: _Toc82472192][bookmark: _Toc82473737][bookmark: _Toc82473799]5.x.1	General
[bookmark: _Toc478400628]This clause provides a basic description of specific architectural requirements.
[bookmark: _Toc365052][bookmark: _Toc82472193][bookmark: _Toc82473738][bookmark: _Toc82473800]5.x.2	Requirements
[bookmark: _Toc478400629]This clause lists specific requirements.
[bookmark: _Toc82472194][bookmark: _Toc82473739][bookmark: _Toc82473801][bookmark: _Toc365053]6	Enhanced Application Architecture 
[bookmark: _Toc82472195][bookmark: _Toc82473740][bookmark: _Toc82473802]6.x	Option #x: <title>
This clause provides an enhanced application architecture based on Rel-17 architecture.
[bookmark: _Toc82472196][bookmark: _Toc82473741][bookmark: _Toc82473803]6.x.1	Architecture enhancements
This clause describes the new functional elements and interfaces proposed by this option.
[bookmark: _Toc82472197][bookmark: _Toc82473742][bookmark: _Toc82473804]6.x.2	Identities
This clause describes the new identities defined for the functional enhancements proposed by this option.
[bookmark: _Toc82472198][bookmark: _Toc82473743][bookmark: _Toc82473805]6.x.3	Cardinality rules
This clause describes the new cardinality rules defined for the functional enhancements proposed by this option.

[bookmark: _Toc82472199][bookmark: _Toc82473744][bookmark: _Toc82473806]7	Solutions
[bookmark: _Toc82472200][bookmark: _Toc82473745][bookmark: _Toc82473807][bookmark: _Toc464463365][bookmark: _Toc475064959][bookmark: _Toc478400630][bookmark: _Toc365054]7.0	Mapping of solutions to key issues
Table 7.0-1 Mapping of solutions to key issues
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[bookmark: _Toc82472201][bookmark: _Toc82473746][bookmark: _Toc82473808]7.1	Solution #1: Service provisioning via push notification
[bookmark: _Toc82472202][bookmark: _Toc82473747][bookmark: _Toc82473809]7.1.1	Architecture enhancements
None.
[bookmark: _Toc82472203][bookmark: _Toc82473748][bookmark: _Toc82473810]7.1.2	Solution description
[bookmark: _Toc82472204][bookmark: _Toc82473749][bookmark: _Toc82473811]7.1.2.1	General
The following solution corresponds to the key issue #1 on enhanced notification service to the EEC in clause 4.1. 
In this solution, push notification mechanism is utilized to enhance the service provisioning procedure. It is assumed that at least one push server is available to ECS and the UE has push function supporting the interaction with the push server. 
[bookmark: _Toc82472205][bookmark: _Toc82473750][bookmark: _Toc82473812]7.1.2.2	Procedure
Pre-conditions:
1.	The UE supports push notification service and the associated push server can be accessed by the ECS.


Figure 7.1.2.2-1: Service provisioning via push notification
1.	The EEC registers with the push function within the UE. The EEC acquires a push token and push server information from the push function.
NOTE:	The push server provides the push function in the UE with a push token, which is delivered to the EEC.
2.	The EEC sends a service provisioning subscribe request to the ECS. The service provisioning request includes push token, push server information (e.g. address) in addition to information elements in clause 8.3.3.3.4 of 3GPP TS 23.558 [2] v17.0.0. The push server address is included as Notification Target Address.
3.	Upon receiving the request, the ECS performs an authorization check as in clause 8.3.3.2.3.2 of 3GPP TS 23.558 [2] and further verify if push notification can be used. If the request is authorized and push server can be used for notification, the ECS creates and stores subscription resource for service provisioning. 
4.	If the processing of the request was successful, the ECS responds with a service provisioning subscription response. 
5.	If an event occurs at the ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC and the corresponding subscription is for push notification, the ECS sends push notification request to the push server that is identified by the push server information provided by the EEC in the step 2. The push notification request sent from the ECS to the push server contains the push token, EEC information (e.g. identification or port ID) and service provisioning notification message.
6.	The push server sends the service provisioning notification message to the EEC via the push function, which in turn and delivers the notification message to the corresponding EEC.
[bookmark: _Toc82472206][bookmark: _Toc82473751][bookmark: _Toc82473813]7.1.3	Solution evaluation
TBD.
[bookmark: _Toc82472207][bookmark: _Toc82473752][bookmark: _Toc82473814]7.2	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
[bookmark: _Toc82472208][bookmark: _Toc82473753][bookmark: _Toc82473815]7.2.1	Architecture enhancements
None.
[bookmark: _Toc82472209][bookmark: _Toc82473754][bookmark: _Toc82473816]7.2.2	Solution description
The EAS can provide the domain name to the EES as traffic descriptor and EES can further provision the domain name to the 3GPP CN. The following figure 7.2.2-1 depicts the solution sketch for the Session with QoS create operation with bold text showing the enhancement to the existing procedure in 3GPP TS 23.558 [2], clause 8.8.6.3.2. Such solution allows the EAS to provide fruitful traffic filters to be applied for the intended session with requested QoS.


Figure 7.2.2-1: Session with QoS API: create operation
In step 1, the EAS requests establishment of a data session between the AC and the EAS with a specific QoS, the EAS sends the domain name as traffic descriptor which also indicates the applicable protocol and matching criteria (e.g. TLS SNI). In step 2a, the EES invokes the PFD management procedure with the 3GPP CN as described in 3GPP TS 23.682 [10] and 3GPP TS 23.502 [8] with an application id that may be derived from the EASID according to local policy. Further the EES provides the same application id for requesting data session with specific QoS in step 2c or step 4.
NOTE:	PFD management is optionally supported in MNO, if EES cannot invoke step 2a, it responds EAS with appropriate error.
If the EAS provides only IP flow description as the traffic filter, the EES can provide the application id (which may be derived from the EASID) to the 3GPP CN when requesting data session with specific QoS and rely on further traffic classification mechanism in MNO to apply specific QoS for the application traffic. In that case, the EES skips the PFD management procedure in step 2a.
Similar approach can be applied for the ACR management event API for EAS to consume EES service.
The EAS can also send other specific filters (e.g. URI) to the EEL allowing a fruitful application traffic detection in the 3GPP CN, such filters will be used by the EES in the PFD management procedure in step 2a.
[bookmark: _Toc82472210][bookmark: _Toc82473755][bookmark: _Toc82473817]7.2.3	Solution evaluation
This solution address KI#7. It enhances the existing Session with QoS API and ACR management event API in 3GPP TS 23.558 [2] with support for traffic filters more than IP flow description. 
[bookmark: _Toc82472211][bookmark: _Toc82473756][bookmark: _Toc82473818]7.x	Solution #x: <title>
[bookmark: _Toc464463366][bookmark: _Toc475064960][bookmark: _Toc478400631]This clause describes the solution and its evaluation with a suitable title. Please also update Table 7.0-1 and Table 10.2.1-1.
[bookmark: _Toc82472212][bookmark: _Toc82473757][bookmark: _Toc82473819][bookmark: _Toc365055]7.x.1	Architecture enhancements
This clause summarizes the architecture enhancements required by this solution – please mention the option from clause 6 which is the basis for this solution. Also list any specific functional enhancements, new identities and cardinality rules that are required for this solution. If no new enhancements are required compared to the Rel-17 architecture, please mention 'None'.
[bookmark: _Toc82472213][bookmark: _Toc82473758][bookmark: _Toc82473820]7.x.2	Solution description
[bookmark: _Toc475064962][bookmark: _Toc478400632][bookmark: _Toc365056]This clause describes the solution in detail. Please provide description, flow diagram, information flows and APIs for the new solution.
[bookmark: _Toc82472214][bookmark: _Toc82473759][bookmark: _Toc82473821]7.x.3	Solution evaluation
[bookmark: _Toc19026913][bookmark: _Toc19034324][bookmark: _Toc19036514][bookmark: _Toc19037512][bookmark: _Toc25612816][bookmark: _Toc25613519][bookmark: _Toc25613783][bookmark: _Toc27647741][bookmark: _Toc464463369][bookmark: _Toc475064963][bookmark: _Toc478400633][bookmark: _Toc365057]This clause provides an evaluation of the solution.
[bookmark: _Toc82472215][bookmark: _Toc82473760][bookmark: _Toc82473822]8	Deployment scenarios
[bookmark: _Toc82472216][bookmark: _Toc82473761][bookmark: _Toc82473823]8.1	<Title>
Provide an illustrative description of the deployment scenario.
[bookmark: _Toc82472217][bookmark: _Toc82473762][bookmark: _Toc82473824]9	Involved entities and relationships
[bookmark: _Toc82472218][bookmark: _Toc82473763][bookmark: _Toc82473825]9.1	<Title>
Provide an illustrative description of the changes in existing or new involved entities and relationships.
[bookmark: _Toc82472219][bookmark: _Toc82473764][bookmark: _Toc82473826]10	Overall evaluation
This clause provides a summary of architecture enhancements and solution evaluations.
[bookmark: _Toc365058][bookmark: _Toc82472220][bookmark: _Toc82473765][bookmark: _Toc82473827]10.1	Architecture enhancements
[bookmark: _Toc365059][bookmark: _Toc82472221][bookmark: _Toc82473766][bookmark: _Toc82473828]10.2	Key issue evaluations
[bookmark: _Toc25612827][bookmark: _Toc25613530][bookmark: _Toc25613794][bookmark: _Toc27647752][bookmark: _Toc82472222][bookmark: _Toc82473767][bookmark: _Toc82473829]10.2.1	General
All the key issues and solutions specified in this technical report are listed in Table 10.2.1-1. 
The table provides a mapping of the key issues to the related solutions. It also indicates whether the solution requires enhancement to the Release-17 architecture, identities or cardinalities, and lists the dependencies on other working groups.
Table 10.2.1-1 Key issue and solutions 
	Key issues
(evaluation clause reference)
	Solution
	Solution

(clause reference)
	Enhancements required
	Dependency on other working groups

	#1: <title>
	#x: <title>
	6.x
	Architecture / Identities / Cardinalities /  None
	<WG>

	
	#y: <title>
	6.y
	Architecture / Identities / Cardinalities /  None
	<WG>



[bookmark: _Toc82472223][bookmark: _Toc82473768][bookmark: _Toc82473830][bookmark: _Toc464463370][bookmark: _Toc475064964][bookmark: _Toc478400634][bookmark: _Toc365060]10.2.x	Key issue #x
This clause provides an overall evaluation of all the solutions defined for Key Issue #x.
[bookmark: _Toc82472224][bookmark: _Toc82473769][bookmark: _Toc82473831]11	Conclusions
This clause provides conclusions of the study.
[bookmark: _Toc82472225][bookmark: _Toc82473770][bookmark: _Toc82473832]11.1	Architecture enhancements
[bookmark: _Toc82472226][bookmark: _Toc82473771][bookmark: _Toc82473833]11.2	Solutions
[bookmark: _Toc82472227][bookmark: _Toc82473772][bookmark: _Toc82473834]
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