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[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc8074][bookmark: _Toc8149][bookmark: _Toc32381][bookmark: _Toc21730][bookmark: _Toc19491][bookmark: _Toc8403][bookmark: _Toc14430][bookmark: _Toc3279][bookmark: _Toc14260][bookmark: _Toc28227]Introduction
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1	Scope
The present document studies the following aspects:
1)	service aspects for supporting the eMMTel service based on requirements from stage 1, e.g. eMMTel specified in 3GPP TS 22.261 [2] and SA WG1 Rel-18 eMMTEL WID;  
2)	the service enabler layer capabilities exposure based on architecture and procedures specified in Annex AC.2 of 3GPP TS 23.228 [3] and SA WG2 Rel-18 NG_RTC WID; and
3)	the necessary application layer architecture and procedures for enabling MMTel service enhanced with Data Channel usage in IMS network.  

[bookmark: references][bookmark: _Toc12854][bookmark: _Toc32506][bookmark: _Toc12922][bookmark: _Toc990][bookmark: _Toc31130][bookmark: _Toc23566][bookmark: _Toc5485][bookmark: _Toc18157][bookmark: _Toc8011][bookmark: _Toc14155]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for the 5G system".
[3]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[4]	OMA-AD-NGSI-V1_0-20120529-A: "Next Generation Service Interfaces Architecture".
[5]	OMA-TS-REST_NetAPI_ThirdPartyCall-V1_0-20130212-C: "RESTful Network API for Third Party Call".
[6]	OMA-TS-REST_NetAPI_CallNotification-V1_0-20200226-C: "RESTful Network API for Call Notification".
[7]	OMA-TS-REST_NetAPI_AudioCall-V1_0-20200226-C: "RESTful Network API for Audio Call".
[8]	3GPP TS 23.198: "Open Service Access (OSA)".
[9]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[10]	3GPP TR 22.873: "Study on evolution of the IP Multimedia Subsystem (IMS) multimedia telephony service".
[11]	GSMA NG.129: "IMS Data Channel White Paper v0.1".
[12]	GSMA TGY.02: "Business Voice Calling".
[13]	3GPP TR 23.700-87: "Study on system architecture enhancement for next generation real time communication".
[14]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction"
[15]	GSMA NG.134: "IMS Data Channel, Version 1.0".
[16]	GSMA TS.66: "IMS data channel API specification".
[17]	GSMA NG.110: "Multi Device".
[18]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL)".
[19]	3GPP TR 23.700-77: "Study on system architecture for next generation real time communication services".
[20]	3GPP TR 24.173: "IMS Multimedia telephony communication service and supplementary services".
[21]	3GPP TR 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services".

[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
.
[bookmark: definitions][bookmark: _Toc26660][bookmark: _Toc339][bookmark: _Toc25345][bookmark: _Toc7727][bookmark: _Toc19410][bookmark: _Toc3907][bookmark: _Toc17913][bookmark: _Toc1798][bookmark: _Toc1043][bookmark: _Toc12904]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc4254][bookmark: _Toc23612][bookmark: _Toc29339][bookmark: _Toc7895][bookmark: _Toc25830][bookmark: _Toc6564][bookmark: _Toc126][bookmark: _Toc25854][bookmark: _Toc19495][bookmark: _Toc27264]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
eMMTel service: An IMS multimedia telephony service as specified in 3GPP TS 24.173 [20] with Data channel support.
NOTE:	The term eMMTel service is used for discussion purposes during the study in this technical report. For normative purposes, MMTEL service terminology is to be used as specified in in 3GPP TS 24.173 [20].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 26.114 [14] apply:
DCMTSI client
DCMTSI client in terminal
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [3] apply:
Application data channel
Bootstrap data channel
Data channel application
[bookmark: _Toc31249][bookmark: _Toc14680][bookmark: _Toc29581][bookmark: _Toc6579][bookmark: _Toc6895][bookmark: _Toc22489][bookmark: _Toc15908][bookmark: _Toc24770][bookmark: _Toc15892][bookmark: _Toc16861]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc6808][bookmark: _Toc11387][bookmark: _Toc15275][bookmark: _Toc12936][bookmark: _Toc23777][bookmark: _Toc32606][bookmark: _Toc2177][bookmark: _Toc6944][bookmark: _Toc16766][bookmark: _Toc2311]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
DC	Data Channel
DCMF	Data Channel Media Function
DCMTSI	Data Channel Multimedia Telephony Service for IMS
IMS	IP Multimedia Core Network Subsystem
OMA	Open Mobile Alliance
SIP	Session Initiation Protocol

[bookmark: clause4][bookmark: _Toc510562437][bookmark: _Toc16492][bookmark: _Toc18750][bookmark: _Toc14398][bookmark: _Toc21136][bookmark: _Toc26740][bookmark: _Toc13264][bookmark: _Toc32431][bookmark: _Toc22257][bookmark: _Toc17565][bookmark: _Toc10041][bookmark: _Toc128752444][bookmark: _Toc22214902][bookmark: _Toc23254035][bookmark: _Toc104216335][bookmark: _Toc125909168][bookmark: _Toc8221707]4	Analysis of gaps
[bookmark: _Toc29217][bookmark: _Toc24227][bookmark: _Toc7838][bookmark: _Toc12426][bookmark: _Toc24877][bookmark: _Toc16069][bookmark: _Toc18158][bookmark: _Toc2142][bookmark: _Toc8004][bookmark: _Toc14072]4.1	Introduction
The subsequent sub-clauses contain the results of an analysis of existing architecture and APIs in application layer frameworks against the requirements of enabling eMMTel service. This analysis has been performed as a starting point of the study to get a better understanding of existing functionality and the gaps.
[bookmark: _Toc31084][bookmark: _Toc2329][bookmark: _Toc30508][bookmark: _Toc11777][bookmark: _Toc21997][bookmark: _Toc28503][bookmark: _Toc8221][bookmark: _Toc13873][bookmark: _Toc30255]4.2	Analysis of OMA OneAPI framework
[bookmark: _Toc510562440][bookmark: _Toc31391][bookmark: _Toc26792][bookmark: _Toc9241][bookmark: _Toc10835][bookmark: _Toc16659][bookmark: _Toc7886][bookmark: _Toc24609][bookmark: _Toc20343]4.2.1	Description
OMA OneAPI framework provides Call Control and Configuration capabilities via NGSI-4, NGSI-5, NGSI-6 and NGSI-7 interfaces (see OMA-AD-NGSI [4]) in enabler layer. The interfaces extend the interface provided by Parlay X.  The OneAPI Call Control profile of the RESTful Network APIs defines a subset of the HTTP operations of OMA REST_NetAPI_3PC [5], OMA REST_NetAPI_CallNotif [6] and OMA REST_NetAPI_AudioCall [7].  The architecture of OMA OneAPI is based on the OSA architecture specified in 3GPP TS 23.198 [8].
[bookmark: _Toc13114][bookmark: _Toc510562441][bookmark: _Toc12447][bookmark: _Toc2107][bookmark: _Toc22944][bookmark: _Toc16312][bookmark: _Toc13037][bookmark: _Toc11273][bookmark: _Toc6132]4.2.2	Detailed analysis
[bookmark: TAB_FD_STATE]This clause provides the results of a high-level gap analysis of the OMA OneAPI framework needed to support the enabling of eMMTel service, based on OMA inputs. Table 4.2.2-1 provides the results of this analysis and lists the gaps identified.
Table 4.2.2-1: OMA OneAPI framework analysis results
	Capabilities needed to enable eMMTel service
	OMA OneAPI supported capabilities
	OMA specification
	Gap

	Call control
	OMA OneAPI provide Third Party Call capabilities for the call control. 

The operations include Create new call session, Terminate call 
Session, Get information of call session, Get a list of participants of a call session, Get information 
of an individual call session participant, add/remove/move participant etc.
	OMA REST_NetAPI_3PC [5]
	IMS data channel is not supported for call control.

	Call Notification
	OMA OneAPI provide Call Notification capabilities. 

The operations include the client  retrieve/manage the Call Notification Subscriptions, server to inform the client about a call event etc.
	OMA REST_NetAPI_CallNotif [6]
	IMS data channel is not supported  for Call notification.


	Support for IMS Data Channel 
	Not available
	Not available
	IMS Data Channel is not a supported media type in OMA oneAPI.



OMA OneAPI cannot support the underlying 3GPP IMS Architecture supporting eMMTel service specified in Annex AC of 3GPP TS 23.228 [3].
[bookmark: _Toc4214][bookmark: _Toc11371][bookmark: _Toc16607][bookmark: _Toc14578][bookmark: _Toc19882][bookmark: _Toc31016][bookmark: _Toc32601][bookmark: _Toc13870]4.2.3	Analysis result
OMA oneAPI framework does not support Data channel services as specified in Annex AC.2 of 3GPP TS 23.228 [3] Some ideas of the basic functionalities of OMA OneAPI can be considered to be used for reference of this study. 

[bookmark: _Toc31817][bookmark: _Toc13961][bookmark: _Toc32216][bookmark: _Toc7043][bookmark: _Toc26395][bookmark: _Toc15168][bookmark: _Toc5604][bookmark: _Toc17698][bookmark: _Toc25531][bookmark: _Toc22111]5	Architectural Assumptions and Principles
[bookmark: _Toc1464][bookmark: _Toc9641][bookmark: _Toc128752445][bookmark: _Toc11594][bookmark: _Toc125909169][bookmark: _Toc9265][bookmark: _Toc104216336][bookmark: _Toc13888][bookmark: _Toc23479][bookmark: _Toc30712][bookmark: _Toc20961][bookmark: _Toc20818][bookmark: _Toc8027]5.1	Architectural Assumptions
The following architecture assumptions are applied to all KIs in the study:
-	The architecture of IMS and Support of Data channel in IMS specified in 3GPP TS 23.228 [3] is used as basis network architecture for supporting eMMTel service.
-	The CAPIF architecture specified in 3GPP TS 23.222 [9] is used as basis framework for providing API exposures of  eMMTel service capabilities and other related core network interactions with application providers and Vertical service providers.
Editor's Note: This clause will document any architectural assumptions and principles for the study
[bookmark: _Toc128752446][bookmark: _Toc6872][bookmark: _Toc24100][bookmark: _Toc104216337][bookmark: _Toc31920][bookmark: _Toc28386][bookmark: _Toc18561][bookmark: _Toc125909170][bookmark: _Toc11162][bookmark: _Toc11943][bookmark: _Toc13197][bookmark: _Toc22346][bookmark: _Toc14637]5.2	Architectural Principles

The following architectural principles apply for all KIs in the study:
-	Solutions are expected to have no introduction of any normative impact to underlying 3GPP network architecture including core network and IMS.

[bookmark: _Toc30590][bookmark: _Toc11490][bookmark: _Toc23005][bookmark: _Toc30560][bookmark: _Toc10171][bookmark: _Toc29132][bookmark: _Toc3144][bookmark: _Toc10501][bookmark: _Toc15445][bookmark: _Toc30993]6	Key Issues
[bookmark: _Toc8221708][bookmark: _Toc1411][bookmark: _Toc23424][bookmark: _Toc19793][bookmark: _Toc5667][bookmark: _Toc20052][bookmark: _Toc24723][bookmark: _Toc25866][bookmark: _Toc8857][bookmark: _Toc16076][bookmark: _Toc3654]6.1	Key Issue #1: Application calling service based on eMMTel service
[bookmark: _Toc8221709][bookmark: _Toc6327898][bookmark: _Toc5709][bookmark: _Toc31871][bookmark: _Toc29649][bookmark: _Toc3051][bookmark: _Toc27011][bookmark: _Toc26458][bookmark: _Toc25025][bookmark: _Toc27540][bookmark: _Toc8017][bookmark: _Toc6453]6.1.1	Description
Currently, in order to perform a call application providers and vertical service providers have to develop applications using specific protocols to access Call Control functions provided by network elements. This approach requires a high degree of network expertise, or they can use Third Party Call specified in 3GPP TS 23.198 [8]. So, the overall scope of this application calling service is to provide functions to application providers and vertical service providers to create call in a simple way. Using the application calling service, application providers and vertical service providers can invoke call functions without detailed network architecture.
In 3GPP TS 23.228 [3], UE can establish an IMS Data Channel simultaneously while establishing an IMS audio/video session or upgrade an ongoing IMS audio/video session through a re-INVITE to an IMS Data Channel. From the application providers perspective of view, there are two cases listed below:
-	Take the Contact Center as an example, the Contact Center can establish a call based on eMMTel service;
-	The customer has established a call without Data Channel based on eMMTel service, during the call, Contact Center needs to use Data Channel capabilities, then the Contact Center can utilize the service provided by the eMMTel service enabler layer to update the call support Data Channel.
The requirements for the application calling service may include but not limited to:
-	eMMTel service enabler layer architecture needs to provide control capabilities of calling service to application providers and vertical service providers. The control capabilities include the creation, updating, and terminating of a call which includes audio, video and Data Channel.
So, the Key Issue is to study the application calling service enhanced including:
-	Identify whether and how to provide API based Call control capabilities utilizing architecture and procedure provide by IMS subsystem.
The following work tasks are approved for SA2 in the study for "Study on system architecture for next generation real time communication services phase 2" (FS_NG_RTC_Ph2):
-	WT-1: Study on the enhancements to framework for exposure of IMS capability in the context of IMS data channel session
-	WT-1.2: how to expose existing IMS services (e.g. IMS voice/video call, message) in the context of an IMS data channel session, i.e. when DC is established.
The above work tasks are related to study on framework for exposure of IMS capabilities and services.
NOTE:	Coordination with SA2 is required on API exposure aspects of eMMTel service architecture.
[bookmark: _Toc32610][bookmark: _Toc11344][bookmark: _Toc24694][bookmark: _Toc21538][bookmark: _Toc725][bookmark: _Toc25707][bookmark: _Toc4086][bookmark: _Toc32046]6.2	Key Issue #2: Download data channel application to UE
[bookmark: _Toc11637][bookmark: _Toc13508][bookmark: _Toc9520][bookmark: _Toc23333][bookmark: _Toc5474][bookmark: _Toc24513][bookmark: _Toc27037][bookmark: _Toc21925]6.2.1	Description
In eMMTel service, different specific service may have different requirement for the data channel application. E.g. in the pre-call service, e.g. Multimedia CLIP (Calling Line Identification Presentation), COLP (Connected Line Identification Presentation) described in 3GPP TR 22.873 [10], the data channel application should be available to be downloaded before the call session is established. Further during the call establishment, the data channel application needs to be downloaded in a very short time to reduce the delay of call establishment. In some in-call application, e.g. Real-time screen sharing, Real-time visual interactive menu described in 3GPP TR 22.873 [10], the download of data channel application needs to fulfil the real-time requirement. These kinds of requirements cannot be left to implementation specific since the interaction between application traffic and IMS signalling and media are needed, i.e. the data channel application needs to know some information of the IMS signalling and media to decide its behavior. 
In additional, the downloading and processing of data channel application is associated with an IMS audio/video session, the capability of indicating how to handle the downloading and processing of data channel application is needed to be provided by MNO to ensure the service quality, e.g. avoid the unpredictable service conflict in multiple data channel scenario.
Besides as described in Annex AC of 3GPP TS 23.228 [3], if multiple DC applications are available, UE can request a DC applications list after bootstrap data channels establishment, then UE can select DC Application(s) from the list and download them. For some call cases, dedicated DC Application(s) are expected to be included in the DC Application list with proper sequence based on the policy of service provider and MNO (e.g. based on dialled number, location, time, etc.). For example, during the call from UE to call center of customer service, the DC application of the call center is proposed to be offered to UE at the beginning of list and launched in the UE automatically to facilitate user experiences.
The requirements for the data channel application may include but not limited to: 
1.	download time, e.g. pre-call or in-call;
2.	whether download and launched to the UE automatically;
3.	whether loaded to the native dialler automatically; and
4.  what should be included in the DC Application list.
Based on the architecture and procedures specified in 3GPP TS 23.228 [3], data channel applications (via bootstrap data channel) are downloaded via DCMF and/or MRF to the UE based on UE subscription. The detailed procedures to download data channel applications to the UE are out of scope of 3GPP TS 23.228 [3]. Therefore, application layer procedures are needed to be specified to fulfill the service requirements for the data channel applications. The capabilities of handling the application layer procedure of downloading data channel application to UE may also be provided in enabler layer to the application providers/Vertical service provider to control the behavior of their data channel applications.
Clause 6.2.10 of 3GPP TS 26.114 [14] specifies more details about Data Channel and its usage. It is specified that A "data channel application" consists of an HTML web page including JavaScript(s), and optionally image(s) and style sheet(s). A "bootstrap data channel" is henceforth defined as a data channel used to retrieve data channel application(s) for a DCMTSI client in terminal, with a data channel stream ID below 1000, and using the HTTP [73] protocol as data channel subprotocol. The data channel application workflow is depicted in clause 6.2.10.1 of 3GPP TS 26.114 [14] and identifies four possible data channel application providers (users and authorized parties in local and remote networks). The relationship between bootstrap data channel and data channel application is illustrated with examples. Table 6.2.10.1-2 of 3GPP TS 26.114 [14] describes a mandatory mapping between stream ID and bootstrap channel data channel application content sources. The mechanisms available for data channel applications specified in 3GPP TS 26.114 [14] should be considered.
The following architecture requirements have been identified to fulfil the service requirements:
1.	The application layer should support to provide the capability of indicating how to handle the downloading and processing of a specific data channel application on UE based on the service requirement of the specific data channel application and MNO.
2.	The application layer should support to provide and control the capability to data channel application provider to set this indicator.  
[bookmark: _Toc4371][bookmark: _Toc31405][bookmark: _Toc11258][bookmark: _Toc2580][bookmark: _Toc22684][bookmark: _Toc29520][bookmark: _Toc18189]6.3	Key Issue #3:support of eMMTel call between application with IMS capability and application without IMS capability
[bookmark: _Toc29737][bookmark: _Toc22063][bookmark: _Toc24075][bookmark: _Toc15842][bookmark: _Toc6186][bookmark: _Toc1516][bookmark: _Toc10912]6.3.1	Description
The architecture and workflow of supporting Data Channel services in IMS are specified in the Annex AC of 3GPP TS 23.228 [3]. DC Application Server is introduced in the architecture and it is used to handle the application logic of DC applications transferred in the Data Channel, i.e. DC Application Server is not related to a 3rd party user who uses the eMMTel call service. How to support an application, e.g. an Application Server, a website or an application, a call center, which is not IMS capable, to use the eMMTel service supported by Data Channel in IMS is not covered by 3GPP TS 23.228 [3] and it is a main use case of the eMMTel Enabler. In this use case, the eMMTel Enabler re-use the architecture and procedures specified by SA2 and provides capability to a 3rd party user without IMS capability to initiate, terminate and update, etc, an eMMTel call. 
This key issue aims to study how to support the eMMTel call between application with IMS capability and application without IMS capability, including the following aspects: 
1.	The architecture, necessary functionalities and procedures of the eMMTel Enabler to support the eMMTel call between application with IMS capability and application without IMS capability.
2.	The necessary service APIs on eMMTel Enabler to support the application without IMS capability to initiate, terminate and update, etc, the eMMTel call with an application with IMS capability.
[bookmark: _Toc6106][bookmark: _Toc23972][bookmark: _Toc6039][bookmark: _Toc26616][bookmark: _Toc23315][bookmark: _Toc9196][bookmark: _Toc8180]6.4	Key Issue #4:support of providing application layer caller information to callee
[bookmark: _Toc21577][bookmark: _Toc16987][bookmark: _Toc872][bookmark: _Toc26532][bookmark: _Toc19921][bookmark: _Toc22947][bookmark: _Toc18812]6.4.1	Description
There are several primary business functions that organizations use MMTEL services for, including internal communication in a organization, talking with prospects (sales call), contacting current customers and clients, customer support, and contact centre (or call centre) activities. (Detailed use cases see 3GPP TR 22.873 [10]) In these use cases, the individual caller belongs to a organization may make a call with other party on behalf of his/her organization but uses his/her own caller ID. Add some additional application layer caller information to the caller, e.g. the caller is verified by MNO and belonged to a specific organization, the verified business card of the organization, location of the organization, etc, may increase the pick-up rate and provide Anti-Fraud Protection to the consumer, i.e. the callees. This use case is also captured in the use story "Pre-call Multimedia Information Presentation" in GSMA write paper NG 129 [11] and highly recommended by GSMA in their white paper GSMA TGY.02[12] addressing the call for business usages. 
The service of providing application layer caller information to callee is a value added service on top of the requirement of verification of the caller which is a part of requirement of 3rd party ID and is specified in clause 6.39.3 of 3GPP TS 22.261 [2] as listed below:
-	The 5G network shall provide a means to verify the authenticity of any stored identity information referenced by the call setup to be presented to the called party.
How to support 3rd party ID has been studied by SA WG2 in FS_NG_RTC WID and the result is captured in 3GPP TR 23.700-87 [13]. There are five solutions were proposed for supporting 3rd party ID, i.e. 3GPP TR 23.700-87 [13]. Out of these, three solutions refer explicitly to STIR/SHAKEN (sol #10, #12, #19) while one solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly (sol #11). The conclusion of that KI#3 is that KI#3 will not progress for normative work in Rel-18. In SA WG2 Rel-19 WID FS_NG_RTC_Ph2, there is a WT#3 addressing the 3rd party ID issue:
-	WT-3: Study how to support verified OIP service for 3rd party in IMS session using SA3 work on third party identity authentication as basis.
However, providing application layer caller information to callee can not be supported by Rel-18 work and is not covered by Rel-19 FS_NG_RTC_Ph2 WID. The STIR/SHAKEN works for authenticating and thus proving that a call has not been spoofed, but it does not determine caller intent and affiliation. This evolution result is also captured in the GSMA write paper NG 129 [11]. In the industrial implementation, this use case is usually covered by application layer solutions. Therefore, when enable eMMTel service to application providers/Vertical service provider, providing application layer caller information to callee is needed to be considered as a necessary value added service, i.e. providing application layer caller information to callee is needed to be supported by eMMTel Enabler layer. 
This key issue aims to study how to support providing application layer caller information to callee in the eMMTel Enabler layer:
1.	Analyze whether the existing application layer service capabilities can be used by eMMTel Enabler layer to support providing application layer caller information to callee;
NOTE:	Security related aspects should be studied by SA WG3.
2.	How to manage the application layer caller information,  e.g. provide the capability to configure the caller information to the application providers/Vertical service provider, verify the caller information provided by the application providers/Vertical service provider.
Editor's note:	Whether providing application layer caller information to callee is recommended to be provided by enabler layer is FFS.
[bookmark: _Toc17288][bookmark: _Toc17051][bookmark: _Toc5573][bookmark: _Toc13130]6.5	Key Issue #5: Support of virtual number
[bookmark: _Toc24852][bookmark: _Toc16095][bookmark: _Toc25658][bookmark: _Toc31203]6.5.1	Description
Virtual number is a widely used value added calling service which the real number of user is hid by the service provider to protect the privacy of user. This virtual number is used by one or both parties in a call and is not used in multi-device scenario, i.e. virtual number is not used by the secondary devices, as specified in GSMA PRD NG.110 [17]. This feature is also different with the third-party identities in IMS sessions described in KI#4 in 3GPP TR 23.700-77 [19] which allows the called party using a third-party specific identities in a IMS session.
This feature is different from the existing Terminating Identification Restriction (TIR) service specified in 3GPP TS 22.173 [21]. The virtual number looks like a real phone number rather than an anonymous number. A Virtual number may either pre-configured to the caller or assigned to the caller dynamically on demand of a user. There may be one or multiple virtual numbers for the same caller/callee in different calls or some caller may share a same virtual number. In addition, in some cases the callee can use the virtual number to call the caller back after their call is finished or to call the caller back when the call is not answered, but in some cases the virtual number cannot used to call back the caller. There are some examples of virtual number usage in different use cases listed below (This is not an exhaustive list and the arrows in the figures below points from the caller to the callee.):


Figure 6.5.1-1 AX mode of virtual number
a)	AX mode of virtual number is shown in Figure 6.5.1-1. When a caller A1 wants to hide its real number in every call, A1 can request a virtual number from the MMTel service provider, i.e. MNO, in AX mode. The MMTel service provider will assign a virtual number, e.g. a MSISDN for this specific usage, to A1. This virtual number applies to A1 in every call until A1 cancels this service from MMTel service provider. If AX mode virtual number applies, the following characteristics apply to the call: 
-	outgoing calls: when A1 calls other users, other users, e.g. B1, B2 and B3, will see the caller number is x1 and number of A1 will be hid; 
-	incoming calls: when other users call the virtual number x1, the call will go to A1. 


Figure 6.5.1-2 AXB mode of virtual number
b)	AXB mode of virtual number is shown in Figure 6.5.1-2. In this mode, the virtual number applies to a specific caller-callee pair. If user A1 wants to hide its real number in the call with user B1only, A1 can request a virtual number x1 from the MMTel service provider, i.e. MNO, in AXB mode. If user A2 wants to hide its real number in the call with user B2 only, A2 can also requests a virtual number x1 from the MMTel service provider, i.e. MNO, in AXB mode. The virtual number x1 can be re-used in different caller-callee pair and applies to all calls between this caller-callee pair until A1 or A2 cancels this service from MMTel service provider. If AXB mode virtual number applies, the following characteristics apply to the call: 
-	outgoing calls: when A1 calls B1, the callee B1 will see the caller number is x1 and number of A1 will be hid, when A1 calls other callees, the callees will see the real number of A1. Similarly, when A2 calls B21, the callee B2 will see the caller number is x1 and number of A2 will be hid, when A2 calls other callees, the callees will see the real number of A2. 
-	incoming calls: when B1 calls the virtual number x1, the call will go to A1. Similarly, when B2 calls the virtual number x1, the call will go to A2. If users other than B1 and B2 call the virtual number x1, the call will be rejected by the MMTel service provider, i.e. MNO.
-	When A1 wants to use virtual number in the call with different users, e.g. B1, B2 or B3, different virtual number x1, x2 and x3 are needed to be requested from the MMTel service provider.


Figure 6.5.1-3 XB mode of virtual number
c)	XB mode of virtual number is shown in Figure 6.5.1-3. This mode may used by a group of users in a enterprise. If a enterprise wants to hide the every single number in the enterprise and different members in the enterprise can share the same virtual number in different time, the enterprise can request a virtual number from the MMTel service provider, i.e. MNO, in XB mode. This virtual number applies to the group of users in the enterprise until the enterprise cancels this service from MMTel service provider. If XB mode virtual number applies, the following characteristics apply to the call:
-	outgoing calls: XB mode can not apply.
-	incoming calls: when other users call the virtual number x1, the call will go to A1, A2 or A3 respectively in different time.


Figure 6.5.1-4 AXE mode of virtual number
d)	AXE mode of virtual number is shown in Figure 6.5.1-4. This mode may used by a group of users in a enterprise to reduce the cost of number and the call can reach every specific member in the enterprise. The enterprise can request  a virtual number and a series of extension from the MMTel service provider, i.e. MNO, in AXE mode. This virtual number plus the extensions applies to the group of users in the enterprise until the enterprise cancels this service from MMTel service provider. If AXE mode virtual number applies, the following characteristics apply to the call:
-	outgoing calls: AXE mode can not apply.
-	incoming calls: when other users call the virtual number x1 plus extension 101, 102 or 103, the call will go to A1, A2 or A3 respectively.


Figure 6.5.1-5 AXYB mode of virtual number
e)	AXYB mode of virtual number is shown in Figure 6.5.1-5. This mode is an enhancement of AX mode. When both caller A1 and callee B1 want to hide the real number in every call, A1 and B1 can request a virtual number x1 and y1 from the MMTel service provider respectively, i.e. MNO, in AXYB mode. In this mode, A1 and B1 do not know the real number of the other party. If AXYB mode virtual number applies, the following characteristics apply to the call: 
-	outgoing calls: when A1 wants to call B1 or B2, A1 should call the number y1 or y2 respectively. B1 and B2 will see the caller number is x1 and number of A1 will be hid; 
-	incoming calls: when B1 or B2 wants to call A1, B1 or B2 should call the number x1.A1 will see virtual number y1 or y2 respectively and number of B1 and B2 will be hid. 

The user may request the network to assign virtual number(s), and the enterprise may request the network to assign a virtual number(s) for its employee(s). The virtual number(s) will be assigned in one or multiple modes listed above. The network may assign a virtual number to the user on demand, and maintains the mapping between the user’s real number and the virtual number according to the requested mode(s). Considering the high flexibility requirement of the virtual number assignment and maintaining, this feature is not suitable to be handled in IMS. Therefore, the virtual number is expected to have no impact on IMS.
Considering most use cases of eMMTel listed in 3GPP TR 22.873 [10], e.g. AR call used in emergency call, AR call used in remote cooperation, and AR call used in consumer-to-business call, are applied between end user and an application/enterprise, when enable eMMTel service to application providers/Vertical service provider, providing virtual number service for the end user is needed to be considered as a necessary value added service, i.e. virtual number is needed to be supported by eMMTel Enabler layer. 
This key issue aims to study how to support the virtual number service in the eMMTel Enabler layer:
1.	How to manage the virtual number in eMMTel Enabler layer, e.g. how to assign a virtual number(s) on demand of a user in one or multiple requested mode.
2.	How to maintain the relationship between the virtual number and real number in the requested mode(s) and the related number translation procedures in the call.
Editor's note 1:	Whether the capabilities provided by SA2, i.e. the capabilities provided the solutions regarding KI#2 and KI#4 in the ongoing SA2 work of FS_NG_RTC_Ph2, can support the virtual number studied by SA6 is FFS. Coordination with SA2 is needed.
Editor's note 2	Whether the virtual number related procedures have impact on the procedures in 5GC/IMS is FFS and coordination with SA2 is needed.
Editor's note 3	When the solution of virtual number is proposed, the charging aspect is needed to be studied by SA5
[bookmark: _Toc28407][bookmark: _Toc13596][bookmark: _Toc24634][bookmark: _Toc13435]6.6	Key Issue #6: Multiple call control handling coordination among different Application Servers
[bookmark: _Toc25387][bookmark: _Toc1699][bookmark: _Toc9807][bookmark: _Toc18999]6.6.1	Description
OMA OneAPI provides Third Party Call capabilities for the call control. Besides in 3GPP TS 23.228 [3] and 3GPP TS 23.700-87 [13], it is proposed that DCSF can open DC event notification and control capabilities to the upper application layer through NEF or DC4 interfaces. In clause AC.2.2.1 of 3GPP TS 23.228 [3], it is mentioned that the DCSF interacts with the Application Server for call control via DC4/DC3 interfaces between Application Server and DCSF. While sending the call control (e.g. create new call session, terminate call session or call control, etc. ) from Application Server, conflict may happen among different Application Servers, for example, one Application Server wants to terminate call session while other Application Servers still need that session for ongoing traffic, or multiple Appication servers may attempt to play different video contents to the same UE, etc. So call control message handling coordination among different Application Servers is needed. Considering that call control handling among different Application Servers is service logic related, it is recommended to realize call control handling in application enabler layer without impacting the underlying core network and IMS functionality.    
This key issue aims to study how to support call control handling among different Application Servers in eMMTel Enabler layer:
Analyze whether and how the eMMTel Enabler layer can be enhanced to support call control handling.
6.7	Key Issue #7: data channel application related capability exposure
[bookmark: _Toc30882][bookmark: _Toc25631][bookmark: _Toc5440][bookmark: _Toc9835]6.7.1	Description
It is specified in clause 6.2.10 of 3GPP TS 26.114 [14] that the data channel application is uploaded prior to the DCMTSI call where it is intended to be used. And as specified in Annex AC.5 of 3GPP TS 23.228 [3], the DC Application is uploaded to DCAR. However, how to upload the data channel application to the network was not mentioned.
The eMMTel service enabler can provides unified data channel application related capabilities to enable application provider or some other authorized party to manage data channel application, including application upload, application upgrade, application deletion, application information retrieval etc.
Open issue:
-	How does the eMMTel service enabler layer provide service for the DC application provider to support application upload, application upgrade, application deletion, application information retrieval etc, based on the capabilities of the IMS subsystem.
Editor's note:	Whether and how cooperation with SA2 and SA5 is FFS.
Editor's note:	The solution of this key issue based on the reply of the LS which asked SA2 whether they have a plan to define an interface for application providers to manage the applications to DCAR.
6.8	Key Issue #8: Supporting the multiparty service with the data channel capability
[bookmark: _Toc16119][bookmark: _Toc16792][bookmark: _Toc30348][bookmark: _Toc12230]6.8.1	Description
Traditional multiparty service provides a mobile subscriber with the ability to have a multi-connection call, i.e. a simultaneous communication with more than one party. It also has very practical application scenarios with the support of data channel, e.g. the salesperson of the wealth management company is explaining the wealth management solution to the elderly through real-time screen sharing and screen mark, but complex financial schemes confuse the elderly, the old man asked to add his son to the conversation to complete the choice of financial products.
Considering that this is a very valuable scenario, this key issue is intended to consider how the eMMTel enabler layer supports multiparty service from the perspective of enabling applications. The requirements for the multiparty service may include but not limited to:
-	eMMTel service enabler layer needs to provide control capabilities of multiparty service to application providers and vertical service providers, the control capabilities include the creation, updating, and terminating a multiparty call with data channel capability, updating an one-to-one call to multiparty call, and also include the management of participates, e.g. adding/removing participate(s) to/from the call.
This key issue aims to study how to support the multiparty service with data channel capability, including the following aspects: 
-	Analyze what and how the eMMTel service enabler layer provides multiparty services to application providers and vertical service providers.
-	How to provide API based multiparty service capabilities utilizing architecture and procedure provide by IMS subsystem.
NOTE:	how to support multi-party communication, e.g. how to handle the Application Data Channel in multi-party communication, is addressed by the bullet 5 in clause 1 of 3GPP TR 23.700-77 [19] and may be developed by SA2. The gaps and solution need to take SA2’s study into consideration and coordination with SA2 is needed.

[bookmark: _Toc30852][bookmark: _Toc3979][bookmark: _Toc29201][bookmark: _Toc7924][bookmark: _Toc510562460][bookmark: _Toc19662][bookmark: _Toc8070][bookmark: _Toc253][bookmark: _Toc21907][bookmark: _Toc13118][bookmark: _Toc5948]7	Architectural requirements
Editor's Note: This clause provides the all architectural requirements identified.

[bookmark: _Toc23254039][bookmark: _Toc17091][bookmark: _Toc9669][bookmark: _Toc28542][bookmark: _Toc22496][bookmark: _Toc23403][bookmark: _Toc22214906][bookmark: _Toc29102][bookmark: _Toc16456][bookmark: _Toc10719][bookmark: _Toc23191][bookmark: _Toc32249]8	Solutions
[bookmark: _Toc25856][bookmark: _Toc30752][bookmark: _Toc31734][bookmark: _Toc3761][bookmark: _Toc15192]8.1	Solution #1: eMMTel Enabler architecture
[bookmark: _Toc23734][bookmark: _Toc14076][bookmark: _Toc22959][bookmark: _Toc27809][bookmark: _Toc5029]8.1.1	Description
This solution resolves the architecture of eMMTel Enabler.
[bookmark: _Toc15136][bookmark: _Toc2253][bookmark: _Toc16828][bookmark: _Toc14859][bookmark: _Toc27123]8.1.2	eMMTel Enabler architecture model
[bookmark: _Toc24463][bookmark: _Toc25473][bookmark: _Toc20063][bookmark: _Toc23120][bookmark: _Toc22556]8.1.2.1	General
Figure 8.1.2.1-1 shows the architectural model for the eMMTel Enabler. 
The eMMTel Enabler Server is hosted within the PLMN operator network which supports the MMTel/eMMTel services capabilities exposure. 


Figure 8.1.2.1-1: eMMTel Enabler architecture
The eMMTel functional entities on the UE and the server sides are eMMTel client and eMMTel Enabler server respectively. 
The eMMTel client communicates with the eMMTel Enabler server over the eMMTel-1 reference point to support the necessary application layer interactions needed in eMMTel service.
NOTE 1	The interaction between eMMTel Client and DCMTSI Client.is internal interaction in the dialler application on the UE and implementation specific. 
The eMMTel client also communicates with the DCMTSI client specified in 3GPP TS 26.114 [14] over the eMMTel-4 reference point to downloading behavior on DCMTSI Client based on the application policy provided by the eMMTel Enabler Server.
The Application Server communicates with the eMMTel Enabler server over the eMMTel-2 reference point to invoke the eMMTel service related capabilities provided by eMMTel Enabler server,
The Controlling Application Server communicates with the eMMTel Enabler server over the eMMTel-3 reference point to manage the necessary information needed in eMMTel service.
The Application Server communicates with the Application Client on the UE over the App-1 reference point to provide the Data Channel Application specific logic.
NOTE 2:	The functionalities of the Application Server, Application Client and the App-1 reference point are out of scope of the present document.

[bookmark: _Toc146235912][bookmark: _Toc18089][bookmark: _Toc11423][bookmark: _Toc16584][bookmark: _Toc25959][bookmark: _Toc11714]8.1.2.2	Functional entities description
[bookmark: _Toc6619][bookmark: _Toc10370][bookmark: _Toc11398][bookmark: _Toc12313][bookmark: _Toc31909]8.1.2.2.1	General
The functional entities for eMMTel Enabler are described in the following subclauses.
Editor's note:	 The functionalities of the eMMTel client and the eMMTel Enabler server are FFS and to be updated per solution.
[bookmark: _Toc13752][bookmark: _Toc18005][bookmark: _Toc15503][bookmark: _Toc15629][bookmark: _Toc28195]8.1.2.2.2	eMMTel Enabler Server
The eMMTel Enabler Server provides the server side functionalities corresponding to the eMMTel service. 
The eMMTel Enabler Server supports:
-	the Application Server and Controlling Application Server to discover, to authenticate and to get authorization the MMTel/eMMTel service APIs provided by the eMMTel Enabler server; 
-	the interaction with Controlling Application Server to configure the data channel application profile;
-	the integration of the capabilities provided by the underlying network, including the 3GPP core network and IMS. The eMMTel Enabler Server re-exposure of these capabilities via MMTel/eMMTel service APIs to the Application Server and Controlling Application Server. The capabilities provided by the underlying network include:
a)	the APIs provided by DCSF via DC3/N33 reference point; 
b)	the APIs provided by DCSF via DC4 reference point; and
c)	the APIs provided by MF/MRF via MDC3/MDC4 reference points; 
-	the communication with the corresponding functions in the underlying network on behalf of the Application Server and Controlling Application Server when the capabilities provided by the underlying network are needed to be invoked;
-	the interaction with eMMTel client for the necessary application layer interactions needed in eMMTel service, 
-	providing MMTel/eMMTel specific value added services which can be used by the Application Server in the mmtel communication between UE and Application Server;
-	the interaction with SEAL functionalities to use the corresponding SEAL services in eMMTel service, e.g. to use  SEAL notification management service to update of data channel application profiles to UE;
-	the storage of the application layer information associated with the eMMTel services;
-	the media function to support the necessary media handling/translation, e.g. acts as a media gateway of WebRTC or if supported media type of application is different with the UE; and
-	the HTTP Proxy to support the establishes a Bootstrap data channel and application data channel, e.g. if the address type of application is different with the UE, e.g. IPv4 and IPv6, etc.
Editor's note:	Whether other functionalities, e.g. function to handle eMMTel service related Signalling, are needed in the eMMTel Enabler Server is FFS.
[bookmark: _Toc21750][bookmark: _Toc13017][bookmark: _Toc32280][bookmark: _Toc31812][bookmark: _Toc20004]8.1.2.2.3	eMMTel Client
The eMMTel Client provide the client side functionality needed in eMMTel service.
The eMMTel Client interact with DCMTSI Client in the same UE to control the downloading behavior on DCMTSI Client based on the data channel application profiles provided by the eMMTel Enabler Server.
NOTE 1:	the DCMTSI client is responsible for creating bootstrap channel and actually downloading the data channel applications. 
NOTE 2	The interaction between eMMTel Client and DCMTSI Client.is internal interaction in the dialler application on the UE and implementation specific. 
[bookmark: _Toc146235916][bookmark: _Toc17704][bookmark: _Toc27654][bookmark: _Toc25154][bookmark: _Toc17623][bookmark: _Toc25567]8.1.2.2.4	Application Server
The Application Server communicates with the eMMTel Enabler server over the eMMTel-2 reference point to invoke the eMMTel service related capabilities to communicate with the UE. It may also communicate with Application Client to provide Application specific logic.
NOTE:	The functionalities of the Application Server is out of scope of the present document.
[bookmark: _Toc22400][bookmark: _Toc4671][bookmark: _Toc614][bookmark: _Toc28460][bookmark: _Toc18402]8.2.2.2.5	Controlling Application Server
The Controlling Application Server is a specific Application Server that only used by the eMMTel service provider, i.,e. MNO, to manage the necessary information, e.g. data channel application profiles, needed in eMMTel service. It communicates with the eMMTel Enabler server over the eMMTel-3 reference point to invoke the eMMTel service related capabilities and does not interacts with Application Client on the UE directly.
NOTE:	The functionalities of the Controlling Application Server is out of scope of the present document.
Editor's note:	 Whether the controlling AS functionalities can be provided by OAM or not is FFS and may require coordination with SA5.
[bookmark: _Toc20896][bookmark: _Toc133][bookmark: _Toc10055][bookmark: _Toc24561][bookmark: _Toc6384]8.1.2.2.6	Application Client
The Application Client is an entity in the application layer to implement and perform the application service logic for its own service.
NOTE:	The Application Client can be the data channel application client. The functionalities of the Application Client is out of scope of the present document.
[bookmark: _Toc508][bookmark: _Toc20562][bookmark: _Toc10028][bookmark: _Toc2692][bookmark: _Toc10356]8.1.2.3	Reference points
[bookmark: _Toc122605791][bookmark: _Toc15909][bookmark: _Toc6337][bookmark: _Toc8336][bookmark: _Toc28569][bookmark: _Toc17421]8.1.2.3.1	General
The reference points for eMMTel Enabler are described in the following subclauses.
Editor's note:	 The functions of the reference points are FFS and to be updated per solution.
[bookmark: _Toc122605792][bookmark: _Toc26017][bookmark: _Toc16610][bookmark: _Toc15130][bookmark: _Toc16284][bookmark: _Toc23624]8.1.2.3.2	eMMTel-1 (between the eMMTel client and the eMMTel Enabler server)
The eMMTel-1 reference point supports the interactions between a eMMTel client and the corresponding eMMTel Enabler server. This reference point supports the necessary application layer interactions needed in eMMTel service. 
[bookmark: _Toc20530][bookmark: _Toc2401][bookmark: _Toc16782][bookmark: _Toc2239][bookmark: _Toc13880]8.1.2.3.3	eMMTel-2 (between the eMMTel Enabler server and the Application Server)
The interactions between the Application Server and the underlying network are provided by the eMMTel Enabler server via eMMTel-2 reference point to ensure the security access of the underlying network. This reference point supports the Application Server to discover eMMTel service APIs, to authenticate, to get authorization and to communicate with the eMMTel service.
[bookmark: _Toc20124][bookmark: _Toc23983][bookmark: _Toc11628][bookmark: _Toc7424][bookmark: _Toc21878]8.1.2.3.4	eMMTel-3 (between the eMMTel Enabler server and the Controlling Application Server)
The interactions between the eMMTel Enabler server and the Controlling Application Server are referred to eMMTel-3 reference point. This reference point supports the Controlling Application Server to manage the necessary information needed in eMMTel service. 

[bookmark: _Toc13689][bookmark: _Toc17937][bookmark: _Toc10192][bookmark: _Toc32691][bookmark: _Toc29119]8.1.2.3.5	App-1 (between the Application Client and the Application Server)
The App-1reference point supports the communication between  Application Client and Application Server to provide the Data Channel Application specific logic.
NOTE:	The functionalities of the App-1 reference point is out of scope of the present document.

[bookmark: _Toc17730][bookmark: _Toc20726][bookmark: _Toc2968][bookmark: _Toc28136][bookmark: _Toc27464]8.2	Solution #2: Application calling service between application and DCMTSI client 
[bookmark: _Toc18617][bookmark: _Toc18517][bookmark: _Toc147][bookmark: _Toc16969][bookmark: _Toc7731]8.2.1	Description
This solution resolves Key Issue #1 and Key Issue #3 about Application calling service between application and DCMTSI client via eMMtel enabler.
IMS capability exposure is being discussed in SA2, IMS Core network exposures create/update/release an IMS session with data channel capability via N33/DC4/MDC2/MDC3. In this procedure, the eMMTel Enabler Server provides application calling service from service granularity which use SA2’s atomic interface to provide high-level call service APIs to hide the complexity of underlying the IMS core capabilities when application establish call with DCMTSI client, the application may be a website or some other WebRTC applications (e.g. non-IMS applications). eMMTel Enabler Server may has a media gateway functionality and provides calling service with data channel capability for Application providers/Vertical service providers.
[bookmark: _Toc26125][bookmark: _Toc11646][bookmark: _Toc13595][bookmark: _Toc596][bookmark: _Toc18124]8.2.2	Procedures
8.2.2.1	Service Enabler Description


Figure 8.2.2.1-1: Reference Architecture for the Nemes Services
The eMMTel Enabler Server provides the following services to the application:
-	Control operations of Call with/without  data channel media, such as initiating, modifying, terminating and querying a Call information, and
-	Subscribe and unsubscribe to Call events of the specific subscriber.
Other functionalities of eMMTel Enabler Server:
-	Media gateway, e.g. WebRTC, and
-	HTTP Proxy when establishes a Bootstrap data channel and application data channel.
[bookmark: _Toc5718][bookmark: _Toc8674][bookmark: _Toc16327][bookmark: _Toc31770][bookmark: _Toc26914]8.2.2.2	Establishing a Call with data channel media 
Figure 8.2.2.2-1 below illustrates how to establish a Call with data channel media between application and DCMTSI client. The eMMTel Enabler Server acts as a DC AS based on SA2’s IMS exposure capability architecture, according to the session creation API invoked by the eMMTel Enabler Server, the IMS network initiates an IMS session with data channel media.



Figure 8.2.2.2-1: Establishing a Call with data channel media
1.	The application, may be a network telephony application or website, etc on the Application Server, invokes the session creation API of the eMMTel Enabler Server to create a Call with/without data channel media, i.e. the Application Server sends a Call establishment request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.2.2.2-1.
Table 8.2.2.2-1: Information elements in Call establishment request
	Information element
	Status
	Description

	Originating ID (see NOTE)
	M
	The identifier of the call originator

	Terminating ID (see NOTE)
	M
	The identifier of the call terminator

	Media information
	M
	The audio and video media related information of the call  originator

	DC media information
	O
	The DC media related information of the call  originator

	Application Profile requested
	O
	The DC application profile expected to be used in this call

	Notification address
	M
	The address where the call related notification is sent to.

	NOTE:	The Originating ID and Terminating ID may or may not be MSISDN based identifier, i.e. a private identifier in the Application domain,. If Originating ID or Terminating ID is not MSISDN based identifier, the eMMTel Enabler Server will translate it into a routable ID in the IMS domain and record the mapping relationship between the Originating ID/Terminating ID and the routable ID.



2.	The eMMTel Enabler Server verifies that the sender is authorized to establish a call with/without data channel media.
3.	Then the eMMTel Enabler Server invokes the APIs provided by IMS to initiate an IMS session to the UE. The eMMTel Enabler Server handles all the necessary API requests/responses related to the session creation on behalf of the application without further interaction with the application until the IMS session with Data Channel media is established successfully or failed.
4.	The eMMTel Enabler Server sends a corresponding  Call establishment response, e.g the call is established successfully or not, to the sender. The response message includes information elements as specified in Table 8.2.2.2-2.
Table 8.2.2.2-2: Information elements in Call establishment response
	Information element
	Status
	Description

	Call establishment result
	M
	Indication if the Call establishment is success or failure.

	Failure Cause (see NOTE 1)
	O
	The reason for failure

	Originating ID (see NOTE 2)
	M
	The identifier of the call originator

	Terminating ID (see NOTE 2)
	M
	The identifier of the call terminator

	Media information
	M
	The audio and video media related information of the call  terminator

	DC media information
	O
	The DC media related information of the call  terminator

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Application Profile requested
	O
	The DC application profile can be used in this call

	NOTE 1:	This IE shall only be present when the Call establishment result is Failure.
NOTE 2:	The Originating ID and Terminating ID may or may not be MSISDN based identifier, i.e. a private identifier in the Application domain,. If Originating ID or Terminating ID is not MSISDN based identifier, the eMMTel Enabler Server will translate it into a routable ID in the IMS domain and record the mapping relationship between the Originating ID/Terminating ID and the routable ID.



5.	The eMMTel Enabler Server may also acts as a media gateway for the eMMTel audio/video media and acts as HTTP proxy in the Bootstrap/Application data channel if needed, e.g. if the address type or the supported media type of application is different with the UE, e.g. IPv4 and IPv6, etc.
8.2.2.3	Terminating a Call with data channel media 
Figure 8.2.2.3-1 and Figure 8.2.2.3-2 below illustrate how to terminate a Call with data channel media between application and DCMTSI client. The terminating procedure in Figure 8.2.2.3-1 is triggered by UE sending a BYE request and that in Figure 8.2.2.3-2 is triggered by the application invoking a release session API provided by the eMMTel Enabler Server. 



Figure 8.2.2.3-1: Terminating a Call with data channel media by UE 
1.	UE sends a BYE request to the IMS Core, after IMS Core release all the call and DC resource, the IMS Core notifies the eMMTel Enabler Server.
2.	The eMMTel Enabler Server sends corresponding Call session release notification request to Application. The request message includes information elements as specified in Table 8.2.2.3-1.
Table 8.2.2.3-1: Information elements in Call session release notification request
	Information element
	Status
	Description

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Call Release Cause
	O
	The reason for call Release



3.	The Application return a Call session release notification response. The response message includes information elements as specified in Table 8.2.2.3-2.
Table 8.2.2.3-2: Information elements in Call session release notification response
	Information element
	Status
	Description

	Call Release result (see NOTE)
	M
	Indication if the Call release is success or failure.

	Call Release Cause
	O
	The reason for failure






Figure 8.2.2.3-2: Terminating a Call with data channel media by application 
1.	Application sends a Call session release request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.2.2.3-3.
Table 8.2.2.3-3: Information elements in Call session release request
	Information element
	Status
	Description

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Call Release Cause
	O
	The reason for call Release



2.	The eMMTel Enabler Server invokes session release APIs provided by IMS Core to release the Call. Then IMS Core release the specific session to the UE.
3.	The eMMTel Enabler Server return a Call session release response to the Application. The response message includes information elements as specified in Table 8.2.2.3-4.
Table 8.2.2.3-4: Information elements in Call session release response
	Information element
	Status
	Description

	Call Release result (see NOTE)
	M
	Indication if the Call release is success or failure.

	Call Release Cause
	O
	The reason for failure




8.2.2.4	Modifying a Call to add data channel media
Figure 8.2.2.4-1 below illustrates how to modify an established Call to add data channel media between application and DCMTSI client. It’s assumed that a Call with audio and video media has established between application and DCMTSI client.



Figure 8.2.2.4-1: Modifying a Call to add data channel media by application
1.	The application invokes the Call session modification API of the eMMTel Enabler Server to modify the call, e.g. add data channel media into the specific session, i.e. the Application Server sends a Call session modification request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.2.2.4-1.
Table 8.2.2.4-1: Information elements in Call session modification request
	Information element
	Status
	Description

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Media information
	M
	The audio and video media related information of the call  originator

	DC media information
	O
	The DC media related information of the call  originator

	Application Profile requested
	O
	The DC application profile expected to be used in this call

	Notification address
	M
	The address where the call related notification is sent to.



2.	The eMMTel Enabler Server verifies that the sender is authorized to modify a call with data channel media.
3.	Then the eMMTel Enabler Server invokes the APIs provided by IMS to modify the IMS session, e.g. adds the Data Channel media. The eMMTel Enabler Server handles all the necessary API requests/responses related to the session modification on behalf of the application without further interaction with the application until the IMS session add Data Channel media successfully or failed
4.	The eMMTel Enabler Server sends a corresponding Call session modification response to the sender. The response message includes information elements as specified in Table 8.2.2.4-2.
Table 8.2.2.4-2: Information elements in Call session modification response
	Information element
	Status
	Description

	Call session modification result
	M
	Indication if the Call session modification is success or failure.

	Failure Cause (see NOTE)
	O
	The reason for failure

	Media information
	M
	The audio and video media related information of the call  terminator

	DC media information
	O
	The DC media related information of the call  terminator

	Application Profile requested
	O
	The DC application profile can be used in this call

	NOTE 1:	This IE shall only be present when the Call establishment result is Failure.



5.	The eMMTel Enabler Server may also acts as a media gateway for the eMMTel audio/video media and acts as HTTP proxy in the Bootstrap/Application data channel if needed.
Editor's note:	The solution should take SA2’s study into consideration. 
Editor's note:	The value-added functionality of eMMTel Enabler server for the above procedures is FFS. 
[bookmark: _Toc11870][bookmark: _Toc2058][bookmark: _Toc16100][bookmark: _Toc19651][bookmark: _Toc19757]8.2.3	Impacts on Existing Nodes and Functionality
In this solution, the procedures use the basic capability exposured by IMS core which is under studied by SA2.
[bookmark: _Toc26255][bookmark: _Toc16073][bookmark: _Toc23645][bookmark: _Toc7625][bookmark: _Toc8600]8.3	Solution #3: downloading of data channel application profiles to UE
[bookmark: _Toc3151][bookmark: _Toc1366][bookmark: _Toc2805][bookmark: _Toc10981][bookmark: _Toc15784]8.3.1	Description
This solution resolves Key Issue #2 about downloading data channel application to UE.
In this procedure, the a list of necessary information regarding each Data Channel Application is stored in the eMMTel Enabler Server based on the configuration information set by data channel application provider or eMMTel service provider, i.e. MNO, via Controlling Application Server. 
When the bootstrap data channels have been established, the eMMTel Client in the UE send application request messages to eMMTel Enabler Server to request the profiles of data channel applications. The detailed procedure to download data channel application profiles to the UE and the related information flow are specified in this solution.
NOTE:	The downloading procedures may goes over the top of DCSF. The detailed procedures to download data channel applications to the UE are out of scope of 3GPP TS 23.228 [3].
The functional model for downloading data channel application profile to UE is illustrated in Figure 8.3.1-1.


Figure 8.3.1-1: functional model for downloading data channel application to UE 
The application request messages sent by eMMTel Client in the UE to eMMTel Enabler Server via eMMTel-1 reference point. 
[bookmark: _Toc647][bookmark: _Toc15869][bookmark: _Toc9171][bookmark: _Toc26486][bookmark: _Toc3249]8.3.2	Procedures
The eMMTel Client in the UE sends an application request messages to eMMTel Enabler Server to request the data channel application profile list is illustrated in Figure 8.3.2.1-2.
NOTE 1:	The eMMTel Client interact with DCMTSI Client in the same UE to control the downloading behavior on DCMTSI Client based on the data channel application profile provided by the eMMTel Enabler Server. The interaction between eMMTel Client and DCMTSI Client is internal interaction in the dialler application on the UE and implementation specific. 
NOTE 2:	The DCMTSI client is responsible for creating bootstrap channel and actually downloading the data channel applications. To simply the procedures, the DCMTSI client is not shown in the procedures in this solution.
Pre-condition:
1)	The bootstrap data channels have been established as specified in 3GPP TS 23.228 [3].


Figure 8.3.2.1-2: eMMTel Client in the UE requests the Data Channel Application profile list
When the eMMTel service provider provides a Root application which specified in GSMA NG.134 [15], containing layout, and/or home page etc. of the Data Channel Application profile list, step 1, step 2 and step 3 apply: Otherwise the step 1, step 2 and step 3 are skipped.
NOTE 1:	The user experience of using the eMMTel service may significantly different in devices provided by different vendors if the layout, and/or home page etc. are all implementation specific. E.g. in some devices, the available Data Channel Applications may be selected from a menu locally implemented in the device, but in some other devices only the first Data Channel Application in the Data Channel Application list can be selected and used automatically by the device. Layout, and/or home page etc. of the Data Channel Application list provided by eMMTel service provider may reduce the difference of user experience.
1.	The eMMTel Client in the UE sends a Get Root application request to eMMTel Enabler Server to get the Root application (e.g. layout, and/or home page etc. of the Data Channel Application profile list). The request message includes information elements as specified in Table 8.3.2.1-1.
Table 8.3.2.1-1: Information elements in Get Root application request
	Information element
	Status
	Description

	UE Information (see NOTE)
	M
	The UE related information required to identify the Root application (e.g. device type, device vendor, etc)

	Root application version
	O
	The newest version of the Root application stored in the eMMTel Client in the UE.
This IE presents if Root application is locally stored in the eMMTel Client.

	NOTE:	The eMMTel service provider can provide the eMMTel Client with different Root application based on this IE.



2.	The eMMTel Enabler Server checks whether the Root application version included in the Get Root application request is the newest version of the Root application. If the Root application version IE is not included, the Root application version is not considered as newest.
3.	The eMMTel Enabler Server sends a Get Root application response to the eMMTel Client in the UE. The response message includes information elements as specified in Table 8.3.2.1-2.
Table 8.3.2.1-2: Information elements for Get Root application response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of Get Root application request.

	Update needed
	M
	Indicates whether the Root application is needed to be updated by the eMMTel Client in the UE

	Root application version
	O
	The newest version of the Root application. 
This IE presents only if the Root application is needed to be downloaded or  updated by the eMMTel Client in the UE.

	Root application (see NOTE)
	O
	The Root application provided by the eMMTel service provider, e.g. layout, and/or home page etc of the Data Channel Application list.
This IE presents if the update of the Root application in the UE is needed, i.e. the Root application version included in the Get Root application request is not equal to the newest version on the eMMTel Enabler Server.

	NOTE:	The detailed information of this IE is implementation specific and out of scope of the present document.



4.	The eMMTel Client in the UE send a Get Application Profile List request to eMMTel Enabler Server to get the Data Channel Application profile list available for this user. The request message includes information elements as specified in Table 8.3.2.1-3.
Table 8.3.2.1-3: Information elements in Get Application Profile List request
	Information element
	Status
	Description

	eMMTel Client version (see NOTE)
	M
	The version of eMMTel Client 

	Begin index
	O
	The starting index of the first Data Channel Application required in the Data Channel Application list. 
This IE presents if the requested Data Channel Application is not the first one in the Data Channel Application list, e.g. when the Data Channel Application list is needed to be shown in multiple pages, this IE is needed to be included when request the pages other than the first page. 
The default value of this IE is 0 if this IE is absent. 

	Number of application profile required
	O
	The total number of Data Channel Application profiles required in this request

	NOTE:	The eMMTel service provider can provide the eMMTel Client with different Data Channel Application profile list based on this IE.



5.	The eMMTel Enabler Server sends a  Get Application Profile List response to the eMMTel Client in the UE. The response message includes information elements as specified in Table 8.3.2.1-4.
Table 8.3.2.1-4: Information elements in Get Application Profile List response
	Information element
	Status
	Description

	Data Channel Application profile list
	M
	A list of Data Channel Application profiles available for this user. Each element in this list contains a DC application profile of this Data Channel Application.
The detailed information elements of DC application profile are listed in Table 8.3.2.1-5.



Table 8.3.2.1-5: Information elements in DC application profile
	Information element
	Status
	Description

	Application ID
	M
	Identifier of the Data Channel Application

	Application Name
	O
	Name of the Data Channel Application

	Application Icon
	O
	Icon of the Data Channel Application

	Application Loading Phase
	O
	Indicates when this Data Channel Application is allowed to be used. The values of this IE include:
a) Precall only:the Data Channel Application is allowed to be used before the eMMTel call session is established, i.e. after the 18x response is sent/received and before the 200 OK of the initial SIP INVITE request is sent/received.
b) Incall:the Data Channel Application is allowed to be used after the eMMTel call session is established, i.e. after the 200 OK of the initial SIP INVITE request is sent/received.

	Autoload (see NOTE)
	O
	Indicates whether this Data Channel Application is needed to be load to the UE automatically.

	Autolaunch (see NOTE)
	O
	Indicates whether this Data Channel Application is needed to be downloaded to the UE and run automatically.

	If Work Without Peer DC
	O
	Indicates whether this Data Channel Application can be used if Data Channel is not supported by the other party of the call.

	Supported Scenario
	O
	Indicates supported media type required for this Data Channel Application. The values of this IE include:
a) Voice call only: this Data Channel Application can be used if and only if the corresponding call is a voice call.
b) Video call only: this Data Channel Application can be used if and only if the corresponding call is a video call.
c) Voice and video call: this Data Channel Application can be used in both voice call and video call.

	3gpp Qos Hint
	O
	Indicates the QoS requirement of this Data Channel Application which is used to set the value of “a=3gpp-qos-hint” attribute in SDP for the data channel(s) used by the application.

	NOTE:	These IEs can be applied only if the specific service using this data channel application is agreed to be used by the user based on the subscription of this specific service, or explicitly agreed to be applied by the user on the UE.



[bookmark: _Toc18703][bookmark: _Toc12833][bookmark: _Toc32306][bookmark: _Toc6340][bookmark: _Toc10329]8.3.3	Impacts on Existing Nodes and Functionality
This solution detailed specifies the procedures of downloading Data Channel Application profile list to UE. 
In this solution, the procedure is handled by eMMTel client and eMMTel Enabler Server and goes over the top of the DCSF. Therefore, this solution has no impact on 5GC/IMS.
[bookmark: _Toc21122][bookmark: _Toc15094][bookmark: _Toc1887][bookmark: _Toc22470][bookmark: _Toc9160]8.4	Solution #4: configuration of DC application profile
[bookmark: _Toc29189][bookmark: _Toc21854][bookmark: _Toc19824][bookmark: _Toc18989][bookmark: _Toc19506]8.4.1	Description
This solution resolves the 2nd requirement in Key Issue #2 about downloading data channel application to UE, i.e. the application layer should support to provide and control the capability to data channel application provider to set this indicator.
In this solution, the eMMTel Enabler Server provides APIs to the Controlling Application Server to manage the necessary information needed in eMMTel service, i.e. the DC Application Profile.
Editor's note:	 Whether the controlling AS functionalities can be provided by OAM or not is FFS and may require coordination with SA5.
[bookmark: _Toc9977][bookmark: _Toc31103][bookmark: _Toc5921][bookmark: _Toc11302][bookmark: _Toc12548]8.4.2	Procedures
The procedure of Controlling Application Server configuring DC application profile is illustrated in figure 8.4.2-1.
Pre-conditions:
1)	The Controlling Application Server has connected to the serving network successfully.
2).	Both the Controlling Application Serverand eMMTel Enabler Server have been configured with the necessary credentials to enable authenticating one another.


Figure 8.4.2-1: configuration of DC application profile 
1.	The Controlling Application Server sends a DC Application Profile configuration request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.4.2-1.
Table 8.4.2-1: Information elements in DC Application Profile configuration request
	Information element
	Status
	Description

	Requester Identity
	M
	The identity of the DC Application provider 
(VAL service provider) performing the request.

	Security credentials
	O
	Security information required by the eMMTel Enabler Server. 

	Number of DC Application Profiles included
	M
	Indicates total number of DC Application Profiles included in this request

	Data Channel Application list
	M
	A list of  DC application profiles configured in this request. Each element in this list contains a DC application profile of this Data Channel Application.
The detailed information elements of DC application profile are listed in Table 8.4.2-2.



Table 8.4.2-2: Information elements in DC application profile
	Information element
	Status
	Description

	Application ID
	M
	Identifier of the Data Channel Application

	Application Name
	O
	Name of the Data Channel Application

	Application Icon
	O
	Icon of the Data Channel Application

	Application Loading Phase
	O
	Indicates when this Data Channel Application is allowed to be used. The values of this IE include:
a) Precall only: the Data Channel Application is allowed to be used before the eMMTel call session is established, i.e. after the 18x response is sent/received and before the 200 OK of the initial SIP INVITE request is sent/received.
b) Incall only: the Data Channel Application is allowed to be used after the eMMTel call session is established, i.e. after the 200 OK of the initial SIP INVITE request is sent/received.
c) Precall+Incall: the Data Channel Application is allowed to be used during the entire Precall and incall. 

	Autoload (see NOTE)
	O
	Indicates whether this Data Channel Application is needed to be load to the UE automatically.

	Autolaunch (see NOTE)
	O
	Indicates whether this Data Channel Application is needed to be downloaded to the UE and run automatically.

	If Work Without Peeer DC
	O
	Indicates whether this Data Channel Application can be used if Data Channel is not supported by the other party of the call.

	Supported Scenario
	O
	Indicates supported media type required for this Data Channel Application. The values of this IE include:
d) Voice call only: this Data Channel Application can be used if and only if the corresponding call is a voice call.
e) Video call only: this Data Channel Application can be used if and only if the corresponding call is a video call.
f) Voice and video call: this Data Channel Application can be used in both voice call and video call.

	Condition
	O
	Indicates whether this Data Channel Application can be used if under this condition, e.g. the application cannot be used beyond a certain area.

	3gpp Qos Hint
	O
	Indicates the QoS requirement of this Data Channel Application which is used to set the value of “a=3gpp-qos-hint” attribute in SDP for the data channel(s) used by the application.

	NOTE:	These IEs can be applied only if the specific service using this data channel application is agreed to be used by the user based on the subscription of this specific service, or explicitly agreed to be applied by the user on the UE. It also can be used in conjunction with condition fields.



2.	Upon receiving the request, the eMMTel Enabler Server initiates authentication procedures with the Requester Identity and authorizes the Controlling Application Server if needed. If the registration is successful, the eMMTel Enabler Server  the creates and stores the DC Application Profile for each DC Application included in the DC Application Profile configuration request. 
3.	The eMMTel Enabler Server sends a DC Application Profile configuration response to the Controlling Application Server. The response message includes information elements as specified in Table 8.4.2-3.
Table 8.4.2-3: Information elements for DC Application Profile configuration response
	Information element
	Status
	Description

	Number of DC Application Profiles included
	M
	Indicates total number of DC Application Profiles included in this request

	DC Application configuration response list
	M
	A list of Application configuration response. 
Each element in this list contains a response for a DC Application Profile. The detailed information is listed in Table 8.4.2-4.



Table 8.4.2-4: Information elements in DC Application configuration response list
	Information element
	Status
	Description

	Configuration result
	M
	Indicates the success or failure of the configuration of this DC Application Profile.

	Reason
	O
	Indicates the reason for failure.



[bookmark: _Toc19799][bookmark: _Toc10241][bookmark: _Toc25675][bookmark: _Toc17503][bookmark: _Toc7634]8.4.3	Impacts on Existing Nodes and Functionality
This solution detailed specified the procedures of configuration of DC application profile. 
The DC Application Profiles are also handled by eMMTel Enabler Server therefore there is no impacts on existing  nodes and functionality.
[bookmark: _Toc500949097][bookmark: _Toc30938][bookmark: _Toc83][bookmark: _Toc1792][bookmark: _Toc18720][bookmark: _Toc24960][bookmark: _Toc23254041][bookmark: _Toc22214908][bookmark: _Toc19324][bookmark: _Toc11512][bookmark: _Toc17484][bookmark: _Toc17463][bookmark: _Toc9545]8.5	Solution #5:updating of data channel application profiles to UE
[bookmark: _Toc23254042][bookmark: _Toc23299][bookmark: _Toc22214909][bookmark: _Toc15175][bookmark: _Toc13567][bookmark: _Toc26094][bookmark: _Toc500949099][bookmark: _Toc23735][bookmark: _Toc31362][bookmark: _Toc2318][bookmark: _Toc15170][bookmark: _Toc8787][bookmark: _Toc1578]8.5.1	Description
[bookmark: _Toc500949101]This solution resolves Key Issue #2 about download data channel application to UE.
There are two modes in this procedure: one is the eMMTel Enabler Server notifies the eMMTel Client in the UE to send application request messages to the eMMTel Enabler Server to request the profiles of data channel applications; another is the eMMTel Enabler Server sends the profiles to the UE directly after the UE subscribes to the profile notification. The detailed procedure of updating data channel application profiles to the UE and the related information flow are specified in this solution below.
NOTE :	The updating procedures go over the top of DCSF. The detailed procedures to update data channel applications to the UE are out of scope of 3GPP TS 23.228 [3].
The functional model for updating data channel application profiles to UE is illustrated in Figure 8.5.1-1.


Figure 8.5.1-1: functional model for updating data channel application to UE 
[bookmark: _Toc22214910]The notification management is a SEAL service that offers the notification functionality to one or more verticals, the notification management server is a functional entity that handles the notification management aspects by interacting with the notification management client as specified in clause 17 of TS 23.434 [18]. The notification messages sent by the eMMTel Enabler Server to the eMMTel Client via NM-UU reference point.
[bookmark: _Toc20111][bookmark: _Toc4096][bookmark: _Toc28555][bookmark: _Toc9673][bookmark: _Toc23254043][bookmark: _Toc6412][bookmark: _Toc14715][bookmark: _Toc7818][bookmark: _Toc2336][bookmark: _Toc2436][bookmark: _Toc6888]8.5.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]8.5.2.1	The eMMTel Client request profiles based on notification from the eMMTel Enabler Server
The difference between this procedure and solution#3 of the current specification was the first step which indicates the eMMTel Enabler Server can notify the eMMTel Client in the UE to send application request messages to the eMMTel Enabler Server to request the profiles of data channel applications, the detailed procedure is illustrated in Figure 8.5.2.1-1.
NOTE:	The eMMTel Enabler Server can instruct the eMMTel Client to request root application and data channel application profiles as required. e.g. root application version update, offline of a data channel application, etc. 
Pre-condition:
1)	The bootstrap data channels have been established as specified in 3GPP TS 23.228 [3].



Figure 8.5.2.1-1: eMMTel Server notifies eMMTel Client to request the Data Channel Application profile list
1.	The notification channel has been established between notification management client and notification management Server as specified clause 17.3.3 of TS 23.434 [18].
2.	The eMMTel client subscribes to the eMMTel Enabler server for receiving notifications.
3.	The eMMTel Enabler Server notifies the eMMTel Client in the UE to get the Root application or data channel profile. The notification includes information elements as specified in Table 8.5.2.1-1. The remaining steps are the same as those in solution#3 of the current specification.
Table 8.5.2.1-1: Information elements in notification
	Information element
	Status
	Description

	Urgent
	O
	Indicates whether the operation is urgent to UE.



8.5.2.2	The eMMTel Enabler Server notifies the DC application profile to the eMMTel Client directly 
The eMMTel Enabler Server notifies the data channel application profile to the eMMTel Client is illustrated in Figure 8.5.2.2-1.
Pre-condition:
1)	The bootstrap data channels have been established as specified in 3GPP TS 23.228 [3].



Figure 8.5.2.2-1: eMMTel Enabler Server notifies the Data Channel Application profile list to UE
[bookmark: _Hlk163291091]1.	The notification channel has been established between notification management client and notification management Server as specified clause 17.3.3 of TS 23.434 [18]. 
2.	The eMMTel client subscribes to the eMMTel Enabler server for receiving notifications.
3.	The eMMTel Enabler Server check the provision of Root application and data channel application profile list is needed, e.g. the UE has IMS DC capability, an application version or application profile update is available, etc.
NOTE:	The detail additional checklists in this step are out of scope of the present document.
4.	The eMMTel Enabler Server sends a Root application notification message to the eMMTel Client in the UE. The notification message includes information elements as specified in Table 8.5.2.2-1.
Table 8.5.2.2-1: Information elements for Root application notification
	Information element
	Status
	Description

	Update needed
	M
	Indicates whether the Root application is needed to be updated by the eMMTel Client in the UE

	Root application version
	O
	The newest version of the Root application. 
This IE presents only if the Root application is needed to be updated by the eMMTel Client in the UE.

	Root application (see NOTE)
	O
	The Root application provided by the eMMTel service provider, e.g. layout, and/or home page etc. of the Data Channel Application list.
This IE presents if the update of the Root application in the UE is needed, i.e. the Root application version included in the Get Root application request is not equal to the newest version on the eMMTel Enabler Server.

	NOTE:	The detailed information of this IE is implementation specific and out of scope of the present document.



The eMMTel Enabler Server sends a data channel Application Profile List notification to the eMMTel Client in the UE. The notification message includes information elements are as same as the elements in Table 8.3.2.1-4.
[bookmark: _Toc13582][bookmark: _Toc3411][bookmark: _Toc15589][bookmark: _Toc23254044][bookmark: _Toc8131][bookmark: _Toc28712][bookmark: _Toc32547][bookmark: _Toc24778][bookmark: _Toc24625][bookmark: _Toc16404][bookmark: _Toc7934]8.5.3	Impacts on Existing Nodes and Functionality
[bookmark: _Toc22214912][bookmark: _Toc250980595][bookmark: _Toc326037266][bookmark: _Toc510604411][bookmark: _Toc310438366][bookmark: _Toc510604412][bookmark: _Toc326248735][bookmark: _Toc324232216][bookmark: historyclause]In this solution, the procedure is handled by eMMTel client and eMMTel Enabler Server and go over the top of the DCSF. Therefore, this solution has no impact on 5GC/IMS.
8.6	Solution #6: Third-Party Call service
8.6.1	Description
This solution resolves Key Issue #1 about Third-Party Call service via eMMTel Enabler Server.
This solution uses the architecture of eMMTel Enabler as specified clause 8.1as the basis and has no requirement to enhance the architecture.
IMS capability exposure is being discussed in SA2, IMS Core network exposures create/update/release an IMS session with data channel capability via N33/DC4/MDC2/MDC3. In this procedure, the eMMTel Enabler Server provides Third-Party Call service from service granularity which use SA2’s atomic interface to provide high-level call service APIs to hide the complexity of underlying the IMS core capabilities, the eMMTel Enabler Server handles all the necessary API requests/responses related to the session creation on behalf of the application without further interaction with the application until the IMS session with Data Channel media is established successfully or failed. the eMMTel Enabler Server acts as a middle layer which can provide some other value-added services (e.g. provides the virtual number service) between Third-Party DC AS and IMS Core network as specified in 3GPP TR 23.700-77 [19].

8.6.2	Procedures
8.6.2.1	Service Enabler Description


Figure 8.6.2.1-1: Reference Architecture for the Nemes Services
The eMMTel Enabler Server provides the following services to the application:
-	Control operations of Third-Party Call with data channel media, such as initiating, modifying, terminating.
-	Subscribe and unsubscribe to Third-Party Call events of the specific subscriber, and
-	May include some other value-added services, e.g. virtual number.
[bookmark: _Toc21028][bookmark: _Toc20012][bookmark: _Toc17899][bookmark: _Toc21111]8.6.2.2	Establishing a Third-Party Call 
Figure 8.6.2.2-1 below illustrates how to establish a Third-Party call between two users. the eMMTel Enabler Server acts as a middle layer between the Third-Party call application and IMS Core network, according to the session creation API invoked by the eMMTel Enabler Server, the IMS network initiates an IMS session with data channel media.


Figure 8.6.2.2-1: Establishing a Third-Party Call
1.	The Third-Party call application invokes the session creation API of the eMMTel Enabler Server to create a Call which may include data channel media. The request includes information elements as specified in Table 8.6.2.2-1.
Table 8.6.2.2-1: Information elements in call request
	Information element
	Status
	Description

	Originating ID
	M
	The identifier of the caller.

	Terminating ID
	M
	The identifier of the callee.

	Media information
	M
	Identifier of one or more media type(s) which is expected to be used in the call, i.e. the media type(s) to be applied to the participants in the call session. In this IE, the media type(s) includes
a) audio; 
b) video;
c) audio and video.
The detailed media information, e.g. the information included in the SDP of mmtel call session is negotiated by the underlying network.

If the parameter is absent, the media type(s) and detailed media information are all negotiated by the underlying network.

	DC media information
	O
	Identifier of whether DC media is expected to be used in this call

	Application Profile requested
	O
	The DC application profile expected to be used in this call

	Notification address
	M
	The address where the call related notification, e.g. whether the call between UE A and UE B is established successfully or not, is sent to.



2.	The eMMTel Enabler Server verifies that the sender is authorized to establish Third-Party Call.
3.	The eMMTel Enabler Server invokes the API provided by IMS Core network to initiate a call between the UE A and UE B and hides the detailed interactions in the underlying network. The detail prodecure as specified in clause 6.6 of 3GPP TR 23.700-77 [19].
NOTE:	This procedure also allows the eMMTel Enabler Server to establish a Third-Party Call between a DCMTSI Client and an Application without IMS capability. In this case, the Application without IMS capability and the eMMTel Enabler Server serves this Application acts as a UE in the procedure specified in clause 6.6 of 3GPP TR 23.700-77 [19].
Editor's note:	The SA6 specific interfaces and the elements of the interface depend on the ongoing study of SA2 FS_NG_RTC_Ph2.
4.	The eMMTel Enabler Server sends a corresponding call session establishment response, e.g the call is established successfully or not, to the sender.
Table 8.6.2.1-2: Information elements in call response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the session.

	Session ID (see NOTE 1)
	O
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Reason (see NOTE 2)
	O
	Indicates the reason for failure. This IE only be present when the Registration result is failure.

	NOTE 1:	This IE shall only be present when the Set virtual number is Success.
NOTE 2:	This IE shall only be present when the Set virtual number is Failure.



5.	UE A and UE B begin to talk with each other with interaction over data channel.
[bookmark: _Toc21818][bookmark: _Toc19235][bookmark: _Toc11775][bookmark: _Toc9422]8.6.2.3	Terminating a Third-Party Call with data channel media 
Figure 8.6.2.3-1 below illustrate how to terminate a Third-Party Call between two users. The terminating procedure in Figure 8.6.2.3-1 is triggered by the Third-Party call application invoking a release session API provided by the eMMTel Enabler Server. 


Figure 8.6.2.3-1: Terminating a Third-Party Call 
1.	The 3rd Party call application sends a release request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.6.2.3-1.
Table 8.6.2.3-1: Information elements in Call session release request
	Information element
	Status
	Description

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Call Release Cause
	O
	The reason for call Release



2.	The eMMTel Enabler Server verifies that the sender is authorized to release a Third-Party Call.
3.	The eMMTel Enabler Server invokes the API provided by IMS Core network to release the call to the UE A and UE B. The detail procedure as specified in clause 6.6 of 3GPP TR 23.700-77 [19]
Editor's note:	The SA6 specific interfaces and the elements of the interface depend on the ongoing study of SA2 FS_NG_RTC_Ph2.
4.	The eMMTel Enabler Server return a release response to the Third-Party call application.
[bookmark: _Toc2106][bookmark: _Toc24118][bookmark: _Toc26218][bookmark: _Toc9141]8.6.2.4	Modifying a Third-Party Call without data channel media to add data channel media 
Figure 8.6.2.4-1 below illustrates how to modify an established Call without data channel media between two users to add data channel media. It’s assumed that a Call with audio and video media has established between two users.


Figure 8.6.2.4-1: Modifying a Call to add data channel media 
1.	The 3rd Party call application invokes the session modification API of the eMMTel Enabler Server to add data channel media into the specific session. 
2.	The eMMTel Enabler Server verifies that the sender is authorized to modify a Third-Party Call.
3.	The eMMTel Enabler Server invokes the API provided by IMS Core network to modify the call to add Data Channel media between the UE A and UE B.
Editor's note:	The SA6 specific interfaces and the elements of the interface depend on the ongoing study of SA2 FS_NG_RTC_Ph2.
4.	The eMMTel Enabler Server sends a corresponding call session modification response to the sender.
5.	UE A and UE B begin to talk with each other with interaction over data channel.

8.6.3	Impacts on Existing Nodes and Functionality
In this solution, the procedures use the basic capability exposured by IMS core which is under studied by SA2.
8.7	Solution #7: getting call information
8.7.1	Description
This solution resolves Key Issue #1 and Key Issue #3. In the existing Solution#2 and Solution#6, only the establishment, termination and modification of a call are specified. Getting the call information is important for the application providers and vertical service providers, and will be applied in both use cases listed below:
-	Application calling service between application and DCMTSI client; and
-	Third-Party Call service.

8.7.2	Procedures
Figure 8.7.2.1-1 below illustrates the procedure of Getting call information from the eMMTel Enabler Server. There are two use cases:
-	the eMMTel Enabler Server has the detailed information regarding the call session when the call is established between application and DCMTSI client since the call session is established by and goes through the eMMTel Enabler Server. In this case, the eMMTel Enabler Server gives the call information to the Application Server directly or
-	the eMMTel Enabler Server does not have the detailed information regarding the call session, e.g. a Third-Party Call. In this case, the eMMTel Enabler Server fetches the call information from the IMS core and then gives the call information to the Application Server.
Pre-conditions:
1.	A call is established and the eMMTel Enabler Server has the detailed information regarding the call session.
2. The Session ID of the call has been notified to the Application Server .



Figure 8.7.2.1-1: Getting call information from the eMMTel Enabler Server
1.	The Application Server sends a Getting call information request to the eMMTel Enabler Server. The request includes information elements as specified in Table 8.7.2.1-1.
Table 8.7.2.1-1: Information elements in Getting call information request
	Information element
	Status
	Description

	Originating ID
	M
	The identifier of Application Server which requests the information of the call.

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	NOTE:	The Originating ID may or may not be MSISDN based identifier, i.e. a private identifier in the Application domain. If Originating ID is not MSISDN based identifier, the eMMTel Enabler Server will translate it into a routable ID in the IMS domain and record the mapping relationship between the Originating ID and the routable ID.



2.	The eMMTel Enabler Server verifies that the sender is authorized to get the call information.
3a.	If the eMMTel Enabler Server has the detailed information regarding the call session, the eMMTel Enabler Server checks the status of the call based on the Session ID included in the Getting call information request. or
3b.	If the eMMTel Enabler Server does not have the detailed information regarding the call session, it,gets the call information from the IMS core by invoking the APIs provided by IMS.
Editor's note 1:	Whether the APIs provided by IMS can support the step 3 is needed is FFS. Coordination with SA2 is needed.
4.	The eMMTel Enabler Server sends a Getting call information response to the Application Server. The response includes information elements as specified in Table 8.7.2.1-2.
NOTE:	The eMMTel Enabler Server may also fetch other information of the call, e.g. Charging information, from the corresponding entities and add the information to Table 8.7.2.1-2.
Table 8.7.2.1-2: Information elements in Getting call information response
	Information element
	Status
	Description

	Originating ID (see NOTE)
	M
	The identifier of the call originator

	Terminating ID (see NOTE)
	M
	The identifier of the call terminator

	Session ID
	M
	The identifier of the call session. This ID is as same as the Session ID in IMS.

	Call status
	O
	Indicates the status of the call. The status may be active or terminated.
If this IE is absent, the status of the call is active.

	Media information
	M
	The audio and video media related information of the call.

	DC media information
	O
	The DC media related information of the call

	Application Profile
	O
	The DC application profile used in this call

	NOTE:	The Originating ID and Terminating ID may or may not be MSISDN based identifier, i.e. a private identifier in the Application domain. If Originating ID or Terminating ID is not MSISDN based identifier, the eMMTel Enabler Server will translate it into a routable ID in the IMS domain and record the mapping relationship between the Originating ID/Terminating ID and the routable ID.




8.7.3	Impacts on Existing Nodes and Functionality
In this solution, the procedures of Getting call information from the eMMTel Enabler Server without detailed information regarding the call, e.g. a Third-Party call established by eMMTel Enabler Server, needs the capabilities provided by IMS core which is under studied by SA2.
[bookmark: _Toc11014][bookmark: _Toc4838][bookmark: _Toc20651]8.8	Solution #8: Multiple call control handling coordination among different Application Servers
[bookmark: _Toc1712][bookmark: _Toc21800][bookmark: _Toc27254]8.8.1	Description
This solution resolves Key Issue #5 about multiple call control handling coordination among different Application Servers.
In this solution, when receiving call control request from multiple Application Servers, the eMMTel Enabler Server provides call control handling consolidation, e.g. to merge same control commands, to reject call control requests from certain Application Server with low priority when conflict happens or to decide the call control request sequence, etc.
[bookmark: _Toc28884][bookmark: _Toc7276][bookmark: _Toc8702]8.8.2	Procedures
The procedure of multiple call control handling coordination among different Application Servers is illustrated in figure 8.8.2-1.
Pre-conditions:
1)	The Application Servers and eMMTel Enabler Server have been configured with the necessary credentials to enable authenticating one another.
2)	The call control handling policy (e.g. the priority of each Application Server) is pre-configured in eMMTel Enabler Server.
3)	Application Servers have completed call event subscription to eMMTel Enabler Server.


Figure 8.8.2-1: Multiple call control handling coordination among different Application Servers
1.	DCSF/IMS Core node sends call event notification to eMMTel Enabler Server (e.g. call begin notification, call answer notification, etc.).
2.	The eMMTel Enabler Server checks which Application Server has subscribed this call event notification.
3.	The eMMTel Enabler Server sends call event notification to Application Server(s) which subscribed this call event notification.
4-5.Application Servers receive call event notification and sends call control request (e.g. create new call session, terminate call session or call control, etc.) based on its own service logic.
6.	The eMMTel Enabler Server receives call control requests from different Application Servers.It checks whether these call control requests are contradictory and makes call control handling decision based on service policy and service priority (e.g. if no conflict happens, to decide call control request execution sequence; if conflict happens, to deny call control request from certain AS with lower priority, etc.).
7-8.The eMMTel Enabler Server sends call control responses to each Application Server based on the call control handling decision including that whether the call control request is accepted and the failure reason if the call control request is not accepted.
9.	The eMMTel Enabler forwards call control requests from Application Servers (or permitted Application Servers in conflict scenario) to DCSF/IMS core network according to the call control request execution sequence decided in step 6.
10.	The DCSF/IMS core network sends a corresponding call control result response (e.g, whether the call is established successfully or not) to the eMMTel Enabler Server.
11. The eMMTel Enabler forwards call control result notification to corresponding Application Servers.

[bookmark: _Toc12465][bookmark: _Toc11509][bookmark: _Toc30684]8.8.3	Impacts on Existing Nodes and Functionality
Editor’s note:	This solution depends on the capabilities provided by IMS for call control interactions and call event exposure which are developing by SA2 in Rel-19. The impacts on existing nodes and functionality is FFS.

8.9	Solution #9: Supporting the multiparty service with the data channel capability
8.9.1	Description
This solution resolves Key Issue #8 about supporting the multiparty service with the data channel capability via eMMtel Enabler layer.
This solution uses the architecture of eMMTel Enabler as specified clause 8.1 as the basis and has no requirement to enhance the architecture.
IMS capability exposure is being discussed in SA2, IMS Core network exposures create/update/release an IMS session with data channel capability via N33/DC4/MDC2/MDC3. However, currently the NG_RTC does not extend supplementary services and multiparty calls which support the data channel capability are not covered by Rel-19 FS_NG_RTC_Ph2 WID, the CONF service in IMS supplementary as specified in 3GPP TR 24.147 [x] which don't support data channel media. This solution is intended to consider how to support multiparty service from the perspective of Enabler layer based on SA2’s existing capabilities. In the procedure, each multiparty call user establishes a separate BDC/ADC channel with the network side and the eMMTel Enabler Server used as a Focus.
Editor's note:	If SA2 exposes the multi-party call interface that supports DC media in the future, this solution can be directly invoked. Otherwise, this solution may be used as a substitute for the multi-party call solution that supports DC.
[bookmark: _Toc21802][bookmark: _Toc22287][bookmark: _Toc8018]8.9.2	Procedures
[bookmark: _Toc24258][bookmark: _Toc22931][bookmark: _Toc4715]8.9.2.1	Service Enabler Description


Figure 8.9.2.1-1: Reference Architecture for the Nemes Services
The eMMTel Enabler Server provides the following services to the application:
· Control operations of multiparty Call with data channel media, such as initiating, modifying, terminating;
· Subscribe and unsubscribe to multiparty Call events of the specific subscriber; and
· Forwarding of Multimedia Data Streams.
8.9.2.2	Establishing a Multiparty Call with data channel media 
Figure 8.9.2.2-1 below illustrates how to establish a multiparty call which support data channel media. the eMMtel Enabler Server is responsible for multiparty call management, e.g. creating and ending a multiparty call and multimedia data streams forwarding. according to the session creation API invoked by the eMMTel Enabler Server, the IMS network creates IMS session with multiparty all call users.


Figure 8.9.2.2-1: Establishing a Multiparty Call with data channel media	
1.	The third-party call application invokes the multiparty call creation API of the eMMTel Enabler Server to create a multiparty call with data channel media. The request includes information elements as specified in Table 8.9.2.2-1.
Table 8.9.2.2-1: Information elements in call request
	Information element
	Status
	Description

	Callee ID list
	M
	A list of identifiers of the callee.

	Media information
	M
	The audio, video, DC media related information of the call originator.

	Application Profile requested
	O
	The DC application profile expected to be used in this call

	Notification address
	M
	The address where the call related notification is sent to.



2.	The eMMTel Enabler Server verifies that the sender is authorized to establish a multiparty call with data channel media.
3.	The eMMTel Enabler Server invokes the API provided by IMS Core network to create a call, The IMS Core network initiated IMS Data Channels with each call users, the eMMTel Enabler Server is used as a Focus and acts as a DC AS in network initiated IMS Data Channel procedure as specified in 3GPP TR 23.700-77 [19]
4.	The eMMTel Enabler Server sends a corresponding multiparty call establishment response, e.g the multiparty call is established successfully or not, to the sender.
Table 8.9.2.2-2: Information elements in call response
	Information element
	Status
	Description

	Multiparty Call ID
	M
	The identifier of the Multiparty Call.

	Call establishment result
	M
	Indication if the Call establishment is success or failure.

	Failure Cause (see NOTE)
	O
	The reason for failure

	Call session ID list
	M
	A list of identifiers of each call session. This ID is as same as the Session ID in IMS.

	NOTE:	This IE shall only be present when the Call establishment result is Failure.



5.	UE A … UE N begin to interact over data channel via eMMTel Enabler Server.

8.9.2.3	Terminating a Multiparty Call with data channel media
Figure 8.9.2.3-1 below illustrate how to terminate a multiparty Call with data channel media. The terminating procedure in Figure 8.9.2.3-1 is triggered by the third-party call application invoking a release session API provided by the eMMTel Enabler Server. 


Figure 8.9.2.3-1: Terminating a Multiparty Call with data channel media	
1.	Third-party call application sends a multiparty call release request to the eMMTel Enabler Server. The request message includes information elements as specified in Table 8.9.2.3-1.
Table 8.9.2.3-1: Information elements in multiparty call release request
	Information element
	Status
	Description

	Multiparty Call ID
	M
	The identifier of the Multiparty Call.

	Call Release Cause
	O
	The reason for call Release



2.	The eMMTel Enabler Server verifies that the sender is authorized to release a multiparty call with data channel media.
3.	The eMMTel Enabler Server invokes session release APIs provided by IMS Core to release the Call. Then IMS Core releases the specific session to the UE.
4.	The eMMTel Enabler Server return a multiparty call release response to the Third-party call Application. The response message includes information elements as specified in Table 8.9.2.3-2.
Table 8.9.2.3-2: Information elements in multiparty call release response
	Information element
	Status
	Description

	Call Release result (see NOTE)
	M
	Indication if the Call release is success or failure.

	Failure Cause
	O
	The reason for failure.

	NOTE:	This IE shall only be present when the Call establishment result is Failure.



8.9.2.4	Modifying participants in a multiparty call
Figure 8.9.2.4-1 below illustrates how to modify participants in a multiparty call, it includes adding and removing participants in a multiparty call.


Figure 8.9.2.4-1: Modifying participants in a Multiparty Call	
1.	The third-party call application requests to add or remove participants in a multiparty call, the request includes information elements as specified in Table 8.9.2.4-1.
Table 8.9.2.4-1: Information elements in multiparty call participants modification request
	Information element
	Status
	Description

	Multiparty Call ID
	M
	The identifier of the Multiparty Call.

	Callee ID list (see NOTE)
	M
	A list of identifiers of the callee.

	NOTE:	An increase of the Callee ID list indicates that a participant is to be added, and a decrease of the called ID list indicates that a participant is to be removed.



2.	The eMMTel Enabler Server verifies that the sender is authorized to modify participants in a multiparty call.
3.	The eMMTel Enabler Server invokes the API provided by IMS Core network to create or release a call between eMMTel Enabler Server and UE X as requested.
4.	The eMMTel Enabler Server sends a corresponding multiparty call participants modification response to the sender, the response message includes information elements as specified in Table 8.9.2.4-2.
Table 8.9.2.4-2: Information elements in multiparty call participants modification response
	Information element
	Status
	Description

	Modification result
	M
	Indication if the multiparty call participants modification is success or failure.

	Failure Cause (see NOTE)
	O
	The reason for failure

	NOTE:	This IE shall only be present when the Call establishment result is Failure.



5.	UE A … UE N begin to interact over data channel via eMMTel Enabler Server.

8.9.3	Impacts on Existing Nodes and Functionality
In this solution, the procedures use the basic capability exposure by IMS core which is under studied by SA2.
[bookmark: _Toc31552][bookmark: _Toc23254046][bookmark: _Toc25272][bookmark: _Toc22214913][bookmark: _Toc18365][bookmark: _Toc29753][bookmark: _Toc615][bookmark: _Toc10278][bookmark: _Toc13667][bookmark: _Toc13152][bookmark: _Toc21439][bookmark: _Toc3742]9	Deployment Guideline
Editor's note:	This clause captures deployment guidelines for typical edge computing use cases if needed.

[bookmark: _Toc510562606][bookmark: _Toc10314][bookmark: _Toc16639][bookmark: _Toc11487][bookmark: _Toc25838][bookmark: _Toc26703][bookmark: _Toc962][bookmark: _Toc10907][bookmark: _Toc7680][bookmark: _Toc5000][bookmark: _Toc9152]10	Overall evaluation
[bookmark: _Toc24465][bookmark: _Toc24172][bookmark: _Toc510562607][bookmark: _Toc697][bookmark: _Toc11277][bookmark: _Toc21586][bookmark: _Toc14324][bookmark: _Toc10060][bookmark: _Toc11940][bookmark: _Toc28402][bookmark: _Toc26781]10.1	General
This clause will provide the  mapping between KIs and solutions. Evaluation of different solutions. will be also captured in this clause.
[bookmark: _Toc25819][bookmark: _Toc11617][bookmark: _Toc23375][bookmark: _Toc26860]10.2	Mapping of Solutions to Key Issues
Table 10.2-1: Mapping of Solutions to Key Issues
	
	Key Issues
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[bookmark: _Toc510562609][bookmark: _Toc21115][bookmark: _Toc22825][bookmark: _Toc2129][bookmark: _Toc17882][bookmark: _Toc840][bookmark: _Toc3391][bookmark: _Toc30524][bookmark: _Toc29731][bookmark: _Toc28055][bookmark: _Toc10300]10.3	Solution evaluation
Editor's note:	This clause will provide evaluation of different solutions.
[bookmark: _Toc23254033][bookmark: _Toc7612][bookmark: _Toc11665][bookmark: _Toc22214900][bookmark: _Toc160808669][bookmark: _Toc157759396][bookmark: _Toc148590856]10.3.1	Key issue #1: Application calling service based on eMMTel service
The open issues of this KI are as follows:
1.	Identify whether and how to provide API based Call control capabilities utilizing architecture and procedure provide by IMS subsystem. The control capabilities include the creation, updating, and terminating of a call which includes audio, video and Data Channel.
To address the open issues the following solutions has been proposed:
-	Solution #2: Application calling service between application and DCMTSI client
-	Applicable to calls from the application layer application (such as non-IMS applications) to UE. In the procedure, the eMMTel Enabler Server acts as http proxy and transfers the http traffic to the IMS Core, the IMS Core transforms http streams to data channel streams. 
-	Solution #6: third-party Call Service
-	Applicable to the scenario where a third-party application initiates a call. In the procedure, the eMMTel Enabler Server functions as the unified service entry and re-exposure SA2’s interface provides third-party call service to third-party call applications. 
The two solutions are complementary in different scenarios of application calling service, and both rely on IMS capability exposure in the context of IMS data channel sessions. Solution #2 and Solution #6 can be considered in the normative work.
Editor's note:	The solution should take the key issue#2’s conclusion of the ongoing study of SA2 FS_NG_RTC_Ph2 into consideration. 
10.3.2	Key issue #2: Download data channel application to UE
The open issues of this KI are as follows:
1.	The application layer should support to provide the capability of indicating how to handle the downloading and processing of a specific data channel application on UE based on the service requirement of the specific data channel application and MNO.
2.	The application layer should support to provide and control the capability to data channel application provider to set this indicator.
To address the open issues the following solutions has been proposed:
-	Solution #3: downloading of data channel application profiles to UE
-	Used to provision data channel application profiles to UE via the eMMTel enabler Server from verticals/enterprises to UE. In the procedure, UE requests the root application and the profile of the application, then the eMMTel enabler Server sends the root application and the profile of the application to UE. This procedure applies when the bootstrap data channels have been established. 
-	Solution #4: configuration of DC application profile
-	The eMMTel Enabler Server provides APIs to the Controlling Application Server to manage the necessary information needed in eMMTel service. in the procedure, the Controlling Application Server upload the DC Application Profile to the eMMTel Enabler Server before provision it to UE, this solution is part of provision data channel application profiles to UE procedure. 
-	Solution #5: updating of data channel application profiles to UE
-	Used to provision data channel application profiles to UE via the eMMTel enabler layer from verticals/enterprises to UE. In the procedure, the eMMTel enabler layer can actively push root application and the profile of the application to the UE when necessary, this solution is a supplement to solution#3. 
The three solutions are specific implementations of step 4 and 5 in clause 6.2.10 of 3GPP TS 26.114 [14]. Solution #3 and Solution #5 covers open issues#1 of KI#2, and Solution#4 covers open issues#2 of KI#2. Solution #5 is a supplement to Solution #3, Solution #4 is a pre-condition for a complete solution for Solution #3 and Solution #5, all three solutions are complementary. Both solutions can be considered in the normative work.
10.3.3	Key issue #3: support of eMMTel call between application with IMS capability and application without IMS capability
The open issues of this KI are as follows:
1. The architecture, necessary functionalities and procedures of the eMMTel Enabler to support the eMMTel call between application with IMS capability and application without IMS capability.
2. The necessary service APIs on eMMTel Enabler to support the application without IMS capability to initiate, terminate and update, etc., the eMMTel call with an application with IMS capability.
To address the open issues the following solutions has been proposed:
-	Solution #2: Application calling service between application and DCMTSI client
-	Applicable to calls from the application layer application (such as non-IMS applications) to UE. In the procedure, the eMMTel Enabler Server acts as http proxy and transfers the http traffic to the IMS Core, the IMS Core transforms http streams to data channel streams. 
-	Solution #7: getting call information
-	In the procedure, application server can get the information of the call from the eMMTel Enabler Server. 
Solution #2 and Solution #7 covers open issues#1 and #2 of KI#3 and can be considered in the normative work.
10.3.4	Key issue #8: Supporting the multiparty service with the data channel capability
The open issues of this KI are as follows:
1.	Analyze what and how the eMMTel service enabler layer provides multiparty services to application providers and vertical service providers.
2.	How to provide API based multiparty service capabilities utilizing architecture and procedure provide by IMS subsystem.
To address the open issues the following solutions has been proposed:
-	Solution #9: Solution of supporting the multiparty service with the data channel capability
-	This solution depends on the capability of SA2 to establish BDC/ADC data channels. 
-	Each multiparty call user establishes a separate BDC/ADC channel with the network side and the eMMTel Enabler Server used as a multimedia data stream transfer station. 
-	Provides a multiparty service with the data channel capability solution from the perspective of Enabler layer which has no impact on SA2's existing capabilities.
Solution #9 covers open issues#1 and #2 of KI#8.
Editor's note:	If SA2 exposes the multi-party call interface that supports DC media in the future, this solution will be not pursued. Otherwise, this solution may be used as a substitute for the multiparty call solution that supports DC.
[bookmark: _Toc31480][bookmark: _Toc17011][bookmark: _Toc20932][bookmark: _Toc475064964][bookmark: _Toc4872][bookmark: _Toc7832][bookmark: _Toc464463370][bookmark: _Toc510562610][bookmark: _Toc8939][bookmark: _Toc27935][bookmark: _Toc3779][bookmark: _Toc30484][bookmark: _Toc25287]11	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the  study item activities.
[bookmark: _Toc24102]11.1	Interim conclusion of KI#1
For KI#1 on "Application calling service based on eMMTel service" the following interim conclusions are agreed:
1.	Scenarios including call service between application and UE and call service between UE and UE in this Release.
2.	procedures including establishing a call with data channel media, terminating a call with data channel media and modifying a call to add data channel media in this Release.
The Solution#2 and Solution#6 with necessary enhancements and additions will be considered as the baseline for technical specification.
[bookmark: _Toc28085]11.2	Interim conclusion of KI#2
For KI#2 on "downloading of data channel application profiles to UE" the following interim conclusions are agreed:
1.	The eMMTel Enabler provides the capability of indicating how to handle the downloading and processing of a specific data channel application on UE by providing data channel application profile to UE. The data channel application profile can be downloaded to UE when
a.	the bootstrap data channels have been established; or 
b	the updating of data channel application profiles is needed decided by the eMMTel service provider.
The Solution#3 and Solution#5 with necessary enhancements and additions will be considered as the basis for technical specification for the two use cases listed above respectively.
2.	The eMMTel Enabler provides the capability to the Controlling Application Server to manage the data channel application profile. The Solution#4 will be considered as the basis for technical specification with necessary enhancements and additions.
[bookmark: _Toc29170]11.3	Interim conclusion of KI#3
For KI#3 on "support of eMMTel call between application with IMS capability and application without IMS capability" the following interim conclusions are agreed:
1.	The Solution#2 will be considered as the basis for technical specification with necessary enhancements and additions. 
a.	The eMMTel Enabler Server acts as a DC AS based on SA2’s IMS exposure capability architecture, according to the session creation API invoked by the eMMTel Enabler Server, the IMS network initiates an IMS session. 
b.	The eMMTel Enabler hides the complexity of underlying the IMS core capabilities, the eMMTel Enabler Server handles all the necessary API requests/responses related to the session creation on behalf of the application without further interaction with the application.
c.	The eMMTel Enabler can also update or terminate the IMS session.
2.	The Solution#7 will be used for get the information of call and considered as the basis for technical specification with necessary enhancements and additions.
[bookmark: _Toc25776]11.4	Interim conclusion of KI#8
For KI#8 on "Supporting the multiparty service with the data channel capability": No conclusion is reached.
[bookmark: _Toc146236705][bookmark: _Toc8112][bookmark: _Toc6609][bookmark: _Toc26796][bookmark: _Toc1617][bookmark: _Toc1410][bookmark: _Toc22214915][bookmark: _Toc22312][bookmark: _Toc17975][bookmark: _Toc7676][bookmark: _Toc23254048][bookmark: _Toc27904][bookmark: _Toc16710]Annex A (informative):
Relationship between eMMTel Enabler architecture and the architectures specified in other specifications
[bookmark: _Toc13493][bookmark: _Toc26713][bookmark: _Toc10759][bookmark: _Toc20329][bookmark: _Toc4508]A.1	General
This annex explains the relationship between the eMMTel enabler architecture and the architectures specified in other specifications including 3GPP TS 23.228 [3], GSMA TGY.02 [12], GSMA NG.134 [15] and GSMA TS.66 [16].
Editor's note:	The relationship between eMMTel Enabler and architectures specified by GSMA need coordination with GSMA.
[bookmark: _Toc17819][bookmark: _Toc16350][bookmark: _Toc21344][bookmark: _Toc25061][bookmark: _Toc21646]A.2	Relationship between eMMTel Enabler architecture and architectures specified in 3GPP TS 23.228
The IMS architecture enhancements to support data channel services is specified in Annex AC of 3GPP TS 23.228 [3]. The data channel architecture when using the service-based DC media function and data channel architecture when using the MRF are shown in Figure AC.2.1-1 and Figure AC.2.1-2 of 3GPP TS 23.228 [3] respectively.
No matter MF or MRF is used, the architecture of eMMTel Enabler will be the same. The relationship between eMMTel Enabler architecture and architectures specified in 3GPP TS 23.228 [3] is shown in Figure A.2-1.


Figure A.2-1: Relationship between eMMTel Enabler architecture and architectures specified in 3GPP TS 23.228 [3]
In this architecture, the north-bound APIs provided by the IMS supports Data Channel services, including:
a)	the APIs provided by DCSF via DC3/N33 reference point; 
b)	the APIs provided by DCSF via DC4 reference point; and
c)	the APIs provided by MF/MRF via MDC3/MDC4 reference points. 
The DC Application Server is an Application Server in the eMMTel Enabler architecture which can communicate with the IMS supports Data Channel services via the eMMTel Enabler Server by communicating with the eMMTel-2 reference point.
[bookmark: _Toc3387][bookmark: _Toc27942][bookmark: _Toc16132][bookmark: _Toc10903][bookmark: _Toc32039]A.3	Relationship between eMMTel Enabler architecture and architectures specified in GSMA NG.134
A profile for IMS data channel services over IMS is specified in GSMA NG.134 [15]. A use case listed in GSMA NG.134 [15] is that a IMS data channel application service logic and media content MAY be either provided by the Data Channel Server inside the operator’s administrative domain, or by an External Server which is deployed outside the operator’s administrative domain. This use case is list in Annex C and Annex D of GSMA NG.134 [15] for information. When the GSMA NG.134 [15] is released, the Rel-18 work on NG_RTC has not been finished, the architecture of Data Channel Capable PLMN in GSMA NG.134 [15] is not detailed profiled. Since GSMA NG.134 [15] will only define profiles based on 3GPP specifications but will not develop technical solutions, the architecture specified in Annex AC of 3GPP TS 23.228 [3] can be considered as the IMS Data Channel Capable PLMN in GSMA NG.134 [15]. In the Annex C and Annex D of GSMA NG.134 [15], how to provide service enabler layer capabilities exposure of eMMTel services are not described.
There are two Communication Model for Accessing External Server listed in Annex D of GSMA NG.134 [15]. The Model A is HTTP Server without IETF RFC 8831 Data Channel Support and shown in Figure C.1-1 of GSMA NG.134 [15]. The Model B is HTTP Server with IETF RFC 8831 Data Channel Support and shown in Figure C.2-1 of GSMA NG.134 [15]. 
When eMMTel Enabler is introduced, the two different models listed in GSMA NG.134 [15] may not impact the architecture of eMMTel Enabler. The External Server in GSMA NG.134 [15] can be considered as Application Server in the architecture of eMMTel. Therefore Relationship between eMMTel Enabler architecture and architectures specified in GSMA NG.134 [15] is shown in figure A.3-1.



Figure A.3-1: Relationship between eMMTel Enabler architecture and architectures specified in GSMA NG.134
The External Server in GSMA NG.134 [15] acts as Application Server in the eMMTel Enabler architecture and communicates with the IMS Data Channel Capable PLMN in GSMA NG.134 [15] via the eMMTel Enabler Server by communicating with the eMMTel-2 reference point.
[bookmark: _Toc18646][bookmark: _Toc4663][bookmark: _Toc30012][bookmark: _Toc13248][bookmark: _Toc31102]A.4	Relationship between eMMTel Enabler architecture and architectures specified in GSMA TGY.02
[bookmark: _Toc86074948][bookmark: _Toc87869215][bookmark: _Toc68097348]Business voice calling is defined in GSMA TGY 02[12] as a telephony service for business purposes. In the Business voice calling, at least one communication party is a business and at least one party is an end-user or consumer. The Business voice calling architecture is specified in section 5 of GSMA TGY 02[12]. 
There are two high level architectures specified in GSMA TGY 02[12]. The first one is that the operator delegates the management and operation of the Enterprise solution to a third party and is shown in  Figure 7 of GSMA TGY 02[12]. The other one is that  the Enterprise solution is invoked via a northbound interface and is shown in  Figure 8 of GSMA TGY 02[12].
GSMA TGY.02 [12] will not develop detailed technical solutions and architecture, therefore the architecture specified in Annex AC of 3GPP TS 23.228 [3] can be considered as the architecture of the operator. How to provide service enabler layer capabilities exposure of eMMTel services is not specified in GSMA TGY 02[12]. 
When the operator delegates the management and operation of the Enterprise solution to a third party, the operator provided communication service solution can provide more or fewer capabilities depending on deployment and operational aspects. In this case, the eMMTel Enabler Server is a part of Operator in the Figure 7 of GSMA TGY 02[12] it provides the capabilities to the Enterprise Services in the Figure 7 of GSMA TGY 02[12] via eMMTel-2 reference point. 
When the Enterprise solution is invoked via a northbound interface, the functionality of eMMTel Enabler Server may be a part of Operator Enterprise Solution. In this case, the eMMTel Enabler Server interacts with the Enterprise IMS AS in the Figure 8 of GSMA TGY 02[12] and provides the capabilities to the Enterprise Services in the Figure 8 of GSMA TGY 02[12] via eMMTel-2 reference point..
[bookmark: _Toc6724][bookmark: _Toc759][bookmark: _Toc5782][bookmark: _Toc884][bookmark: _Toc711]A.5	Relationship between eMMTel Enabler architecture and architectures specified in GSMA TS.66
Figure 5.1-1 of 3GPP TS 26.114 [14] defines the functional components of voice centric UE with the data channel capability, including a DCMTSI client in terminal using 3GPP access. The detailed functionally complete data channel UE internal architecture is specified in section 4.1 of GSMA TS.66 [16]. 
Editor's note:	The GSMA TS.66 [16] is still in draft version and the formal version has not been finally released. This clause may be updated accordingly with the formal release of GSMA TS.66 [16].
The section 4.1 of GSMA TS.66 [16] only specifies the architecture of Application Data Channel UE and will not impact the network aspects in the eMMTel Enabler architecture. In the eMMTel Enabler architecture, an eMMTel client is needed to support the client-side functionalities. When the eMMTel client is introduced, it interacts with DCMTSI Client in the same data channel UE in the GSMA TS.66 [16] to control the downloading behavior on DCMTSI Client based on the application policy provided by the eMMTel Enabler Server.
NOTE 1:	the DCMTSI client is responsible for creating bootstrap channel and actually downloading the data channel applications. 
NOTE 2	The interaction between eMMTel Client and DCMTSI Client.is internal interaction in the dialler application on the UE and implementation specific. 
[bookmark: _Toc9773][bookmark: _Toc7375][bookmark: _Toc6200][bookmark: _Toc21502][bookmark: _Toc2545]Annex B:
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