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[bookmark: foreword][bookmark: _Toc153792578][bookmark: _Toc153792663][bookmark: _Toc157534593][bookmark: _Toc157606612]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc153792579][bookmark: _Toc153792664][bookmark: _Toc157534594][bookmark: _Toc157606613]
1	Scope
The present document …
This study will focus on the following objectives:
-	AI/ML cross-domain coordination aspects on whether and how to consider 5GC enhancements to LCS to support AI/ML based Positioning considering conclusions of the RAN study in 3GPP TR 38.843 [6].
[bookmark: _Hlk156934103]NOTE 1:	UE data collection, model delivery and transfer to the UE and model identification/management are not within the scope of the study.
[bookmark: _Hlk156997488]NOTE 2:	Whether and how the scope could be extended in the future with additional AI/ML cross-domain coordination aspects will be decided based on expected future SA plenary decisions considering the outcome of the related work in the involved RAN WGs(s).
-	Whether and what 5GC enhancements are needed to enable 5G system, including the AF, to assist in collaborative AI/ML operations involving NWDAF for Vertical Federated Learning (VFL).
NOTE 3:	For Vertical Federated Learning, RAN and UE aspects are out of scope.
-	Whether and how to enhance 5GC to support NWDAF-assisted policy & QoS control.
-	Whether and how to enhance 5GC to address network abnormal behaviour, i.e. signalling storm, with the assistance of NWDAF.

[bookmark: references][bookmark: _Toc153792580][bookmark: _Toc153792665][bookmark: _Toc157534595][bookmark: _Toc157606614]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[6]	3GPP TR 38.843: " Study on Artificial Intelligence (AI)/Machine Learning (ML) for NR air interface".

[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[bookmark: definitions][bookmark: _Toc153792581][bookmark: _Toc153792666][bookmark: _Toc157534596][bookmark: _Toc157606615]3	Definitions of terms and abbreviations
[bookmark: _Toc153792582][bookmark: _Toc153792667][bookmark: _Toc157534597][bookmark: _Toc157606616]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.

[bookmark: _Toc153792584][bookmark: _Toc153792669][bookmark: _Toc157534598][bookmark: _Toc157606617]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>
VFL	Vertical Federated Learning

[bookmark: clause4][bookmark: _Toc153792585][bookmark: _Toc153792670][bookmark: _Toc157534599][bookmark: _Toc157606618]4	Architectural Assumptions and Requirements
The present study will not consider service-based interfaces with RAN and with UE.
The architecture for the present study shall comply with the existing NWDAF framework as specified in TS 23.288 [5], and 5GS framework as specified in TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4].
NOTE 1:	The study will consider the related work done by SA WG5, CT WG4 and reuse it when possible.
NOTE 2:	Security aspects are to be addressed by SA WG3. 
Regarding AI/ML cross-domain coordination aspects, work will be based on the possible requirements defined by RAN WGs considering the conclusions in 3GPP TR 38.843 [6].
NOTE 3:	UE data collection, model delivery and transfer to the UE and model identification/management are not within the scope of the study.
NOTE 4:	RAN and UE is out of scope for any AI/ML operations related to Vertical Federated Learning, VFL.
Editor's note: 	NOTE 3 should also be reflected in description of key issue for objective WT#1.4 and NOTE 4 should also be reflected in description of key issue for objectiveWT#2.
[bookmark: _Toc22192646][bookmark: _Toc23402384][bookmark: _Toc23402414][bookmark: _Toc26386411][bookmark: _Toc26431217][bookmark: _Toc30694613][bookmark: _Toc43906635][bookmark: _Toc43906751][bookmark: _Toc44311877][bookmark: _Toc50536519][bookmark: _Toc54930291][bookmark: _Toc54968096][bookmark: _Toc57236418][bookmark: _Toc57236581][bookmark: _Toc57530222][bookmark: _Toc57532423][bookmark: _Toc153792588][bookmark: _Toc153792673][bookmark: _Toc157534600][bookmark: _Toc157606619]5	Use Cases and Key Issues
[bookmark: _Toc157534601][bookmark: _Hlk155859225][bookmark: _Toc157606620]5.1	Use Cases
[bookmark: _Toc157534602][bookmark: _Toc157606621]5.1.0	Guidelines
Editor's note:	This clause provides some guidelines for the use cases of FS_AIML_CN. It needs to be captured that use cases are only required related to key issues where a study of use cases is explicitly mentioned in the key issue description, in particular key issues related to WT2 and WT3.1.
[bookmark: _Toc157534603][bookmark: _Toc157606622]5.1.1	Use Case #1: NWDAF-assisted QoS recommendation
[bookmark: _Toc157534604]
Currently, the QoS parameters are determined by the PCF based on its knowledge, e.g. AF requirements, analytics provided by the NWDAF, etc. After applying the determined QoS parameters to the service, the PCF may determine whether the current QoS can fully satisfy the service requirements or not based on the Service Experience analytics provided by the NWDAF. If the current QoS cannot satisfy the service requirements, the PCF may update the QoS parameters and informs the new parameters to SMF. Then the PCF may require new Service Experience analytics to check whether the updated QoS parameters can satisfy the service requirements. Based on this current framework, it may require several iterations to work out the ideal QoS parameters.
Considering that the NWDAF can gather quite a lot of data from 5GC NFs, AF and OAM, and can have wide variety of knowledge, it can be studied how the NWDAF can be enhanced to assist the PCF in determining QoS parameters that can achieve the expected service experience requirements.

[bookmark: _Toc157534605][bookmark: _Toc157606623]5.1.2	Use Case #2: Enhancements to QoS Determination with NWDAF Assistance 
[bookmark: _Toc157534606]
A use case is provided for how the network can benefit from the NWDAF-assistance for QoS determination and setup for the purpose of optimising the overall network performance and signalling based on operator’s policy. 
After UE registers with the 5GS, a PDU session set up might be required. Each PDU session is associated with a default QoS rule which provides a default QoS treatment for data flows. Currently the characteristics of the default QoS is determined by the subscribed default values (for parameters such as 5QI, ARP) which the SMF may obtain from the UDM. The default QoS rule might be sufficient for basic browsing or instant messaging over IP, whereas it may not able to satisfy the relatively high service requirements, i.e. of video streaming applications which require better QoS treatment. For example, for V2X and XRM services, the applications may require transmitting traffic with Guaranteed Bit Rate (GBR) or to use certain standardised 5QI values even for non-GBR QoS flows. Therefore, the default QoS requirements may not be able to support such applications.
When the QoS flows with different requirements from the default flow are required, modification to the PDU session and thereby to establish a new QoS flow with the required characteristics might be needed. Such modification will result in significant system-wide signalling, including NAS signalling messages between the UE and the 5GC, signalling within 5GC (i.e. signalling between SMF, UPF, PCF), signalling between 5GC and RAN, and also the RRC messages between the RAN and the UE, etc. 
In order to optimise the network performance by determining QoS in a more intelligent manner, it would be beneficial for the 5GC to leverage NWDAF assistance. For example, when the UE or network trigger PDU session establishment or modification for a new QoS flow with QoS requirements driven by a user or service, it would be beneficial if the QoS characteristics are determined by the network by considering the predictions and measurements of some UE and network related information and also service related information (e.g. service requirements provided by the AF). The information considered by the 5GC could be some patterns in terms of frequency of use of one or more services and the potential QoS requirements to be emerged from the UE subsequently, the QoS sustainability of the UE or of an area the UE belongs to, the corresponding UE locations, the service requirements provided by the AF, etc. Therefore, the PDU session and QoS flow can be established or modified in a more ‘future proof’ and multiple-service-compatible manner and reduce the potential modifications of the existing QoS flow and the corresponding policy control, e.g. PCC rules. 
Based on this use case, potential enhancements to 5GC functionality e.g. of the NWDAF, PCF, to enhance the policy control and QoS by considering operator’s policies, will improve the network performance and UE experience significantly. 

[bookmark: _Toc157534607][bookmark: _Hlk157077284][bookmark: _Toc157606624]5.1.3	Use Case #3: NWDAF assistance in device signalling storm prevention and mitigation
[bookmark: _Toc157534608]
In some scenarios, e.g. NB-IoT CP optimization scenario, UEs send small data over NAS signalling. In case e.g. the application on the NB-IoT UEs is not implemented correctly, e.g. report data at the same time, the NB-IoT devices in some area may be active at the same time so that a large amount of NAS signalling may be transmitted into the network, which may cause signalling storm in that area during that period of time. 
Indeed, negotiation with the application provider to mitigate the signalling is useful. However, this use case considers that many e.g. IoT application providers will emerge into the market, and some of them may not conduct such mitigation.
In such case, NWDAF can provide some analytics or prediction on behaviours of e.g. NB-IoT devices and the network status within some area of interest to help network to handle these e.g. NB-IoT devices to avoid signalling storm. 
NWDAF has already provided some Analytics IDs related to abnormal behaviours and load status for network, e.g. “NF load information”, “Abnormal behaviour”, “Suspicions of DDoS attack”, "Session Management Congestion Control Experience", etc. in TS 23.288 [5] to assist in protecting the network from signalling storm and abnormal network functions from different aspects. However, the prevention of signalling storm caused by large amount of signalling e.g. NB-IoT scenario with the assistance of NWDAF is not studied. Apparently, existing Analytics IDs may not be enough for the network to handle a signalling storm. Further investigation is required on how to prevent and mitigate signalling storm in e.g. NB-IoT scenario. 

[bookmark: _Toc157534609]5.1.y	Use Case #y: < Use Case title>
Editor's note:	This clause provides a description of the use case for FS_AIML_CN. 
[bookmark: _Toc157534610][bookmark: _Toc26386412][bookmark: _Toc26431218][bookmark: _Toc30694614][bookmark: _Toc43906636][bookmark: _Toc43906752][bookmark: _Toc44311878][bookmark: _Toc50536520][bookmark: _Toc54930292][bookmark: _Toc54968097][bookmark: _Toc57236419][bookmark: _Toc57236582][bookmark: _Toc57530223][bookmark: _Toc57532424][bookmark: _Toc153792589][bookmark: _Toc153792674][bookmark: _Toc157606625]5.2	Key Issues
[bookmark: _Toc157534611][bookmark: _Toc157606626]5.2.0	Mapping of Key Issues to Use Cases

Table 5.2.0-1: Mapping of Key Issues to Use Cases
	Key Issues 
	Use cases

	#A
	<use case x>, <use case y>

	
	

	NOTE: 	Not all Key Issues require related Use Cases



[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037][bookmark: _Toc157534612][bookmark: _Hlk500943653][bookmark: _Toc157606627]5.2.1	Key Issue #1: Enhancements to LCS to support Direct AI/ML based Positioning	
[bookmark: _Toc22214905][bookmark: _Toc23254038][bookmark: _Toc157534613]
This key issue aims to provide solutions for whether and how to consider enhancements to support AI/ML based Positioning for Cases 2b, 3b as defined in TR 38.843 [6], which will investigate the following aspects:
-	Study whether and how an AI/ML model for Direct AI/ML positioning (i.e. case 2b/3b) is handled:
-	Which entity trains the model for Direct AI/ML positioning and if the entity that train the model and the consumer are different, how the Model consumer gets the trained AI/ML model;
-	How the Model consumer uses the trained model to perform inference and/or derive UE position;
-	Define procedures for data collection with objective to train AI/ML models for Direct AI/ML positioning; 
-	Whether and how to support Direct AI/ML positioning with additional 5GC enhancements.
· How to monitor model performance for ML models used for Direct AI/ML based positioning. 
NOTE 1:	UE data collection, model delivery and transfer to the UE and model identification/management are not within the scope of this key issue.
NOTE 2:	What data to be collected for the model training/model inference/model performance monitoring for LMF-sided model needs to be coordinated with RAN WG.
NOTE 3:	Any potential impacts for case1/2a/3a in TR 38.843 [6], are out of the scope and any potential alignment work will be based on the possible requirements defined by RAN WGs considering the conclusions in 3GPP TR 38.843.

[bookmark: _Toc157534614][bookmark: _Toc157606628]5.2.2	Key Issue #2: 5GC Support for Vertical Federated Learning 
[bookmark: _Toc157534615]
This key issue aims to provide solutions for enabling 5GC support for vertical federated learning (VFL) involving NWDAF and/or AF, where no raw data need to be exchanged but some level of coordination is still required when training and inference are performed on local models. In particular, datasets used for each local model need to share the same samples while holding different features.
In Rel-18, ML model sharing between NWDAFs has been studied as a part of Horizontal Federated Learning. However, Federated learning between NWDAF and AF has not been studied (e.g. when the NWDAFs and/or AFs are in different domains, locations, regions etc). 
Vertical Federated Learning (VFL) can be considered as an alternative mechanism for distributed functionalities of an ML model. Note that, as scoped in Rel-19, NWDAF and/or AF may be involved for VFL.
This Key Issue aims to study architecture enhancement to support VFL, which allows the cooperative AI/ML training and inference with the following aspects:
- 	Identify VFL use cases and under which conditions, and for which entities these VFL use cases show that VFL is justified to train ML models.
-	Whether and how to support architecture enhancement for supporting VFL for model training and/or inference. In particular:
-	Whether and how the existing NF discovery and selection needs to be enhanced.
-	Whether and how ML Model training and/or inference related procedures need to be enhanced to support VFL 
[bookmark: _Hlk157076372]-	Whether and how to do performance monitoring for the ML model trained via VFL
-	Whether and how to provide ML Models to the participants in the VFL training process.
-	How to support sample and feature alignment among the participating network entities when performing VFL
NOTE 1: 	Application layer-based VFL requiring communication between AFs and/or UEs application client, is out of scope.
NOTE 2:	During the study on this KI, consultation with SA3 is required for handling security aspects.
NOTE 3:	RAN and UE aspects are out of scope. 
NOTE 4:	The existing procedures defined for Horizontal FL in 3GPP TS 23.288 [5] will be taken into account when studying the procedure for VFL.

[bookmark: _Toc157534616][bookmark: _Hlk155900935][bookmark: _Toc157606629]5.2.3	Key Issue #3: NWDAF-assisted policy control and QoS enhancement
[bookmark: _Toc157534617]
The NWDAF can gather quite a lot of data from 5GC NFs, AF and OAM and thus may further assist the PCF in making PCC decisions (which traditionally determine QoS parameters based on its own data and knowledge as well optional statistics and predictions collected from the NWDAF).
This Key issue aims to study whether and what additionally needs to be supported in order to enhance 5GC NF operations related to policy control and QoS with the assistance of the NWDAF.
In this key issue, the following aspects will be studied:
Identification of use cases where policy control and QoS can be further enhanced with assistance from NWDAF.
-	Whether and how to introduce new 5GC functionality e.g. of the NWDAF and/or PCF to enhance the policy control and QoS, considering operator’s policies. 
-	Whether and what additional input information is needed by the NWDAF for providing an assistance to policy control and QoS, and how to gather it.
-	Whether and what output information, on top of already provided, the NWDAF can provide to assist with policy control and QoS enhancements.
- 	Whether and how to evaluate the quality of the enhanced NWDAF assistance to policy control and QoS. 
NOTE 1: 	The study will focus primarily on existing enforcement mechanisms when available and identify new ones only when no existing ones can be used.

[bookmark: _Toc20300][bookmark: _Toc13499][bookmark: _Toc42778927][bookmark: _Toc43393004][bookmark: _Toc31296319][bookmark: _Toc31448644][bookmark: _Toc44004162][bookmark: _Toc50022216][bookmark: _Toc21835][bookmark: _Toc15756][bookmark: _Toc7522][bookmark: _Toc19029][bookmark: _Toc27948][bookmark: _Toc3806][bookmark: _Toc16652][bookmark: _Toc17871][bookmark: _Toc21435][bookmark: _Toc42769871][bookmark: _Toc50020943][bookmark: _Toc50021512][bookmark: _Toc4518][bookmark: _Toc25416943][bookmark: _Toc25417298][bookmark: _Toc31639120][bookmark: _Toc25740432][bookmark: _Toc25417765][bookmark: _Toc30155475][bookmark: _Toc30155595][bookmark: _Toc31360939][bookmark: _Toc50022865][bookmark: _Toc50309518][bookmark: _Toc50023450][bookmark: _Toc54769837][bookmark: _Toc54786152][bookmark: _Toc57641041][bookmark: _Toc59101394][bookmark: _Toc54779192][bookmark: _Toc57201003][bookmark: _Toc50579250][bookmark: _Toc157534618][bookmark: _Toc157606630]5.2.4	Key Issue #4: NWDAF enhancements to support network abnormal behaviours (i.e. Signalling storm) mitigation and prevention
[bookmark: _Toc25740433][bookmark: _Toc30155476][bookmark: _Toc30155596][bookmark: _Toc31448645][bookmark: _Toc25416944][bookmark: _Toc31639121][bookmark: _Toc31296320][bookmark: _Toc410][bookmark: _Toc25417766][bookmark: _Toc15442][bookmark: _Toc31360940][bookmark: _Toc25417299][bookmark: _Toc2494][bookmark: _Toc4260][bookmark: _Toc29592][bookmark: _Toc75][bookmark: _Toc42778928][bookmark: _Toc44004163][bookmark: _Toc50579251][bookmark: _Toc250][bookmark: _Toc2108][bookmark: _Toc5522][bookmark: _Toc20996][bookmark: _Toc24135][bookmark: _Toc50020944][bookmark: _Toc50022866][bookmark: _Toc50023451][bookmark: _Toc2202][bookmark: _Toc50021513][bookmark: _Toc42769872][bookmark: _Toc43393005][bookmark: _Toc50022217][bookmark: _Toc50309519][bookmark: _Toc54786153][bookmark: _Toc54769838][bookmark: _Toc54779193][bookmark: _Toc59101395][bookmark: _Toc57201004][bookmark: _Toc57641042][bookmark: _Toc157534619]
This Key issue aims to provide solutions for prediction, detection, prevention, and mitigation of network abnormal behaviours, i.e. signalling storm, with the assistance of NWDAF. In particular, the following aspects will be addressed:
-	Identify scenarios that can result in a signalling storm situation
-	Whether and how existing analytics or new analytics can be used to assist detection and prediction of signalling storm, including aspects of input /output data that needs to be collected/provided by the NWDAF.
What NF(s) will be consumer of such analytics and whether and how they can use them. 
-	Whether and how signalling storm can be prevented or mitigated based on the inputs provided by NWDAF.
NOTE 1:	In terms of data access right, privacy and security improvement, cooperation with SA3 is needed.
NOTE 2:	The study of this key issue will consider the study/work done by SA WG5 and CT WG4 in this regard already and collaborate with SA WG5/CT WG4 regarding the handling of abnormal network behaviours.

[bookmark: _Toc157534620]5.2.x	Key Issue #x: <Key Issue title>
Editor's note:	This clause provides a description of the key issue for FS_AIML_CN. 

[bookmark: _Toc26431228][bookmark: _Toc30694626][bookmark: _Toc43906648][bookmark: _Toc43906764][bookmark: _Toc44311890][bookmark: _Toc50536532][bookmark: _Toc54930304][bookmark: _Toc54968109][bookmark: _Toc57236431][bookmark: _Toc57236594][bookmark: _Toc57530235][bookmark: _Toc57532436][bookmark: _Toc153792591][bookmark: _Toc153792676][bookmark: _Toc157534621][bookmark: _Toc157606631]6	Solutions
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc157534622][bookmark: _Toc16839382][bookmark: _Toc157606632]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues and Use Cases
	
	Key Issues
	Use cases (optional)

	Solutions
	<Key Issue #1>
	<Key Issue #2>
	<use case #x>
	<use case #y>

	#1
	
	
	
	

	#2
	
	
	
	




[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157534623][bookmark: _Toc157606633]6.X	Solution #X: <Solution Title>
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157534624][bookmark: _Toc157606634]6.X.1	Description
[bookmark: _Toc500949101]Editor's Note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157534625][bookmark: _Toc157606635]6.X.2	Procedures
Editor's Note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157534626][bookmark: _Toc157606636]6.X.3	Impacts on services, entities and interfaces
[bookmark: _Toc250980595][bookmark: _Toc326037266][bookmark: _Toc510604411][bookmark: _Toc92875665][bookmark: _Toc93070689][bookmark: _Toc310438366][bookmark: _Toc324232216][bookmark: _Toc326248735][bookmark: _Toc510604412]Editor's note:	This clause captures impacts on existing services, entities and interfaces.
[bookmark: _Toc157534627][bookmark: _Toc157606637]7	Overall Evaluation
Editor's Note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>
[bookmark: _Toc92875666][bookmark: _Toc93070690][bookmark: _Toc157534628][bookmark: _Toc157606638]8	Conclusions
Editor's Note:	This clause will capture conclusions for the study..
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