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Foreword
This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
NOTE 1:	The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:	The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
NOTE 3:	The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
NOTE 4:	The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
NOTE 5:	The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc148590853][bookmark: _Toc1121][bookmark: _Toc23254030][bookmark: _Toc22214897][bookmark: _Toc151785958]
1	Scope
Editor's note:	This clause will describe the scope for this study item.
This technical report studies further enhancements to the IMS network architecture, interfaces and procedures to support the next generation real time communication services requirements on the following aspects:
1.	Study on the enhancements to framework for exposure of IMS capability in the context of IMS data channel session, including:
-	enhancing the IMS architecture to define an event subscription mechanism to enable subscription to various IMS events of IMS data channel services;
-	how to enhance NF services of IMS and 5GC to expose existing IMS services (e.g. IMS voice/video call, message) in the context of an IMS data channel session, i.e. when DC is established.
2.	Study how to provide IMS data channel applications to the subscriber who is using a MTSI UE where it is appropriate depending on the applications.
3.	Study how IMS architecture and procedures are enhanced to support verified OIP service for 3rd party in IMS session using SA WG3 work on third party identity authentication as basis.
4.	Study on the enhancements to IMS data channel related services and operational aspects, including:
-	whether and how to support standalone IMS data channel without accompanying audio/video/messaging media in an IMS session;
-	how to support 3GPP PS Data Off for IMS data channel and applications over IMS data channel;
-	study enhancements of IMS DC architecture and procedure to support multiplexing a SCTP connection for multiple DC applications.
5.	Study whether and how to enhance IMS architecture, procedures, interfaces for supporting avatar call (including multi-party communication) and communication with accessibility as specified in clause 5.2.2 of TS 22.156 [9].
[bookmark: _Toc148590854][bookmark: _Toc17536][bookmark: _Toc22214898][bookmark: _Toc23254031][bookmark: _Toc151785959]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[6]	3GPP TS 26.114: "Media handling and interaction".
[7]	3GPP TS 22.261: "Service requirements for the 5G system".
[8]	3GPP TR 26.813: "Study of Avatars in Real-Time Communication Services".
[9]	3GPP TS 22.156: "Mobile Metaverse Services".
[10]	3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".
[11]	3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem".
[bookmark: _Toc22214899][bookmark: _Toc148590855][bookmark: _Toc23254032][bookmark: _Toc257][bookmark: _Toc151785960]3	Definitions of terms and abbreviations
[bookmark: _Toc11665][bookmark: _Toc23254033][bookmark: _Toc148590856][bookmark: _Toc22214900][bookmark: _Toc151785961]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1], in TS 23.501 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] or in TS 23.501 [2].

[bookmark: _Toc23254034][bookmark: _Toc14228][bookmark: _Toc22214901][bookmark: _Toc148590857][bookmark: _Toc151785962]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], in TS 23.501 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] or in TS 23.501 [2].

[bookmark: _Toc22214902][bookmark: _Toc23254035][bookmark: _Toc148590858][bookmark: _Toc2215][bookmark: _Toc151785963]4	Architectural Assumptions and Principles
The following architectural assumptions and principles shall be considered during the study:
-	IMS reference architecture defined in TS 23.228 [5] is used as basis architecture.
-	Solutions should have minimal impact to IMS architecture and procedures.
-	IMS enhancements to support media handling of avatar calls should consider alignment with SA4 and should take SA WG4 output in TR 26.813 [8] as a baseline.
-	For exposure of IMS capability, existing OMA specifications should be considered.
[bookmark: _Toc23254036][bookmark: _Toc148590859][bookmark: _Toc11661][bookmark: _Toc22214903][bookmark: _Toc151785964]5	Key Issues
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc510604403][bookmark: _Toc1578][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc148590860][bookmark: _Toc22214904][bookmark: _Toc151785965]5.1	Key Issue #1: Extensible IMS mechanism supporting IMS events in the context of DC communication
[bookmark: _Toc148590861][bookmark: _Toc22214905][bookmark: _Toc14165][bookmark: _Toc23254038][bookmark: _Toc151785966]5.1.1	Description
This key issue investigates needed architectural and procedural enhancement to IMS to support an extensible mechanism that enables trusted and untrusted applications to subscribe to and receive reports about IMS events related to IMS services in the context of Data Channel communication.
The KI covers following aspects:
-	Identification and definition of events related to IMS Data Channel services that a Network Function/Application Function can subscribe to. The events can be related to a specific IMS subscriber or group of IMS subscribers.
Editor's note:	Definition and handling of groups of IMS subscribers is FFS.
-	Event subscription and notification mechanisms. When the IMS event associated with specific IMS subscriber(s), determine the NF(s) and nodes serving the specific IMS subscriber(s).
[bookmark: _Toc148590862][bookmark: _Toc32767][bookmark: _Toc151785967]5.2	Key issue #2: Impact on IMS architecture, interfaces and procedures to support IMS capability exposure in the context of IMS data channel session
[bookmark: _Toc148590863][bookmark: _Toc10734][bookmark: _Toc151785968]5.2.1	Description
This KI will address the following aspects:
-	Study enhancements to IMS architecture, interfaces and procedures to expose IMS services in the following IMS data channel related scenarios:
-	IMS data channel initiation, update and release. This includes the initiation, update and release of application and bootstrap data channels.
-	Study whether and how an application server can request to use the existing bootstrap data channel for downloading a specific application.
[bookmark: _Toc148590864][bookmark: _Toc151785969]5.3	Key Issue #3: Data channel interworking with MTSI UE
[bookmark: _Toc148590865][bookmark: _Toc27383][bookmark: _Toc151785970]5.3.1	Description
Providing service experience of specific IMS data channel applications to subscribers using MTSI UE when appropriate can significantly extend the accessibility of IMS data channel applications. Since MTSI UE does not support IMS data channel, solutions are required to ensure interworking with legacy media types that MTSI UE supports.
This key issue studies the following aspects:
-	How to enhance IMS architecture and procedures to provide some form of IMS data channel applications service experience by interworking with a MTSI UE supporting only legacy media types (audio/video/messaging) where it is appropriate.
-	How the IMS network determines whether interworking with a MTSI UE supporting only legacy media types can be provided, e.g. considering, on a case by case basis, the media types used in the data channel application subject to interworking.
[bookmark: _Toc148590866][bookmark: _Toc151785971]5.4	Key Issue #4: Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions
[bookmark: _Toc436124704][bookmark: _Toc435670434][bookmark: _Toc484181143][bookmark: _Toc148590867][bookmark: _Toc151785972]5.4.1	Description
Study how to enhance the IMS architecture and procedures to support third party identities in IMS sessions, including:
-	Study and if needed, define a mechanism how the serving IMS network can authorize the usage of third party identities in an IMS session.
-	Study and if needed, define a mechanism how the terminating IMS network can support the called party to verify third-party specific identities used in a session.
-	Study whether and how IMS procedures need to be enhanced to support authentication, authorization, signing and verification of third-party specific identities. This includes for example studying potential impacts on the STIR/SHAKEN procedures defined in TS 24.229 [10].
-	Study and if needed, identify required enhancements to IMS subscription data to support third-party identities.
NOTE 1:	Enhancements must support multiple use cases, e.g. verifying third-party identities in OIP service as specified in TS 24.607 [11] and the usage of identities in the context of IMS Avatar communication.
NOTE 2:	This key issue requires coordination with SA WG3 on security aspects.
[bookmark: _Toc148590868][bookmark: _Toc151785973]5.5	Key Issue #5: Handling of PS data off exemption for services over IMS DC
[bookmark: _Toc148590869][bookmark: _Toc151785974]5.5.1	Description
This key issue studies how IMS architecture, procedures need to be enhanced to support PS Data off for services over IMS DC. In particular, this key issue will study:
-	Whether and how to enhance the current 3GPP PS Data Off Exempt service information (e.g. list of 3GPP PS Data Off Exempt services) to support 3GPP PS Data Off for services over IMS data channel.
Editor's note:	The definition of services over IMS data channel needs to be further clarified. Whether the services over IMS Data channel to be exempted can be per DC service granularity is FFS.
[bookmark: _Toc151785975]5.6	Key Issue #6: Support of Standalone IMS Data Channel Sessions
[bookmark: _Toc151785976]5.6.1	Description
This key issue aims to study enhancements of IMS architecture, interfaces, and procedures to support standalone IMS data channel session. This includes studying following aspects:
-	How to support standalone IMS bootstrap and application data channel sessions without accompanying audio/video/messaging media in an IMS session. This includes studying the establishment and termination of standalone IMS data channel sessions.
-	Study whether and how to negotiate support of standalone IMS data channel between UE and IMS network. The negotiation should include the ability to add audio/video/messaging media to an established standalone IMS data channel.
-	Whether and how to establish an (standalone) application data channel without accompanying bootstrap data channel.
-	Whether and how to establish a (standalone) bootstrap data channel without accompanying application data channel.
-	How to add audio/video/messaging media to an established standalone IMS data channel session.
-	How to remove audio/video/messaging media from an IMS session that also contains IMS data channel media.
-	Whether and how to define new service data in the HSS for support of standalone data channel or extend existing MMTel service data.
[bookmark: _Toc512869261][bookmark: _Toc151785977]5.7	Key issue #7: Support multiplexing multiple DC applications over single SCTP connection
[bookmark: _Toc16839377][bookmark: _Toc19722243][bookmark: _Toc500949092][bookmark: _Toc151785978]5.7.1	Description
This key issue addresses the request from GSMA NG to SA WG4 and SA WG2 concerning the use of single SDP m=line for multiple DC applications. The solutions of this KI will address the following aspects:
-	Study whether and how to modify IMS DC architecture, interfaces, procedures and functionalities of IMS DC specific network functions to support the following scenarios:
-	Scenario 1: the remote endpoints of different DC applications are different ones, for example, one is the local MF, the other is the remote MF.
-	Scenario 2: the remote endpoints of different DC applications are the same one, for example, both are the peer UE.
-	Define the mechanism that allows the UEs and the network to distinguish the data channels used by multiple DC applications in a SCTP connection.
-	Define the mechanism that confirms whether the UE and the network support multiplexing a SCTP connection for multiple DC applications before media negotiation for back-compatibility.
-	For each endpoint, define a mechanism that confirms whether the endpoint network supports multiplexing a SCTP connection for multiple DC applications before media negotiation.
- 	Support interworking between end points supporting multiplexing and those that do not support multiplexing.
NOTE:	Collaboration and alignment with SA4 are needed.
[bookmark: _Toc151785979]5.8	Key Issue #8: Support of IMS Avatar Communication
[bookmark: _Toc151785980]5.8.1	Description
This key issue aims to study enhancements of IMS architecture, interfaces, and procedures to support IMS based Avatar communication. This includes studying following aspects:
-	Define and identify the impacts from Avatar communication between two or more users in the context of IMS.
-	Study the identifiers required for IMS Avatar communication, e.g. identifier for an Avatar representation in IMS, and the association of an Avatar representation with a user.
-	Study whether and how Avatar objects such as an Avatar representation are stored and accessed by the authenticated and authorized UE and/or IMS network nodes avoiding fraud and ensuring privacy.
-	Study whether and how to authorise the use of an Avatar representation in an IMS Avatar communication.
-	Study whether and how to enable service/capability negotiation between UE and IMS network. This includes service/capability negotiation to enable transition, transcoding and rendering of media in an Avatar communication.
-	Study how to enable transition and transcoding between a MMTel session using audio/video codec and IMS Avatar based communication which may use a special Avatar codec.
-	Study how to enable transcoding between speech and gesture in an IMS Avatar communication.
-	Study how to enable UE based and network based rendering in case of IMS Avatar communication.
NOTE 1:	Transition, transcoding and rendering is based on UE/network capabilities and user preferences.
NOTE 2:	Transition, transcoding, rendering and service/capability negotiation aspects require coordination with SA WG4.
NOTE 3:	Security and privacy aspects require coordination with SA WG3.
[bookmark: _Toc23254039][bookmark: _Toc18851][bookmark: _Toc22214906][bookmark: _Toc148590870][bookmark: _Toc151785981]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22950][bookmark: _Toc148590871][bookmark: _Toc23254040][bookmark: _Toc151785982]6.0	Mapping of Solutions to Key Issues
Table6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc500949097][bookmark: _Toc23254041][bookmark: _Toc148590872][bookmark: _Toc13110][bookmark: _Toc22214908][bookmark: _Toc151785983]6.1	Solution #1: Architectural Enhancements in Support of exposure of IMS events using HSS Subscription
[bookmark: _Toc23254042][bookmark: _Toc500949099][bookmark: _Toc8365][bookmark: _Toc22214909][bookmark: _Toc148590873][bookmark: _Toc151785984]6.1.1	Description
[bookmark: _Toc500949101][bookmark: _Toc22214910]In this solution, trusted and untrusted Application Servers subscribe to events of interest via the NEF. DCSF subscribes to event of interest directly with the IMS AS instance(s) serving the subscriber(s).
Editor's note:	Definition of IMS events which can be exposed by this solution is FFS.
Editor's note:	It is FFS how the DCSF acquires the IMS AS instance serving a subscriber.
To support the above, once an IMS subscriber successfully registers in IMS and if at least one IMS AS is selected for this IMS subscriber, the IMS AS register in HSS the IMS AS instance allocated for the subscriber using an enhanced Nhss_imsUECM service over N71 for that purpose.
Editor's note:	Which IMS AS(s) register in HSS for the IMS subscriber is FFS.
Editor's note:	The use of Diameter for registering the IMS AS instance in HSS is FFS.
An AF subscribes to NEF for an IMS event for a subscriber via a new service Nnef_imsEE, over N33. The NEF in turns forwards such a subscription request to HSS via a new service Nhss_imsEE, over Nxx.
HSS locates the IMS AS instance allocated for every subscriber targeted for the IMS event. HSS subscribes for the event for the identified IMS AS instance via a new service Nimsas_imsEE, over N71. For unregistered UEs, the HSS keeps the subscription request and subscribes to the requested IMS event when the UE registers in IMS.
Upon detection of the requested IMS event, the IMS AS notifies the event directly to the NEF via a new service Nimsas_imsEE, over Nyy.
The architecture depicting the solution is shown in Figure 6.1.1-1 below.
Figure 6.1.1-1includes the following reference points:
-	N33 is enhanced to enable an AF to subscribe to, and receive notifications about the requested IMS event via the NEF.
-	A new reference point between NEF and HSS is introduced to enable NEF to subscribe to HSS for specific IMS events for a specific subscriber. This reference point is labelled Nxx.
-	N71 is enhanced to enable HSS to receive registration of an IMS AS instance allocated for a specific subscriber upon initial IMS registration and to subscribe to the IMS AS instance of a specific subscriber for an IMS event.
-	A new reference point between IMS AS and NEF is introduced to enable IMS AS to send notifications regarding subscribed IMS events to the NEF. This reference point is labelled Nyy.
Editor's note:	Handling of exposure of IMS events for a group of IMS subscribers is FFS.
Editor's note:	The subscription by NEF to the IMS AS instance directly and the acquisition by NEF of the IMS AS instance is another variant of this solution and should be documented in a different solution.


Figure 6.1.1-1: IMS Event Framework
Editors note:	The inclusion of DCSF subscription aspects is FFS.
[bookmark: _Toc148590874][bookmark: _Toc23254043][bookmark: _Toc25864][bookmark: _Toc151785985]6.1.2	Procedures


[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]Figure 6.1.2-1: AF Subscription to IMS events
Figure 6.1.2-1 depicts a typical call flow for an AF subscribing to an IMS event for a UE.
1.	UE performs initial IMS Registration.
2.	S-CSCF performs third party Registration with the IMS AS instance allocated to the registering UE.
3.	IMS AS registers in HSS using Nhss_imsUECM_Registration operation the IMS AS instance allocated to the UE.
4.	AF subscribes to NEF initiating the Nnef_imsEE_Subscribe Request for a specific IMS event.
5.	NEF subscribes to HSS using the Nhss_imsEE_Subscribe Request for a specific IMS event.
6.	HSS locates the IMS AS instance(s) serving the UE.
7.	HSS subscribes to the IMS AS instance(s) serving the UE using Nimsas_imsEE_Subscribe Request for the requested IMS event.
8.	IMS AS returns to HSS the Nimsas_imsEE_Subscribe Response.
9.	HSS returns to NEF the Nhss_imsEE_Subscribe Response.
10.	NEF returns to AF the Nnef_imsEE_Subscribe Response.
11.	At some point, the requested event for the UE is detected by the IMS AS. The IMS AS sends an Nimsas_imsEE_Notify Request to NEF.
12.	NEF sends to AF Nnef_imsEE Notify Request.
Editor's note:	The mapping of services/operations depicted in the above call flow to modified or new reference points various reference points in Figure 6.1.1-1 is FFS.
[bookmark: _Toc148590875][bookmark: _Toc23254044][bookmark: _Toc16419][bookmark: _Toc151785986]6.1.3	Impacts on existing services, entities and interfaces
[bookmark: _Toc326037266][bookmark: _Toc22214912][bookmark: _Toc510604411][bookmark: _Toc250980595][bookmark: _Toc310438366][bookmark: _Toc324232216][bookmark: _Toc510604412][bookmark: _Toc326248735][bookmark: historyclause]Editor's note:	Additional impacts are FFS.
[bookmark: _Toc23254045][bookmark: _Toc2810][bookmark: _Toc148590876]HSS impacts:
-	Stores IMS AS instance serving a UE at initial IMS registration.
-	Receive subscription from NEF for a UE for IMS related events.
-	Subscribe to an IMS AS instance for a UE for IMS related events on behalf of the NEF.
IMS AS:
-	Registering the IMS AS instance serving a UE at IMS initial registration
-	Receive subscription from HSS for a UE for IMS related events.
-	Send notifications of requested IMS events to the NEF.
NEF:
-	Receive subscription from AFs for a UE for IMS related events.
-	Subscribe to HSS for a UE or a group of UEs for IMS related events.
-	Receive notifications of requested IMS events from the IMS AS.
-	Send notifications of requested IMS events to the AF.
[bookmark: _Toc151785987]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.

[bookmark: _Toc22214914][bookmark: _Toc23254047][bookmark: _Toc22511][bookmark: _Toc148590877][bookmark: _Toc151785988]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.

[bookmark: _Toc148590878][bookmark: _Toc23254048][bookmark: _Toc22214915][bookmark: _Toc25301][bookmark: _Toc151785989]Annex A:
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