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[bookmark: foreword][bookmark: _Toc151529954]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc151529955]
1	Scope
The Technical Report studies key issues, solutions and conclusions for support of advanced media services, e.g. High Data Rate Low Latency (HDRLL) services, AR/VR/XR services. The objectives include study of whether and how to:
-	Enhance PDU Set based QoS handling.
-	Enhance QoS handling for XR services.
-	Enhance support of XR based on non-3GPP access.
-	Expose XR related network capability/information towards the application layer.
[bookmark: references][bookmark: _Toc151529956]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: MCCTEMPBM_00000024][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policies and Charging control framework for the 5G System; Stage 2".
[5]	IETF RFC 3711: "The Secure Real-time Transport Protocol (SRTP)", March 2004.
[6]	IETF RFC 6904: "Encryption of Header Extensions in the Secure Real-time Transport Protocol (SRTP)".
[7]	IETF RFC 9335: "Completely Encrypting RTP Header Extensions and Contributing Sources".
[8]	IETF draft-ietf-avtcore-rtp-over-quic: "RTP over QUIC (RoQ)".
[9]	IETF draft-ietf-moq-transport: "Media over QUIC Transport".
[10]	IETF experimental draft-ietf-avtext-framemarking: "Frame Marking RTP Header Extension".
[11]	IETF RFC 9000: "QUIC: A UDP-Based Multiplexed and Secure Transport".
Editor's note:	References [8], [9] and [10] cannot be formally referenced until published as RFC.
[bookmark: definitions][bookmark: _Toc151529957]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc151529958]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Fully Encrypted Media Flow: A media flow where both the media header and media payload are encrypted from end-to-end. Fully encrypted headers and payload are not visible in the network. Examples include RTP cryptex (RFC 9335 [7]), RTP over QUIC (RoQ) (draft-ietf-avtcore-rtp-over-quic [8]) and Media over QUIC (MoQ) (draft-ietf-moq-transport [9]).
Partially Encrypted Media Flow: A media flow where some media headers (e.g., base header) are not encrypted. Other media headers (e.g., extension header) and media payload are encrypted from end-to-end. The payload and headers that are encrypted from end-to-end are not visible in the network. Examples include SRTP (RFC 3711 [5]) with partially encrypted header extensions (RFC 6904 [6], draft-ietf-avtext-framemarking [10]).
[bookmark: _Toc151529959]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc151529960]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
<ABBREVIATION>	<Expansion>

[bookmark: clause4][bookmark: _Toc151529961]4	Architectural Assumptions and Requirements
[bookmark: _Toc151529962]4.1	Architectural Assumptions
-	The architecture, framework and the QoS model as specified in TS 23.501 [2], TS 23.502 [3], and TS 23.503 [4] are regarded as the baseline for this study for both 3GPP access and non-3GPP access. The procedures for XRM in 3GPP Rel-18 are described in TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4].
-	The functional split in 5GS between UE/5G-RG, AN and CN remains unchanged.
-	End-to-end media flows may be fully or partially encrypted.
-	The interface between 3GPP UE and tethered devices behind the UE is outside of scope.
[bookmark: _Toc151529963]4.2	Architectural Requirements
The following architectural requirements are applicable to this study:
-	Solutions shall build on the 5G System architectural principles as in TS 23.501 [2].
[bookmark: _Toc22192646][bookmark: _Toc23402384][bookmark: _Toc23402414][bookmark: _Toc26386411][bookmark: _Toc26431217][bookmark: _Toc30694613][bookmark: _Toc43906635][bookmark: _Toc43906751][bookmark: _Toc44311877][bookmark: _Toc50536519][bookmark: _Toc54930291][bookmark: _Toc54968096][bookmark: _Toc57236418][bookmark: _Toc57236581][bookmark: _Toc57530222][bookmark: _Toc57532423][bookmark: _Toc151529964]5	Key Issues
[bookmark: _Toc26386412][bookmark: _Toc26431218][bookmark: _Toc30694614][bookmark: _Toc43906636][bookmark: _Toc43906752][bookmark: _Toc44311878][bookmark: _Toc50536520][bookmark: _Toc54930292][bookmark: _Toc54968097][bookmark: _Toc57236419][bookmark: _Toc57236582][bookmark: _Toc57530223][bookmark: _Toc57532424][bookmark: _Toc151529965]5.1	Key Issue #1: Support of PDU set based QoS handling enhancement
[bookmark: _Toc151529966]5.1.1	Description
This key issue will study PDU set based QoS handling enhancements considering both control plane and user plane perspectives. In particular, this KI will address:
-	whether, what and how PDU Set based handling (e.g. new standardized 5QI, enhancements to Alternative QoS profiles, FEC, etc.) and PDU Set information (including Control Plane and/or User plane information) provided by the AF/AS are enhanced.
NOTE:	This will require close coordination with SA WG4 and RAN WGs.
[bookmark: _Toc151529967]5.2	Key Issue #2: Support PDU Set information identification for end-to-end encrypted XRM traffic
[bookmark: _Toc151529968]5.2.1	Description
The usage of end-to-end encryption is broadly deployed in current networks to provide security and the same is expected for XRM applications.
This key issue proposes to study the enhancement of PDU Set information Identification for encrypted XRM in 5G networks.
The solutions should consider the following aspect:
-	If and how the 5GS performs PDU Set information Identification in an end-to-end encryption scenario.
NOTE 1:	Solutions that rely on breaking end-to-end encryption are out of the scope of this key issue.
NOTE 2:	The work on this key issue may need coordination with SA WG4 and SA WG3.
[bookmark: _Toc151529969]5.3	Key Issue #3: Leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network
[bookmark: _Toc151529970]5.3.1	Description
This key issue aims at addressing the following points:
-	Study whether, how, and what PDU Set QoS information can be used for DSCP marking on the outer header of downlink packets of the PDU Set over N3/N9 in the transport network (i.e. to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow).
[bookmark: _Toc326248702][bookmark: _Toc324232211][bookmark: _Toc421821979][bookmark: _Toc151529971]5.4	Key Issue #4 - Traffic detection and QoS flow mapping for multiplexed data flows
[bookmark: _Toc421821980][bookmark: _Toc326248703][bookmark: _Toc151529972]5.4.1	Description
XR and interactive media services are likely to send data traffic of different media components and with different QoS requirements. Several media streams could be multiplexed on the same end-to-end transport layer connection.
For example, in XR service, several media streams could be multiplexed on a single IP 5-tuple with Transport protocol like IETF QUIC [11], using different QUIC connections or different QUIC streams.
In another example, video and audio RTP streams or different layers of media streams with different QoS requirements are multiplexed into a single transport layer connection with same IP 5-tuple.
Current 5GS QoS Framework does not fit well to support differentiated QoS for the multiplexed traffic flows when they share the same IP 5 tuple. 
This key issue proposes study traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection.
- How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
- How to do QoS Flow mapping for traffic flows with different QoS requirements.
- Whether and what information needs to be provided from AF for traffic detection.
- Whether and how AF provides QoS requirements of different traffic flows to the 5GS.
[bookmark: _Toc97526903][bookmark: _Toc101526055][bookmark: _Toc104882745][bookmark: _Toc113425893][bookmark: _Toc117496320][bookmark: _Toc122517542][bookmark: _Toc151529973][bookmark: _Toc22214905][bookmark: _Toc23254038]5.5	Key Issue #5: QoS Handling when Traffic Characteristics Change Dynamically
[bookmark: _Toc97526904][bookmark: _Toc101526056][bookmark: _Toc104882746][bookmark: _Toc113425894][bookmark: _Toc117496321][bookmark: _Toc122517543][bookmark: _Toc151529974]5.5.1	Description
Certain Rel-18 XRM features work best when the traffic pattern is mostly static. However, the traffic pattern of an XR session change (i.e., it can be dynamic) based on the usage/applications.
One example case where the traffic pattern can change dynamically is the size of media frames vary due to scene changes that may occur at times such as initial start-up or due to user drags on a progress bar. Another example is related to file download (e.g., AI model update) before the session can continue.
This key issue proposes to study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g., burst related parameters), provided by the application in the DN. 
The key issue includes the following aspects:
[bookmark: _Hlk150875722]-	Identify what traffic characteristics are dynamically changed.
-	Whether and how the 5G network can be enhanced to know about dynamic changes in traffic characteristics of GBR and non-GBR flows.
-	What information from the Application in the DN, if any, is needed by the 5G network to be able to know the dynamic changes in traffic characteristics and how this information is provided by the Application in the DN.
-	At what granularity does the 5GS need to know of changes in traffic characteristics (e.g., QoS Flow granularity).
[bookmark: _Hlk150948316]-	What handling may be needed when the 5G network knows about changes in the traffic characteristics.
NOTE:	This Key Issue may require coordination with RAN WGs and/or SA WG4.
[bookmark: _Toc151529975]5.6	Key Issue #6: L4S for non-3GPP access networks and intermediate 5GS nodes
[bookmark: _Toc151529976]5.6.1	Description
As the use-cases and applications for XRM are not limited to 3GPP access, XRM devices and applications may use non-3GPP access as a means of communication. 
The objective of this Key Issue is to extend the L4S mechanism to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.
The following aspects should be studied:
-	How to support L4S for non-3GPP access networks and intermediate 5GS nodes (N3IWF, TNGF and W-AGF) to perform ECN marking for L4S.
-	Support L4S in untrusted/trusted access (e.g., N3IWF, TNGF).
-	Support L4S in wireline access (e.g. W-AGF).
NOTE: 	It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.
[bookmark: _Toc151529977]5.7	Key Issue #7: Support for PDU Set in non-3GPP access.
[bookmark: _Toc151529978]5.7.1	Description
Support for PDU Set mechanisms are specified in TS 23.501 [2] clause 5.37.5. 5G system supports PDU Set based QoS handling in NG-RAN with the PSA UPF identifying PDUs that belong to PDU Sets based on Protocol Description for PDU Set identification and providing PDU Set Information to the RAN in the GTP-U header. Rel-18 5GS support for PDU Set based handling is limited to NG-RAN access. However, the interaction between the application and 5GS via non-3GPP access is also necessary to enhance efficiency and promote user experience. The user may be serviced by the 5GC via non-3GPP accesses such as trusted, untrusted, or wireline access, such as a device behind RG.
The objective of this Key Issue is to support PDU set based QoS Handling to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.
The following aspects should be studied:
- How PDU Set QoS Control mechanisms can be extended to non-3GPP access networks:
-	Support PDU set QoS in untrusted/trusted access (e.g., N3IWF, TNGF).
-	Support PDU set QoS in wireline access (e.g., W-AGF).
NOTE: 	It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Additional parameters are not precluded to support non-3GPP nodes. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.
[bookmark: _Toc151529979]5.x	Key Issue #x: <Key Issue title>
[bookmark: _Toc26386413][bookmark: _Toc26431219][bookmark: _Toc30694615][bookmark: _Toc43906637][bookmark: _Toc43906753][bookmark: _Toc44311879][bookmark: _Toc50536521][bookmark: _Toc54930293][bookmark: _Toc54968098][bookmark: _Toc57236420][bookmark: _Toc57236583][bookmark: _Toc57530224][bookmark: _Toc57532425][bookmark: _Toc151529980]5.X.1	Description
Editor's note:	This clause provides a description of the key issue. It's recommended to provide Use cases/scenarios here to support the key issue.
[bookmark: _Toc26431228][bookmark: _Toc30694626][bookmark: _Toc43906648][bookmark: _Toc43906764][bookmark: _Toc44311890][bookmark: _Toc50536532][bookmark: _Toc54930304][bookmark: _Toc54968109][bookmark: _Toc57236431][bookmark: _Toc57236594][bookmark: _Toc57530235][bookmark: _Toc57532436]
[bookmark: _Toc151529981]6	Solutions
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc16839382][bookmark: _Toc151529982]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1
	
	

	#2
	
	



[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc151529983]6.X	Solution #X: <Solution Title>
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc151529984]6.X.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]
[bookmark: _Toc151529985]6.X.2	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
[bookmark: _Toc92875663][bookmark: _Toc93070687]
[bookmark: _Toc151529986]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]
[bookmark: _Toc151529987]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc250980595][bookmark: _Toc326037266][bookmark: _Toc510604411][bookmark: _Toc92875665][bookmark: _Toc93070689][bookmark: _Toc310438366][bookmark: _Toc324232216][bookmark: _Toc326248735][bookmark: _Toc510604412]
[bookmark: _Toc151529988]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.
[bookmark: _Toc92875666][bookmark: _Toc93070690]
[bookmark: _Toc151529989]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.

[bookmark: _Toc151529990]
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