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[bookmark: _Toc97307748]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc96958818][bookmark: _Toc96964595][bookmark: _Toc97307749]
1	Scope
[bookmark: references]The Technical Report studies on key issue description, solution and conclusion on the support of better integration of UPF into the 5GC SBA. The objectives include:
-	Study UPF event exposure service(s) registration/deregistration, and discovery via the NRF.
-	Study UPF event exposure service(s) that would support, e.g.:
-	Consumption of UPF exposure services by the PCF, NWDAF, CHF, NEF, Trusted AF and other NFs (if needed).
-	(To support the UPF exposure service, if needed) Use of SMF services, PCF services, NWDAF services, CHF services, NEF services, Trusted AF services by the UPF.
NOTE 1:	This will not define solutions where UPF exposes information that it is not originator of, i.e. not re-expose information owned and exposed by other NFs.
-	Relevant Event IDs.
-	Evaluate usage of UPF event exposure service(s) as defined in WT#2 also considering the architectural impacts.
NOTE 2:	SMF is responsible for controlling UPF packet processing.
NOTE 3:	The performance of UP traffic handling shall not be degraded due to mechanisms defined in this study.
NOTE 4:	The study shall address generic UPF data exposure mechanisms via SBA based mechanisms, and the coordination with other SIDs for this aspect may be needed in study phase.
This study shall maintain the Rel-17 backward compatibility on the N3, N6, N9, N4 interfaces.
[bookmark: _Toc96958819][bookmark: _Toc96964596][bookmark: _Toc97307750]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[bookmark: _Hlk96955689][5]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[6]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[bookmark: definitions][bookmark: _Toc96958820][bookmark: _Toc96964597][7]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[bookmark: _Toc97307751]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc96958821][bookmark: _Toc96964598][bookmark: _Toc97307752]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc96958822][bookmark: _Toc96964599][bookmark: _Toc97307753]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc96958823][bookmark: _Toc96964600][bookmark: _Toc97307754]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
<ABBREVIATION>	<Expansion>

[bookmark: clause4][bookmark: _Toc96958824][bookmark: _Toc96964601][bookmark: _Toc97307755]4	Architectural Assumptions and Requirements
[bookmark: _Toc96958825][bookmark: _Toc96964602][bookmark: _Toc97307756]4.1	Architectural Assumptions
The architecture and framework as specified in TS 23.501 [2], TS 23.502 [3], and TS 23.503 [4] are regarded as the baseline for the present study:
-	The SMF is responsible for controlling UPF packet processing.
-	The UPF can only expose 5GC information which is originated in the UPF.
[bookmark: _Toc96958826][bookmark: _Toc96964603][bookmark: _Toc97307757]4.2	Architectural Requirements
Solutions shall build on the 5G System architectural principles as in TS 23.501 [2], including flexibility and modularity for newly introduced functionalities:
[bookmark: _Hlk96424952]-	The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study.
-	The Rel-18 N6, N4 interface shall be based on the existing interface design and backward compatible. No impact is introduced on N3, N9 interfaces from this study.
NOTE:	This study is limited to event exposure, and thus interfaces can only be impacted due to this study.
-	The usage of direct UPF event exposure for exposure of some data when these data are already available via usage of SMF + N4 needs to be justified.
-	Some aspects as following should be considered when the solution evaluation is proposed:
-	The co-existence for the UPF supporting UPEAS feature and UPF supporting R17 (i.e. not supporting the feature) should be considered.
[bookmark: _Toc22192646][bookmark: _Toc23402384][bookmark: _Toc23402414][bookmark: _Toc26386411][bookmark: _Toc26431217][bookmark: _Toc30694613][bookmark: _Toc43906635][bookmark: _Toc43906751][bookmark: _Toc44311877][bookmark: _Toc50536519][bookmark: _Toc54930291][bookmark: _Toc54968096][bookmark: _Toc57236418][bookmark: _Toc57236581][bookmark: _Toc57530222][bookmark: _Toc57532423][bookmark: _Toc96958827][bookmark: _Toc96964604][bookmark: _Toc97307758]5	Key Issues
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037][bookmark: _Toc96958828][bookmark: _Toc96964605][bookmark: _Toc26386412][bookmark: _Toc26431218][bookmark: _Toc30694614][bookmark: _Toc43906636][bookmark: _Toc43906752][bookmark: _Toc44311878][bookmark: _Toc50536520][bookmark: _Toc54930292][bookmark: _Toc54968097][bookmark: _Toc57236419][bookmark: _Toc57236582][bookmark: _Toc57530223][bookmark: _Toc57532424][bookmark: _Toc97307759][bookmark: _Hlk96006094]5.1	Key Issue #1: Study UPF event exposure service registration and discovery
[bookmark: _Toc22214905][bookmark: _Toc23254038][bookmark: _Toc96958829][bookmark: _Toc96964606][bookmark: _Toc97307760]5.1.1	Description
This KI maps to the WT1 of the SID.
The KI will study the registration and discovery of UPF event exposure service(s). The following aspects should be studied:
-	How to support UPF event exposure service(s) registration/deregistration on NRF, and what parameters to be registered in the NF profile of UPF.
-	How to support UPF service discovery via the NRF, and what parameters that can be used for discovery.
[bookmark: _Hlk96356641]This key issue is not meant to define for which UPF event / exposed information a direct consumer subscription to the UPF would take place (if any).
NOTE:	The information to be registered to the NRF is related to the UPF event exposure service requirement.
[bookmark: _Toc96958830][bookmark: _Toc96964607][bookmark: _Toc97307761]5.2	Key Issue #2: Support UPF expose information to other NFs
[bookmark: _Toc23255031][bookmark: _Toc26346395][bookmark: _Toc26346608][bookmark: _Toc26773878][bookmark: _Toc31192315][bookmark: _Toc31192475][bookmark: _Toc31192966][bookmark: _Toc31616145][bookmark: _Toc31616207][bookmark: _Toc31616283][bookmark: _Toc31616359][bookmark: _Toc43317230][bookmark: _Toc43374702][bookmark: _Toc43375163][bookmark: _Toc43801687][bookmark: _Toc43805953][bookmark: _Toc43806260][bookmark: _Toc50466789][bookmark: _Toc50468133][bookmark: _Toc50468403][bookmark: _Toc50468674][bookmark: _Toc50630555][bookmark: _Toc54943904][bookmark: _Toc54945380][bookmark: _Toc54945767][bookmark: _Toc57104573][bookmark: _Toc57104957][bookmark: _Toc57106302][bookmark: _Toc59102069][bookmark: _Toc96958831][bookmark: _Toc96964608][bookmark: _Toc97307762]5.2.1	General description
To enable flexible communication between UPF and other 5GC NFs, the UPF can expose network information to NFs through UPF event exposure service.
In Release 17, TS 23.548 [7] has supported that UPF can expose QoS monitoring results to local NEF. In Release 18, we need further study whether UPF can also expose other useful information to other NFs to optimize the network performance.
The key issue is to identify use cases for UPF event exposure (including the related Event Id) and for each use case determine whether the consumer directly contacts the UPF for its subscription or whether the consumer goes via an intermediate function like the SMF.
The following aspects should be studied to support UPF event exposure service(s):
-	How and what specific information the UPF can expose to NWDAF so NWDAF can provide existing (R16-R17) data analytics as specified in TS 23.288 [5]. Support of New R18 data analytics per the R18 FS_eNA_Ph3 may also be considered in alignment with that study
-	How and what specific information the UPF can expose to NEF/Local NEF/trusted AF, e.g. the information which can be exposed in R18 SA2 studies such as FS_EDGE_Ph2 and FS_XRM, or information which has been justified for exposure.
NOTE:	The Relevant Event IDs of the UPF event exposure services above can be introduced.
-	Whether PCF, CHF, and other NFs need to invoke UPF event exposure service. If yes, how and what specific information the UPF can expose to these NFs.
[bookmark: _Toc96958832][bookmark: _Toc96964609][bookmark: _Toc97307763]5.X	Key Issue #X: <Key Issue title>
[bookmark: _Toc26386413][bookmark: _Toc26431219][bookmark: _Toc30694615][bookmark: _Toc43906637][bookmark: _Toc43906753][bookmark: _Toc44311879][bookmark: _Toc50536521][bookmark: _Toc54930293][bookmark: _Toc54968098][bookmark: _Toc57236420][bookmark: _Toc57236583][bookmark: _Toc57530224][bookmark: _Toc57532425][bookmark: _Toc96958833][bookmark: _Toc96964610][bookmark: _Toc97307764][bookmark: _Hlk500943653]5.X.1	Description
Editor's note:	This clause provides a description of the key issue.

[bookmark: _Toc26431228][bookmark: _Toc30694626][bookmark: _Toc43906648][bookmark: _Toc43906764][bookmark: _Toc44311890][bookmark: _Toc50536532][bookmark: _Toc54930304][bookmark: _Toc54968109][bookmark: _Toc57236431][bookmark: _Toc57236594][bookmark: _Toc57530235][bookmark: _Toc57532436][bookmark: _Toc96958834][bookmark: _Toc96964611][bookmark: _Toc97307765]6	Solutions
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
	X
	

	#2
	
	



[bookmark: _Toc96958836][bookmark: _Toc96964613][bookmark: _Toc97307767][bookmark: _Hlk93945623]6.1	Solution #1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
[bookmark: _Toc96958837][bookmark: _Toc96964614][bookmark: _Toc97307768]6.1.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc96958838][bookmark: _Toc96964615][bookmark: _Toc97307769]6.1.2	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub - clause(s) may be added to capture details.
The solution introduces the service based UPF event exposure framework to support registration, deregistration and discovery via NRF. The following Figure 6.1.2-1 depicts the service-based interface Nupf introduced in the 5G system architecture.
The solution for registering UPF in NRF is based on the option in the existing solution described in clause 6.3.3.2 of TS 23.501 [2] and clause 4.17 of TS 23.502 [3], whereby the UPF registers directly with the NRF and hence does not use N4 for registering to NRF.
NOTE 1:	As described in TS 23.501 [2], the NRF can alternatively be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF.


Figure 6.1.2-1: 5G system architecture with service based UPF
NOTE 2:	Figure 6.1.2-1 shows an example of UPF with Nupf service. In the context of this solution the UPF is in the role of consumer of NRF services, i.e. this solution is about how UPF can register its NF profile in NRF with related Nupf service information and does not describe services provided by the UPF itself.
[bookmark: _Toc96958839][bookmark: _Toc96964616][bookmark: _Toc97307770]6.1.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc96958840][bookmark: _Toc96964617][bookmark: _Toc97307771]6.1.3.1	UPF Event Exposure service Registration
The following Figure 6.1.3.1-1 depicts the UPF Event Exposure service Registration procedure.


Figure 6.1.3.1-1: UPF Event Exposure service Registration procedure
1.	The UPF sends the Nnrf_NFManagement_NFRegister Request message to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. The existing UPF NF profile parameters include e.g. S-NSSAI(s) and the associated NSI ID(s), DNN(s), information about the location of the UPF (operator specific information, e.g., geographical location, data centre), UPF Service Area (TAI List), as described in TS 29.510 [6].In addition, to support UPF Event Exposure Service, also Event Exposure Service Name is provided with the UPF NF profile.
Editor's note:	Further additions to parameters contained in the UPF profile in NRF is FFS.
2.	The NRF stores the UPF profile and marks the UPF Event Exposure service as available.
3.	The NRF acknowledge UPF Registration is accepted via Nnrf_NFManagement_NFRegister response.
[bookmark: _Toc96958841][bookmark: _Toc96964618][bookmark: _Toc97307772]6.1.3.2	UPF Event Exposure service Update
The following Figure 6.1.3.2-1 depicts the UPF Event Exposure service Update procedure.


Figure 6.1.3.2-1: UPF Event Exposure service Update procedure
1.	UPF sends Nnrf_NFManagement_NFUpdate Request message (the updated NF profile of NF service consumer) to NRF to inform the NRF of its updated UPF profile.
2.	The NRF updates the NF profile of UPF instance.
3.	The NRF acknowledge UPF Update is accepted via Nnrf_NFManagement_NFUpdate response.
[bookmark: _Toc96958842][bookmark: _Toc96964619][bookmark: _Toc97307773]6.1.3.3	UPF Event Exposure service Deregistration
The following Figure 6.1.3.3-1 depicts the UPF Event Exposure service Deregistration procedure.


Figure 6.1.3.3-1: UPF Event Exposure service Deregistration procedure
1.	UPF sends Nnrf_NFManagement_NFDeregister Request message to NRF to inform the NRF of its unavailability.
2.	The NRF marks the UPF unavailable. NRF may remove the NF profile of UPF according to NF management policy.
3.	The NRF acknowledge NF Deregistration is accepted via Nnrf_NFManagement_NFDeregister response.
[bookmark: _Toc96958843][bookmark: _Toc96964620][bookmark: _Toc97307774]6.1.3.4	UPF Event Exposure service Discovery
The following Figure 6.1.3.4-1 depicts the UPF Event Exposure service Discovery procedure.


Figure 6.1.3.4-1: UPF Event Exposure service Discovery procedure
1.	Service consumer NF that requires UPF services invokes Nnrf_NFDiscovery_Request message to NRF with the intent to discover UPF. The input may include e.g. UPF service name, TAI, NF type (i.e. UPF), S-NSSAI as described in TS 29.510 [6].
2.	The NRF authorizes the Nnrf_NFDiscovery_Request and based on the UPF profile the NRF determines if the service consumer of the UPF is allowed to discover the UPF.
3.	If allowed, the NRF determines a set of UPFs matching the input parameters included in the Nnrf_NFDiscovery_Request to the service consumer of the UPF via Nnrf_NFDiscovery_Request_Response. The output includes one or more UPF instances, and for each UPF instance it includes UPF NF profile.
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc96958844][bookmark: _Toc96964621][bookmark: _Toc97307775]6.X	Solution #X: <Solution Title>
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc96958845][bookmark: _Toc96964622][bookmark: _Toc97307776]6.X.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.

[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc96958846][bookmark: _Toc96964623][bookmark: _Toc97307777]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc96958847][bookmark: _Toc96964624]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub - clause(s) may be added to capture details.

[bookmark: _Toc97307778]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc96958848][bookmark: _Toc96964625]
[bookmark: _Toc97307779]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc250980595][bookmark: _Toc326037266][bookmark: _Toc510604411][bookmark: _Toc92875665][bookmark: _Toc93070689][bookmark: _Toc96958849][bookmark: _Toc96964626][bookmark: _Toc310438366][bookmark: _Toc324232216][bookmark: _Toc326248735][bookmark: _Toc510604412]
[bookmark: _Toc97307780]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.
[bookmark: _Toc92875666][bookmark: _Toc93070690][bookmark: _Toc96958850][bookmark: _Toc96964627]
[bookmark: _Toc97307781]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc22214915][bookmark: _Toc23254048][bookmark: _Toc96958851][bookmark: _Toc96964628]


[bookmark: _Toc97307782]Annex A:
Analysis on the NWDAF requirements of UPF event exposure service(s)
This Annex aims at listing and analysing the NWDAF requirements of UPF event exposure service(s).
NOTE:	This clause recalls for information the main known usage of UPF information exposure in 5GC as defined in other 3GPP documents. If this clause and the quoted other 3GPP documents are not aligned, the quoted other 3GPP documents prevails.
NWDAF requirements as defined in TS 23.288 [5], for instance (the list is not exhaustive), contain:
1.	TS 23.288 [5] Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information).
	The Observed Service Experience analytics may provide Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server).
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information) (TS 23.288 [5])
	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.



	For NWDAF to provide Service Experience for an Application: Consumer NF sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = any UE or a UE identified by a SUPI or a group of UEs identified by a Group Id, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Application Server Address(es), Area of Interest), Analytics Reporting Information=Analytics target period) to NWDAF.
2.	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics.
Table 6.5.2-2: Data collected by NWDAF for UPF load analytics (TS 23.288 [5])
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF 



	UPF should report all traffic for all N4 (PDU) sessions that meet some criteria (S-NSSAI, Area of interest)  SMF involvement may be considered when it is needed to determine which UPF(s) serve a UE in the area of interest.
-	TS 23.288 [5] Table 6.7.3.2-1: Service Data from 5GC related to UE communication.
Table 6.7.3.2-1: Service Data from 5GC related to UE communication (TS 23.288 [5])
	UE communication (1..max)
	UPF, AF
	Communication description per application

	   >Communication start
	
	The time stamp that this communication starts

	   >Communication stop 
	
	The time stamp that this communication stops

	   >UL data rate 
	
	UL data rate of this communication

	   >DL data rate 
	
	DL data rate of this communication

	   >Traffic volume
	
	Traffic volume of this communication

	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.



	5GC Consumer NF sends a request to the NWDAF for analytics on UE(s), where the analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.

3.	TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics.
Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics (TS 23.288 [5])
	Information
	Source
	Description

	Application ID
	UPF or AF
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	IP Packet Filter Set
	UPF or AF
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	Measurement period
	UPF or AF
	Measurement period.

	Throughput UL/DL
	UPF or AF 
	Average Throughput UL/DL over the measurement period.

	Throughput UL/DL (peak)
	UPF or AF
	Peak Throughput UL/DL over the measurement period.

	Timestamp
	UPF or AF
	Time when measurements are taken.

	Achieved sampling ratio
	UPF
	Sampling ratio achieved by UPF (see NOTE 2).

	NOTE 1:	Application Id and IP Packet Filter Set are mutually exclusive.
NOTE 2:	UPF may apply data sampling to reduce the load on the UPF. This parameter is provided when no sampling ratio is configured at the UPF or the UPF could not fulfil the configured sampling ratio.
NOTE 3:	Multiple outputs are provided by the UPF when multiple Service Data Flows are running at the UPF for the same UE and measurement period.
NOTE 4:	How NWDAF collects information from UPF is not defined in this Release of the specification.



	The Consumer NF indicates a request for analytics for congestion in a specific location. The Analytics ID is set to "User Data Congestion" for transfer over user plane, control plane, or both, the Target of Analytics Reporting is set to "any UE" and Analytics Filter Information set to include a location (e.g. ECGI, TA) and an indication to provide the list of applications that contribute the most to the traffic.

4.	TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF.
Table 6.10.2-5: UE data volume dispersion collected from serving UPF (TS 23.288 [5])
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	Time stamp of the collected information.

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.

	NOTE:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



Table 6.10.2-6: UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	A timestamp of the collected information.

	Application ID
	UPF
	Identify the application at the UPF 

	IP 5-tuple
	UPF
	IP 5-tuple.

	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the UPF when multiple applications are running at the UPF for the same UE and time period.
NOTE 3:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



	In table 6.10.2-5, the data volume is collected per UE from the UPF. The collected UE information is applicable across all applications used by the UE between start and stop of the PDU session. The UPF reports volume per UE IP address across all applications.
	In table 6.10.2-6, the UPF reports data volume per UE for specific application(s) in relation to the start and stop of the application as indicated by the application duration.
	The Consumer NF sends a request to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Volume Dispersion Analytics" (DVDA) or "Transactions Dispersion Analytics" (TDA) and Analytic Filter Information = (Area of Interest, slice, target period, optional UE class: Top-Heavy, Fixed, or Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
5.	TS 23.288 [5] clause 6.14.1 requests:
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific DNAI.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific Edge Application Server Instance.
	Analytics consumer sends an Analytics request/subscribe (Analytics ID = DN Performance Target of Analytics Reporting, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Area of Interest, UPF anchor ID, DNAI, Application Server Address(es)), Analytics Reporting Information = Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe service.
Editor's note:	TS 23.288 [5] specified UPF exposure for WLAN performance & Redundant Transmission are missing and need to be added.
Some of these analytics target Any UE (possibly for specific DNN and or slices) and the NWDAF acting as a consumer of UPF exposure may target any UPF that serves the corresponding specific DNN and or slices.
Some of these analytics target a specific UE and it is thus needed for the NWDAF subscription to be forwarded to the UPF(s) that serve the target PDU sessions of this UE.
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