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Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc164594100][bookmark: _Toc167795976]
1	Scope
The present document is a technical report capturing the study on application enablement architecture for mobile metaverse services over 3GPP networks. The aspects of the study include defining key issues and their related solutions to identify architecture requirements, application layer functional model (either by defining new functional model or by enhancing existing functional model) to support identified architectural requirements and corresponding solutions to provide enablement layer support to metaverse applications. 
The study is based on the requirements as defined in 3GPP TS 22.156 [2] and related use cases in 3GPP TR 22.856 [3]. The study takes into consideration the work done in other 3GPP working groups (like SA2, SA4).
[bookmark: references][bookmark: _Toc164594101][bookmark: _Toc167795977]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.156: "Mobile Metaverse Services; Stage 1". 
[3]	3GPP TR 22.856: "Feasibility Study on Localized Mobile Metaverse Services".
[4]	3GPP TR 23.700-77: "Study on system architecture for next generation real time communication services; Phase 2".
[5]	3GPP TR 23.700-70: "Study on architecture enhancement for Extended Reality and Media service (XRM); Phase 2".
[6]	3GPP TR 26.813: "Study of Avatars in Real-Time Communication Services".
[7]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[8]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[9]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[10]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[11]	3GPP TR 26.119: "Media Capabilities for Augmented Reality".
[12]	3GPP TS 23.542: "Application layer support for Personal IoT Network".
[13]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[14]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs".

[bookmark: definitions][bookmark: _Toc164594102][bookmark: _Toc167795978]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc164594103][bookmark: _Toc167795979]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Avatar profile: It is avatar specific configuration and parameters (e.g. allowed locations) applicable to one or more application(s). The avatar profile may be associated with one or more VAL user(s).
Application-Digital Asset Container Management: An entity that securely manages the application related digital assets (e.g. avatars).
Digital Asset Identifier: In the context of this TR, digital asset identifier is used to uniquely identify a digital asset across different mobile metaverse services. 
Processed sensor data: data for the Spatial mapping service to estimate the number of objects, type of the object, position, direction and speed of the object, etc.
Spatial map information: information to be included and managed for a Spatial map.
For the purposes of the present document, the following terms given in 3GPP TS 22.156 [2] apply:
Avatar
Digital asset
Digital wallet
Spatial anchor
[bookmark: _Toc164594104][bookmark: _Toc167795980]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc164594105][bookmark: _Toc167795981][bookmark: _Hlk83975617]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
MDRB	Metaverse Digital Representation Block
MMEC	Mobile Metaverse Enablement Client
MMEL	Mobile Metaverse Enablement  Layer
MMES	Mobile Metaverse Enablement  Server
A-DACM	Application - Digital Asset Container Management

[bookmark: clause4][bookmark: _Toc164594106][bookmark: _Toc167795982]4	Key issues
[bookmark: _Toc148430532][bookmark: _Toc164594107][bookmark: _Toc167795983]4.1	Key issue #1: Enabler support for managing spatial anchors
[bookmark: _Toc148430533][bookmark: _Toc164594108][bookmark: _Toc167795984]4.1.1	Description
SA1 in 3GPP TS 22.156 [2] defines spatial anchors as "an association between a location in space (three dimensions) and service information that can be used to identify and access services, e.g. information to access AR media content". 
Application providers can use spatial anchors to associate application content and services with location information which can be managed by the 3GPP system. In turn, spatial anchors can be used by application clients to discover and access application content and services in a location aware fashion. 
Clause 5.4 "Use Case on Spatial Anchor Enabler" of 3GPP TR 22.856 [3] provides detailed use case for spatial anchor enabler. The use case defines mainly two entities:
1)	Spatial anchor producer: It creates the spatial anchor along with its place/location in the 3D space. It determines what to share and its location, and any constraints (e.g. who to share the spatial anchor with) and additional information.
2)	Spatial anchor consumer: It recognizes anchors associated with locations in 3D space, and use the spatial anchor to obtain the associated information.
In order to create spatial anchor, the producer captures the location of the product and assocates a new spatial anchor with this location and product information. The producer can adjust/update the spatial anchors for its location or service information or removes it completely. The consumer can retrieve information about spatial anchors. 
SA6 already supports SEAL layer. SA6 can enhance the existing SEAL capability (like location management) to enable support for spatial anchor. 
[bookmark: _Toc164594109][bookmark: _Toc167795985]4.1.2	Open issues
SA6 defined enablers as of now do not support operations required for managing spatial anchors. The open issues are:
1)	How to enhance existing appliction enabler (either adding new capability in existing server or defining new capability server) to support CRUD operations for spatial anchors (association between location and service information on customer premises)?
2)	How to discover spatial anchors by the consumer (e.g. UE, VAL server)?
3)	How can UE(s) within a certain range of spatial anchor be detected?
[bookmark: _Toc14352733][bookmark: _Toc19026758][bookmark: _Toc19034159][bookmark: _Toc19036349][bookmark: _Toc19037347][bookmark: _Toc25612605][bookmark: _Toc25613307][bookmark: _Toc25613571][bookmark: _Toc27647528][bookmark: _Toc164594110][bookmark: _Toc167795986]4.2	Key Issue #2: Exposure of user sensitive information
[bookmark: _Toc164594111][bookmark: _Toc167795987]4.2.1	Description
Ensuring appropriate user consent has been obtained is a critical aspect when handling sensitive information relating to or collected from a user, their devices or the applications installed at their devices. This is highlighted at stage 1 where many of the requirements captured in 3GPP TS 22.156 [2] are subject to operator policy, regulatory requirements and user consent, the latter being of particular importance to this key issue. 
For instance, with the expected capability to access, manage and expose user specific avatar related information through the enabler layer it is of utmost importance to capture the consent of the user. Aspects of such information might also be obtained through core network capability exposure, e.g., relating to user identity, body movement or location, and re-exposed by the enabler layer but not without the consent of the user. Another example are, digital assets, where ownership rights are considered to be classified as sensitive information and the owner's consent must be obtained before other users or third party(service provider) can use them. An example of a digital asset is a user designed and produced digital human image. When another user likes that digital human image and wants to use it, they need to request and obtain the owner's consent before doing so.
Each user needs to be in full control of which network and device entities are allowed to access, manage and expose information pertaining to themselves and their devices. Such end user approvals ensure that only legitimate, user trusted, entitles can obtain and utilise information and services involving that user's sensitive information.
[bookmark: _Toc164594112][bookmark: _Toc167795988]4.2.2	Open issues
SA6 defined enablers as of now do not consider usage of user consent in the context of supporting localized mobile metaverse services. The open issues are:
-	How to ensure appropriate usage of user consent at the enabler layer to support localized mobile metaverse services in 3GPP specified networks? Appropriate usage of user consent includes ensuring only the legitimate use by non-owners of user sensitive information such as digital assets.
NOTE 1:	Aspects pertaining to the definition of end-user consent/authorization over APIs are in the scope of SA3.
NOTE 2:	Obtaining end-user consent is expected to leverage the RNAA framework, where it is of note that resource owner communication with the authorization function in the CAPIF core function was not in scope of Rel-18.
NOTE 3:	Some aspects may depend on interactions with SA WG2 FS_UIA_ARC. For example, utilisation of user-specific identities in relation to specific components of a user’s information.
NOTE 4：The solution of the case of authorized use of user sensitive information by non-owners may need coordination with SA3.
Editor's Note: The open issues of this key issue can be revisited to consider mobile metaverse constructs such as digital avatars.
Editor's Note: The solution to the key issue needs coordination with SA3.
[bookmark: _Toc164594113][bookmark: _Toc167795989]4.3 	Key issue #3: Avatar and digital asset support
[bookmark: _Toc164594114][bookmark: _Toc167795990]4.3.1	Description
In addition to new 5GS performance requirements, support for Metaverse services have introduced new use cases and requirements related to optimal support for multi-user, highly performant applications. These use cases led to new CN functionality supporting richer digital representations of physical entities (e.g. user profiles in SA2, XR scene in SA4)  
As defined in 3GPP TS 22.156 [2], avatars are digital representations of users interacting with the metaverse and with other users. The application enabler layer can enable creation, discovery, and management of avatar profiles for users to offload applications and enable Core Network functionality across services and verticals. The application layer can enable such functionality in a similar manner for avatars as well as for other digital assets. 
Considering different application-level profiles of the user, some digital assets can be access/used together. The application enabler layer can support managing such multiple digital assets together.
NOTE 1: The work in SA6 focuses on providing enablement service to application specific Avatar profile and if available, can leverage the work done in SA2 and SA4.
Editor's Note: How application specific Avatar profile can be linked to user subscription is FFS and depends on SA2 work.
Therefore, solutions addressing this key issue may also leverage work from SA2 and SA4 on user profiles and digital assets. 
The following use cases can be considered for study of value-added features:
-	A user provides configuration (or preferences) indicating which metaverse application services can access the avatar information when the user performs transition between metaverse services, to make sure that consistency and continuity of their digital representation is maintained.
-	SA6 can maintain a list of applications allowed to use the avatar (similar to allowed MNO list for federation in EDGEAPP)
-	A User creates multiple avatars and indicates his/her preferences such as: use of specific avatars based on location,  use of audio-only service only when experiencing low bandwidth.
-	SA6 can maintain user’s choices and: provide avatar information to different application servers based on the location of the user, reject requests for avatar-based communication in poor network conditions, etc.
-	A user creates over time multiple digital assets. In addition to configuring individual parameters and preferences for each asset or asset type separately, he/she also provides configuration/ preferences for managing the digital assets to be accessed together for specific applications, which requires identifying common information and/or metadata for multiple digital assets.
[bookmark: _Toc164594115][bookmark: _Toc167795991]4.3.2	Open issues
This key issue will study:
-	What SA6-defined information is required to expose the SA2-defined, SA4-defined and SA3-defined avatar information to support allowed application configuration, location-based avatar contextual information?
-	Whether and how application enablement layer manages and exposes information about digital avatars  to the consumers (i.e. application clients and servers) or across verticals? 
NOTE 1:	The study considers non-IMS based metaverse services. 
NOTE 2:	The study considers that a user can own multiple digital assets (1:n), while each digital asset has one owner (1:1). Further, a user can use more than one digital assets (1:n), while a digital asset can be used by multiple allowed users (1:m).
[bookmark: _Toc164594116][bookmark: _Toc167795992]4.4 	Key issue #4: Spatial mapping
[bookmark: _Toc164594117][bookmark: _Toc167795993]4.4.1	Description
In clause 5.2.1 "Localized mobile metaverse service" of 3GPP TS 22.156 [2],
Localized mobile metaverse services are immersive and integrated into a user's ordinary experiences. Such service experiences are location-related and can include presentation of AR, MR media.
Users' localization is important in order to discover spatial anchors. The 5G system offers a spatial localization service to determine this information. 
[R-5.2.1-003] Subject to operator policy, regulatory requirements and user consent, the 5G system shall provide a means for a UE to provide sensor data, (e.g., from UE sensors, cameras, etc.) to the network in order to derive localization information, e.g., to produce or modify a spatial map or discover or find spatial anchors. The 5G system shall enable an authorized third party to obtain all the spatial anchors in a given three dimensional area.
NOTE 1:	How an authorized third party identifies which three-dimensional area to request spatial anchors in is not in scope of the 3GPP standard. Spatial localization and mapping information could be used to identify areas of interest.
[R-5.2.1-004] Subject to operator policy and regulatory requirements, the 5G system shall support mechanisms to expose a spatial map or derived localization information to authorized third parties.
SA6 already supports SEAL layer. SA6 can enhance the existing SEAL capability (like location management) to enable support for spatial mapping.
[bookmark: _Toc164594118][bookmark: _Toc167795994]4.4.2	Open issues
SA6 defined enablers as of now do not support operations required for spatial mapping. The open issues are:
1)	How to produce or modify a spatial map by the consumer (e.g. UE, VAL server)?
2)	How to expose a spatial map to authorized third parties?

[bookmark: _Toc164594119][bookmark: _Toc167795995]4.5	Key issue #5: Support for avatar discovery and QoS control
[bookmark: _Toc164594120][bookmark: _Toc167795996]4.5.1	Description
Mobile Metaverse brings a new dimension to XR/VR services (since meta is about a persistent large-scale virtual interactive experience, where the digital assets are owned or deployed by the end users); and requires enhancements to 3GPP systems to ensure connectivity /performance and provide support. 
Two relevant use case as described in 3GPP TS 22.156 [2] are about the 1) Mobile Metaverse Based Selective Multi-modal Feedback Service and 2) Mobile Metaverse for 5G-enabled Traffic Flow Simulation and Situational Awareness. For instance, for the latter use case, to support traffic flow simulation and situational awareness service, the 5G network need to provide low latency, high data rate and high reliability transmission, and in addition, the 5G network may also need to be further enhanced to meet the service requirements for 5G-enabled traffic flow simulation and situation awareness. Meanwhile, in addition to the real objects which may host the UE, their corresponding virtual objects are also capable of interacting with each other and interact with physical objects via 5GS.
For such scenarios, there are some issues related to how the digital devices are instantiated and onboarded to edge/cloud platforms (supporting mobile metaverse services) and how a digital device discovers other digital devices within the mobile metaverse service.
Furthermore, in mobile metaverse scenarios there can be multiple sessions involved. The figure below shows an example of possible sessions for a mobile metaverse service. 



Figure 4.5.1-1: Example use case for multiple sessions in mobile metaverse service
There can be multiple multimodal sessions considering: 
1)	the interaction between the UE in the physical world and the digital UE at the metaverse (for providing sensor data/measurements and getting multimodal feedback) (green and blue links).
2)	interaction between digital UEs (or avatar UE) interacting at the metaverse world. Such avatars can be hosted in the same or different edge/cloud platforms or at the ASP domain. 
3)	interaction between UE1 and UE2 via the network (which are in vicinity in metaverse but can be far away and served by different RATs/networks) for transactions between the UEs within the metaverse session. 
4)	interaction of metaverse server with the UE1 and UE2 avatars to configure the interactions for the metaverse service and provide the digital environment as well as to provide ASP policies for the interactions.
Such multitude of sessions (with different traffic requirements) within the same service poses some issues related to how QoS is being monitored and coordinated considering the end-to-end mobile metaverse service requirements.
[bookmark: _Toc164594121][bookmark: _Toc167795997]4.5.2	Open issues
This Key Issue aims to study:
-	How to support the discovery and grouping of digital/avatar and physical UEs so as to interact via the mobile network?
-	How to monitor and configure the application QoS parameters for the multimodal sessions within meta service?
NOTE 1:	Coordination with FS_XRApp may be required for the QoS aspects impacting the multimodal sessions
[bookmark: _Toc164594122][bookmark: _Toc167795998]4.6	Key issue #6: Support device discovery to offload task for metaverse services
[bookmark: _Toc164594123][bookmark: _Toc167795999]4.6.1	Description
SA1 studied use cases to support metaverse services in 3GPP TR 22.856 [3]. However, many of the devices may not be equiped with sufficient capacity to process the data. And so, they need support from other devices to process data as much near as possible.
In order to provide immersive interactive location agnostic service experience to mobile metaverse service customers, large amount of computing resouces is needed to perform real-time processing for audio, video, and interactive data, etc. It is possible that some of the devices (e.g. glasses) will not have enough computing resources to perform the real-time rendering, and may need to offload the computing to the nearby devices. 
For example, SA6 has defined architecture for Application layer support for Personal IoT Network in 3GPP TS 23.542 [12]. To support above use case, a PINE element (i.e. glasses with limited computing capability) need to discover another nearby PINE element (i.e. a UE with sufficient computing capability) to offload the computational task. Current PINAPP architecture supports subscribe-notify mechanism where a PINE element gets notification when a new PINE element joins the PIN. However, not all devices may subscribe for such event. It is required to study how a PINE element (i.e. glasses with limited computing capability) discovers another nearby PINE elements. 
[bookmark: _Toc164594124][bookmark: _Toc167796000]4.6.2	Open issues
In this key issue, SA6 will study following open issues:
1)	Whether and how the existing SA6 defined enabler (e.g. PINAPP) is sufficient to support metaverse applications or any enhancements are required (e.g. to discover device from anothter device to offload task)? 
[bookmark: _Toc164594125][bookmark: _Toc167796001]4.7	Key issue #7: Support for metaverse services requiring multiple devices
[bookmark: _Toc153434260][bookmark: _Toc164594126][bookmark: _Toc167796002]4.7.1	Description
SA1 studied use cases to support metaverse services in 3GPP TR 22.856 [3]. In many of the use case, metaverse applications are defined at edge to provide law latency, and further, a user needs multiple devices inorder to work with metaverse services.
For example, consider a scenario where a metaverse service (e.g. a game service) requires haptic device associated with the UE/user in order for user to consume the service (e.g. to play the game). Current discovery mechanism (e.g. EAS discovery mechanism) do not support such application server requirements to be considered in the discovery procedure. The possible gap is to consider required capabilities of supported devices (like having joystic or haptic device) to run specific metaverse service. 
The existing SA6 defined enabler layer procedures are generic for all applications (e,g, EDGEAPP architecture). 
It is required to study 
-	How the interaction among multiple devices and AS can be supported in order to provide or to consume metaverse service;
[bookmark: _Toc153434261][bookmark: _Toc164594127][bookmark: _Toc167796003]4.7.2	Open issues
In this key issue, open issues are:
1)	To study whether and how to enhance architecture and procedures (e.g. EDGEAPP) to support metaverse service requiring multiple devices? 
[bookmark: _Toc164594128][bookmark: _Toc167796004]4.8	Key issue #8: Enabler support for spatial anchors based services
[bookmark: _Toc164594129][bookmark: _Toc167796005]4.8.1	Description
SA1 in 3GPP TS 22.156 [2] defines spatial anchors as "an association between a location in space (three dimensions) and service information that can be used to identify and access services, e.g. information to access AR media content". 
Application providers can use spatial anchors to associate application content and services with location information which can be managed by the 3GPP system. In turn, spatial anchors can be used by application clients to discover and access application content and services in a location aware fashion. 
Clause 5.1 "Use Case on Localized mobile Metaverse serivce" of 3GPP TR 22.856 [3] provides a detailed use case for spatial anchor enabled services. It describes the use case where multiple spatial anchors and their services are linked to the space that the user is in. In the usecase, it is mentioned that one or more mobile metaverse services associated with a single location, to be combined to form a single location related service experience. 

The clause 5.1 use case describes the example of recommending a spatial anchor of a restaurant to the user in the evening time in order to provide an enhanced service experience to the user based on the previous search history spatial anchor. This creates the need for the enabler to provide some intelligent spatial anchor service recommendations which could help the user and improve the service experience. 

The consumers created spatial anchors may want to understand the analytics of the spatial anchors like users density per spatial anchor, spatial anchor density in a given location, number of times the spatial anchor is accessed to improve  their services, spatial anchor improvements like spatial anchor placement planning, user engagement, etc. 

[bookmark: _Toc164594130][bookmark: _Toc167796006]4.8.2	Open issues
The open issues are:
	1)	How to combine one or more mobile metaverse services associated with spatial anchors? 
	2)	How to provide the exposure of the spatial anchor analytics to the consumers?
[bookmark: _Toc167796007][bookmark: _Toc164594131]4.9	Key issue #9: Support for permission control of digital assets
[bookmark: _Toc167796008]4.9.1	Description
[bookmark: OLE_LINK3]Digital asset is defined in 3GPP TS 22.156 [2] as "digitally stored information that is uniquely identifiable and can be used to realize value according to their licensing conditions and applicable regulations. Examples of digital assets include digital representation (avatar), software licenses, gift certificates, tokens and files (e.g. music files) that have been purchased. This is not an exhaustive list of examples. "
With the use scenarios of digital assets is getting richer in the mobile metaverse, the demands for the use of digital assets is growing. When digital assets are used by multiple users or used on multiple metaverse application platforms, the service provider needs to provide a permission control mechanism, i.e. whether the operation to the digital asset by the specific user or a group of users is allowed.
The use case can be considered for study as follows:
-	In the same metaverse service, an owner upload his/her digital asset to trusty public digital asset container (e.g. DACM). When owner wants to share his/her own digital assets (e.g. picture) and the owner only wants to share the digital asset to some specific user(s) in the mobile metaverse. Meanwhile a consumer wants to access the digital asset, the service provider supports for checking whether the consumer has the permission and provides access service to the consumer.
-	In multiple metaverse services, when a owner wants to operate his digital asset among multiple metaverse applications. The service provider supports for access/download/modification/delete digital assets by the user or a group of users in multiple metaverses to ensure the consistency of the digital assets.
In KI#2, appropriate usage of user consent includes ensuring only the legitimate use by non-owners of user sensitive information such as digital assets are covered. However the focus of this KI is how to manage the permission of specific operation of a digital asset (e.g. assign the access right, revoke the deletion right, etc), including across multiple metaverses.
CAPIF specified in 3GPP TS 23.222 [14] provides Resource owner-aware Northbound API Access (RNAA) to control access to the owner’s resource. The Enhancement of RNAA is also studying by SA6 in Rel-19 FS_CAPIF_Ph3. Currently CAPIF focuses on the management of service API and cannot fulfill the requirements permission control of digital asset in the two use cases above.
[bookmark: _Toc167796009]4.9.2	Open issue
This key issue is going to study:
Whether and how to manage the permission control for digital asset, including in across multiple metaverses use case.
NOTE:	Operations include access, download, modification and deletion of digital assets.
[bookmark: _Toc167796010]4.x	Key issue #x: <Title>
[bookmark: _Toc164594132][bookmark: _Toc167796011]4.x.1	Description
Editor's Note:	This clause will describe the key issue.
[bookmark: _Toc164594133][bookmark: _Toc167796012]4.x.2	Open issues
Editor's Note:	This clause will provide the list of open issue(s).
[bookmark: _Toc164594134][bookmark: _Toc167796013]5	Application enablement architecture requirements
[bookmark: _Toc164594135][bookmark: _Toc167796014]5.1	General requirements
Following general requirements are identified:
[AR-5.1-a]	The application enabler layer shall support management of spatial anchors. Detailed requirements are captures in clause 5.x.
[bookmark: _Toc164594136][bookmark: _Toc167796015]5.2	Spatial anchors management service requirements
[AR-5.2-a]	The spatial anchor management service shall provide mechanism to create, update, get/discover spatial anchors.
[AR-5.2-b]	The spatial anchor management service shall provide mechanism to subscribe for spatial anchor related information including usage information, UEs within certain range. 
[bookmark: _Toc25612630][bookmark: _Toc25613333][bookmark: _Toc25613597][bookmark: _Toc27647554][bookmark: _Toc164594137][bookmark: _Toc167796016]6	Application enablement architecture for metaverse services
[bookmark: _Toc164594138][bookmark: _Toc167796017]6.1	Option #1: On-network mobile metaverse application layer architecture
This clause proposes a mobile metaverse enablement layer as a possible architecture.
[bookmark: _Toc164594139][bookmark: _Toc167796018]6.1.1	Application enablement architecture
[bookmark: _Hlk158992973]Figure 6.1.1-1 illustrates the detailed on-network mobile metaverse application layer functional model.


[bookmark: _Hlk158992903]Figure 6.1.1-1: On-network mobile metaverse application layer functional model
The mobile metaverse application layer functional entities are grouped into the vertical application layer and the mobile metaverse application enablement layer. The mobile metaverse application enablement layer offers the mobile metaverse application enablement capabilities to the vertical application layer. The mobile metaverse application layer functional model utilizes SEAL services as specified in 3GPP TS 23.434 [8].
The mobile metaverse application enablement layer functional entities on the UE and in the network are respectively the mobile metaverse enabler client (MMEC) and mobile metaverse enabler server (MMES). The MMEC communicates with the MMES over the MM-UU reference point. The MMEC provides functionality to the VAL client(s) over the MM-C reference point. The VAL server(s) communicate with the MMES over the MM-S reference point. The MMES communicates with other MMES instances over the MM-E reference point. The MMES communicates with the underlying 3GPP network system using 3GPP interfaces specified by the 3GPP network system.
[bookmark: _Toc164594140][bookmark: _Toc167796019]6.1.2	Functional Elements
[bookmark: _Toc164594141][bookmark: _Toc167796020]6.1.2.1	Mobile Metaverse Enablement Server
A Mobile Metaverse Enablement Server (MMES) provides metaverse application enablement services used by Metaverse VAL servers and Mobile Metaverse Enablement Clients (MMEC).
[bookmark: _Toc164594142][bookmark: _Toc167796021]6.1.2.2	Mobile Metaverse Enablement Client
A Mobile Metaverse Enablement Client provides metaverse application enablement services to VAL clients.
[bookmark: _Toc164594143][bookmark: _Toc167796022]6.1.3	Reference Points
[bookmark: _Toc164594144][bookmark: _Toc167796023]6.1.3.1	MM-UU
MM-UU reference point enables interactions between a MMES and MMEC. 
[bookmark: _Toc164594145][bookmark: _Toc167796024]6.1.3.2	MM-S
MM-S reference point enables interactions between a MMES and Metaverse VAL servers. 
[bookmark: _Toc164594146][bookmark: _Toc167796025]6.1.3.3	MM-E
MM-E reference point enables interactions between MMES instances. 
[bookmark: _Toc164594147][bookmark: _Toc167796026]6.1.3.4	MM-C
MM-C reference point enables interactions between a MMEC and Metaverse VAL clients. 
[bookmark: _Toc164594148][bookmark: _Toc167796027]6.2	Option #2: A-DACM architecture to support Metaverse services
[bookmark: _Toc164594149][bookmark: _Toc167796028]6.2.1	Application enablement architecture
Figure 6.2.1-1 illustrates the A-DACM architecture to support Metaverse services.


Figure 6.2.1-1: A-DACM architecture to support Metaverse services
The SEAL architecture includes a A-DACM function which supports the VAL layer. The A-DACM function interacts with the VAL server(s) over the SEAL-S reference point. The A-DACM function may utilize the 5GC services over N33 reference point.
Editor's Note: How VAL client(s) access the services of A-DACM function is FFS.
Figure 6.2.1-2 illustrates the service-based SEAL architecture to support Metaverse services.


Figure 6.2.1-2: Service-based SEAL architecture to support Metaverse services
The A-DACM function exposes the APIs over the Sdacm interface to the VAL layer. The VAL functions (VAL servers) consume the services by interacting on the Sdacm interface of the A-DACM function. The CAPIF can be used by VAL functions to discover the services of the A-DACM function.
NOTE:	The A-DACM function can be realized as a new SEAL service or part of existing SEAL service.
[bookmark: _Toc164594150][bookmark: _Toc167796029]6.2.2	Functional Elements
[bookmark: _Toc164594151][bookmark: _Toc167796030]6.2.2.1	A-DACM function
The A-DACM function expose the services/APIs to the VAL layer services over Sdacm interface for the following avatar management capabilities:
-	Avatar profile creation;
-	Avatar upload;
-	Avatar linking to user/subscriber;
-	Avatar download;
-	Avatar update/modification;
-	Avatar delete;
[bookmark: _Toc164594152][bookmark: _Toc167796031]6.2.3	Reference Points
[bookmark: _Toc164594153][bookmark: _Toc167796032]6.2.3.1	SEAL-S
This reference point supports the interactions between VAL server(s) and A-DACM function. The VAL server consumes the avatar management services supported by the A-DACM function as specified in clause 6.2.2.1.
[bookmark: _Toc164594154][bookmark: _Toc167796033]6.2.4	Service-based interface
[bookmark: _Toc164594155][bookmark: _Toc167796034]6.2.4.1	Sdacm
This interface supports the interactions between VAL function (VAL servers) and A-DACM function. The VAL function consumes the avatar management services supported by the A-DACM function as specified in clause 6.2.2.1.
[bookmark: _Toc151544884][bookmark: _Toc167796035][bookmark: _Toc164594156]6.3	Option #3: Reuse existing SEAL architecture for metaverse services
[bookmark: _Toc153434267][bookmark: _Toc167796036]6.3.1	Application enablement architecture
The SEAL architecture as defined in 3GPP TS 23.434 [8] is reused to enhance to support metaverse services, e.g. SEAL LM enhancement to support spatial anchor management and spatial map management, SEAL CM enhancement to support avatar profile(s) management. The SEAL clients are enhanced to provide client side functionalities for metaverse application. The SEAL servers are enhanced to provide server side functionalities for metaverse applications.
[bookmark: _Toc167796037]6.x	Option #x: <title>
[bookmark: _Toc14352758][bookmark: _Toc19026785][bookmark: _Toc19034186][bookmark: _Toc19036376][bookmark: _Toc19037374][bookmark: _Toc25612632][bookmark: _Toc25613335][bookmark: _Toc25613599][bookmark: _Toc27647556][bookmark: _Toc164594157][bookmark: _Toc167796038]6.x.1	Application enablement architecture
Editor's Note:	This clause will illustrate the high level architecture and possible architecture enhancements for supporting metaverse services.
[bookmark: _Toc164594158][bookmark: _Toc167796039]6.x.2	Functional Elements
Editor's Note:	The functional elements corresponding to the architecture will be presented in this clause.
[bookmark: _Toc164594159][bookmark: _Toc167796040]6.x.3	Reference Points
Editor's Note:	The reference points corresponding to the architecture will be presented in this clause.
[bookmark: _Toc164594160][bookmark: _Toc167796041]7	Solutions
[bookmark: _Toc164594161][bookmark: _Toc167796042][bookmark: _Toc464463365][bookmark: _Toc475064959][bookmark: _Toc478400630][bookmark: _Toc7485785][bookmark: _Toc78314759]7.0	Mapping of solutions to key issues
Table 7.0-1: Mapping of solutions to key issues
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[bookmark: _Toc164594162][bookmark: _Toc167796043]7.1	Solution #1: Spatial anchor discovery
[bookmark: _Toc164594163][bookmark: _Toc167796044]7.1.1	Solution description
[bookmark: _Toc164594164][bookmark: _Toc167796045]7.1.1.1	General
This solution is for KI#1 and addresses the open issue of spatial anchor discovery by the consumer. 
This solution is based on the Mobile Metaverse enablement layer architecture.
Editor's Note: Whether the mobile metaverse architecture will be an enablement layer, or a new SEAL service, or an enhancement to an existing SEAL service will be decided in the conclusion of this study, and this solution will be adapted to the chosen architecture.
In this solution, the mobile metaverse application enablement layer provides capabilities to discover and determine the validity of spatial anchors. Spatial anchors may be discovered and validated based on consumer location and orientation, consumer capabilities and preferences, and spatial anchor configuration and policy.
[bookmark: _Toc164594165][bookmark: _Toc167796046]7.1.1.2	Procedure
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL client (e.g., an AR application) needs to display enriched localized content to a user


Figure 7.1.1.2-1: Spatial anchor discovery procedure
0.	A metaverse VAL client discover s spatial anchors. The VAL client performs spatial anchor discovery using the mobile metaverse enabler client (MMEC) of the UE. The VAL client provides spatial anchor discovery requirements to the MMEC to discover spatial anchors of interest. The discovery requirements include a VAL client identifier, a VAL client type, information on location(s) of interest, and information on service(s) of interest (e.g., service type, service provider identifier, time of day when service is requested, etc.) for the service associated with spatial anchors, and indication to enable persistent search.
NOTE 1: The requirements for spatial anchor discovery may be further defined in the normative phase.
1.	The MMEC sends a spatial anchor discovery request to the mobile metaverse enabler server (MMES). The request includes information elements defined in Table 7.1.3-1. 
2.	Upon receiving the request, the MMES validates if the requestor is authorized to discover spatial anchors. If the requestor is authorized, the MMES uses the information included the spatial anchor discovery request to determine spatial anchors to include in the discovery response.
If spatial anchor discovery filters are provided in the request, the MMES determines any spatial anchors matching the discovery filters. For each determined spatial anchor, the MMES checks whether the requestor is authorized to discover the spatial anchor based on the identity and location of the requestor and the access controls and service area characteristics of the spatial anchor. To determine a location of interest to the requestor, the MMES may use location information in the request, if available, or obtain location information by invoking the 3GPP Core Network Location Services exposed by the NEF as described in 3GPP TS 23.273 [7] and 3GPP TS  23.502  [9], or by invoking the SEAL Location Management APIs as described in 3GPP TS 23.434 [8]. Additionally, the MMES may obtain and consider data analytics, such as UE mobility prediction, during spatial anchor determination. The MMES may obtain data analytics by invoking NEF APIs as described in 3GPP TS 23.288 [10] and 3GPP TS 23.502 [9].
3.	The MMES sends a spatial anchor discovery response to the MMEC. If the MMES has successfully determined spatial anchors, the response may include a success indication, a list of the determined spatial anchors as defined in Table 7.1.3-2. If the MMES has not determined any spatial anchor, the response may include a failure indication and a cause of failure. The response also includes the recommended list of spatial anchors in the discovery response based on the discovery filter information and stored spatial anchor information. 
NOTE 2:	The logic to generate the recommended list of spatial anchor is out of scope and implementation-specific.
4.	Upon receiving the discovery response, if the response indicates success, the MMEC may store the received spatial anchor information in a spatial anchor cache. The MMEC evaluates the validity conditions of discovered spatial anchors. 
5.	The MMEC provides the valid spatial anchor information to the VAL client(s) based on VAL client requirement(s). Upon receiving valid spatial anchor information, the VAL client can access the service(s) associated with each spatial anchor.
NOTE 3:	This procedure may be adapted to allow a VAL server to discover spatial anchor(s).
[bookmark: _Toc167796047]7.1.1.3	Creating spatial anchor group
[bookmark: _Toc167796048]7.1.1.3.1	General
Consider a scenario where the user wearing the headset is in the supermarket or mall. The mall could have many shops(like clothes, vintage items), restaurants, etc. The VAL server can create a group of spatial anchors within the shop and represent the shop with a grouped spatial anchor. Similarly it can create a group of spatial anchors like an Italian food spatial anchor, vegan food spatial anchor, etc. From outside or at a certain distance, the user can discover the high-level overview of spatial anchor indications (like a single spatial anchor representing a group of clothes, etc. rendered in the user's headset).
[bookmark: _Toc167796049]7.1.1.3.2	Procedure
Figure 7.1.1.3.2-1 depicts the procedure for creating the group of spatial anchor services linked to each other. The service is provided by MMES and consumed by VAL server or MMEC.


Figure 7.1.1.3.2-1: Create spatial anchor group
1)	The VAL server (or MMEC) sends a request message to the MMES server to create a group of spatial anchors. The request includes VAL server identity, spatial anchor identity list and spatial anchor service area, security credentials.
NOTE: The group spatial anchor provides an abstraction for the underlying linked spatial anchor(s), which enables to discovery of the linked spatial anchors as per the request of the user or based on the location, etc. 
2)	The MMES server authorizes VAL server (or MMEC client). If the requestor is authorized, then the MMES server creates a group spatial anchor (along with its identity) for the linked spatial anchors for the given spatial anchor service area. The MMES sends the response back to the VAL server (or MMEC client) including the spatial anchor (along with its identity) of the spatial anchor for a successful case.
Editor's Note: The usage of SA id (SA id for representing the group of SA) for discovery of SA is FFS.
[bookmark: _Toc164594166][bookmark: _Toc167796050]7.1.2	Architecture Impacts
Option #1 in clause 6.1 is the basis for this solution.
[bookmark: _Toc164594167][bookmark: _Toc167796051]7.1.3	Corresponding APIs
Table 7.1.3-1 shows the request sent by a MMEC to a MMES for the discovery of spatial anchor(s). 
Table 7.1.3-1: Spatial anchor discovery request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Location of interest
	O
	Location of spatial anchors the requestor is interest in.

	Spatial anchor discovery filters
	O
	Set of characteristics to determine matching spatial anchors (e.g., spatial anchor location, VAL client type).



Table 7.1.3-2 shows the response sent by the MetaApp server to the requester for a spatial anchor discovery request. 
Table 7.1.3-2: Spatial anchor discovery response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Discovered spatial anchor List
	O
	List of discovered spatial anchor(s). Each element includes the information described below

	> Spatial anchor ID
	M
	Identifier of the spatial anchor.

	> Spatial anchor location
	M
	Location of the spatial anchor (e.g., GPS coordinates, civic address, etc.).

	> Spatial anchor validity criteria
	M
	The validity criteria of a spatial anchor (e.g., spatial criteria, time criteria, etc.).

	> VAL server endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) of the service(s) associated with the spatial anchor.

	> VAL server information
	O
	Information about the service offered by the VAL server (e.g., service description, service name, etc.).



[bookmark: _Toc164594168][bookmark: _Toc167796052]7.1.4	Solution evaluation
This solution is for KI#1 and addresses the open issue of spatial anchor discovery by the consumer. This solution is based on the Mobile Metaverse enablement layer architecture as specified in clause 6.1. The solution proposes MMEC to send discovery request with appropriate discovery filters. The MMES discovers the spatial anchors based on the provided discovery filters and send the response. The solution assumes that spatial anchors are created at MMES by the application service provider. The solution receives location information from NEF or SEAL LMS. The solution is a feasible solution. The solution will be adapted to the chosen architecture.
[bookmark: _Toc164594169][bookmark: _Toc167796053]7.2	Solution #2: Support for spatial anchor management
[bookmark: _Toc164594170][bookmark: _Toc167796054]7.2.1	Solution description
This solution maps to KI# 1. This solution enhances Service Enabler Architecture Layer (SEAL) Location Management (LM) service to provide spatial anchor management service to the VAL server or the UE. The architecture impacts are captured in clause 7.2.2 while procedures to manage spatial anchors are captured in clause 7.2.3.
[bookmark: _Toc164594171][bookmark: _Toc167796055]7.2.2	Architecture Impacts
This clause provided architecture enhancements to the SEAL LM architecture as defined in 3GPP TS 23.434 [8]. The SEAL LM client is enhanced to provide client side functionalities for managing (i.e. create, read, update and delete) spatial anchors for metaverse application. The SEAL LM server is enhanced to provide server side functionalities for managing spatial anchors for the metaverse applications. 
VAL client uses the SEAL LM client to manage spatial anchors for the metaverse applications over LM-C reference point. Similarly, VAL server uses SEAL LM server to manage spatial anchors for the metaverse applications over LM-S reference point. The LM-UU interface is enhanced to provide management of spatial anchors between SEAL LM client and SEAL LM server.
Editor's Note: Whether to use a new application enablement server or a new SEAL server for this solution is FFS.
[bookmark: _Toc164594172][bookmark: _Toc167796056]7.2.3	Procedures
[bookmark: _Toc164594173][bookmark: _Toc167796057]7.2.3.1	Creating spatial anchor
Consider a supermarket example, where a user with a headset discovers  multiple spatial anchor(s). Some spatial anchor providers can mark their spatial anchors visibility level as discoverable for all users during creation process. During the discovery process, the user also discovers spatial anchors provided by different spatial anchor metaverse providers (e.g. spatial anchors like emergency exit SA, medical SA etc.) which are marked as universal.
Figure 7.2.3.1-1 depicts the procedure for creating association of spatial anchor with location for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.1-1: Create spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to create association of the spatial anchor with the location. The request includes VAL server identity, position of the anchor and application service identifier, security credentials, spatial anchor service area. The request may include service information of the product to associate it with the spatial anchor, access control rules defining which entities are permitted to discover and access the spatial anchor, and customer premise information (e.g. a residence, office or shop). The request also includes spatial anchor discoverable visibility levels like universal to facilitate shared spatial anchor discovery. The universal discoverable visibility level defines the spatial anchor is discoverable for any user.
Editor's Note: Terminologies will be reconsidered and the further usage of visibility level is FFS.
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server creates the association between spatial anchor and the location, and stores the information as received in the request message. The server creates identity for the spatial anchor. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including identity for the spatial anchor for a successful case.
[bookmark: _Toc164594174][bookmark: _Toc167796058]7.2.3.2	Updating spatial anchor
Figure 7.2.3.2-1 depicts the procedure for updating spatial anchor association for metaverse applications. The update operation includes modifying existing spatial anchor or deleting the spatial anchor. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.2-1: Update spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to update the existing spatial anchor association. The request is used to modify or delete the spatial anchor. The request message includes the identity of the spatial anchor and the application service identifier. To modify the spatial anchor, the request may include service information of the product to associate it with the spatial anchor, spatial anchor service area and access control rules, and customer premise information (e.g. a residence, office or shop). The request also includes spatial anchor discoverable visibility levels like universal or non-universal to facilitate shared spatial anchor discovery. 
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server checks whether the spatial anchor as identified by the identity of the spatial anchor exists or not. If the spatial anchor does not exists then the SEAL LM server sends failure response. Otherwise, the SEAL LM server updates the spatial anchor details (for update request) or deletes the spatial anchor details (for delete request). The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including reason for failure for failure case.
[bookmark: _Toc164594175][bookmark: _Toc167796059]7.2.3.3	Get spatial anchor
Figure 7.2.3.3-1 depicts the procedure for getting spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.3-1: Get spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to get the spatial anchor details. The request includes discovery filters like the position of the user and application service identifier. If the request to get specific spatial anchor, the request may include application specific information (e.g. type of service). 
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server determines all spatial anchors from the repository based on the discovery filters provided in the request message. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including list of spatial anchor details for successful case.
[bookmark: _Toc164594176][bookmark: _Toc167796060]7.2.3.4	Spatial anchor information subscription
Figure 7.2.3.3-1 depicts the procedure for subscribing to receive spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.4-1: Spatial anchor information subscription
1)	The VAL server (or SEAL LM client) sends a subscription request to the SEAL LM server to get notifications about the spatial anchor details. The request includes discovery filters like the position and application service identifier. If the request to subscribe to specific spatial anchor, the request may include application specific information (e.g. type of service).
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server sends successful response along with subscription identity. 
NOTE 1:	The SEAL LM server starts monitoring the location of the user if it is not already monitoring.
3-4)	Upon occurance of the event (e.g. spatial anchor added or removed or updated), the SEAL LM server determines all spatial anchors from the repository which are matched with the discovery filters provided in the request. The SEAL LM server sends the notification to the VAL server (or SEAL LM client) including list of spatial anchor details. The response may include the recommended list of spatial anchor details based on the requested spatial anchor discovery filter, application specific information (e.g. type of service information) and the stored spatial anchor(s). 
NOTE: The logic to provide a recommended list of spatial anchor details is implementation-specific and out of scope
[bookmark: _Toc164594177][bookmark: _Toc167796061]7.2.4	Solution evaluation
This solution maps to KI# 1. This solution enhances Service Enabler Architecture Layer (SEAL) Location Management (LM) service by enhancing SEAL LM client and SEAL LM server functionalities as specified in clause 7.2.2. The solution proposes to create, update and get spatial anchors. The solution also proposes to subscribe for spatial anchors. The solution is a feasible solution. The solution will be adapted to the chosen architecture.
[bookmark: _Toc164594178][bookmark: _Toc167796062]7.3	Solution #3: Spatial anchor subscription
[bookmark: _Toc164594179][bookmark: _Toc167796063]7.3.1	Solution description
[bookmark: _Toc164594180][bookmark: _Toc167796064]7.3.1.1	General
This solution is for KI#1 and addresses the open issue of how to detect UE(s) within a certain range of a spatial anchor and detect spatial anchors within a certain range of a UE. 
This solution is based on the Mobile Metaverse enablement layer architecture.
Editor's Note: Whether the mobile metaverse architecture will be an enablement layer, or a new SEAL service, or an enhancement to an existing SEAL service will be decided in the conclusion of this study, and this solution will be adapted to the chosen architecture.
A first procedure is proposed to allow a VAL server to subscribe for information about UE with spatial anchor interest. The mobile metaverse application enablement layer provides capabilities to subscribe for notifications providing information on UE with spatial anchor interest and that may enter, exit or be in range of spatial anchor of interest. The notification may include information about UEs that have discovered spatial anchor(s) but may not yet have connected to the service associated with the spatial anchor(s).
A second procedure is proposed to allow a UE (e.g., MMEC, VAL client) to subscribe for information about spatial anchors of interest. The mobile metaverse application enablement layer provides capabilities to subscribe for notifications providing information on spatial anchor interest and that may be in range, become in range or become out of range of the UE.
[bookmark: _Toc164594181][bookmark: _Toc167796065]7.3.1.2	VAL server subscription procedure for information about UE with spatial anchor interest
This procedure goes beyond capabilities defined in SEAL LMS for providing UEs within range of a target location described in 3GPP TS 23.434 [8]. SEAL LMS provides information about UE(s) within range of a location, which may be the location of a spatial anchor, regardless of the interest of such UE(s) for spatial anchors. This solution adds spatial anchor awareness such that UE(s) that consume spatial anchors and have discovered spatial anchors of interest are considered. Spatial anchor awareness allows a VAL server (e.g., that may have provisioned spatial anchors or may offer a service associated with a spatial anchor) to discover UE(s) with interest in the associated spatial anchors. SEAL LMS and this solution can be used in conjunction by a VAL server.
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL server requires information about UEs with spatial anchor interest.

 
Figure 7.3.1.2-1: UE with spatial anchor interest subscription/notification procedure
1.	A metaverse VAL server sends a UE with spatial anchor interest subscription request to the mobile metaverse enabler server (MMES). The request includes the VAL server identifier, security credentials, a VAL server notification endpoint (e.g., IP address, FQDN, URI), and spatial anchor of interest detection filters. The detection filters may include spatial anchor identifiers to detect UEs that have discovered specific spatial anchors, spatial anchor associated service identifiers to detect UEs that have discovered spatial anchors associated with a service identifier, location area to detect UEs that have discovered spatial anchors within a location area, spatial anchor range to detect UEs that have discovered and are within range or become out of range of spatial anchors. The subscription may also indicate whether the notification is for a UE entering the range, leaving the range or both.
2.	Upon receiving the request, the MMES authorizes the VAL server subscription request and performs the necessary actions to detect UE with spatial anchor interest. To detect UEs entering or leaving the range of spatial anchor of interest, the MMES considers if the spatial anchors of interest have been discovered by a UE and obtains the corresponding UE location information. The UE location information may be obtained by using capabilities of the 5GS by invoking the 3GPP Core Network Location Services exposed by the NEF as described in 3GPP TS 23.273 [7] and 3GPP TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in 3GPP TS 23.434 [8]. Additionally, the MMES may consider data analytics, such as UE mobility prediction. The MMES may obtain data analytics by invoking NEF APIs as described in 3GPP TS 23.288 [10] and 3GPP TS 23.502 [9]. The MMES may monitor the distance between UEs and the spatial anchor of interest to determine whether the UEs enters, exits or is within range of the spatial anchors of interest.
[bookmark: _Hlk164297506]3.	The MMES sends a UE with spatial anchor interest subscription response to the VAL server. The response includes an indication of success or failure for the subscription. If successful, the response includes a subscription identifier; otherwise, the response includes an error code and reason of failure.
4.	Based on the detection filters provided in the subscription request, the MMES detects UE(s) with interest in spatial anchors (e.g., UE that discovers the monitored spatial anchor), and identifies whether the UE enters or exits the monitored spatial anchor range.
5.	The MMES sends a UE with spatial anchor interest notification to the subscribed VAL server; the notification includes the subscription identifier and information about the detection of UE with spatial anchor interest (e.g., UE identifier, spatial anchor identifier(s), range from the spatial anchor(s), entering or exiting the range, etc.).
[bookmark: _Toc164594182][bookmark: _Toc167796066]7.3.1.3	VAL client subscription procedure for spatial anchors in range
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL client requires information about spatial anchors of interest


Figure 7.3.1.3-1: Spatial anchor of interest subscription/notification procedure
1. A metaverse VAL client subscribes for spatial anchor of interest information with the mobile metaverse enabler client (MMEC), and the subscription includes a VAL client identifier and spatial anchor requirements. The spatial anchor requirements includes spatial anchor of interest discovery filters and a range. The detection filters may include spatial anchor identifiers to detect specific spatial anchors, spatial anchor associated service identifiers to detect spatial anchors associated with a service identifier, location area to detect spatial anchors within a location area, range to detect spatial anchors within a range, an indication to enable persistent search to notify spatial anchors within range of UE’s location, the current pose of the user along with direction of the movement, optionally spatial anchor specific information. The subscription may also indicate whether notifications are for spatial anchors becoming in range of the UE, becoming out of range of the UE or both.
NOTE:	The spatial anchor specific information is out of scope of standardization. For example, the spatial anchor specific information may contain application specific service information like a product name, a URL, a media data, a product type, a manufacturing company, a date, an expiry date, a ratings, etc. Such information may be stored in key-value pair and is transparent to the mobile metaverse enabler.
2.	The MMEC sends a spatial anchor of interest subscription request to the mobile metaverse enabler server (MMES). The request includes the MMEC identifier, VAL client identifier, security credentials, a notification endpoint (e.g., IP address, FQDN, URI), and discoveryfilters provided by the VAL client.
3.	Upon receiving the request, the MMES authorizes the MMEC subscription request and performs the necessary actions to detect spatial anchor of interest. To detect spatial anchor of interest within range or becoming in-range or out-of-range of the UE, the MMES starts monitoring the corresponding UE location and pose information of the requestor. The UE location information may be obtained by using capabilities of the 5GS by invoking the 3GPP Core Network Location Services exposed by the NEF as described in 3GPP TS 23.273 [7] and 3GPP TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in 3GPP TS 23.434 [8]. Additionally, the MMES may consider data analytics, such as UE mobility prediction. The MMES may obtain data analytics by invoking NEF APIs as described in 3GPP TS 23.288 [10] and 3GPP TS 23.502 [9]. The MMES may monitor the distance between UEs and the spatial anchor of interest to determine whether the UEs becomes in-range or out-of-range of the spatial anchors of interest.
4.	The MMES sends a spatial anchor of interest subscription response to the MMEC. The response includes an indication of success or failure for the subscription. If successful, the response includes a subscription identifier; otherwise, the response includes an error code and reason of failure.
5.	Based on the discovery filters provided in the subscription request, the MMES monitors the distance between the current UE location and the spatial anchor of interest and identifies the list of spatial anchors which are within range of the UE..
6.	The MMES sends a spatial anchor of interest notification to the subscribed MMEC; the notification includes the subscription identifier and information about the detection of spatial anchors of interest (e.g., spatial anchor identifier(s), range from the UE, etc.).
7-	The MMEC provides to the VAL client the information received in the notification about the spatial anchors of interest.
[bookmark: _Toc164594183][bookmark: _Toc167796067]7.3.2	Architecture Impacts
Option #1 in clause 6.1 is the basis for this solution.
[bookmark: _Toc164594184][bookmark: _Toc167796068]7.3.3	Corresponding APIs
[bookmark: _Toc167796069]7.3.3.1	Overview
This clause provides a summary of the corresponding APIs for solution #3.
-	Discover UE with Spatial Anchor interest API (subscribe / notify model; API provider: MMES; known consumers: VAL server; corresponding to step 1 to 5 of clause 7.3.1.2).
[bookmark: _Hlk166244626]-	Discover Spatial Anchor API (subscribe / notify model; API provider: MMEC; known consumer: VAL client; corresponding to step 1 and 7 of clause 7.3.1.3).
-	Discover Spatial Anchor API (subscribe / notify model; API provider: MMES; known consumer: MMEC; corresponding to step 2 to 6 of clause 7.3.1.3).
[bookmark: _Toc167796070]7.3.3.2	Information flows
Table 7.3.3,2-1 shows the request sent by a MMEC to a MMES for the UE with SA interest subscription request. 
Table 7.3.3.2-1: UE with Spatial Anchor interest subscription request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Notification endpoint
	M
	Endpoint where notification is received

	Spatial anchors discovery filter
	M
	Discovery filters to identify UEs

	> Spatial anchor identifier(s)
	M
	Identifier of the spatial anchors that have discovered by the UE

	> Area of interest
	O
	Location area of interest within which UEs have discovered spatial anchors

	> Application specific range
	O
	Application specific range within which UEs have discovered spatial anchors

	> Event
	O
	UE Entering the spatial anchor range, UE leaving the spatial anchors range



Table 7.3.3.2-2 shows the response sent by the MMES server to the requester for a spatial anchor discovery response. 
Table 7.3.3.2-2: UE with Spatial Anchor interest subscription response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Subscription identity
	O
	Identify of the subscription (for successful case)

	Failure cause
	O
	Indicates reason for the failure



Table 7.3.3.2-3 shows the notification sent by a MMES server to the requester for the UE with SA interest notification. 
Table 7.3.3.2-1: UE with Spatial Anchor interest notification
	Information element
	Status
	Description

	Subscription identity
	M
	Identify of the subscription (for successful case)

	List of spatial anchors
	M
	UE details for each spatial anchors

	> List of UE(s)
	O
	List of UEs entering or leaving the spatial anchors range

	>> event type per UE
	O
	Indicating UEs entering or leaving the spatial anchors range



Table 7.3.3.2-4 shows the request sent by a MMEC to a MMES for the SA of interest subscription request. 
Table 7.3.3.2-4: Spatial Anchor of interest subscription request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Notification endpoint
	M
	Endpoint where notification is received

	Spatial anchors discovery filter
	M
	Discovery filters to identify spatial anchors

	> Spatial anchor identifier(s)
	M
	Identifier of the spatial anchors to detect specific spatial anchors

	> Area of interest
	O
	Location area of interest within which spatial anchors are interested

	> Application specific range
	O
	Application specific range from UE within which spatial anchors have discovered spatial anchors

	> current UE location
	O
	Current location of the UE

	> current pose
	O
	Current post of the user (as defined in clause 6.2.2 of 3GPP TS 26.119 [11])

	> spatial anchor specific information
	O
	Spatial anchor specific information which is transparent to the enabler layer. 



Table 7.3.3.2-5 shows the response sent by the MMES server to the requester for a spatial anchor discovery response. 
Table 7.3.3.2-5: Spatial Anchor of interest subscription response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Subscription identity
	O
	Identify of the subscription (for successful case)

	Failure cause
	O
	Indicates reason for the failure



Table 7.3.3.2-6 shows the notification sent by a MMES server to the requestor for the UE with SA interest notification. 
Table 7.3.3.2-6: Spatial Anchor of interest notification
	Information element
	Status
	Description

	Subscription identity
	M
	Identify of the subscription (for successful case)

	List of spatial anchors
	M
	List of spatial anchors within range of the UE



[bookmark: _Toc164594185][bookmark: _Toc167796071]7.3.4	Solution evaluation
This solution addresses Key Issue #1 by providing spatial anchor subscribe/notify procedures; a first procedure allows the VAL server to subscribe for information about UEs with spatial anchor interest, and a second procdure allows for a consumer UE to subscribe for information about spatial anchors of interest.
[bookmark: _Hlk166242029]The solution is based on a mobile metaverse application enablement layer architecture with an enabler client (MMEC) and an enabler server (MMES). The solution is not dependent on the "layer" architecture; thus, capabilities of the MMEC and MMES may alternatively be provided respectively by a SEAL client and SEAL server of a SEAL service (e.g., new or enhanced).
The solution enables an authorized VAL server to discover UEs with interest in specific spatial anchor by providing detection filters in a subscription request to the MMES. The MMES uses the detection filters to identify UEs that match the detection criteria (e.g., have discovered specific spatial anchors), and to notify the VAL server about the identified UEs.
The solution enables an authorized VAL client (e.g., via the MMEC) to discover spatial anchors of interest based on persistent search by providing interest discovery filters in a subscription request to the MMES. The service enablers use the detection filters to identify spatial anchors that match the detection criteria, and to notify the MMEC about the identified spatial anchors.
The solution depends on other solutions for support of spatial anchor registration.
The solution is feasible. The solution will be adapted to the chosen architecture.
[bookmark: _Toc164594186][bookmark: _Toc167796072]7.4	Solution #4: Support for spatial anchor analytics information
[bookmark: _Toc164594187][bookmark: _Toc167796073]7.4.1	Solution description
This solution maps to KI# 1. 
[bookmark: _Toc164594188][bookmark: _Toc167796074]7.4.2	Procedures 
[bookmark: _Toc164594189][bookmark: _Toc167796075]7.4.2.1	Spatial anchor analytics information (subscription-notify)
Figure 7.4.2.1-1 depicts the procedure for subscribing to receive spatial anchor analytics information for metaverse applications. The service is provided by MMES server and consumed by VAL server. 


Figure 7.4.2.1-1: Spatial anchor analytics information subscription
1.	A metaverse VAL server sends a spatial anchor analytics subscription request to the mobile metaverse enabler server (MMES). The request can include the VAL server identifier, security credentials, a VAL server notification endpoint (e.g., IP address, FQDN, URI), and spatial anchor analytics filters like spatial anchor identifiers, spatial anchor location information, position of the user, proximity distance, and application service identifier. It may also include the periodicity for reporting notification and analytics sampling interval.
2.	Upon receiving the request, the MMES authorizes the VAL server subscription request and subscribes the 5GS NEF services, NWDAF, ADAE services for collecting analytics as per the analytics filter. The UE location information may be obtained by using capabilities of the 5GS by invoking the 3GPP Core Network Location Services exposed by the NEF as described in 3GPP TS 23.273 [7] and 3GPP TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in 3GPP TS 23.434 [8]. Additionally, the MMES may consider data analytics, such as UE mobility prediction, application session analytics. The MMES may obtain data analytics by invoking NEF APIs as described in 3GPP TS 23.288 [10] and 3GPP TS 23.502 [9]. 
The MMES sends a spatial anchor analytics subscription response to the VAL server. The response includes an indication of success or failure for the subscription. If successful, the response includes a subscription identifier; otherwise, the response includes an error code and reason of failure.
3.	The MMES generates the spatial anchor-related analytics based on the obtained data and the stored spatial anchor data as per the analytics sampling interval. It provides response to the VAL server as per the reporting interval. The response message includes spatial anchor ID, number of times spatial anchor discovered and accessed, spatial anchor density per location, user density per spatial anchor, spatial anchor services accessed information, spatial anchor services session time per user.
Editor's Note: Whether Metaverse enabler layer can perform spatial anchor analytics or ADAES needs to be enhanced for supporting step 3 is FFS.
[bookmark: _Toc164594190][bookmark: _Toc167796076]7.5	Solution #5: Support for digital avatars
[bookmark: _Toc164594191][bookmark: _Toc167796077]7.5.1	Solution description
Metaverse is considered as a digital world which is a replica of a real world. Most of the Metaverse application needs avatar for the user to interact with the application. And for each application, user may required to create, modify, get and delete avatars. For each avatar (regardless of application) will have some common properties. Depending on the metaverse application from where the user is interested to take the service, he/she can choose his/her avatar and the related information when needed. Also, a user can move between metaverse applications using the same avatar seamlessly and taking into account the constraints of the visited application. 
This solution maps to KI# 3. This solution provides support to manage digital avatars for the users.
[bookmark: _Toc164594192][bookmark: _Toc167796078]7.5.2	Architecture Impacts
This clause provided architecture enhancements to the SEAL CM architecture as defined in 3GPP TS 23.434 [8]. The SEAL CM client is enhanced to provide client side functionalities for managing (i.e. create, read, update and delete) application specific avatar profile(s) for metaverse application. The application specific avatar profile(s) contains avatar related properties and configurations. 
The SEAL CM server is enhanced to provide server side functionalities for managing application specific avatar profile(s) for the metaverse applications. It allows the consumer of the service to create, update, fetch, and delete the application specific avatar profile(s). The application specific avatar profile(s) can be stored into VAL user database.
VAL client uses the SEAL CM client to manage application specific avatar profile(s) for the metaverse applications over CM-C reference point. Similarly, VAL server uses SEAL CM server to manage application specific avatar profile(s) for the metaverse applications over CM-S reference point. The CM-UU interface is enhanced to provide management of application specific avatar profile(s) between SEAL CM client and SEAL CM server.
A user can have one or more application specific avatar profile(s). An application specific avatar profile can be shared by one or more users (for example, an avatar profile is created for a sales representative, and used by all sales personals). 
Editor's Note: Whether to use a new application enablement server or a new SEAL server for this solution is FFS.
[bookmark: _Toc164594193][bookmark: _Toc167796079]7.5.3	Procedures
[bookmark: _Toc164594194][bookmark: _Toc167796080]7.5.3.1	Create application specific avatar profile
The procedure for creating avatar profile is illustrated in figure 7.5.3.1-1. The configuration management server exposes the API for the consumer to create the avatar profile(s). The application specific avatar profile(s) may be created based on user’s request via configuration management client or based on request from the VAL server. 
The application specific avatar profile(s) may be create for a single user or it can be used by multiple users. For application specific avatar profile(s) which can be used by multiple users, the users can use the avatar at a same time simultaneously or one at a time depending on the application requirement. The configuration management server stores the avatar and its related properties and configuration.
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.5.3.1-1: Creating application specific avatar profile
1.	The configuration management client sends a create avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and other parameters to create avatar profile. The security credentials includes security token. The request may include allowed user list, current status (in use or not), current position, allowed application list, allowed locations, associated digital wallets, associated digital accessories, one or more predictive model, creation time, expiry time till when the avatar profile is valid, history information like at which locations avatar is used, which applications used the avatar profile, time of the use, etc.
Table 7.5.3.1-1: Create avatar profile request
	Information element
	Status
	Description

	Requestor Id
	M
	Identify of the requestor (VAL UE or VAL server).

	Security parameters
	M
	Security parameters for authentication and authorization.

	Application specific avatar profile
	M
	Application specific avatar profile

	> user ID
	M
	Identity of the user for which the profile is created

	> allowed user list
	O
	List of users allowed to use this avatar

	> current status
	O
	Current status (in use or not) of the profile

	> allowed locations
	O
	List of locations where this avatar profile is allowed to use

	>> current location
	O
	Current location where the profile is being used

	> allowed application list
	O
	List of application IDs which are allowed to use this avatar profile

	> associated accessories
	O
	List of accessories (e.g. Hat, watch, shoes) which are purchased for this avatar profile

	> list of predictive models (NOTE 1)
	O
	List of one or more predictive model for the user, in order to predict user’s behaviour.

	> expiry time
	O
	Time till when this avatar profile is valid

	> History information
	O
	Usage history for this avatar profile

	>> list of locations
	O
	List of locations where the avatar profile is used.

	>> time of use
	O
	Time information when the avatar profile is used

	>> list of applications
	O
	List of the application IDs which used this avatar profile.

	NOTE 1:	This IE is only applicable if the avatar profile is not shared.



Editor's Note: Associating the application specific avatar profile with SA2 defined avatar information is FFS.
Editor's Note: It is FFS whether the user ID IE is to be included as part of the Avatar Profile or is a separate digital asset associated with the avatar.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server creates the resource to store the avatar profile. The configuration management server stores the profile as received in the request.
3.	The configuration management server sends create avatar profile response to the configuration management client. In case of success, the response also includes the identity of the avatar profile.
[bookmark: _Toc164594195][bookmark: _Toc167796081]7.5.3.2	Update application specific avatar profile
The procedure for updating avatar profile is illustrated in figure 7.5.3.2-1. The configuration management server exposes the API for the consumer to update the avatar profile. The application specific avatar profile(s) may be updated based on user’s request via configuration management client or based on request from the VAL server. This procedure is also used to link more users to the avatar profile.
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.5.3.1-1: Creating application specific avatar profile
1.	The configuration management client sends a update avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials, identity of the avatar profile and parameters to update avatar profile. The security credentials includes security token. The other parameters includes allowed user list, current status (in use or not), current position, allowed application list, allowed locations, associated digital wallets, associated digital accessories, one or more predictive model, creation time, expiry time till when the avatar profile is valid, historical information like at which locations avatar is used, which applications used the avatar profile, time of the use, etc. 
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. If avatar profile is present, then the configuration management server updates the profile with the new parameters as provided in the request message.
3.	The configuration management server sends update avatar profile response to the configuration management client indicating success or failure of the procedure. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
[bookmark: _Toc164594196][bookmark: _Toc167796082]7.5.3.3	Get application specific avatar profile
The procedure to get avatar profile is illustrated in figure 7.5.3.3-1. The configuration management server exposes the API for the consumer to get the avatar profile. 
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.5.3.3-1: Get application specific avatar profile
1.	The configuration management client sends a get avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and identity of the avatar profile.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. 
3.	The configuration management server sends get avatar profile response to the configuration management client indicating success or failure of the procedure. In case of success, the response includes avatar profile with all required parameters. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
[bookmark: _Toc164594197][bookmark: _Toc167796083]7.5.3.4	Delete application specific avatar profile
The procedure to delete avatar profile is illustrated in figure 7.5.3.4-1. The configuration management server exposes the API for the consumer to delete the avatar profile. 
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.5.3.4-1: Delete application specific avatar profile
1.	The configuration management client sends a delete avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and identity of the avatar profile.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. If the avatar profile is present then the configuration management server deletes the avatar profile.
3.	The configuration management server sends delete avatar profile response to the configuration management client indicating success or failure of the procedure. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
[bookmark: _Toc164594198][bookmark: _Toc167796084]7.5.3.5	Application specific avatar profile(s) subscription
Figure 7.5.3.5-1 depicts the procedure for application specific avatar profile(s) subscription. The service is provided by SEAL CM server and consumed by VAL server or SEAL CM client. 



Figure 7.5.3.1-1: Application specific avatar profile(s) subscription
1)	The VAL server (or SEAL CM client) sends a subscription request to the SEAL CM server to get notifications about the application specific avatar profile(s). The request includes avatar ID, user ID, filter criteria like the application specific information (e.g., VAL user location, VAL client type, type of service), event (e.g. application specific avatar profile created or removed or updated).
2)	The SEAL CM server authorizes VAL server (or SEAL CM client). If the requestor is authorized, then the SEAL CM server sends successful response along with subscription identity. 
3-4)	Upon occurrence of the event (e.g. application specific avatar profile created or removed or updated), the SEAL CM server determines all application specific avatar profile(s) from the repository which are matched with the filter criteria provided in the request. The SEAL CM server sends the notification to the VAL server (or SEAL CM client) including list of application specific avatar profile.
[bookmark: _Toc164594199][bookmark: _Toc167796085]7.5.4	Solution evaluation
Editor's Note:	This clause provides an evaluation of the solution addressing KI#x. 
7.6	Solution #6: Avatar support as Digital Asset
7.6.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 for support of avatars, as a type of digital asset managed using Metaverse Digital Representation Block (MDRB).
MDRB is an information block containing one or more related digital assets, information about the associated users and about the associated metaverse services. MDRB also includes MMEL policies and parameters for the handling of the set of digital representations stored and managed together as part of MDRB.
NOTE 1:	How to choose or assign the digital assets to be managed together as part of an MDRB is not in scope of this solution.
NOTE 2:	In the normative phase, MDRB may be implemented as the information block used by A-DACM (solution #7) for management of digital assets, e.g. MDRB can be renamed as DAC, and MMES can implement A-DACM or have access to an external A-DACM.
Preconditions:
0.	Digital representations are available at the VAL application layer.




Figure 7.6.1.1: MDRB support request procedure
Procedural steps:
1.	The VAL server sends a request to the corresponding MMES to enable MDRB support for the metaverse application functionality related to the digital representation created. The message(s) include information about the digital representation(s) to be supported, e.g. avatar.
NOTE 1:	In the normative phase, the step 1 request can map to one or more requests, e.g. create /update /delete. 
[bookmark: _Hlk164375489]2.	The MMES determines applicable MMEL parameters for the handling of the digital representation. The MMEL support information and parameters are associated with MDRB.
NOTE 2:	The MDRB stores information necessary for accessing and management of the associated digital assets and their exposure to/from the VAL application layer. This information is provided by the VAL layer or is derived based on the VAL layer request and policies. 
	Based on the information received from the VAL layer and on local policies, the MMES optionally determines to send one or more requests to the underlying 3GPP Network to determine information available in the 3GPP network for the MDRB. 
NOTE 3:	The information available in the 3GPP network to be included as part of MDRB is to be determined in the normative phase and aligned with specifications from SA2, SA3 and SA4.
NOTE 4:	Depending on the architectural option chosen, this step relies on one of the following options: MMES can implement A-DACM or access an external A-DACM (e.g. as new or existing SEAL entity).. 
3.	The MMES generates response and sends the message to the VAL Server. 
7.6.2	Architecture Impacts
This solution is described using the metaverse enablement architecture option #1 in clause 6.1. Notes describe however how it can be implemented using other architectural frameworks, i.e. A-DACM functionality (as proposed in solution #7), or existing SEAL servers (as proposed in solution #5). 
7.6.3	Corresponding APIs
Table 7.6.3-1 shows the MDRB support request from VAL Server to MMES.
Table 7.6.3-1: Request MDRB support
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the requestor.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	MDRB identifier
	O
	An identifier for the MDRB for which MMEL support is requested

	List of Metaverse service provider identifiers
	M
	List of service providers for the Metaverse services

	List of associated user information (NOTE 4)
	M
	List of user information as detailed below.

	> 3GPP subscriber association information (NOTE 1, NOTE 3)
	O
	This information is used in MMEL for interactions with 5GS which require subscriber/and/or user information.

	> Metaverse service user information (NOTE 3)
	O
	Application-level information related to one or more application users. The information may be anonymized, etc. to meet the metaverse application security requirements. This information may represent or be provided by a third party.

	List of digital assets (NOTE 4)
	M
	List of digital asset parameters for MDRB management.

	> Asset type
	M
	Choice of asset type, e.g. avatar, wallet, etc.

	> Asset type-specific profile
	M
	[bookmark: _Hlk166253300]Profile information specific to the asset, e.g. an avatar profile similar to Table 7.5.3.1-1.

	> Asset profile information
	O
	Information used to obtain 5GS services, and which depends on asset type, metaverse use policies. For example, for an avatar asset, the information includes identifiers, etc necessary to utilize SA4 services

	> Communication parameters
	O
	Communication parameters and requirements for sessions associated with the digital asset. The parameters are also used to create or derive the communication policies applicable to the asset which are persistent within metaverse

	> Metaverse experience requirements
	O
	Information provided to create or derive associated metaverse experience parameters for each asset, e.g. information used to derive applicable rendering parameters

	MRDB exposure application rules 
	O
	Rules for exposure of MRDB information. The policy may include location, temporal, etc. conditions.

	NOTE 1:	IE to be determined in the normative phase based on SA2 work for user identity exposure
NOTE 2:	IE to be determined in the normative phase based on SA4 work for avatar services
NOTE 3:	IE to be determined in the normative phase including SA3 security considerations
NOTE 4:	Information exposed is based on applicable security requirements and policies in both application and network domains.



Editor's Note: It is FFS how the MDRB identifier is assigned and used, beyond the role of identifier of the request. 
Editor's Note: The Asset type-specific profile is indicated to be similar to Table 7.5.3.1-1 for assets of type avatar.  Harmonization between Table 7.5.3.1-1 and Table 7.6.3-1 is necessary to disambiguate identifiers of each asset from identifiers of the users and identifiers of a collection of assets being managed together, i.e. the MDRB.
Table 7.6.3-2 shows the MDRB support response from MMES to VAL Server. 

Table 7.6.3-2: MDRB support response
	Information element
	Status
	Description

	MDRB identifier
	M
	Identifier of the MDRB for which support is provided

	List of capabilities provided
	M
	List of MMEL capabilities available for support of the MDRB

	[bookmark: _Hlk163313167]Shareable MDRB information
	O
	MDRB information, which is shareable with the application domain.

	MRDB common exposure policy`
	O
	Policy for exposure of MRDB information, determined based on the rules in MMEL service request,  local or underlying network policies, etc. Individual exposure rules and policies can be additionally applied by 5GS. The policy may include location, temporal, etc. conditions.

	NOTE:	The shareable MDRB information provides applications with access to Core Network functionality currently under development, as well as to Service Layer metadata enabling the identification and coordination of these services.



7.6.4	Solution evaluation
This solution addresses KI# 3 by providing a generic framework for Avatar support as a type of digital asset. This solution is described using the metaverse enablement architecture option #1 in clause 6.1. Descriptions for the use of other architectural frameworks, i.e. A-DACM functionality (as proposed in solution #7), or existing SEAL servers (as proposed in solution #5) are also provided.
Editor's Note:	It is FFS whether generic support for digital assets (MDRB-based solution) is necessary to enable Avatar support. 
[bookmark: _Toc164594200][bookmark: _Toc167796086]7.7	Solution #7: Digital avatar support by A-DACM
[bookmark: _Toc164594201][bookmark: _Toc167796087]7.7.1	Solution description
[bookmark: _Toc164594202][bookmark: _Toc167796088]7.7.1.1	General
This solution maps to KI#3. This solution is based on A-DACM function to support the following avatar management services offered to VAL layer (VAL server):
-	Avatar profile creation;
-	Avatar upload;
-	Avatar linking to user/subscriber;
-	Avatar download;
-	Avatar update/modification;
-	Avatar delete;
Editor's Note: How VAL client(s) can consume these services is FFS.
[bookmark: _Toc164594203][bookmark: _Toc167796089]7.7.1.2	Avatar profile creation
Figure 7.7.1.2-1 illustrates the high level flow for avatar profile creation procedure.


Figure 7.7.1.2-1: Procedure for Avatar profile creation
1.	VAL server sends the Create Avatar Profile Request to A-DACM function with the details such as Avatar ID (optional), Avatar properties (e.g. name), Avatar usage policies (e.g. how to use the avatars).
2.	The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, then A-DACM function stores the avatar profile.
3.	The A-DACM function sends a Create Avatar Profile Response to the VAL server indicating success or failure of the operation. 
[bookmark: _Toc164594204][bookmark: _Toc167796090]7.7.1.3	Avatar profile upload
Figure 7.7.1.3-1 illustrates the high level flow for avatar upload procedure.
Pre-conditions:
1.	Avatar ID is available as per the procedure in clause 7.7.1.2


Figure 7.7.1.3-1: Procedure for Avatar upload
1.	The VAL server sends the Upload Avatar Request to the A-DACM function with the Avatar ID and Avatar object/media information.
2.	The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function performs the storage of avatar object/media information else the storage of the avatar object/media information.
3.	The A-DACM function sends a Upload Avatar Response to VAL server indicating success or failure of the operation.
[bookmark: _Toc164594205][bookmark: _Toc167796091]7.7.1.4	Avatar linking to user/subscriber
Figure 7.7.1.4-1 illustrates the high level flow for avatar linking to user/subscriber procedure.


Figure 7.7.1.4-1: Procedure for Avatar linking to user/subscriber
1.	The VAL server sends a Link Avatar Request to the A-DACM function with Avatar ID and GPSI/External identifier of the UE.
2.	The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function checks for the authorization (e.g. user consent) of the subscriber (as per step 1) for linking the avatar with the user/subscriber. If authorized, the A-DACM function links the Avatar ID with the subscriber/user information and stores the related information. 
3.	The A-DACM function sends a Link Avatar Response to the VAL server indicating success or failure of the operation.
[bookmark: _Toc164594206][bookmark: _Toc167796092]7.7.1.5	Avatar download
Figure 7.x.1.5-1 illustrates the high level flow for avatar download procedure.

 
Figure 7.7.1.5-1: Procedure for Avatar download
1.	The VAL server sends a Download Avatar Request to the A-DACM function with the Avatar ID, GPSI/External ID of the UE, Filter/Adaptation information (e.g. VAL information, media adaptations).
2.	The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function performs the media adaptation as per the additional filters/adaptation information in the request on the avatar object/media. The adapted avatar media/object is used in the further response to the VAL server.
3.	The A-DACM function sends a response to the VAL server indicating success or failure of the operation. If success, the avatar object/media is included in the response.
[bookmark: _Toc164594207][bookmark: _Toc167796093]7.7.2	Architecture Impacts
The solution utilizes the architecture specified in clause 6.2, Option #2.
[bookmark: _Toc164594208][bookmark: _Toc167796094]7.7.3	Corresponding APIs
Editor's Note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc164594209][bookmark: _Toc167796095]7.7.4	Solution evaluation
This clause provides an evaluation of the solution addressing KI#3. The A-DACM function can support the avatar management services towards the VAL layer. 
NOTE:	The security mechanisms for this solution is the responsibility of SA3.
[bookmark: _Toc164594210][bookmark: _Toc167796096]7.8	Solution #8: Support for spatial map management
[bookmark: _Toc153434273][bookmark: _Toc164594211][bookmark: _Toc167796097]7.8.1	Solution description
This solution maps to KI#4. This solution enhances SEAL LM service to provide spatial map management service.
[bookmark: _Toc153434274][bookmark: _Toc164594212][bookmark: _Toc167796098]7.8.2	Architecture Impacts
This clause provides the architecture impacts of the solution. The solution provides enhancements to the SEAL LM functionalities for managing (i.e. produce, update, get, subscribe) spatial maps. To manage spatial maps between VAL server/SEAL LM client and SEAL LM server, reference points LM-S and LM-UU are used in this solution.
Editor's Note: Whether to use a new application enablement server such as a Mobile Metaverse Enabler Server (MMES) or a new SEAL server for this solution is FFS.
[bookmark: _Toc153434275][bookmark: _Toc164594213][bookmark: _Toc167796099]7.8.3	Procedures
[bookmark: _Toc164594214][bookmark: _Toc167796100]7.8.3.1	Producing spatial map
Figure 7.8.3.1-1 depicts the procedure for producing a spatial map. For the request from the spatial map requestor (VAL server or SEAL LM client), the service is provided by SEAL LM server. 



Figure 7.8.3.1-1: Producing spatial map

1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to produce the spatial map. The request includes requestor ID, three-dimensional area of interest, information to be included in the spatial map such as access control rules defining which entities are permitted to discover and access the spatial map.
NOTE 1:	The information to be included in the spatial map, in the request message, will be further defined in the normative work phase.
The SEAL LM server authorizes VAL server (or SEAL LM client), and validates the request.
2)	The SEAL LM server produces a requested spatial map using the processed sensor data required to estimate the number of objects, type of the object, position, direction and speed of the object, etc. 
3)	The SEAL LM server sends response message to the requestor with produced spatial map ID and information which includes three-dimensional space defined by the spatial map, stationary or moving objects with attributes of them.
NOTE 2:	The spatial map information in the response message will be further defined in the normative work phase. As an example, a list of spatial anchors which belong to the spatial map could be included.
[bookmark: _Toc164594215][bookmark: _Toc167796101]7.8.3.2	Update spatial map
Figure 7.8.3.2-1 dipicsts the procedure to update the spatial map. For the request from the spatial map consumer (VAL server or SEAL LM client), modifying or deleting the spatial map is provided by SEAL LM server. 


 
Figure 7.8.3.2-1: Update spatial map

1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to update a spatial map. The request includes requestor ID, spatial map ID, indicator to modify or delete, information on what to modify such as updated access control rules and updated spatial map coverage area, etc. The SEAL LM server authorizes VAL server (or SEAL LM client) and validates the request. 
2)	The SEAL LM server delete or modifies the spatial map as requested. 
3)	Then it sends response message to the requestor with result of the request and modified spatial map information with the spatial map ID.
[bookmark: _Toc164594216][bookmark: _Toc167796102]7.8.3.3	Get spatial map
Figure 7.8.3.3-1 dipicts the procedure for the authorized spatial map consumer (VAL server or SEAL LM client) to get the spatial map. The service is provided by SEAL LM server.



Figure 7.8.3.3-1: Get spatial map

1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to get the spatial map. The request includes requestor ID, spatial map ID to get the information on it, three-dimensional area of interest or localization information to discover spatial maps in the area, optionally discovery filters, i.e. a set of characteristics to search the matching spatial maps when multiple spatial maps are allowed in the area of interest.
NOTE:	How the consumer identifies which three-dimensional area of interest to get the spatial map is not in the scope of this study.
2)	The SEAL LM server authorizes VAL server (or SEAL LM client), and validates the request. Then the server collects the requested spatial map information. The SEAL LM server sends the get spatial map response message to the authorized third party consumer with spatial map ID and spatial map information when matching spatial map is found, otherwise it sends failure indication with reason.
[bookmark: _Toc164594217][bookmark: _Toc167796103]7.8.3.4	Subscribe/unsubscribe spatial map
Figure 7.8.3.4-1 dipicts the procedure for the authorized spatial map consumer (VAL server or SEAL LM client) to subscribe the spatial map. The service is provided by SEAL LM server.



Figure 7.8.3.4-1: Subscribe/unsubscribe spatial map

1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to subscribe/unsubscribe spatial map(s). The request includes requestor ID, spatial map ID(s) or three-dimensional area of interest (or localization information) to identify the applicable spatial map(s), a list of events to subscribe/unsubscribe, which trigger the notification, with triggering criteria, minimum time between consecutive notifications, etc. For the unsubscribe spatial map request, the subscription ID is included in the message.
2)	The SEAL LM server authorizes VAL server (or SEAL LM client), and validates the request. Then server add/delete the requestor into/from the subscriber list and event list of the spatial map, and sends response message with the result. For the subscribe spatial map request, the subscription ID is included in the message as well.
NOTE 1:	For the VAL server (or SEAL LM client) which unsubscribed all the events of the spatial map, the SEAL LM server removes the VAL server (or SEAL LM client) completely from the subscriber list of the spatial map. In this case, step 3) will not be initiated.
3)	When an event is detected, the SEAL LM server notifies the VAL servers (or SEAL LM clients) which subscribed the corresponding event. Spatial map notification message includes the information on the detected triggering event, e.g. added or removed objects, position or direction changes of the objects in the spatial map etc.
NOTE 2:	Further triggering events and triggering criteria etc. will be defined in the normative work phase.
[bookmark: _Toc167796104][bookmark: _Toc164594218]7.8.4	Corresponding APIs
Editor's Note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc167796105]7.8.5	Solution evaluation
This solution addresses KI#4 by providing the spatial map management service procedures based on the SEAL-LM architecture and functional model. The solution enhances the existing SEAL LM server by adding new functionalities to manage spatial maps. Therefore interactions between location management functionalities and spatial map management functionalities can be made in the same server.The SEAL server and SEAL client are impacted.
[bookmark: _Toc167796106][bookmark: _Toc164594219]7.9	Solution #9: Avatar discovery procedure
[bookmark: _Toc167796107]7.9.1	Solution description
This solution maps to KI#3 and KI#5. The solution provides a mechanism for discovering avatars.
Pre-conditions:
1)	The VAL client has associated user or avatar profile information for an avatar which is authorized to discover.
[image: ]
Figure 7.9.1-1: Avatar discovery procedure
1.	A VAL client triggers MMEC to search for a digital avatar based on available user and/or avatar profile information.
2.	The MMEC sends an avatar discovery request to a MMES and includes the discovery criteria, e.g. avatar-associated user and/or profile parameters. For example, the request includes (corresponding to Table 7.6.3-1): "Asset type" = avatar, "Metaverse service user information" = information for the user associated with the avatar. Alternatively, the request includes (corresponding to Table 7.6.3-1): "Asset type" = avatar, "Asset type-specific profile" = criteria corresponding to Table 7.5.3.1-1. 
 The MMEC also includes in the request VAL user and/or MMEC identifiers.
3.	The MMES checks that avatar discovery is authorized, based on VAL user and/or MMEC identifiers. If authorized, the MMES searches an internal repository for an MDRB/avatar profile that is associated with the discovery criteria. If found, the MMES uses VAL user and/or MMEC identifiers to check that the requester is found in the "allowed user list" of the discovered avatar. The MMES can also check the current status and location of the avatar.
4.	For an authorized discovery, the MMES send a response with a status of the request, the digital avatar identifier, the current status and location of the digital avatar, and the metaverse service provider identifier.
5.	The MMEC provides the information returned in step 4 to the VAL client.

[bookmark: _Toc167796108]7.9.2	Architecture Impacts
Editor's Note:	This clause provides the architecture impacts (if any) of the solution.
[bookmark: _Toc167796109]7.9.3	Corresponding APIs
Editor's Note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc167796110]7.9.4	Solution evaluation
Editor's Note:	This clause provides an evaluation of the solution addressing KI#x. 
7.10	Solution #10: Metaverse digital asset synchronization QoS control
7.10.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 and Key Issue #5 for QoS control for avatars as digital assets.
Preconditions:
0.	A digital asset (e.g. avatar representation) has been created (e.g. as element in MDRB) and MMEL policies have been associated.
NOTE 1:	This solution is described using terminology from clause 6.1 with the architecture option 1 and examples related to frameworks introduced by other solutions but can be adapted to other architectural options.


Figure 7.10.1-1: Overall Procedure
0.	A VAL server  and/or VAL client  triggers the creation of a digital asset synchronization session creation request to a MMESor MMEC to establish end-to-end connections for the coordinated exchange of digital asset information with required session information (e.g. QoS) between VAL client(s) and VAL server(s) for the purpose of synchronization. The request contains information pertaining to the digital asset synchronization session requirements, e.g. VAL client and VAL server endpoint information and required QoS for each end-to-end connection of the digital asset synchronization session.
NOTE 2: 	Alternatively, the same VAL layer request targets the SEALDD layer, and the SEALDD layer resolves the digital asset synchronization session parameters by querying MMEL. In this alternative, digital asset synchronization session policies and information are assumed to be available to both SEALDD layer and MMEL and the flow continues with step 4.
1.	The MMEC and/or MMES determine applicable digital asset synchronization session policies. This is done, in addition to the information already available in the policies established at precondition, on the session requirements provided in step 1. 
2.	The MMES interacts with the SEALDD server to determine and configure additional communication requirements, e.g.  MMES sends SEALDD connection establishment requests to SEALDD server. 
3.	Based on interactions from the previous steps, the SEALDD layer creates or updates SEALDD flows to support the digital asset synchronization session based on the requirements provided.
4.	Once SEALDD flows have been established for the digital asset synchronization, MMECs and MMES begin exchanging application traffic (via the SEALDD flows) as required by the application for the purpose of digital asset synchronization.
5.	For each SEALDD flow configured with MMEL support, state information may be maintained by MMES and/or MMEC. The collected state and corresponding measurements performed are based on the configured policies or management requests.
6.	MMEL state and/or monitoring information may be used to enable notifications to be sent to the VAL layer and enable adaptive functionality in the VAL layer.
7.	When the digital asset synchronization session is no longer needed, the VAL client or server sends a request to MMEC or MMES to tear down the digital asset synchronization session and associated SEALDD flow.
7.10.2	Architecture Impacts
Editor's Notenote:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.
7.10.3	Corresponding APIs
Table 7.10.3-1 details digital asset synchronization session communication parameters received in steps 1- 2 at the SEALDD layer from the VAL Server (directly or via MMES). 
Table 7.10.3-1: Digital asset synchronization session communication parameters
	Information element
	Status
	Description

	List of digital assets
	M
	A list of individual digital assets associated with this synchronization session. Each digital asset requiring a synchronization session has client-side and server-side representations. 

	> Server-side endpoint ID
	M
	The unique identifier (e.g., URI) of the VAL server-side endpoint of the synchronization session for this digital asset. 

	> Client-side endpoint ID
	M
	The unique identifier (e.g., URI) of the VAL client-side endpoint of the synchronization session for this digital asset. 

	> Hosting UE ID 
	M
	Identifier of the UE hosting the VAL client-side of this digital asset 

	> QoS info
	M
	QoS requirements for the digital asset synchronization session supporting this digital asset, e.g. required bandwidth, latency, jitter, reliability, schedule.



Editor'sEditor’s Note:	Table 7.10.3-1 provides digital asset synchronization session communication parameters only. Additional parameters are necessary to describe the one or more messages to be detailed in this clause for steps 1-2.
7.10.4	Solution evaluation
Editor's Notenote:	This clause provides an evaluation of the solution addressing KI# x. 

[bookmark: _Toc167796111]7.11	Solution #11: Application QoS coordination for Mobile Metaverse Sessions
[bookmark: _Toc167796112]7.11.1	Solution description
This solution maps to KI# 5. This solution provides a mechanism for application session QoS coordination for mobile metaverse services (for use cases such as Mobile Metaverse Based Selective Multi-modal Feedback Service or Mobile Metaverse for 5G-enabled Traffic Flow Simulation and Situational Awareness as discussed in SA1).
In this solution, the mobile metaverse service consists of the following sessions which can be present for multi-user interactions (as can be seen also in Figure 7.11.1-1). The sessions include UE1 and UE2 and avatar counterparts of UE1 and UE2 (called as Avatar UEs for simplicity; however referring to the digital users corresponding to the UEs). 
· App-specific session #1: Metaverse app in VAL client 1 sends to Avatar of UE 1 (in DN side) sensor data / measurements on the physical environment related to VAL UE1 over VAL-UU interface. Avatar of UE1 sends back haptic feedback to UE1 (for UE1 and/or UE2 and the environment). 
· App-specific session #2: Metaverse app in VAL client 2 sends to Avatar of UE 2 (in DN side) sensor data / measurements on the physical environment related to VAL UE2 over VAL-UU interface. Avatar of UE2 sends back haptic feedback to UE2 (for UE1 and/or UE2 and the environment).
· App-specific session #3: Exchange of service related / feedback data between avatar users (for example micro-transactions such as avatar updates/modifications or environment changes).
· App-specific session #4: Sensor data / measurements are exchanged between VAL UEs (communication can be over side link) for traffic related to the metaverse service.


Figure 7.11.2-1: Overview of App Sessions in mobile metaverse service
Pre-conditions:
1)	Mobile metaverse app sessions are established.
2)	MMES has discovered the avatar UE information corresponding to the VAL UEs of interest (has associated the identities of avatar users and corresponding physical UEs).


Figure 7.11.1-2: Procedure for metaverse app session QoS coordination
1.	Mobile Metaverse Service Provider (MM-SP) or a VAL UE 1 sends a subscription/request message for MM-specific QoS management. This is followed by a result as response or ACK. Such message includes the list of VAL UEs, service area, the MM service ID, the digital asset ID/info, end to end QoS requirements, the area at the metaverse world where the service is expected to run (e.g., virtual land, virtual office), the metadata for metaverse environment or a link to download this data.
2.	The MMES configures the application QoS parameters by decomposing the end-to-end QoS requirements to application QoS parameters for each individual session (e.g., network session for UE 1, network session for UE 2, session between avatars residing in different EDN/DN) which are part of the end-to-end application service. The MMES obtains or configures QoS policies per each session based on the decomposed QoS requirement.
3.	A trigger event is detected at the MMES via the following ways:
a.	The MMES receives a trigger event from the 5GC (SMF/NEF), denoting a QoS downgrade notification for the UE 1 session (as described in clause 5.7.2.4.1b of 3GPP TS 23.501 [9]).
b.	A QoS downgrade trigger event is sent from the MMEC of VAL UE 1 to the MMES, denoting an application QoS degradation (experienced or expected) e.g., based on the experienced packet delay or packet loss for the Uu link (e.g., packet loss great than threshold value). The conditions for triggering the QoS downgrade indication from the VAL UE1 is based on the threshold that may be provided in advance by the MMES (at the end-to-end QoS management response by the MMES).
c.	A QoS downgrade trigger event is sent from the avatar UE 1 to the MMES, denoting an application QoS degradation (experienced or expected) e.g., based on the experienced packet delay or packet loss for the Uu link (e.g., packet loss great than threshold value). 
4.	The MMES evaluates the fulfilment/non-fulfilment of the end-to-end QoS based on the trigger event. MMES may retrieve additional information based on subscription to support its evaluation from the UEs or the avatar UEs / MM-SP. This could be from the 5GC (NEF Monitoring Events as in 3GPP TS 23.502 [9], QoS sustainability analytics as in 3GPP TS 23.288 [10]) or SEAL LMS (on demand location reporting for one or both UEs 1 and 2).
In this step, the MMES may also trigger the initiation or retrieval (if simulations are running on the background assuming digital twin platform at the DN side) of simulations for different what-if hypotheses, and in particular to capture the possible output (performance /availability/failure rates) if different QoS related action is taken. For example, if QoS of app session #1 is upgraded as a compensation to session #2 downgrade, then QoS/resource management impact to other UEs of the same or different services need to be checked. The simulation runs all possible outcomes of a particular potential decision and does it for different combinations of decisions.
5.	Then, the MMES based on the evaluation or simulation outputs of step 4, determines an action, which is the QoS parameter adaptation of one or more of the links (QoS profile downgrade for the link receive QoS notification control, and QoS upgrade for the link which can be upgraded).
6.	The MMES, acting as AF, sends to the 5GC (to SMF via NEF or to PCF via N5) a request for a change of the QoS profile mapped to the one or more network sessions (for UE 1 and UE 2 and their avatars) or the update of the PCC rules to apply the new traffic policy (as specified in 3GPP TS 23.502 [9] in clause 4.15.6.6a: AF session with required QoS update procedure).
7.	The MMES sends the new application or network QoS policies/parameters to the involved entities (physical and metaverse UEs and MM-SP).
[bookmark: _Toc167796113]7.11.2	Architecture Impacts
This solution requires a new Metaverse Enabler layer (MMES/MMEC entities) to support a new capability on QoS coordination for metaverse services. 
[bookmark: _Toc167796114]7.11.3	Corresponding APIs
This subclause provides a summary on the corresponding API for solution #x.
-	MM-specific QoS management API (request / response model or subscribe/notify; API provider: MMES; known consumer: VAL UE, VAL server; corresponding to step 1).
-	MM-specific QoS update notify API (command/ notify; API provider: MMES; known consumer: VAL UE, VAL server; corresponding to step 7).
[bookmark: _Toc167796115]7.11.4	Solution evaluation
This solution provides a mechanism at MMES/MMEC for application session QoS coordination for mobile metaverse services, via compensating the possible downgrade in certain links (e.g., due to high latency in one or more links). This solution is only applicable to metaverse applications since the sessions are for both physical UEs and avatars corresponding to these UEs. 
Other more generic solution has been proposed in the context of UASAPP/SEAL for QoS coordination between application sessions of two VAL UEs (e.g., UAV and UAV-C) in clause 14.3.5 of 3GPP TS 23.434 [8] (QoS/resource management for network-assisted UE-to-UE communications). However, this solution addresses a more complex and specific to metaverse use case which deals with both UE-to-Network sessions (UE to Avatar), but also sessions between physical UEs and sessions between avatars (which can be in different edge / cloud platforms).  
NOTE:	 Possible re-use of existing solutions for QoS coordination by SEAL NRM (or XR enabler) will be further examined in normative phase.
The solution is feasible and consumes the services already provided by 5GC (for QoS monitoring and QoS influence).
[bookmark: _Toc167796116]7.12	Solution #12: Support device discovery to offload task for metaverse services
[bookmark: _Toc167796117]7.12.1	Solution description
This solution maps to KI#6. This solution proposes to enhance Application layer support for Personal IoT Network as defined in 3GPP TS 23.542 [12].
[bookmark: _Toc167796118]7.12.1.1	PIN client requests to discover another PIN element
Figure 7.12.1.1-1 illustrates procedure of PIN client requests to discover another PIN element, based on request/response model.
Pre-conditions:
1.	The UE (PIN client) has already discovered PIN as specified in clause 8.5.7 of 3GPP TS 23.542 [12];
2.	The UE (PIN client) has already joined the PIN as specified in clause 8.5.8.2 of 3GPP TS 23.542 [12]


Figure 7.12.1.1-1: discoveryDiscovery PIN element 
1.	The PIN client of a PIN element sends request the PIN Management client to discover another PIN elements. The request includes the security credentials of the PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location, PIN ID as an identifier of the PIN and services/capabilities which is required by the requesting PIN element and time duration till when the PIN element is required. 
2.	The PIN Management client authorizes the PIN client of a PIN element and discovers list of PIN elements based on provided parameters in the request. The PIN Management client sends response back to the PIN client. The response contains list of PIN elements along with PIN client profiles for each discovered PIN elements, in case of success. The response includes failure cause in case of failure.
[bookmark: _Toc167796119]7.12.2	Architecture Impacts
This solution does not impact the existing architecture as defined in 3GPP TS 23.542 [12].
[bookmark: _Toc167796120]7.12.3	Corresponding APIs
Table 7.12.3-1 shows the request sent by a PIN client of a PIN element to a PEMC for the PIN element discovery request. 
Table 7.12.3-1: PIN element discovery request
	Information element
	Status
	Description

	PIN ID
	M
	Identifier of the PIN that wants to join in.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the PIN service.

	PIN client ID
	M
	The PIN client ID of PINE

	Discovery filters
	M
	Provides discovery filters to discover PIN elements

	> UE location
	O
	The location information of the UE. The UE location is described in clause 7.2.7 of 3GPP TS 23.542 [12]. 

	> required PIN services
	O
	Specifies PIN services as required by the PIN element (as specified in Table 8.2.2.1-1 of 3GPP TS 23.542 [12]).

	> time duration
	O
	Specifies time duration till when the service from the PIN element is required



Table 7.12.3-2 shows the response sent by the PEMC to the requester for a PIN element discovery response. 
Table 7.12.3-2: PIN element discovery response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Discovered PIN elements List
	O
	List of discovered PIN element(s). Each element includes the information described below

	> PIN client ID
	M
	Identifier of the PIN client.

	> PIN client profile
	O
	PIN client profile



Editor's NoteEditor’s note: How PINE element will select the best PIN element to offload the task is FFS.
Editor's NoteEditor’s note: Whether the PIN join subscribe-notification is different from this procedure is FFS.
[bookmark: _Toc167796121]7.12.4	Solution evaluation
The solution resolves open issue 1) of KI #6. The solution provides a procedrue for a PIN element to discover another PIN elements to offload the computational task. The solution does not required any architecture update. The solution impacts PIN client and PIN management client. The solution is a feasible solution. 
[bookmark: _Toc167796122]7.13	Solution #13: Support for metaverse services requiring multiple devices
[bookmark: _Toc167796123]7.13.1	Solution description
This solution maps to KI# 7. A metaverse service (e.g. a game service) requires haptic device associated with the UE/user in order for user to consume the service (e.g. to play the game).
Editor'sEditor’s Note:	Whether EDGEAPP procedure enhancements are needed or not is FFS.
[bookmark: _Toc167796124]7.13.2	Architecture Impacts
This clause describes the architecture impacts to the EDGEAPP architecture as defined in 3GPP TS 23.335 [13]. Figure 7.13.2-1 illustrates the associated devices (e.g. tactile gloves or VR glasses) are connected with the application client of the UE.


Figure 7.13.2-1: Associated devices connected with AC of the UE
The associated devices (UE-2 and UE-3) are connected to the application client of the UE using 3GPP or non-3GPP connection. The associated devices do not have EEC.
NOTE 1:	For simplicity, other elements of the EDGEAPP architecture are not shown in above figure as there are no impacts.
NOTE 2:	The application client in UE-1 is aware of the associated devices using application specific ways which is out of scope of SA6.
[bookmark: _Toc167796125]7.13.3	Corresponding APIs
Editor's Note:	This clause provides an corresponding APIS for this solution. 
[bookmark: _Toc167796126]7.13.4	Solution evaluation
Editor's Note:	This clause provides an evaluation of the solution addressing KI#x. 
This solution resolved open issue 1 of the KI 7. The architecture proposes to have application level connection between application client of the UE and other associated devices as shown in clause 7.X.2. 
[bookmark: _Toc167796127]7.x	Solution #x: <title>
[bookmark: _Toc464463366]Editor's Note:	Provide a suitable title for the solution.
[bookmark: _Toc475064960][bookmark: _Toc478400631][bookmark: _Toc7485786][bookmark: _Toc78314760][bookmark: _Toc164594220][bookmark: _Toc167796128]7.x.1	Solution description
Editor's Note:	This clause will describe the solution. Each solution should clearly describe which of the key issues it covers and how.
This solution maps to KI# a [and KI# b]. This solution …
[bookmark: _Toc164594221][bookmark: _Toc167796129]7.x.2	Architecture Impacts
Editor's Note:	This clause provides the architecture impacts (if any) of the solution.
[bookmark: _Toc164594222][bookmark: _Toc167796130]7.x.3	Corresponding APIs
Editor's Note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc532993748][bookmark: _Toc78314761][bookmark: _Toc164594223][bookmark: _Toc167796131]7.x.4	Solution evaluation
Editor's Note:	This clause provides an evaluation of the solution addressing KI#x. 
[bookmark: _Toc82472215][bookmark: _Toc82473760][bookmark: _Toc82473822][bookmark: _Toc164594224][bookmark: _Toc167796132]8	Deployment scenarios
[bookmark: _Toc164594225][bookmark: _Toc167796133][bookmark: _Toc82472216][bookmark: _Toc82473761][bookmark: _Toc82473823]8.1	General
Editor's Note:	This clause will provide a general description of the deployment scenarios.
[bookmark: _Toc164594226][bookmark: _Toc167796134]8.2	Deployment model #2: Deployment of enabler for Metaverse Services as SEAL server(s)
Editor's Note:	Provide a description of the deployment scenarios.
Figure 8.2-1 illustrates deployment of the metaverse services as SEAL server(s) in a single PLMN operator domain and the VAL server(s) in the VAL service provider domain.


Figure 8.2.1-1: metaverseMetaverse services as SEAL server(s)
The SEAL server(s) can be one or more SEAL services, providing enablement services to the metaverse application servers. The SEAL-S interface provides multiple service APIs towards Metaverse application server.
[bookmark: _Toc164594227][bookmark: _Toc167796135]9	Business Relationships
Editor's Note:	Provide a description of the involved business relationships.
[bookmark: _Toc464463369][bookmark: _Toc475064963][bookmark: _Toc478400633][bookmark: _Toc83813088][bookmark: _Toc164594228][bookmark: _Toc167796136]10	Overall evaluation
[bookmark: _Toc365058][bookmark: _Toc82472220][bookmark: _Toc82473765][bookmark: _Toc122613005][bookmark: _Toc164594229][bookmark: _Toc167796137]10.1	Architecture evaluations
[bookmark: _Toc167796138][bookmark: _Toc164594230]10.1.1	On-network mobile metaverse application layer architecture
The architecture is proposed as option #1 in clause 6.1. The architecture supports spatial anchors management (as specified in solution#1, solution #3, solution#4), avatar management (as specified in solution #6). The architecture proposes to create metaverse application enabler layer. The architecture option is a feasible option. The architecture can be considered to define new spatial anchor management service.
[bookmark: _Toc167796139]10.2	Key issue evaluations
[bookmark: _Toc167796140]10.2.1	Key issue #1: Enabler support for managing spatial anchors
Solution #1, Solution #2 and Solution #3 addresses the key issue 1. 
Solution #1 resolves open issue 2) and provides spatial anchors discovery procedure based on architecture option#1. 
Solution #2 resolves open issue 1) and provides spatial anchors create, update, get and subscription procedures based on enhancing SEAL LMS.
Solution #3 resolves open issue 3) and provides spatial anchor subscription procedure.
All 3 solutions can be considered for normative work. Solution 1 can be combined with get procedure of solution #2. The procedure in clause 7.3.1.3 (VAL client subscription procedure for spatial anchors in range) can be merged with the procedure in clause 7.2.3.4 (Spatial anchor information subscription).
[bookmark: _Toc464463370][bookmark: _Toc475064964][bookmark: _Toc478400634][bookmark: _Toc83813089][bookmark: _Toc164594231][bookmark: _Toc167796141]11	Conclusions
[bookmark: _Toc532994046][bookmark: _Toc78314764][bookmark: _Toc164594232][bookmark: _Toc167796142]11.1	Architecture conclusions
[bookmark: _Toc532994047][bookmark: _Toc78314765][bookmark: _Toc164594233]The study concludes with following architectural considerations for the normative work:
1.	For Key issue #1 Enabler support for managing spatial anchors, it is concluded to define new SEAL server to support spatial anchor management. The new SEAL server will consider to re-use the architecture as specified in option#1.
[bookmark: _Toc167796143]11.2	Conclusions of key issue #x
[bookmark: tsgNames]The study concludes with following solution considerations for the normative work:
1.	Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:
i.	for Key issue #1 (Enabler support for managing spatial anchors): Solution #1, Solution#2 and Solution #3 can be consider for normative work with possible merge of the procedures as specified in clause 10.2.1. All solutions will be adapted to the conclusion of the architecture option in the normative work.
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