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[bookmark: foreword][bookmark: _Toc96891488]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc96891489]
1	Scope
The scope of this Technical Report is to study further enhancements of the 5GS to support Non-Public Networks including the following aspects:
[bookmark: _Hlk80263197]1.	Support for enhanced mobility by enabling support for idle and connected mode mobility between SNPNs without new network selection.
2.	Support for non-3GPP access for SNPN.
3.	Address SA1 requirements in TS 22.261 [2] related to support for Localized Services.
NOTE:	The TS 22.261 [2] requirements for Providing Access to Local Services related to Multicast/Broadcast are not part of the scope.The present document …
[bookmark: references][bookmark: _Toc96891490]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for next generation new services and markets".
[3]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[4]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[5]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".

[bookmark: definitions][bookmark: _Toc96891491]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc96891492]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] , TS 23.501 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc96891493]3.2	Void
[bookmark: _Toc96891494]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] , TS 23.501 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1] , TS 23.501 [3].
Abbreviation format (EW)
<ABBREVIATION>	<Expansion>

[bookmark: clause4][bookmark: _Toc21087536][bookmark: _Toc23326069][bookmark: _Toc25934659][bookmark: _Toc26337039][bookmark: _Toc31114286][bookmark: _Toc43392560][bookmark: _Toc43475356][bookmark: _Toc50558960][bookmark: _Toc54940315][bookmark: _Toc54952030][bookmark: _Toc57233478][bookmark: _Toc68068790][bookmark: _Toc96891495]4	Architectural Assumptions and Requirements
Editor's note:	This clause will list general architectural assumptions and principles for this study.
-	Solutions shall build on the 5G System architectural principles as in TS 23.501 [3], including flexibility and modularity for newly introduced functionalities.
-	Functionality to enable regulatory services like emergency services are assumed to re-use existing architecture mechanisms with no or limited impact. 
NOTE:	Any impacts to PWS or LI would be handled by other responsible WGs i.e. CT1 and SA3-LI respectively.
-	Hosting network can be NPN, i.e. SNPN, or PNI-NPN.
-	Home network can be NPN or PLMN.
-	The term "home network" does not imply a roaming relationship.
-	Only subscribers of a public network can roam into a PLMN.
[bookmark: _Toc21087537][bookmark: _Toc23326070][bookmark: _Toc25934661][bookmark: _Toc26337041][bookmark: _Toc31114288][bookmark: _Toc43392562][bookmark: _Toc43475358][bookmark: _Toc50558962][bookmark: _Toc54940317][bookmark: _Toc54952032][bookmark: _Toc57233480][bookmark: _Toc68068792][bookmark: _Toc96891496]5	Key Issues
Editor's note:	This clause provides the key issue s of the study.
[bookmark: _Toc96891497]5.1	Key Issue #1: Enabling support for idle and connected mode mobility between SNPNs without new network selection
[bookmark: _Toc96891498]5.1.1	Description
The NPN Phase 2 study item contains following work task that assumes the UE is in SNPN access mode: Support for enhanced mobility by enabling support for idle and connected mode mobility between SNPNs without new network selection. This KI aims at studying impacts to the 5G System for scenarios where the UE has a subscription with each of the source and target SNPN or can access both the source and target SNPN using credentials from a Credentials Holder:
-	Study how to enable optimizations for idle mode mobility without new network selection in the inter-SNPN mobility case.
-	Study how to enable optimizations for connected mode mobility without new network selection in the inter-SNPN mobility case.
-	Whether and how session continuity can be supported in case of idle mode and connected mode mobility between SNPNs.
-	Whether and which additional information transfer between SNPNs on top of Rel-17 is required for the above mentioned mobility scenarios.
[bookmark: _Toc96891499][bookmark: _Toc16839376][bookmark: _Toc19722242]5.2	Key Issue #2: Support of Non-3GPP access for SNPN
[bookmark: _Toc96891500]5.2.1	Description
Editor's note:	key issue assumed to be defined at the next meeting.

[bookmark: _Toc96891501]5.3	Key Issue #3: Enabling NPN as hosting network for providing access to localized services
[bookmark: _Toc500949092][bookmark: _Toc16839377][bookmark: _Toc19722243][bookmark: _Toc96891502][bookmark: _Hlk500943653]5.3.1	Description
Providing access to local services refers to the capability to provide access to a hosting network and a set of services offered by the hosting network provider, and 3rd party service providers including other network operators and 3rd party application providers. The services may be localized (i.e. provided at specific/limited area) and may be bounded in time. The user may become aware of the available access to local services, and the process to gain and terminate access to the hosting network and local services. This process should be efficient, and convenient from a user experience standpoint.
Providing access to local services creates new opportunities for users and service providers. For example, access can be provided in areas where there is no coverage provided by other networks (for example, on a cargo ship out at sea), or the access and local services can be established as needed (on a short-term basis), without the need for long term business relationships, permanently installed equipment, etc. 
The type of local services and access for localized services via a hosting network can be promoted and arranged through different channels. Principally the service operators (e.g., brick and mortar businesses, construction contractors, first responder agencies, etc.) will provide information and proper incentive or instructions to potential users so that they will seek to access the local services via hosting networks.
The 5G network as hosting network offering access to such localized services can be either a PNI-NPN or an SNPN.
It is assumed that hosting network and the localized services can be operated by different entities. Localized services may provide more than just data connectivity to end users, e.g., additional information/incentive/instructions in order to seek access to the localized services in.
This key issue aims at addressing how to enable a NPN (i.e. a SNPN or a PNI-NPN) as a hosting network for providing access to localized services with the following aspects:
-	Define hosting NPN and identify the difference(s) between hosting NPN and NPN defined in both Rel-16 and Rel-17.
-	Define localized services and identify the difference(s) between localized services and regular services.
-	How localized service agreements (i.e. a service agreement for a localized service) for a specific occasion (time and location) are automatically established and terminated, which allow building a temporary relationship among hosting network operator and localized services provider(s) .
Editor's note:	It is FFS whether above is to be studied in the scope of SA2 and whether SA2 works on the assumption that the relationship is already available.
-	What is required to enable communication between a network operator deploying a hosting network and a localized services provider:
-	Investigate which type of interaction (e.g., configuration of the hosting network, information reporting) is needed, in such relation to enable the localized services provider for making the best use of the hosting network; and
[bookmark: _Hlk95987488]NOTE:	Collaboration with SA WG5 may be needed. 
Editor's note:	It is FFS whether the above is in the scope of Key issue#3 or Key issue#4.
-	Investigate if any of the work above requires cooperation with other WGs, e.g. SA5, SA3 or is suited better in other WGs.
[bookmark: _Toc96891503]5.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
[bookmark: _Toc96891504]5.4.1	Description
Editor's note:	key issue will be defined in the next meeting.

[bookmark: _Toc96891505]5.5	Key Issue #5: Enabling access to localized services via a specific hosting network
[bookmark: _Toc96891506]5.5.1	Description
Hosting NPN provides access to localized services. But home network operator of a UE can also utilize the hosting network based on a relationship established between hosting network operator and UE’s home operator, so that it is possible to enable the UE with a subscription from home network to access home network services via the hosting network, in addition to the localized services. TS 22.261 has defined the following requirements:
· The 5G system shall be able to allow the home network to steer its UE(s) to a hosting network with the consideration of the location, times, coverage of the hosting network and services offered by the home network and hosting network.
· A localized service agreement is established (see KI#3)
· The 5G system shall enable the home network operator to indicate to the UE what services are preferred to be used from the home network when the UE connects to a hosting network and the requested services are available from both the hosting and the home network
· Based on localized service agreements, the hosting network shall be able to provide required connectivity and QoS for a UE simultaneously connected to the hosting network for localized services and its home network for home network services
· A UE shall be able to connect to its home network via the hosting network, if supported by the hosting network and the home network based on localized service agreements
This key issue aims at addressing the following aspects:
-	How and whether the home network, determine the service availability of a hosting network, and interacts with hosting network to authorize home network's subscribers to access home network services via the hosting network, at certain time and location, coverage of the hosting network and services offered by the hosting network.
-	How to enable UE to access both home network services and localized services via the hosting network, and seamless service continuity for home network services and localized services when UE moves between different networks providing the same services. This includes how to configure UE with information enabling the UE to be aware of services that can be accessed via a specific network (e.g. home network or hosting NPN).
-	How home network determines the need to steer or instruct the UE, and how the home network steers or instructs the UE to select a hosting network for obtaining home network services or localized services or select a network for a specific service which is available from both hosting and home network.
-	How to collect charging information for the use of localized services at the hosting network and provide the charging records to UEs’ home operators.
NOTE 1:	Charging aspects needs to be coordinated with SA5.
NOTE 2:	It is assumed that existing mechanisms can be used to support Regulatory Services, e.g., PWS and emergency services.
[bookmark: _Toc96891507]5.6	Key Issue #6: Support for returning to home network
[bookmark: _Toc96891508]5.6.1	Description
According to SA1 specification TR 22.844, when local service is over, large number of UEs would attempt registration back to their home network. This may lead to a signaling peak in the home network and result in user plane and control plane overload causing for example longer waiting for users to re-register to/re-select their home network. 
There are various load control mechanisms already defined e.g.:
-	Access control and barring as defined in clause 5.2.5 of TS 23.501 [3];
-	Control Plane Load Control, Congestion and Overload Control as defined in clause 5.19 of TS 23.501 [3];
-	Prevention of signalling overload related to Disaster Condition and Disaster Roaming service as defined in clause 5.40.6 of TS 23.501 [3].
This key issue aims to study whether the existing mechanisms for overload control in the network can support all the requirements for supporting PALS and whether any enhancements or additional mechanisms need to be defined. The following aspects will be considered:
-	How to mitigate user plane and control plane overload caused by a high number of UEs returning from a temporary local access of a hosting network to their home network in a very short period of time.
-	How to minimize the impact on the UE's communication e.g., to prevent user plane and control plane outages when returning to a home network together with other high number of UEs in a very short period of time, after terminating their temporary local access to a hosting network.
NOTE:	The solution for this KI may need to consider mechanism developed for KI#5 “Enabling access to localized services via a specific hosting network”.

[bookmark: _Toc25934674][bookmark: _Toc26337054][bookmark: _Toc31114301][bookmark: _Toc43392575][bookmark: _Toc43475371][bookmark: _Toc50558975][bookmark: _Toc54940330][bookmark: _Toc54952045][bookmark: _Toc57233493][bookmark: _Toc68068805][bookmark: _Toc96891509]6	Solutions
Editor's note:	This clause is intended to document the agreed architecture solutions and a mapping of solutions to key issue(s) in clause 6.0. Each solution should clearly describe which of the key issues it covers and how.
[bookmark: _Toc23326074][bookmark: _Toc25934675][bookmark: _Toc26337055][bookmark: _Toc31114302][bookmark: _Toc43392576][bookmark: _Toc43475372][bookmark: _Toc50558976][bookmark: _Toc54940331][bookmark: _Toc54952046][bookmark: _Toc57233494][bookmark: _Toc68068806][bookmark: _Toc96891510]6.0	Mapping Solutions to Key Issues
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[bookmark: _Toc96891511]6.1	Solution #1: Enable efficient mobility via equivalent SNPNs
[bookmark: _Toc96891512]6.1.1	Introduction
The solution addresses key issue #1 "Enhanced mobility between SNPNs without new network selection".
The solution utilizes a list of SNPN identities (i.e. a list of combinations of PLMN ID and NID) to enable UE with one single SNPN subscription efficiently access different SNPNs without performing new network selection. The list is implemented by the similar logic as the list of equivalent PLMNs, as specified in TS 23.501 [3] clause 5.18.2a.
The solution also re-use existing function as specified in TS 23.501 [3] clause 5.18.1, where different combination of PLMN ID and NID can point to the same 5GC.
[bookmark: _Toc96891513]6.1.2	Functional Description
In existing specification, the UE can receive a list of equivalent PLMNs from core network. Such equivalent PLMN list will assist UE to select a cell from another PLMN during mobility without the need to perform new network selection.
In this solution, a list of equivalent SNPNs is proposed to facilitate the idle and connected mobility between SNPNs, reusing similar functions which are defined for PLMN:
-	The core network can provide a list of SNPN identities to the UE that the UE consider as equivalent to the registered SNPN.
-	The list of equivalent SNPNs can be prepared based on AMF local configuration.
-	The UE stores the list of equivalent SNPNs, and update or delete the list at the end of each registration procedure in the same way as done with the list of equivalent PLMNs. 
-	The stored list consists of a list of equivalent SNPNs’ identities as downloaded by the network plus the SNPN identity of the registered SNPN that downloaded the list. When the UE is switched off, the UE shall keep the stored list so that it can be used for SNPN selection after switch on.
-	The lists of equivalent SNPNs is stored and used per SNPN subscription by the UE.
-	These SNPNs in the list shall be regarded by the UE as equivalent to each other for SNPN selection and cell (re)selection.
-	The list can also be provided from AMF to NG-RAN for the purpose of connected mode mobility.
[bookmark: _Toc96891514]6.1.3	Procedures
When UE accesses SNPNs using the credentials holder function as depicted in Figure 6.1.3-1, the following applies:
-	SNPN-1 and SNPN-2 are identified by different SNPN identity, i.e. combination of PLMN ID and NID.
-	SNPN-1 and SNPN-2 is the Credentials Holder(CH) for each other:
-	UE of SNPN-1 can register in SNPN-2, where using SNPN-1 as the CH.
-	UE of SNPN-2 can register in SNPN-1, where using SNPN-2 as the CH.
-	NFs from one SNPN are only authorized to consume services from the other SNPN which is acting as CH, as depicted in TS 23.501 [3] Figure 5.30.2.9.3-1.
-	UE from each SNPN has only the subscription/credential from the respective SNPN:
-	UE of SNPN-1 has only subscription/credential from SNPN-1.
-	UE of SNPN-2 has only subscription/credential from SNPN-2.
-	When UE holds the list of equivalent SNPNs(SNPN-1 and SNPN-2), it efficiently makes cell (re)selection when doing idle mode mobility between the SNPN-1's NG-RAN and SNPN-2's NG-RAN, without the need to perform network selection.


Figure 6.1.3-1 UE access multiple SNPNs using CH
When UE access multiple SNPNs belonging to the same administrative entity as depicted in Figure 6.1.3-2, the following applies:
-	SNPN-1 and SNPN-2 are identified by different SNPN identity, i.e. combination of PLMN ID and NID.
-	SNPN-1 and SNPN-2 belong to the same administrative entity. A common 5GC is used and can be managed by the same administrative entity to support both SNPN identities of SNPN-1 and SNPN-2.
-	NFs of one SNPN can be authorized to consume services from NFs of the other SNPN.
-	UE from each SNPN has only the subscription from the respective SNPN.
-	When UE is provided with the list of equivalent SNPNs(SNPN-1 and SNPN-2), it efficiently makes cell (re)selection when doing idle mode mobility between the SNPN-1's NG-RAN and SNPN-2's NG-RAN, with all the mobility and session context transferred, but without the need to perform network selection. PDU session continuity is supported.
-	When NG-RAN is provided with the list of equivalent SNPNs(SNPN-1 and SNPN-2) in the MRL, it make uses of such info to achieve connected mode mobility between SNPN-1 and SNPN-2.
In the case of handover or network controlled release to a shared network:
-	When multiple SNPN IDs are broadcasted in a cell selected by NG-RAN, NG-RAN selects a target SNPN, taking into account the list of SNPN IDs which are equivalent to the serving SNPN in the Mobility Restriction from the AMF.
-	For Xn based HO procedure, Source NG-RAN indicates the selected SNPN ID to the target NG-RAN.
-	For N2 based HO procedure, the source NG-RAN indicates a selected SNPN ID to the AMF in the HO required message. Source AMF uses the selected SNPN ID information supplied by the source NG-RAN to select the target AMF. The source AMF should forward the selected SNPN ID to the target AMF. The target AMF indicates the selected SNPN ID to the target NG-RAN so that the target NG-RAN can select target cells for future handover appropriately.
Serving SNPN ID if changed is indicated to the UE as part of the UE registration procedure.



Figure 6.1.3-2 UE access multiple SNPNs belonging to the same administrative entity
[bookmark: _Toc96891515]6.1.4	Impacts on services, entities, and interfaces
UE and AMF support of equivalent SNPN list in NAS.
NG-RAN and AMF support of equivalent SNPNs in NGAP.
Minor impact on the following clauses in TS 23.501 [3]:
-	5.18.1 NOTE 3
-	5.18.2a
[bookmark: _Toc96891516]6.2	Solution #2: Access to SNPN services via Untrusted non-3GPP access network
[bookmark: _Toc96891517]6.2.1	Introduction
TS 23.501 [3] clause 5.30.2.8 and Annex D.3 specify how the UE can access SNPN services via a PLMN.
This solution defines how the UE can access SNPN services via Untrusted non-3GPP access network.
[bookmark: _Toc96891518]6.2.2	Functional Description
To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in TS 23.501 [3] clause 6.3.6.2a.
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported in this solution.
[bookmark: _Toc96891519]6.2.3	Procedures
The procedure for selection of N3IWF of an SNPN for a UE connected to an untrusted non-3GPP access network is identical to the procedure for selection of N3IWF of an SNPN for a UE connected to a PLMN, the latter being described in TS 23.501 [3] clause 6.3.6.2a. 
Editor’s note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
[bookmark: _Toc96891520]6.2.4	Impacts on services, entities, and interfaces
Editor's note:	This clause lists impacts to services, entities, and interfaces.
[bookmark: _Toc96891521]6.3	Solution #3: Access to SNPN services via Trusted non-3GPP access network
[bookmark: _Toc96891522]6.3.1	Introduction
This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on TS 23.501 [3] clause 6.3.12.2, which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.
[bookmark: _Toc96891523]6.3.2	Functional Description
To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in TS 23.501 [3] clause 6.3.12.2 with the following clarifications and additions:
-	The UE initiates the access network selection procedure specified in TS 23.501 [3] clause 6.3.12.2 and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in TS 23.501 [3] clause 6.3.12.2), but also the SNPNs with which 5G connectivity is supported.
-	The UE selects an SNPN that is included in the list of available SNPNs.
NOTE:	If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation. 
Editor’s note:	How the UE selects an SNPN that is included in the list of available SNPNs is FFS.
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in TS 23.502 [4] clause 4.12a.2.2 in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's note:	It is FFS whether this solution supports SNPNs with self-assigned NID.
	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in of TS 23.503 [5], clause 6.6.1.3 "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported with this solution.
[bookmark: _Toc96891524]6.3.3	Procedures
Editor's note:	This clause describes procedures and information flows for the solution.
Editor’s note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
[bookmark: _Toc96891525]6.3.4	Impacts on services, entities, and interfaces
UE impact:
-	Ability to read SNPN identifiers in the list of available networks with which 5G connectivity is supported, as advertised by the non-3GPP access network. 
-	Ability to select an SNPN that is included in the list of available SNPNs.
Non-3GPP access network impact:
-	Ability to advertise (e.g., via ANQP) the SNPNs with which 5G connectivity is supported.
TNGF impact:
-	Ability to select and to connect to the 5GC network of an SNPN.

6.x	Solution #x: <solution title>
Editor's note:	Select a solution title that describes the main solution characteristics as to avoid multiple solutions with same or too similar title
[bookmark: _Toc16839383][bookmark: _Toc23236015]6.X.1	Introduction
Editor's Note:	This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
[bookmark: _Toc16839384][bookmark: _Toc23236016]6.X.2	Functional Description
Editor's Note:	This clause further details the solution principles and any assumptions made. 
[bookmark: _Toc16839385][bookmark: _Toc23236017]6.X.3	Procedures
[bookmark: _Toc16839386][bookmark: _Toc23236018]Editor's Note: This clause describes procedures and information flows for the solution.
6.X.4	Impacts on services, entities, and interfaces
Editor's Note: This clause lists impacts to services, entities, and interfaces.
[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc96891526]7	Evaluation
Editor's note:	This clause provides an evaluation of the solutions.


[bookmark: _Toc54940744][bookmark: _Toc54952459][bookmark: _Toc57233913][bookmark: _Toc68069223][bookmark: _Toc96891527]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.
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