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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies architecture enhancements to facilitate communications with packet data networks and applications (e.g. Machine Type Communication (MTC) applications on the (external) network/MTC servers) as per the use cases and service requirements defined in TS 22.368[2], TS 22.101[3] and related 3GPP requirements specifications. Both roaming and non-roaming scenarios are covered.
In this release, this document specifies the network elements, interfaces and procedures for:

· Device triggering by applications/servers (eg: MTC applications on the (external) network/MTC servers). 

· PS-Only support with and without MSISDN.
· …
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.368: "Service Requirements for Machine-Type Communications (MTC)".

[3]
3GPP TS 22.101: “Service Aspects; Service Principles”.
[4]
3GPP TS 23.003: "Numbering, addressing and identification".

[5]
3GPP TS 23.002: "Network architecture".

[6]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[7]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[8]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting Packet Based services and Packet Data Networks (PDN)".

[9]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".
[10]
3GPP TS 23.228: “IP Multimedia Subsystem (IMS); Stage 2”.
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

<ACRONYM>
<Explanation>

4
Architecture Model and Concepts
4.1
General Concept 

The end-to-end communications, between the MTC Application in the UE used for Machine Type Communication (MTC) and the MTC Application in the external network, uses services provided by the 3GPP system, and optionally services provided by an MTC Server. The MTC Application in the external network makes use of an MTC Server for additional value added services.  These additional services are provided by a third party Service Provider and are outside the scope of 3GPP specifications. The 3GPP system provides transport and communication services including various architectural enhancements motivated by, but not restricted to, MTC (e.g. control plane device triggering).
Different models are foreseen for machine type of traffic in what relates to the communication between the MTC Server/MTC Application in the external network and the 3GPP network. The different architectural models that are supported by the Architectural Reference Model in clause 4.2 include the following:

-
Direct Model - Direct Communication provided by the 3GPP network operator: The MTC Application in the external network connects directly to the operator network without the use of any MTC Server;

-
Indirect Model – MTC Service Provider controlled communication: The MTC Server is an entity outside of the operator domain. The Tsp and Tsms are external interfaces (i.e. to a third party MTC service provider);

-
Indirect Model – 3GPP network operator controlled communication: The MTC Server is an entity inside the operator domain. The Tsp and Tsms are internal to the PLMN; and

-
Hybrid Model: The direct and indirect models are used simultaneously in the hybrid model e.g. connecting the MTC Application in the external network over user plane using the direct model and doing control plane signalling to/from the MTC Server using the indirect model.

Since the different models are not mutually exclusive, but just complementary, it is possible for a 3GPP operator to combine them for different applications.
4.2
Architectural Reference Model 

Figures 4.2-1 shows the architecture for a UE used for MTC connecting to the 3GPP network (UTRAN, E-UTRAN, GERAN, etc) via the Um/Uu/LTE-Uu interface. The architecture covers the various architectural models described in clause 4.1. 
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 Figure 4.2-1: 3GPP Architecture for Machine-Type Communication
NOTE 1:
Refer to TS 23.002 [5], TS 23.060 [6] and 23.401 [7] for the 3GPP network-internal reference points not shown in figure 4.2-1.
NOTE 2:
The MTC Server is controlled by the operator of the HPLMN or by a MTC Service Provider. 

NOTE 3:
In the non-roaming case, all 3GPP network entities providing functionality for MTC are in the same PLMN. In the roaming case, 3GPP architecture for MTC supports both the home routed (illustrated in Figure 4.2-1) and the local-breakout roaming (not illustrated) scenarios. For the home routed scenario, the MTC Server/Application User Plane communication is routed through the HPLMN.  In the local breakout scenario, the User Plane communication is routed directly through the serving PLMN.

The MTC Server is an entity which connects to the 3GPP network to communicate with UEs used for MTC and the MTC-IWF in the HPLMN or a SMS-SC for device triggering.
The API between the MTC Server and the MTC Application in the external network is outside the scope of 3GPP   specifications. It is solely used as abstracts to show an example of an end-to-end view for MTC and simplify mapping to MTC specifications of other standardization organizations. The MTC Application in the external network can be collocated with the MTC Server.

For the roaming scenario, the MTC-IWF shall have the connection with HSS and SMS-SC within the home network only and with serving SGSN/MME/MSC in the visited network. 

Editor’s Note: The final set of entities and interfaces in the MTC architecture figures of this clause are FFS and are subject to the final set of trigger delivery mechanism solutions selected as part of the conclusions reached for SIMTC.
4.3 
Reference points

4.3.1
General

The following 3GPP reference points support the Indirect and Hybrid models of MTC.

NOTE:
As further development of the MTC architecture takes place as well as when additional MTC common functionality and features are addressed, further reference points may be added.

4.3.2
List of Reference Points

The description of the MTC related reference points:
Tsms:
It is the reference point an entity outside the 3GPP network uses to communicate with UEs used for MTC via SMS.

Tsp:
It is the reference point an entity outside the 3GPP network uses to communicate with the MTC-IWF related control plane signalling.

T4:
Reference point used by MTC-IWF to route device trigger to the SMS-SC in the HPLMN.

T5a:
Reference point used between MTC-IWF and serving SGSN.

T5b:
Reference point used between MTC-IWF and serving MME.

T5c:
Reference point used between MTC-IWF and serving MSC.

S6m:
Reference point used by MTC-IWF to interrrogate HSS/HLR
Editor’s Note: Protocol assumption: User plane communication with MTC Server, for Indirect models, and MTC Application in the external network, for Direct and Hybrid models, is achieved using existing protocols over Gi and SGi reference points. Existing control plane protocols over those reference points such as RADIUS/Diameter as specified in TS 29.061 [8] can also be supported towards the MTC Server.

4.3.3
Reference Point Requirements

4.3.3.1
Tsp Reference Point Requirements

The Tsp reference point shall fulfil the following requirements:

-
connect a MTC-IWF to one or more MTC Servers;

-
supports the following device trigger functionality:
-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
provides congestion/load control information to MTC Server as part of the response to trigger requests.
Editor’s Note: Additional message exchange support is FFS and dependent on the device triggering solutions selected as part of the conclusions reached for SIMTC.
-
optional security and privacy protection for communication between the MTC-IWF and MTC Server; and

Editor’s Note: Solutions for the security related functionality described in the above bullet are in the scope of SA WG3.

-
Domain Name System procedures similar to what is specified in TS 29.303 [9] may be used by the MTC Server for lookup and selection of which specific MTC-IWF to be used.

Editor’s Note: Additional MTC reference point requirements are FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.2
T4 Reference Point Requirements

The T4 reference point shall fulfil the following requirements:

-
connects the MTC-IWF, taking the role of the SME, to SMS-SC inside HPLMN domain;

-
supports the following device trigger functionality:

-
transfer of device trigger, addressed by either an MSISDN or IMSI, from MTC-IWF to SMS-SC inside HPLMN domain;
-
transfer of serving SGSN/MME/MSC infromation along with  device trigger when addressed by IMSI; and
-
report to MTC-IWF the success or failure of delivering a device trigger to UE.
Editor’s Note: Additional message exchange support is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.3
T5a/T5b/T5c Reference Point Requirements

The T5a/T5b/T5c reference point shall fulfil the following requirements:

-
T5a connects the MTC-IWF to the serving SGSN;

-
T5b connects the MTC-IWF to the serving MME;

-
T5c connects the MTC-IWF to the serving MSC;

-
supports the following device trigger functionality:

-
transfer of device trigger request to the SGSN/MME/MSC;
-
report to MTC-IWF the success or failure of delivering a device trigger to UE; and
-
providing SGSN/MME congestion/load information to MTC-IWF.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: The specific requirements of these reference points are FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.3.3.4
S6m Reference Point Requirements

The S6m reference point shall fulfil the following requirements:

-
connect the MTC-IWF to HSS/HLR containing subscription and UE related information; and

-
support interrogation of HSS/HLR to:

-
map E.164 MSISDN or external identifier to IMSI of the associated UE;
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Editor’s Note: The final set of subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional message exchange support is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4
Network Elements

4.4.1
General

The following 3GPP network elements provide functionality to support the Indirect and Hybrid models of MTC. Additionally, IMS network elements may provide functionality to support the Indirect and Hybrid models of MTC.

NOTE:
As further development of the MTC architecture takes place as well as when additional MTC common functionality and features are addressed, further network elements may be defined.

Editor’s Note: The final naming of any new entities added as part of the SIMTC work is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.2
MTC-IWF

To support the Indirect and Hybrid models of MTC, one or more instances of an MTC InterWorking Function (MTC-IWF) reside in the HPLMN. An MTC-IWF could be a standalone entity or a functional entity of another network element. The MTC-IWF hides the internal PLMN topology and relays or translates signaling protocols used over Tsp to invoke specific functionality in the PLMN.

The functionality of the MTC-IWF includes the following:
-
terminates the Tsp, S6m, T5a, T5b, T5c, T4 and Rf/Ga reference points;

-
may authenticate the MTC Server before communication establishment with the 3GPP network;

-
may authorize control plane requests from an MTC Server;

-
supports the following device trigger functionality:

-
reception of a device trigger request from MTC Server;
-
report to the MTC Server the acceptance or non-acceptance of the device trigger request;
-
report to the MTC Server the success or failure of a device trigger delivery; and
-
may apply MTC-IWF and/or SGSN/MME induced congestion/load control as part of the response to trigger requests.
Editor’s Note: Additional messaging between the MTC Server and the MTC-IWF are FFS and are dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
an HSS resolution mechanism for use when multiple and separately addressable HSSs have been deployed by the network operator (see e.g. the SLF / Diameter Proxy agent specified in clause 5.8 TS 23.228 [10]);
-
interrogation of the appropriate HSS, when needed for device triggering, to:

-
map E.164 MSISDN or external identifier to IMSI of the associated UE;
-
retrieve serving node information for the UE (i.e. serving SGSN/MME/MSC address);
Editor’s Note: The final set of subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and is dependent on the solutions selected as part of the conclusions reached for SIMTC.

-
selection of the most efficient and effective device trigger delivery mechanism and shielding this detail from MTC Server based on;

-
current UE serving node information from HSS/HLR (e.g. serving MME/SGSN/MSC address);
- 
the device trigger delivery mechanisms supported by the UE;

Editor’s Note: How the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE if FFS.

-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN;

-
any MNO device trigger delivery policies; and/or

-
any information received from the MTC Server.

-
perform protocol translation, if necessary, and forwarding towards the relevant network entity (i.e. serving SGSN/MME/MSC or SMS-SC inside HPLMN domain) of a device trigger request to match the selected trigger delivery mechanism;

-
generation of device trigger CDRs and forwarding to CDF/CGF over instance of Rf/Ga; 

-
may support secure communications between the 3GPP network and the MTC server;
Editor’s Note: Solutions for the security related functionality described in the three bullets above are in the scope of SA WG3.

The characteristics of the MTC-IWF include the following:

-
multiple MTC-IWFs can be used with a HPLMN;

-
system shall be robust to single MTC-IWF failure;

Editor’s Note: Additional MTC functionality in the MTC-IWF is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.3
HSS

HSS specific functionality to support the Indirect and Hybrid models of MTC.

Functionality for triggering includes the following:

-
termination of the S6m reference point where MTC-IWFs connect to the HLR/HSS;

-
stores and provides to MTC-IWF the mapping/lookup of E.164 MSISDN or external identifier(s) to IMSI and subscription information used by MTC-IWF for device triggering (e.g. serving MME/SGSN/MSC address);

-
mapping of E.164 MSISDN or external identifiers to IMSI of the associated UE;
-
serving node information for the UE (i.e. serving SGSN/MME/MSC address).
Editor’s Note: The subscription and UE related information stored in HSS that is retrieved by MTC-IWF for device triggering is FFS and dependent on the final conclusions reached for SIMTC.

Editor’s Note: Additional MTC functionality in the HLR/HSS is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.4
GGSN/PGW

GGSN and PGW specific functionality to support the Indirect and Hybrid models of MTC:

Editor’s Note: Specific MTC functionality for the GGSN/PGW is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.5
SGSN/MME/MSC

SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· SGSN terminates the T5a reference point;

· MME terminates the T5b reference point;

· MSC terminates the T5c reference point;

· receives device trigger from MTC-IWF;

· encapsulates device trigger information in NAS message sent to the UE used for MTC;

· receives device trigger acknowledgement from the triggering UE;

· reports device trigger delivery success/failure status to MTC-IWF; and

· may provide SGSN/MME congestion/load information to MTC-IWF.
Editor’s Note: Whether the T5a/b/c reference points are to be supported for device trigger delivery to the UE is FFS but are described in this clause as a placeholder.
Editor’s Note: Additional MTC functionality for the SGSN/MME/MSC is FFS and dependent on the solutions selected as part of the conclusions reached for SIMTC.

4.4.6
SMS-SC

SMS-SC specific functionality to support the Indirect and Hybrid models of MTC includes the following:

· terminates the T4 reference point where MTC-IWFs connect to the SMS-SC; and
· supports PS-only MT-SMS that can be delivered with IMSI in lieu of E.164 MSISDN.
4.5
High Level Function 

4.5.1
Device Triggering Function

Device Triggering is the means by which a MTC Server requests the 3GPP network to trigger the UE to initiate communication with the MTC Server for the indirect model or a MTC Application in the network for the hybrid model. Device Triggering is required when an IP address for the UE is not available or reachable by the MTC Server or MTC Application in the network.

Editor’s note: Whether the UE always initiates communications to MTC Server/Application in response to a device trigger is FFS.
4.6
Identifiers 

Identifiers relevant for the 3GPP network are specified in TS 23.003[4].

A UE used for MTC has one IMSI and may have one or several External Identifier(s) that are stored in the HSS. 
NOTE 1: Use of External Identifiers is not restricted to MTC only.
External Identifier shall be globally unique. It shall have the following components:
a.    Domain Identifier that identifies a domain that is under the control of a Mobile Network Operator (MNO). The Domain Identifier is used to find appropriate MTC-IWF to be used. Domain Identifier may have further classification, for example to identify MTC-IWF specific for application.

b.    Local Identifier that is assigned by the Mobile Network Operator. This identifier is used to derive or obtain the IMSI. The Local Identifier shall be unique within the applicable domain. 
Editor's note: Use of External Identifier for RADIUS and Diameter over Gi/SGi reference points is FFS.
NOTE 2: Use of IMSI outside the 3GPP operator domain is dependent on the operator policy.

4.7 
Addressing

<This section gives a high level overview of the addressing used for MTC.>

5
Functional Description and Information Flow 
5.1 
Control and user plane

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for MTC>

5.2  
Triggering procedure 

5.2.1
Triggering procedure over Tsp

<This section specifies the triggering procedure over Tsp>

5.2.2  
Triggering procedure over Tsms

<This section specifies the triggering procedure over Tsms>

5.3
Information Storage

<This section describes the context information that is stored in the different nodes for MTC support> 

Annex A:
Triggering Procedure (informative)
A.1
General

This annex describes two alternatives for device triggering: one based on the use of both T5 and T4 interfaces and one that does not rely on the use T5.

The intention is to compare them. 

The version that does not rely on the use of T5 has been optimised to work in conjunction with the T5 procedure.

A.2
Triggering with T5
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Figure A.2-1: T5 Device Trigger Delivery Flow

1.
The MTC server needs to trigger the device. If the MTC server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a Device Trigger Request (External Identifier, validity period, priority, MTC Server ID, etc., and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: What information is explicitly available and which information is sent transparently through the 3GPP network is FFS. Additional information in the device trigger request is FFS.
3.
The MTC-IWF checks that the MTC server is authorised to submit trigger requests and that the MTC server has not exceeded its quota or rate of trigger submission. If the MTC-IWF has not cached the IMSI that corresponds to the External Identifier and the T5 address(es) of the UE’s serving CN node(s), the MTC-IWF interrogates the HSS to retrieve the IMSI and the T5 address(es) of the UE’s serving CN node(s). The MTC-IWF may also be cached, which of the CN nodes performed the last successful trigger message delivery.

4.
The MTC-IWF formats a Trigger-Message with the trigger information and sends a Forward Message (IMSI, Trigger-Message, priority, validity period, etc.) to the serving CN node. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. Validity period indicates whether only a single delivery attempt is requested.

5.
The serving CN node performs a single attempt of transferring the Trigger-Message to the UE, which succeeds or fails.

6.
The serving CN node sends a Delivery Report (cause) to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE. If the Trigger-Message cannot be delivered and validity period indicates that this is not requesting only a single delivery attempt the serving node sets the message waiting flag. 

7.
If the trigger was delivered or if all registered CN nodes are T5 capable and all the delivery attempts failed and the trigger request (Validity period) was requesting one delivery attempt only the MTC-IWF sends a Delivery Report (cause) to the MTC server. Cause indicates that the trigger request was accepted, and was delivered or delivery failed, respectively. When the Delivery Report is sent the MTC-IWF generates the necessary CDR information including the MTC Server identity.

8.
If further delivery attempts are possible the MTC-IWF selects a suitable SMS-SC and initiates the T4 delivery procedure by submitting a request to an SMS-SC to transfer the Trigger-SMS to the UE. With that request the MTC-IWF may inform the SMS-SC about unsuccessful delivery attempts so that the SMS-SC can either request CN node(s) that were not yet requested to deliver or directly requests the HSS to set the SMS Message Waiting Flag if all CN nodes were already requested to deliver the SMS.

9. If not already available, the UE  activates a PDP/PDN connection with the GGSN/P-GW. 

Editor’s Note: Further procedures to register the IP address and the related identifier in the network are FFS.

Editor’s note: Whether the UE always activates a PDP/PDN connection is FFS.
A.3
Triggering without T5

A.3.1
Successful immediate triggering
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Figure A.3.1-1: Successful Immediate Device Trigger Delivery Flow

1.
The MTC Server needs to trigger the device. If the MTC Server has no contact details for an MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS resolution using the External Identifier of the UE to be triggered.

2.
The MTC Server submits a MTC Device Trigger Request (External Identifier, Trigger Reference Number, validity period, priority, the IP address and port of MTC Server, and (for hybrid mode) MTC Application to be contacted by the UE and optionally further data) to the MTC-IWF.
Editor’s note: this step needs to be aligned with the equivalent step in the T5 procedure.

3.
The MTC-IWF checks that the MTC-Server is authorised to submit trigger requests and that the MTC-Server has not exceeded its quota or rate of trigger submission. 

4.
The MTC-IWF sends a [modified from Rel 10] SRI for SM (External ID, MTC Server ID) message to the HSS.

5.
The HSS checks that this MTC Server is permitted to send Trigger Requests to this UE.

Editor’s note: it is FFS if there are alternative solutions for this authorisation.

6.
The HSS returns the Routing Information (MSC address and/or SGSN address and/or MME address) and IMSI. HSS policy (possibly dependent on the VPLMN ID) may influence which address(es) are returned.

7.
The MTC-IWF may attempt direct delivery of the Device Trigger using the T5 procedures (see subclause A.2).

8.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF submits the Device Trigger Request (External Identifier; IMSI; MTC Server ID; Trigger Reference Number; information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed ) to the SMS-SC.

9, 10.
The SMS-SC confirms to the MTC Server that the Device Trigger Request has been stored in the SMS-SC. 

11, 12, 13, 14.
The SMS is delivered to the UE. This might involve sequential or parallel delivery attempts in MSC, SGSN and/or MME. The SMS-SC generates the necessary CDR information including the MTC Server ID.


NOTE: the SMS-SC does not perform an SRI for SM with the HSS, instead it uses the visited node address information received in step 8.

15.
The SMS-SC sends the Message Delivery Report to the MTC-IWF. This message contains the Trigger Reference Number and the ID of the MTC Server that the MTC-IWF needs to send the MTC Trigger Delivery Report onto.

16.
The MTC-IWF sends the MTC Delivery Report to the MTC-Server. The MTC-Server records the success.

17a. If not already open for the triggered APN, the UE opens a PDP/PDN connection with the GGSN/P-GW for the triggered APN. 

17b.The GGSN/P-GW causes the HPLMN’s mapping tables of External Identifier and IMSI to IP address(es) to be updated.


Editor’s note: the details of this step need to be worked out, e.g. how does the PGW/GGSN obtain the address of the MTC-IWF?


Editor’s note: step17a/b needs to be aligned with the equivalent step in the T5 procedure.
A.3.2
Successful delayed triggering
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1 - 7 .  steps same as in A.2 .1  
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Figure A.3.2-1: Successful Delayed Device Trigger Delivery Flow

1-7. same as in A.3.1
8.
The MTC-IWF selects a suitable SMS-SC. The MTC-IWF submits the Device Trigger Request (External Identifier; IMSI; MTC Server ID; Trigger Reference Number; information from the MTC Server; visited node address(es); list of visited nodes to which T5 procedures have failed; ) to the SMS-SC.

9, 10
The Submit Confirm and MTC Submit Confirm messages are sent.

The SMS-SC uses the T5 delivery failure information and the visited node address(es) information to determine if there are still CN nodes through which immediate Trigger Delivery should be attempted. If so steps 11 onwards happen. Otherwise step 15 is the next step in this message flow.

11. The SMS is Forwarded to the visited CN node (MSC/SGSN/MME).

12.
The visited CN node fails to deliver the SMS to the UE (e.g. the UE does not respond to paging).

13.
The visited CN node sets the SMS Message Waiting Flag and informs the SMS-SC that the SMS delivery failed.

14. The SMS-SC may try other visited nodes, or (if they were contacted in parallel) wait for responses from the other visited nodes. When the SMS-SC determines that this delivery attempt has not succeeded, and if the validity period has not expired, the SMS-SC requests the HSS to set the SMS Message Waiting Flag in the HSS (and to store the SMS-SC’s address).

15.
Some activity between the UE and a visited CN node occurs.

16.
The visited CN node contacts the HSS (either because the Message Waiting Flag is set, or, because this is a LAU/RAU/TAU/Attach in a new MSC/SGSN/MME). 

17. The HSS informs the SMS-SC(s) that the UE is now available.

19-24.
Same as steps 12-17 in A.3.1
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