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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

In order to ensure efficient use and deployment of Factories of the Future (FF) applications on 3GPP networks an architecture for FF application layer consisting of FF application enabler is specified in this document. 

The FF application enabler capabilities takes into consideration the existing stage 1 and stage 2 work within 3GPP related to FF in 3GPP TS 22.261 [2], 3GPP TS 22.104 [3] and 3GPP TS 23.501 [4].
1
Scope

The present document specifies the functional architecture, procedures and information flows for FF application enabler layer. This specification includes the capabilities of the application layer support for FF services that are necessary to ensure efficient use and deployment of FF services over 3GPP systems. The FAE capabilities applies to 5GS.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".

[3]
3GPP TS 22.104: "Service requirements for cyber-physical control applications in vertical domains; Stage 1".

[4]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[5]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;"
[6]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS
5G System
AF
Application Function
API
Application Programming Interface
FAE
FF Application Enabler
FF
Factories of the Future
4
Architectural requirements 
4.1
General

4.1.1
Description

This subclause specifies the general requirements for FF application layer functional architecture.

4.1.2
Requirements

[AR-4.1.2-a] The FAE architecture shall support one or more FF applications.

[AR-4.1.2-b] The FAE capabilities shall be offered via APIs to the FF applications.
[AR-4.1.2-c] The FAE capabilities shall enable the FAE client to discover available FF services.
[AR-4.1.2-d] The FAE client shall be able to communicate to multiple FAE servers.
4.2
<Requirement type x>

Editor's Note:
Provide a suitable title for the requirements.

4.2.1
Description

Editor's Note:
This subclause will describe the requirement for application layer support aspect.

4.2.2
Requirements

Editor's Note:
This subclause will describe the architectural requirements.
5
Application layer architecture
Illustrate the application layer architecture, its elements and its reference points in clauses under this clause.
5.1
General

5.2
Architecture
This clause describes the architecture for enabling edge applications in the following representations:

-
A service-based representation of the functional model for FF services with SEAL functions specified in 3GPP TS 23.434 [5] and CAPIF core function specified in 3GPP TS 23.222 [6]; and 
-
A service-based representation of the functional model for FF services invoked by FF UE; and

-
A reference point representation for FF application layer functional model.

FF application layer functions shown in the service-based representation of the FF architecture shall only use service-based interfaces for their interactions.

Figure 5.2-1 illustrates the service based representation of architecture for FF applications with SEAL and CAPIF.
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Figure 5.2-1: FF application layer architecture - service-based representation
The service-based interface for FAE server is representation as Sfae.

Figure 5.2-2 illustrates the service based representation of architecture for FF applications invoked by FF UE.
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Figure 5.2-3 illustrates the reference point representation of the architecture for FF application layer.
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Figure 5.2-3: FF application layer architecture - reference point representation
The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FAE layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application layer functional model utilizes the SEAL services as specified in 3GPP TS 23.434 [5].

The FAE server is located in the FAE layer. The SEAL services utilized by FAE layer are location management, group management, configuration management, identity management, key management, network resource management and network slice capability management. The FF application specific layer consists of the FF application specific functionalities.

NOTE 1:
The functionalities of the FF application specific layer are out of scope of the present document.
The FF application server consists of the FAE server, the SEAL servers and the FF application specific server. The FAE server provides the FF application layer support functions to the FF application specific server over FAE-S reference point. The SEAL server(s) provide the SEAL services to the FF application specific server over SEAL‑S reference point.
The FF UE consist of the FAE client, the SEAL clients and the FF application specific client. The FAE client provides the FF application layer support functions to the FF application specific client over FAE-C reference point. The SEAL client(s) provide the SEAL services to the FF application specific client over SEAL‑C reference point.
NOTE 2:
In some deployments, the client and server entities of SEAL can be part of FAE client and FAE server respectively.

The FAE client acts as a VAL client for its interaction with the SEAL clients as specified in 3GPP TS 23.434 [5]. The FAE server acts as a VAL server for its interaction with the SEAL servers as specified in 3GPP TS 23.434 [5].

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client communicates with FF application specific server over FFA-1 reference point.

NOTE 3:
The FFA-1 reference point is out of scope of the present document.
In the FAE layer, the FAE client of FF UE2 communicates with FAE client of FF UE1 over FAE-2 reference point. In the FF application specific layer, the FF application specific client of FF UE2 communicates with FF application specific client of FF UE1 over FFA-2 reference point.

NOTE 4:
The FFA-2 reference point is out of scope of the present document. The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [5];

-
Group management as specified in 3GPP TS 23.434 [5];

-
Configuration management as specified in 3GPP TS 23.434 [5];

-
Identity management as specified in 3GPP TS 23.434 [5];

-
Key management as specified in 3GPP TS 23.434 [5]; 

-
Network resource management as specified in 3GPP TS 23.434 [5] and;

-
Network slice capability management as specified in 3GPP TS 23.434 [5].

The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between the SEAL clients is supported by SEAL-PC5 reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 5:
The SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [5].
To support distributed FAE server deployments, the FAE server interacts with another FAE server over FAE-E reference point.

FF UE1 can also act as a UE-to-network relay,

-
to enable FAE client on FF UE2 to access FAE server over FAE-1 reference point; and

-
to enable FF application specific client on FF UE2 to access FF application specific server over FFA-1 reference point.

5.3
Functional entities
5.3.1
General
Each subclause is a description of a functional entity corresponding to FF application layer and does not imply a physical entity.
5.3.2
FF application specific client
The FF application specific client provides the client side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific client utilizes the FAE client for the FF application layer support functions.

NOTE:
The details of the FF application specific client is out of scope of the present document.

5.3.3
FF application specific server

The FF application specific server provides the server side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific server utilizes the FAE server for the FF application layer support functions. If CAPIF is supported, the FF application specific server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [6].

NOTE:
The details of the FF application specific server is out of scope of the present document.

5.3.4
FAE client

The FAE client provides the UE side FF application layer support functions and supports interactions with the FF application specific client(s).

5.3.5
FAE server

The FAE server provides the server side FF application layer support functions and supports interactions with FF applications specific server(s). 

The FAE server also support interactions with other FAE server(s).
5.3.6
SEAL client

The following SEAL clients for FF applications are supported:

-
Location management client as specified in 3GPP TS 23.434 [5];

-
Group management client as specified in 3GPP TS 23.434 [5];

-
Configuration management client as specified in 3GPP TS 23.434 [5];
-
Identity management client as specified in 3GPP TS 23.434 [5];
-
Key management client as specified in 3GPP TS 23.434 [5]; 
-
Network resource management client as specified in 3GPP TS 23.434 [5]; and

-
Network slice capability management client as specified in 3GPP TS 23.434 [5].
5.3.7
SEAL server
The following SEAL servers for FF applications are supported:

-
Location management server as specified in 3GPP TS 23.434 [5];

-
Group management server as specified in 3GPP TS 23.434 [5];

-
Configuration management server as specified in 3GPP TS 23.434 [5];
-
Identity management server as specified in 3GPP TS 23.434 [5];
-
Key management server as specified in 3GPP TS 23.434 [5]; and
-
Network resource management server as specified in 3GPP TS 23.434 [5]; and

-
Network slice capability management server as specified in 3GPP TS 23.434 [5].
5.4
Service-based interfaces
5.5
Reference Points

5.5.1
General
The reference points for the FF application layer are described in the following subclauses.
5.5.2
FAE-1
The interactions related to FF application layer support functions between FAE client and FAE server are supported by FAE-1 reference point.
5.5.3
FFA-1
The interactions related to FF application layer support functions between FF application specific client and FF application specific server are supported by FFA-1 reference point. The details of FFA-1 reference point is out of scope of the present document.

5.5.4
FAE-2
The interactions related to FF application layer support functions between the FAE clients are supported by FAE-2 reference point. 

5.5.5
FFA-2
The interactions related to FF applications between FF application specific clients are supported by FFA-2 reference point. The details of FFA-2 reference point is out of scope of the present document.

5.5.6
FAE-S
The interactions related to FF application layer support functions between FF application specific server and FAE server are supported by FAE-S reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [6].

5.5.7
FAE-C
The interactions related to FF application layer support functions between FF application specific client and FAE client are supported by FAE-C. 
5.5.8
SEAL-C
The following SEAL-C reference points for FF applications are supported:

-
LM-C reference point for location management as specified in 3GPP TS 23.434 [5];

-
GM-C reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-C reference point for configuration management as specified in 3GPP TS 23.434 [5];

-
IM-C reference point for identity management as specified in 3GPP TS 23.434 [5];

-
KM-C reference point for key management as specified in 3GPP TS 23.434 [5]; 

-
NRM-C reference point for network resource management as specified in 3GPP TS 23.434 [5]; and

-
NSCM-C reference point for network slice capability management as specified in 3GPP TS 23.434 [5].
5.5.9
SEAL-S
The following SEAL-S reference points for FF applications are supported:

-
LM-S reference point for location management as specified in 3GPP TS 23.434 [5];

-
GM-S reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-S reference point for configuration management as specified in 3GPP TS 23.434 [5];

-
IM-S reference point for identity management as specified in 3GPP TS 23.434 [5];

-
KM-S reference point for key management as specified in 3GPP TS 23.434 [5]; 

-
NRM-S reference point for network resource management as specified in 3GPP TS 23.434 [5]; and

-
NSCM-S reference point for network slice capability management as specified in 3GPP TS 23.434 [5].
5.5.10
SEAL-PC5
The following SEAL-PC5 reference points for FF applications are supported:

-
LM-PC5 reference point for location management as specified in 3GPP TS 23.434 [5];

-
GM-PC5 reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-PC5 reference point for configuration management as specified in 3GPP TS 23.434 [5];

-
IM-PC5 reference point for identity management as specified in 3GPP TS 23.434 [5];

-
KM-PC5 reference point for key management as specified in 3GPP TS 23.434 [5]; and

-
NRM-PC5 reference point for network resource management as specified in 3GPP TS 23.434 [5].
5.5.11
SEAL-UU
The following SEAL-UU reference points for FF applications are supported:

-
LM-UU reference point for location management as specified in 3GPP TS 23.434 [5];

-
GM-UU reference point for group management as specified in 3GPP TS 23.434 [5];

-
CM-UU reference point for configuration management as specified in 3GPP TS 23.434 [5];

-
IM-UU reference point for identity management as specified in 3GPP TS 23.434 [5];

-
KM-UU reference point for key management as specified in 3GPP TS 23.434 [5]; 

-
NRM-UU reference point for network resource management as specified in 3GPP TS 23.434 [5]; and

-
NSCM-UU reference point for network slice capability management as specified in 3GPP TS 23.434 [5].
5.5.12
FAE-E
The interactions related to FF application supports functions between the FAE servers in a distributed deployment are supported by FAE-E reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [6].

5.6
Capability exposure for enabling FF applications
6
Identities and commonly used values

Describe the required identities and commonly used values in clauses under this clause. If need be, before approval of the TS, this clause can be merged with the 'Application architecture' clause.
6.1
General

6.2
Identities
6.2.1
<name>
Add a copy of this clause for each identity, adding a title and description.

6.3
Commonly used values

7
Procedures and information flows

7.1
Establishing communication with FF application service requirements
7.1.1
General

The FAE client and the FAE server (acting as an AS) are involved in the exchange and analysis of the desired service requirements (e.g. packet size, packet transmission interval, reliability, packet loss rate) for the communication amongst the FF application UEs when not using TSN. The FAE server triggers the establishment of direct service connectivity via Uu based on the information provided by the UEs and static configuration information available to the FAE server prior to the UE interaction. Note that service connectivity among FF application specific clients is established over the FFA-2 reference point, without device-to-device direct radio connectivity (e.g. PC5) requirement.

Editor's note:
Whether this capability can be moved to an existing SEAL function or new SEAL function is FFS.
7.1.2
Procedures

7.1.2.1
Procedure for establishing communication with FF application service requirements
The procedure for establishing FFA-2 service communication with FF application service requirements is as illustrated in figure 7.1.2.1‑1.

Pre-conditions:

-
FAE client 1 and FAE client 2 are provided configuration information for the FF application specific clients served e.g. connectivity requirements, which destination UEs to connect to over FFA-2, etc.

-
The FAE client 1 and FAE client 2 are configured with the information of the FAE server and have connectivity enabled to communicate with the FAE server. The information is provided via pre-configuration.

-
The FAE server is configured with policies and information of the UEs to determine authorization of the UEs requesting connectivity via FFA-2.

-
The FF application specific clients associated with FAE client 1 and FAE client 2 have triggered the establishment of connectivity.
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Figure 7.1.2.1-1: Establishing communication with FF application service requirements

1a.
The FAE client 1 sends the FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to the FAE Server. The service requirement from the source includes packet size, packet transmission interval, packet processing latency, allowed packet loss rate/packet loss amount/packet error rate, etc. The destination may be multiple UEs (devices). The identity of source and destination may be the application user identity or the MAC address.

1b.
The FAE server determines whether the UE of FAE client 1 is authorized to connect to the destination UEs for direct service communications via Uu over FFA-2. If UE of FAE client 1 is authorized to connect to the destination UEs, then a response is provided to the FAE client 1 indicating acceptance of the request.

2a.
The FAE client 2 sends the FFAPP connectivity request (destination identity and IP address, source identity, service requirements) to the FAE server. The service requirements from the destination includes the transport latency of the packet, processing latency at the destination.

2b.
The FAE server determines whether the UE of FAE client 2 is authorized to connect to the destination UEs for direct service communications via Uu over FFA-2. If UE of FAE client 2 is authorized to connect to the destination UEs, then a response is provided to the FAE client 2 indicating acceptance of the request.

3.
Based on the service requirements received in step 1 and step 2, the FAE server determines the parameters and patterns for direct service connectivity between the UEs via Uu (i.e. FFA-2 connectivity) and also the transport requirements, i.e., QoS requirements for the 3GPP system (e.g. 5GS). This step may also include retrieving the direct link status of the UEs (e.g. PDU Session Status, UE reachability). If the FAE server determines that direct service connectivity via Uu is not authorized or not possible with the given connectivity requirements, it skips step 4 and proceeds to steps 5 and 6, informing each FAE client accordingly.

NOTE 1:
FAE server will process E2E connectivity establishment between FAE client 1 and FAE client 2 only after it receives the request from FAE client 2. There can be several FAE clients (destinations) which will perform step 2 and FAE server will process their E2E connectivity with FAE client 1 (source) as and when the requests are received by the FAE server.

NOTE 2:
The FAE server can determine the priority of the E2E connections between FAE client 1 (source) and one or more FAE client 2 (destination) using the service requirements provided to the FAE server by the FAE clients.

4.
The FAE server triggers 3GPP system to establish FFA-2 Uu connectivity between the UE of FAE client 1 and UE of FAE client 2 with required QoS as specified in 3GPP TS 23.501 [4].

5.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 1 indicating successful establishment of the connectivity. The connectivity/session information may contain the accepted destination identities.

6.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 2 indicating successful establishment of the connectivity.

7.1.3
Information flows

Editor's Note:
This subclause will describe the information flow tables

8
APIs

Editor's Note:
This clause will describe the APIs.

Annex A (Informative):
Deployment models

A.1
General
This clause describes deployments of the functional model specified in clause 5. The network interfaces utilized from underlying 3GPP network as specified in clause 5 is represented as 3GPP interfaces in the deployment models.
A.2
Deployment of FAE+SEAL server
The FAE+SEAL server deployments can be centralized and distributed.

NOTE 1:
The described deployment scenarios show FAE and SEAL server collocation as just an example of possible deployment with respect to FAE servers and SEAL servers. Other deployments are also possible.
NOTE 2:
The representation of SEAL functionalities in the FF deployment is specified in 3GPP TS 23.434 [5].

A.2.1
Centralized deployments
A centralized deployment is where FAE+SEAL server offer the FAE+SEAL capabilities to one or more FF application specific servers. The FAE+SEAL server and the FF application specific server can be co-located in a single physical entity. The FAE+SEAL server can be deployed either in the PLMN operator domain or deployed in the FF operator domain. The FAE+SEAL server connect with the 5GS in one or more PLMN operator domain. When FAE+SEAL server and FF application specific server are co-located in a single physical entity, the FAE-S+SEAL-S reference points between the FAE+SEAL server and the FF application specific server are not used.

Figure A.2.1-1 illustrates a deployment of the FAE+SEAL server and the FF application specific server in a single physical entity and deployed in FF operator domain. The FAE+SEAL server can be deployed in a separate physical entity from the FF application specific server in the FF operator domain. In such deployments, the FAE-S+SEAL-S reference points are used for the communication between the FAE+SEAL server and the FF application specific server.
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Figure A.2.1-1: FAE+SEAL server co-located with FF application specific server in a single physical entity

Figure A.2.1-2 illustrates a deployment of the FAE+SEAL server in the PLMN operator domain and the FF application specific server in the FF operator domain. The FAE-S+SEAL-S reference points are used for the communication between FF application specific server and the FAE+SEAL server. The FAE+SEAL server can support multiple FF application specific servers.
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Figure A.2.1-2: FAE+SEAL server deployed in the PLMN operator domain

Figure A.2.1‑3 illustrates a deployment of the FAE+SEAL server which connect to the 5GS in multiple PLMN operator domain. The FAE+SEAL server can be co-located with the FF application specific server in a single physical entity or deployed in different physical entities.
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Figure A.2.1-3: Deployment of FAE+SEAL server with connections to 5GS in multiple PLMN operator domains

Figure A.2.1‑4 illustrates a deployment of the FAE+SEAL server which provide FAE+SEAL capabilities to multiple FF application specific servers over FAE-S+SEAL-S reference points and connect to the 5GS in multiple PLMN operator domain.


[image: image10.emf]FAE+SEAL server

FF application specific server 1

PLMN operator domain 1

FF operator domain

3GPP 

interfaces

5

G

S

3GPP 

interfaces

5

G

S

PLMN operator domain 2

FF application specific server 2 FF application specific server 3

FAE-S+SEAL-S

FAE-S+SEAL-S FAE-S+SEAL-S


Figure A.2.1-4: Deployment of FAE+SEAL server with connections to multiple FF application specific servers

A.2.2
Distributed deployment

The distributed deployment is where multiple FAE+SEAL servers are deployed either in the FF operator domain or in the PLMN operator domain. The distributed deployment of the FAE+SEAL servers provide geographical coverage or support multiple PLMN operator domains in a geographical location. The FAE+SEAL servers interconnect via FAE-E+SEAL-E and the FAE-S+SEAL-S reference points are used for interaction between FF application specific server and the FAE+SEAL server.

Figure A.2.2-1 illustrates the deployment of FAE+SEAL servers in multiple PLMN operator domain and provide FAE+SEAL capabilities to the FF application specific server deployed in the FF operator domain. The FF application specific server connects via FAE-S+SEAL-S to the FAE+SEAL servers.
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Figure A.2.2-1: Distributed deployment of FAE+SEAL servers in multiple PLMN operator domain without interconnection between FAE+SEAL servers
Figure A.2.2-2 illustrates the deployment of multiple FAE+SEAL servers deployed in multiple PLMN operator domains. The FF application specific server connects via FAE-S+SEAL-S to the FAE+SEAL server. The interconnection between FAE+SEAL servers are via FAE-E+SEAL-E and support the FF applications for the FF UEs connected to the FAE+SEAL servers in multiple PLMN operator domains.
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Figure A.2.2-2: Distributed deployment of FAE+SEAL servers in multiple PLMN operator domain with interconnection between FAE+SEAL servers

Figure A.2.2-3 illustrates the deployment of multiple FAE+SEAL servers in PLMN operator domain based on geographical coverage. The FF application specific server connects via FAE-S+SEAL-S to the FAE+SEAL server 1. The FAE+SEAL servers interconnect via FAE-E+SEAL-E and support the FF communications to the FF UEs connected to the FAE+SEAL servers.
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Figure A.2.2-3: Distributed deployment of FAE+SEAL servers in PLMN operator domain

Figure A.2.2-4 illustrates the deployment of multiple FAE+SEAL servers in the FF operator domain where FAE+SEAL server 1 and FAE+SEAL server 2 connect with 5GS of PLMN operator domain 1 and PLMN operator domain 2 respectively. The FF application specific server connects via FAE-S+SEAL-S to the FAE+SEAL server 1. The FAE+SEAL servers interconnect via FAE-E+SEAL-E and support the FF applications for the FF UEs connected via both the PLMN operator domains.
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Figure A.2.2-4: Distributed deployment of FAE+SEAL servers in FF operator domain

Annex B (Informative):
Involved entities and relationships

B.1
General

Figure B.1-1 shows the business relationships that exist and that are needed to support a single FF user. 
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Figure B.1-1: Business relationships for FF services
The FF user belongs to a FF service provider based on a FF service agreement between the FF user and the FF service provider. The FF service provider can have FF service agreements with several FF users. The FF user can have FF service agreements with several FF service providers. The FF service provider can have FF service provider agreements with several partner FF service providers.
The FF service provider and the home PLMN operator can be part of the same organization, in which case the business relationship between the two is internal to a single organization.

The home PLMN operator can have PLMN operator service arrangements with multiple FF service providers and the FF service provider can have PLMN operator service arrangements with multiple home PLMN operators. As part of the PLMN operator service arrangement between the FF service provider and the home PLMN operator, PLMN subscription arrangements can be provided which allows the FF UEs to register with home PLMN operator network.

The home PLMN operator can have PLMN roaming agreements with multiple visited PLMN operators and the visited PLMN operator can have PLMN roaming agreements with multiple home PLMN operators.
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