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Introduction

This report provides the recommendations of the OP on the perimeter of work on common IMS.  Common IMS includes IMS related functionality where significant synergies exist among work going within 3GPP and in standards efforts of the 3GPP partners.

1
Scope

The present document seeks to identify areas of significant commonality related to IMS.  3GPP currently has the goal of being the sole organization where work on “Core” IMS is done.  The intention is that this work is documented in a single set of specification developed and maintained by 3GPP.  However, over time it has become clear that the industry as a whole may benefit if 3GPP acts as the focal point for other IMS related areas currently outside of “Core” IMS.  This additional work is referred to as “Common” IMS and this report analyses and makes recommendations on candidate functions for inclusion in “Common” IMS. 3GPP should be the only organization where work on “Common” IMS is done.
This analysis focuses on synergies that exist within 3GPP and work on the 3GPP partners related to IMS.  This analysis covers mainly synergies between 3GPP and TISPAN as significant work has been done with ETSI to identify such synergies.  Synergies with other partners may be identified where input is available.  

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

…

[x]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

It is preferred that the reference to 21.905 be the first in the list.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Core IMS: IMS as defined in Figure 1:
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Figure 1: Core IMS
Common IMS: Core IMS + Selected additional IMS related interfaces and functionality

The core IMS entities and interfaces comprise all IMS protocol functionality of the included item.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

AAA
Authentication, Authorization and Accounting
AF
Application Function

AKA
Authentication and Key Agreement

AMF
Access Management Function

API
Application Programming Interface

ARF
Access Relay Function
AS
Application Server

BGF
Border Gateway Function

BSS
Business Support System

CLF
Connectivity Session Location and Repository Function 

CNG
Customer Network Gateway

CNGCF
Customer Network Gateway Configuration Function

CS
Circuit Switched

CSI
Combinational Services
DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name Server

EM
Element Manager
GGSN
Gateway GPRS Support Node

GMLC
Gateway Mobile Location Center

GPRS
General Packet Radio Service
GRUU
Globally Routable UA URI
GW
Gateway

HD
Home Device

HG
Home Gateway

HLR
Home Location Register
HSS
Home Subscriber Server

IBCF
Interconnect Border Control Function

I-CSCF
Interrogating Call Session Control Function

I-WLAN
Interworking Wireless LAN

IMS
IP Multimedia Subsystem

IRP
Integrated Reference Point

ISC
IMS Service Control

IP-CAN
IP Core Access Network

LAN
Local Area Network

MGFC
Media Gateway Function Controller

MRF(C)
Media Resource Function (Controller)

MSC
Mobile Switching Center

MT
Mobile Terminal

NACF
Network Access Configuration Function

NASS
Network Attachment Subsystem

NGOSS
Next Generation Operations Systems and Software
NM
Network Manager

NOSI
NGN OSS Service Interface

NRM
Network Resource Model
OCS
Online Charging System

OFCS
Offline Charging System

OSA
Open Service Architecture

OSS
Operations Support System

P-CSCF
Proxy Call Session Control Function

PANA
Protocol for carrying Authentication for Network Access

PBX
Private Branch eXchange

PCC
Policy Control and Charging

PCEF
Policy Control Enforcement Function

PCRF
Policy Control and Charging Rules Function
PDBF
Profile DataBase Function
PDG
Packet Data Gateway

PDP
Packet Data Protocol

PPP
Point-to-Point Protocol

PS
Packet Switched

QoS
Quality of Service

RACS
Resource and Admission Control Subsystem

RCEF
Resource Control Enforcement Function

S-CSCF
Service Call Session Control Function

SAE
System Architecture Evolution

SCP
Service Control Point

SDP
Session Description Protocol

SDO
Standards Development Organization
SGSN
Serving GPRS Support Node

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SOA
Service Oriented Architecture

SPR
Subscription Profile Repository

SuM
Subscription Management

TE
Terminal Equipment

TWS
Telecom Web Services

UA
User Agent

UAAF
User Access Authorization Function

UE
User Equipment

UPSF
User Profile Server Function

URI
Universally Routable Identifier

USIM
Universal Subscriber Identity Module

VAS
Value Added Services

VCC
Voice Call Continuity

VLR
Visitor Location Register

VMSC
Visited Mobile Location Center

WI
Work Item

xDSL
Digital Subscriber Line

4 Candidate Area Analysis

In the following sections various candidate areas are described and analysed as candidates for inclusion in “Common” IMS.  The analysis addresses those areas identified in the Dec 1 meeting of the IMS OP Ad-Hoc.  For each area, the analysis consists of:

· A description of the area (especially as to how it relates to IMS)

· An analysis of the overlaps and synergies in this area

· An analysis of possible impacts from incorporating this work into 3GPP

4.1 Common IMS Services

4.1.1 Area Description

IMS Services are services provided to a subscriber or user which utilize IMS as a service delivery or control platform. At a high level the term “IMS service” is used in the same sense as “IN service or CAMEL service” has been used.   This class of service includes Multimedia Telephony which includes IMS based supplementary services such as simulation services [22.173], [183 002], messaging services [22.340], presence services [22.141], group management [22.250], and other IMS services [22.228].  This list is not exhaustive.  
IMS services also include services that combine IMS capabilities with traditional circuit switched or packet based services such as Voice Call Continuity (VCC) [insert ref] or Combinational Services (CSI) [insert ref].

Not all IMS services will be standardized.  And some IMS services that are standardized may be done in bodies outside of 3GPP (such as OMA).  The correct standardization body for new standardized IMS services is to be determined on a case by case basis.

For purposes of analysis, IMS services are broken down into four major categories:

· Multimedia Telephony: Multimedia Telephony, Multimedia analogs of supplementary services such as Simulation Services, etc.  These are services which are multimedia analogs of traditional telephony services.

· Group Interaction Services: Conferencing, Unified Messaging, Multiplayer Gaming, Chat, etc.  These are services which involve groups of subscribers interacting in a particular environment.

· Presence and Information Services (Presence, Virtual Directory, Personal Assistant, Friends and Family Tracking, Security Monitoring, etc.  These are IMS based services which rely on collecting, processing, and presenting information that is collected from within and perhaps outside of a network.

· Transition Services: Voice Call Continuity, Combinational Services.  These are services which would not exist in an IMS only world.  IMS supplements either the reach or functionality of traditional circuit switched services.

These categories are not exclusive as some services may fit in more than one category

4.1.2 Overlap Analysis

4.1.2.1 Multimedia Telephony Overlap Analysis

Multimedia telephony comprises the basic telephony service whether VoIP or multimedia and the related simulation supplementary services. Call initiation, routing towards destination, resource reservation and possible invocation of AS services are included.

There is a very high degree of overlap between 3GPP and TISPAN in with this class of IMS service.

In general the analysis of affected system entities, specifications and work items in IMS services identify the impact area of session setup irrespective of the media type. Session establishment and termination, call routing, media and bearer control, Supplementary services, application server role for any services and the subscriber specific information are considered.

Common IMS components affected by Multimedia telephony:

	System entity
	Affected
	Comment

	UE
	Yes
	Session initiation and termination

	P-CSCF
	Yes
	Routing, local policy, services

	S-CSCF
	Yes
	Routing, local policy, filter criteria to apply ISC procedures, services

	I-CSCF
	No
	No role, registration is pre-requisite to session establishment

	IBCF
	Yes
	Interconnection to other IMS systems, local policy

	AS
	Yes
	AS services based on filtering, some SS can be implemented via AS

	HSS
	Yes
	User’s location and subscribed services

	UPSF
	Yes 
	

	MRF(C)
	Yes
	Media Resource control, tones, announcements, transcoding

	MGFC
	Yes
	Non-SIP (PSTN) interworking 

	PCRF
	Yes
	Policing of subscribed services

	RACS 
	Yes
	Policing of services, NAT control, resource and admission control


Table 1: Common IMS Components for Multimedia Telephony

Specifications affected by Multimedia telephony:

	3GPP TS
	ETSI TS
	Comment

	22.228
	181 005 (IMS service requirements are part of the generic ones)
	IMS service requirements, stage 1

	23.228
	182 006

282 007 (not sure if this other needs to be included as well)
	IMS architecture, stage 2

	24.229
	283 003
	IMS protocol stage 3, including session establishment

	23.218
	-
	ISC interface, message filtering to AS

	22.173
	181 002
	IMS telephony service and SS, stage 1

	24.173
	183 004

183 005

183 006

183 007

183 008

183 010

183 011

183 029
	IMS telephony service and SS, stage 3 protocol

	23.167
	182 009
	IMS emergency sessions, architecture stage 2

	29.162
	183 021
	Interworking between IMS and IP networks (Editor’s note:is this justified?)

	29.163
	283 027
	Interworking between IMS and CS networks

	
	
	

	29.212
	-
	PCC over Gx reference point

	29.213
	-
	PCC and QoS mapping

	29.214
	-
	PCC over Rx reference point

	-
	183 017
	RACS Gq’ interface

	-
	283 018
	RACS Ia interface H.248

	-
	283 026
	RACS Rq interface

	-
	283 034
	NASS E4 interface

	-
	283 035
	NASS E2 interface

	29.228
	183 033
	IMS Cx and Dx interfaces protocol (signaling flows and messages)

	29.229
	183 033
	Cx and Dx interfaces based on DIAMETER (Editor’s note: is this justified?)

	29.328
	129 328
	IMS Sh interface (signaling flows and messages)

	29.329
	129 329
	Sh interface based on DIAMETER

	TR 23.981
	Not Applicable
	Interworking aspects and migration scenarios for IPv4 based IMS

	TR 24.930
	Not Applicable
	(Optimised) Signalling flows for session setup in IMS

	TR 26.914
	Not Applicable
	IMS telephony optimization opportunities

	
	
	Editor’s note: how to handle the loosely coupled items that are not needed in all configurations and in all cases, but are still specified for some environment or like charging, not directly linked with the call establishment, routing and services:

· GRUU

· IMS Management Object 24.167

· 8xx –series TRs are not included, but I propose that we should we include the 900-series TRs

· Media handling and interaction 26.114 and Media formats and codecs in 26.140?

· Charging 32.260 

· IMS group management 22.250


Table 2: Common Specifications for Multimedia Telephony

Work items affected by multimedia telephony:

	3GPP work item
	3GPP ID
	3GPP Rel
	TISPAN work item
	Comment

	Multimedia telephony service for IMS
	7038
	Rel-7
	1002 (R1)

1049 (R2)
	The main IMS multimedia work item including the IMS SS

	System enhancements for fixed broadband access to IMS
	32074
	Rel-7
	Not Applicable
	TISPAN originated NGN features



	PS domain and IMS impacts for supporting IMS Emergency call
	32045
	Rel-7
	2022 (R1)
	

	IMS stage 3 IETF protocol alignment
	711052
	Rel-7
	May need a list of all maintenance protocol WIs in TISPAN?
	General protocol maintenance work item

	Evolution of PCC
	32082
	Rel-7
	Not Applicable
	

	Identification of communication services in IMS
	732097
	Rel-7
	-
	This is the IMS Service ID work item and being very protocol related and affecting the core components, it needs to be part of either the core IMS or common IMS. But is it part of this multimedia calls item???

	Multimedia interworking between IMS and CS networks
	713024
	
	3053 (R1)

3087 (R2)
	Voice call interworking

	GRUU
	
	
	
	Editor’s note: The same question as above in TSs, should we add GRUU here in the WIs?


Table 3: Work Items related to Multimedia Telephony

4.1.2.2 Group Interaction Services Overlap Analysis

Group interaction services in this context covers services where a group of multiple users communicate with each other over IMS. There is no technical reason to exclude a small group of two participants, but the main focus is on services that can be provided to groups of at least three participants. In 3GPP environment some of the services like presence and messaging have been specified to service level, but also other interactive group services like gaming and chat can be foreseen.  The media to be shared among the group interaction service participants can be diverse, and the main common denominator of these items is the virtual team that is established over the IMS network.

Despite the above categorisation to group interaction services, also instant messaging is considered in this subclause.

The affected components in listed in this subclause are related with the already defined presence and messaging services.

Common IMS components affected by group interaction services (the affected entities are the same as in multimedia telephony session establishment, so possibly a single table could be referenced?):

	System entity
	Affected
	Comment

	UE
	Yes
	Session initiation and termination, IM

	P-CSCF
	Yes
	Routing, local policy, services

	S-CSCF
	Yes
	Routing, local policy, filter criteria to apply ISC procedures, services

	I-CSCF
	No
	No role, registration is pre-requisite to session establishment

	IBCF
	Yes
	Interconnection to other IMS systems, local policy

	AS
	Yes
	Centre point in creation of the group, publication, notification

	HSS
	Yes
	User’s location and subscribed services

	UPSF
	Yes 
	

	MRF(C)
	Yes
	Media Resource control, tones, announcements, transcoding

	PCRF
	Yes
	Policing of subscribed services

	RACS 
	Yes
	Policing of services, NAT control, resource and admission control


Table 4: Common IMS Components for Group Interaction Services

Specifications affected by Group Interaction Services:

	3GPP TS
	ETSI TS
	Comment

	22.340
	
	IMS messaging stage 1

	26.141
	
	IMS messaging and presence, media formats and codecs

	24.247
	
	IMS messaging stage 3

	24.147
	
	Conferencing stage 3

	22.228
	181 005 (IMS service requirements are part of the generic ones)
	IMS service requirements, stage 1

	23.228
	182 006

282 007 (not sure if this other needs to be included as well)
	IMS architecture, stage 2

	24.229
	283 003
	IMS protocol stage 3, including session establishment

	23.218
	-
	ISC interface, message filtering to AS

	29.162
	183 021
	Interworking between IMS and IP networks (Editor’s note:is this justified?)

	29.212
	-
	PCC over Gx reference point

	29.213
	-
	PCC and QoS mapping

	29.214
	-
	PCC over Rx reference point

	-
	183 017
	RACS Gq’ interface

	-
	283 018
	RACS Ia interface H.248

	-
	283 026
	RACS Rq interface

	-
	283 034
	NASS E4 interface

	-
	283 035
	NASS E2 interface

	29.228
	183 033
	IMS Cx and Dx interfaces protocol (signaling flows and messages)

	29.229
	183 033
	Cx and Dx interfaces based on DIAMETER (Editor’s note: is this justified?)

	29.328
	129 328
	IMS Sh interface (signaling flows and messages)

	29.329
	129 329
	Sh interface based on DIAMETER

	
	
	

	TR 23.981
	Not Applicable
	Interworking aspects and migration scenarios for IPv4 based IMS

	TR 24.930
	Not Applicable
	(Optimised) Signalling flows for session setup in IMS

	TR 26.914
	Not Applicable
	IMS telephony optimization opportunities


Table 5: Common Specifications for Group Interaction Services

4.1.2.3 Presence and Information Services Overlap Analysis

Presence is currently the only service of this category that has been specified within 3GPP and TISPAN.  Within 3GPP presence is specified in 22.141 (Stage 1), 23.141 (Stage 2), and 24.141 (Stage 3).  Within TISPAN, Presence is specified in 182 008 (Stage 2), 283 030 (Stage 3).  The 3GPP Stage 1 currently captures the requirements of both 3GPP and TISPAN.  Much of the presence modelling work has been done by OMA based on 3GPP Rel-6 baseline.  Presence models are likely to be very similar, but there will necessarily be access specific states that will need to be incorporated into the model.

Editor’s note: OMA is actively working on IMS presence service and it should be considered where to document the presence protocol requirements based on IETF work that is now proceeding.

No other IMS information gathering services have yet been considered for standardization within 3GPP.  However if such work is undertaken in the future, it is likely that the identities, information modelling, registration and notification processes, access and authentication methods, etc. will be similar between types of networks.

It is also useful to have a common HSS specification since much of the subscriber information resides in the HSS.

Common IMS components affected Presence:

	System entity
	Affected
	Comment

	Presence Server
	Yes
	Receive/Manage/Compose incoming presence information 

	Presence Agent
	Yes
	Convert presence information into a standard format

	Presence Proxies
	Yes
	Handle presence requests across network borders

	Watcher Applications
	Yes
	Receivers of Presence Information

	Presence List Server
	Yes
	Efficient handling of presence information

	HSS/HLR
	Yes
	Provides presence Information over the Ph interface.

	UPSF
	Yes
	

	S-CSCF
	Yes
	Provides presence Information over the Pi interface.

	MSC Server/VLR
	No
	Provides presence Information over the Pc interface.

	SGSN
	No
	Provides presence Information over the Pg interface.

	GGSN
	No
	Provides presence Information over the Pk interface.

	GMLC
	No
	Provides presence Information over the Pl interface.

	AAA Server
	Yes
	Provides presence Information over the Pr interface.

	PDG
	No
	Provides presence Information over the Pp interface.

	UE
	Yes
	Manipulates presence information over the Ut interface, publishes presence information, receives notifications as a watcher


Table 6: Common IMS Components for Presence Services

Specifications affected by Presence:

	3GPP TS
	ETSI TS
	Comment

	22.141
	181 005 (Presence service requirements are part of the generic ones)
	Presence , stage 1

	23.141
	182 008
	Presence, stage 2

	24.141
	283 030
	Presence, stage 3 including Ut interface

	29.328
	129 328
	Sh interface (Ph interface same as the Sh interface)

	29.329
	129 329
	Sh interface protocol details (Ph interface same as the Sh interface)

	23.228
	182 006

282 007 (not sure if this other needs to be included as well)
	ISC interface (Pi uses ISC interface)

	23.229
	
	ISC interface (Pi uses ISC interface)

	23.234
	-
	Pr based on IWLAN interworking protocols


Table 7: Common Specifications for Presence Services

Work items affected by Presence:

No current Rel 7 or Rel 8 work items specific to presence.  Maintenance work on presence ongoing.  Some IETF specifications required for certain aspects of  presence still not completed.

4.1.2.4 Transition Services Overlap Analysis

Voice call continuity provides for a voice call to be transferred seamlessly between a CS service and an IMS service (or vice versa).  Voice Call Continuity (VCC) is specified within 3GPP in 23.206 and 24.206.  This concept is being adopted by TISPAN with consideration of the differences existing in the way to access the IMS services (WLAN intead of I-WLAN). Combinational Services (for example video sharing) allows a CS call to be supplemented with IMS capabilities.  Within 3GPP this is specified in 22.279, 23.279, and 24.279.  This concept has not been adopted by TISPAN as it is not really feasible to supplement wireline CS calls with IMS services.

However, future  work within 3GPP is also expected to have commonalities.  Relevant work items include those on the Study of requirements for seamless roaming and service continuity and Centralized IMS Service Control.  These work items are intended to ensure that the service transition from CS services to IMS services is as smooth as possible.

Common IMS components affected by Transition Services:

	System entity
	Affected
	Comment

	VCC UE
	Yes
	Dual Mode device that supports a VCC subscription

	VCC Application (AS)
	Yes
	Establish voice calls and switch between domains

	S-CSCF
	Yes
	The ISC interface is used between the VCC Application (AS) and the S-CSCF

	I-CSCF
	Yes
	The Ma interface is used between the VCC Application (AS) and I-CSCF for initial routing

	HSS/HLR
	Yes
	The Sh interface is used between the VCC Application (AS) and the HSS

	UPSF
	Yes
	

	VMSC
	No
	Uses CAMEL for routing of CS calls


Table 8: Common IMS Components for Transition Services

Specifications affected by Transition Services:

	3GPP TS
	ETSI TS
	Comment

	22.228
	181 013 (VCC requirements are part of the generic requirements for R2)
	Includes VCC, stage 1

	23.206
	- (not yet initiated)
	VCC, stage 2

	24.206
	- (not yet initiated)
	VCC, stage 3

	23.228
	182 006

282 007 (not sure if this other needs to be included as well)
	ISC interface and Ma interfaces

	23.229
	
	ISC interface and Ma interfaces

	23.234
	-
	Pr based on IWLAN interworking protocols


Table 9: Common Specifications for Transition Services

Work items affected by Transition Services:

	3GPP work item
	3GPP ID
	3GPP Rel
	TISPAN work item
	Comment

	VCC
	30291
	Rel-7
	WI1040 (Part of the generic requirements)
	The main IMS multimedia work item including the IMS SS

	Combined CS and IMS Services (CSI)
	32074
	Rel-7
	Not Applicable
	TISPAN originated NGN features



	Services Alignment
	33017
	Rel-8
	-
	Service Migration from CS to IMS

	Study on Requirements for Seamless Roaming and Service Continuity
	340035
	Rel-8
	WI1038
	Service Continuity and roaming for FMC

	Study on Centralized IMS Service Control
	330012
	Rel-8
	-
	Architectural study on how to provide service continuity across domains


Table 10: Work Items related to Transition Services

4.1.3 3GPP Impact

All IMS services which are to be standardized and are not being standardized by an external body (e.g., OMA) are candidates as part of common IMS.  The decision to include a service in common IMS (and thus define it as a common IMS service) is taken on a case by case basis.  An example of a common IMS service is multimedia telephony.  An example of a service that is not a common IMS service is PoC.
For common IMS services, only aspects of AS behaviour that are required for interoperability, roaming, and consistent operation are standardized.  3GPP in encouraged to develop service enablers and not complete services and to specify as little application server behaviour as possible..
4.1.3.1 Multimedia Telephony Impacts

The differences between the work in TISPAN and 3GPP have been primarily identified and the multimedia services are minor.  3GPP requires that terminal behaviour be specified.  However this UE behaviour must also be consistent with the TISPAN view of the services.  The current plan requires for maintaining two identical sets of specifications.  Moving the work to 3GPP and having a single set of specifications for Multimedia Telephony would likely reduce the overall workload on 3GPP as less coordination is required.

4.1.1.1 Group Interaction Services Impacts

Instant messaging and advanced conferencing services are being addressed in 3GPP.  Other aspects of group interaction work are being handled by OMA.  There is no additional work ongoing in TISPAN.  Transitioning TISPAN aspects of this work to 3GPP would likely have minor impact..
4.1.3.2 Presence and Information Services Impacts

This is not currently an active area in either 3GPP or TISPAN.  Impact would be minor as 3GPP already has the primary responsibility for this.  Maintenance work likely reduced as less coordination with TISPAN required.  Some additional coordination with OMA is likely, but should not be significant.

4.1.3.3 Transition Services Impacts

The majority of this work is already being undertaken by 3GPP and is an active area.  Taking onboard additional requirements from the fixed environment is unlikely to have a significant impact, as much of this work is currently being driven by wireline operators.

4.2 IMS Based Emulation

4.2.1 Area Description

This function  provides PSTN/ISDN service capabilities and interfaces using adaptation to an IP infrastructure. It is based on an IMS functional architecture and emulates a PSTN/ISDN network from the point of view of legacy terminals (or interfaces) by an IP network, through a gateway. All PSTN/ISDN services remain available and identical (i.e. with the same ergonomics), such that end users are unaware that they are not connected to a TDM-based PSTN/ISDN.

Therefore, the PSTN/ISDN emulation logic as such is outside the scope of Common IMS. There is no intention to change or re-invent the existing PSTN/ISDN logics in the different networks. The softswitch-based PSTN/ISDN emulation is outside the scope as well.
4.2.2 Overlap Analysis

Most of the functional entities inside the PSTN/ISDN emulation subsystem (IMS-based) are identical to or derived from the IMS architecture.

The main exception is the AGCF (Access Gateway Control Function). It appears as a P-CSCF to other CSCFs. Only the this part of the AGCF, i.e. the interface towards Core IMS, is part of the Common IMS, the rest of it is not because it is specific to PSTN/ISDN emulation.

The PSTN/ISDN emulation logic resides in an Application Server. As explained above, the PSTN/ISDN emulation logic as such is outside the scope of Common IMS. But the interface to / from an Application Server (ISC, Ma) is part of the Common IMS.

As far as the MGCF is concerned, there is a difference to the 3GPP MGCF because of the special interworking requirements towards PSTN/ISDN, including interworking with ISUP, ISUP encapsulating, ISDN transparency, PSTN/ISDN TDM routeing model, network specific ISUP variants. This is outside the scope of Common IMS. For the remaining functions, the role of the MGCF for IMS-based emulation is identical to MGCF 3GPP.

As far as MRFC, S-CSCF, I-CSCF, BGCF are concerned, their roles and functions are identical to the counterparts in the IMS.

Should any of the Core IMS functions or related interfaces be affected by the work on the PSTN/ISDN emulation subsystem (IMS-based), this should be part of the Common IMS.

4.2.3 3GPP Impact

This area is not currently being addressed by 3GPP.  This would imply new work within 3GPP.  Corrdination between 3GPP and TISPAN for alignment with non-IMS emulation services could create additional coordination needs.. It is recommended this not be included in Common IMS.
4.3 Resource and Admission Control
4.3.1 Area Description

This functionality is responsible for elements of policy control, resource reservation and admission control. It essentially provides policy based transport control services to IMS and enables it to request and reserve transport resources from the transport networks. Resource and Admission Control also provides access to services provided by a Border Gateway Function. Examples of those services are gate control, NAT and hosted NAT transversal. In addition, this function offers the means for an operator to enforce admission control and set the respective bearer service policies. It provides the means for value-added services to obtain network resources that are necessary to offer services to the end-user.
Within 3GPP, Policy and Charging Control (PCC) is specified as a sub-system that relates a media stream in a session to a flow in terms of resource reservation and that provides QoS control and charging control for IP-CAN. PCC is targeted to IP-CAN (e.g. GPRS, I-WLAN). Although applicability of PCC to other IP-based networks is not restricted, it is not fully specified.
Within TISPAN, a sub-system that provides similar functionalities is specified as Resource and Admission Control Sub-System (RACS). RACS are to control a fixed network (e.g. xDSL). RACS provides a functionality that maps different business models where clear separation between access, network, and service providers is possible.

4.3.2 Overlap Analysis

Technology components used in PCC and RACS have some commonalities partly because of similarity of the provided functionalities. However, architecture, interface, and QoS control (resource reservation scheme) are different between PCC and RACS, reflecting differences of targeted networks and of charging policies between mobile communication and fixed one. It’s difficult to say that PCC and RACS are overlapped with regard to a sub-system.
RACS has been specified as a control subsystem within the TISPAN architecture and does not include components belonging to the transport or application plane.  To fully realize resource and admission control, transport and application entities are involved.  PCC is an architecture and describes how entities relate at the different levels to provide resource and admission control.

Both PCC and RACS provide similar capabilities towards IMS with respect to policy enforcement and resource control.
The following table shows a comparison between PCC and RACS.
	
	3GPP PCC (TS23.203)
	TISPAN RACS (ES282.003)

	Targeted network
	IP-CAN (e.g. GPRS, I-WLAN)
	Fixed access (e.g. xDSL), network interconnection points (BGF)

	Functional entity
	PCRF, PCEF, SPR
Functional Entities that are not in PCC but have interfaces to it are AF, OCS, OFCS
	Functional entities that comprise RACS are A-RACF and SDPF.

Functional entities that is not in RACS but have interfaces to it are AF, RCEF, BGF, NASS (CLF), Access Node.

	Architecture
	see Figure 1
	see Figure 2

	Interface
	see Table 2

	QoS control scheme
	User-requested QoS with policy-push-pull

P-CSCF sends a resource reservation indication to a terminal using SRF. QoS control is enforced during the IP-CAN establishment procedure with a terminal taking initiative.

A terminal needs a bearer reservation control functionality.
	Proxied QoS with policy-push

CPE is not involved in QoS control. An AF sends resource reservation requests to RACS. Based on this request, RACS performs resource and admission control.

	Admission control
	Not specified
	Specified

	Policy enforcement
	IP layer and above
	Layer 2 and layer 3 (IP layer)

	Charging control
	Flexible bearer charging is addressed as part of PCC.

Online charging and offline charging are covered in TS23.203.
- Reference: The former is based on RFC4006 and the latter is in TS32.251.

Volume-based charging, time-based charging, volume-and-time-based charging, and event-based charging are specified.
	TISPAN addresses it as another specification than RACS.
Note: TISPAN charging control is based on the endorsements of several 3GPP charging specifications. However, online charging is not supported in TISPAN Release 1.
- Reference: ES 282 010
RACS does not currently address flexible bearer charging.

	Others
	
	RACS hides the access network topology and transport layer from the AF. (incl. NAT control)


Table 11: Comparison of RACS and PCC
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Figure 3: TISPAN RACS Release 1 Functional Architecture [ES 282 003]
	
	3GPP PCC/R7
	TISPAN RACS R1
	Note

	Policy Control
	Rx(AF-PCRF)
- Reference: TS 29.214

The Rx reference point is used between PCRF and AF to exchange session event information on IP-CAN or media related information (e.g. IP address, port number, gate control information, application/service information) that AF has received.

An AF session is established by Diameter call by call to exchange information.
	Gq’(AF-SPDF(*1))

Gq’ used by Application Functions (e.g. P-CSCF, IBCF, AGCF) for requesting RACS to invoke certain functions for the service, e.g. NAT binding. Gq’ is a Diameter-based interface
	

	
	
	Rq(SPDF – A-RACF)
The Rq reference point provides interaction between the SPDF and the A-RACF functional building blocks of the RACS architecture. The Rq reference point is used for QoS resource reservation information exchange between the SPDF and the A-RACF. Via the Rq reference point the SPDF issues requests for resources in the access and aggregation networks, indicating IP QoS characteristics.
	

	
	-
	Ia(SPDF-BGF(*2))

Ia between SPDF and BGF is an open interface with a specific H.248 profile.

It is used to request control of NAT , bandwidth, QoS marking, etc.
	Not specified because of interconnection points being out of scope of PCC

	
	Gx(PCRF – PCEF)
- Reference: TS 29.212
The Gx reference point is used for PCRF to notify PCEF of PCC rules (pre-defined PCC rules, dynamic PCC rules).
In case of applying dynamic PCC rules, PCEF notifies of information necessary for policy control and charging control (gate open/close, priorities of policy rules). In case of applying predefined PCC rules, ID is notified by the activation/deactivation operation.
	Re(A-RACF – RCEF)
The Re reference point is used for controlling the L2/L3 traffic policies performed in the transport plane, as requested by the resource management mechanisms, i.e. gating, packet marking, traffic policing and mid-session updates functionalities.
	

	
	Sp(SPR – PCRF)

The Sp reference point allows SPR to respond to queries from PCRF on IP-CAN transport level policies with Subscriber-ID or PDN-ID a key.

Relevant profile information, in case of change, is automatically updated via this reference point from SPR to PCRF.
	e4(A-RACF – NASS)

This reference point allows the RACS to retrieve network location information from the CLF (e.g. the address of the physical node through which the user can be reached) in order to determine the amount of available network resources. The e4 reference point allows the RACS also to retrieve user network profile information from the CLF in order to take them into account when processing resource allocation requests.
	

	Transport Layer
	-
	Ra(A-RACF – Access Node)


The Ra reference point represents different methods by means of which A-RACF interacts with the access and aggregation networks. The Ra reference point has not been standardized in Release 1.
	

	Charging
	Gy(PCEF – OCS)
- Reference: TS 32.251
Offline charging is addressed.
	-
	TISPAN Release 1 addresses it as another specification than RACS.

Note: TISPAN Release 1 charging control is based on the endorsements of several 3GPP charging specifications.
- Reference: ES 282 010

	
	Gz(PCEF – OFCS)
- Reference: RFC4006
Online charging is addressed.
	-
	Note: Online charging is not supported in TISPAN Release 1.


Table 12: Interface comparison of RACS and PCC

4.3.3 3GPP Impact
Impact upon 3GPP depends on how much of RACS is moved into 3GPP.  

The following logical elements of RACS are considered access independent: A-RACF, SPDF along with the interfaces Rq, Re, Ia.  These logical elements are part of the control stratum and are independent of the transport being controlled.
The following logical elements of RACS are considered access dependent: RCEF, C-BGCF.  It is assumed these logical elements will not be part of Common IMS.

Specific Synergies might be difficult to find on the grounds that architectures, specified functional entities, and targeted networks are different, while provided functionalities are similar. The independence of the solutions implies that if this work is moved to 3GPP, then the resource and admission control work should remain separate from the PCC work.   As independent work, this should not significantly affect the ongoing 3GPP work

RACS is application independent and subsystem independent. RACS may be used in conjunction with the Core IMS. The related profile of the Gq’ interface may be aligned with the Rx interface. This may affect the SPDF and PCRF  Although the solutions are different, reuse of common mechanisms should be promoted.
4.4 Network Attachment
4.4.1 Area Description

This functionality provides registration at access level and initialization of User Equipment (UE) for accessing to IMS services.  It provides network level identification and authentication, manages the IP address space of the Access Network and authenticates access sessions.  Network attachment is based on implicit or explicit user identity and authentication credentials. It also provides functions for location management.
Within 3GPP a generic name IP-Connectivity-Access-Network (IP-CAN) is given to transport networks that provide　network attachment functionalities and authentication functionalities to allow UE to access IMS services in IP layer. GPRS (3GPP TS 23.060) exemplifies IP-CAN. IP-CAN and IMS are being investigated as independent sub-systems.

Within TISPAN a sub-system that provides similar functionalities is defined as Network Attachment SubSystem (NASS). xDSL exemplifies NASS. In contrast to IP-CAN in 3GPP, an interface between NASS and IMS is defined as the e2 interface and a part of IMS functionalities works on information from NASS.
4.4.2 Overlap Analysis

Technology components used in IP-CAN and NASS have some commonalities partly because of similarity of the provided functionalities. However, access authentication conditions and supporting functionalities are different between IP-CAN and NASS, reflecting different conditions specific to each access or dependent on each business model, which originally comes from a background that a mobile network manages a terminal (terminal mobility management, terminal authentication management) and a fixed network manages a fixed line (line authentication management) with a terminal out of scope. It’s difficult to say that IP-CAN and NASS are overlapped with regard to a sub-system.
The following table shows a comparison between IP-CAN (GPRS) and NASS.
=
	
	3GPP GPRS(TS23.060)
	TISPAN NASS R1(ES 282 004)

	Access network
	GSM,UTRAN
	Fixed Broadband access (ex. x-DSL)

	Objects to which IP address is allocated
	Terminal (MT)
	CNG (router) or TE

	Functional entity
	MS,SGSN,GGSN,HLR
Note: Nodes necessary for IP-CAN are extracted.
	ARF,AMF,NACF,CLF,PDBF,CNGCF, UAAF

	Authentication scheme
	NW attachment: USIM information (e.g. IMSI) and authentication vectors are used in the attachment procedure. A terminal and a network process the mutual AKA authentication.
- Reference: 3GPP TS33.102
	NW attachment: Line authentication as implicit authentication, and PPP, 802.1x, PANA, etc as explicit authentication are exemplified. The choice depends an operator’s policy.
- Reference: ETSI ES 282 004

	
	IP address allocation: Choice of relevant IP address management scheme is a matter of an operator
When a GPRS operator manages IP addresses,
- management: GGSN
- allocation to terminals: GGSN allocates IP addresses using the Activate PDP Context procedure and the Create PDP Context procedure.
When a PDN operator manages IP addresses,
- management: PDN operator
- allocation to terminals: GGSN allocates IP addresses using the Activate PDP Context procedure and the Create PDP Context procedure.
- authentication for allocation (GPRS-PDN protocol): one of the two is used 
  - DHCP (client: GGSN / server: PDN operator)
  - RADIUS (client: GGSN / server: PDN operator)
	IP address allocation: NACF is in charge of IP address management.

- management: NACF
- allocation to terminals: AMF/NACF allocates to CNG (or TE) using DHCP or PPP.
- authentication for allocation (AMF-UAAF protocol):
  - RADIUS or DIAMETER (client: TE, CNG / server: NACF)

	
	An IP address allocated in the above scheme is delivered to terminals from GGSN.
	An IP address allocated by NACF is delivered to CNG or TE using DHCP or PPP.

	Network configuration address allocation procedure
	DNS&DHCP server delivers during or after establishment of connectivity with IP-CAN.
	NACF delivers network configuration parameters (e.g. P-CSCF address).

	Interfaces with IMS
	Not specifified
	Location information (ties among an IP address, an access subscriber ID, etc) is provided via the e2 interface to IMS (P-CSCF or Network presence Agent).
- References: ES 283 003,TS 182 008


Table 13: IP-CAN and NASS
Main differences are shown below.

 - Functional entities

IP-CAN consists of functional entities that guarantee IP-connectivity between UE and IMS, including those necessary for mobility management.

NASS consists of minimum functional entities that allow UE to attach to an access transport network. NASS does not support mobility management.

Functional entities in IP-CAN cover broader perspectives than those in NASS. Few functional entities are overlapped and IP-CAN and NASS have their own specific functional entities. IP-CAN and NASS are not aligned in terms of architecture.

- Authentication

Within IP-CAN an operator manages network equipments to terminals (USIM). Both a terminal and a network process Authentication and Key Agreement (AKA authentication) using IMSI and authentication vectors. (The authentication target from a standpoint of a network is a terminal.)
Within NASS an authentication scheme depends on an operator’s policy. An operator manages a fixed line and conducts line authentication between NASS and UE using line ID as implicit authentication. Another option is explicit authentication, which is processed between NASS and UE using PPP, IEEE802.1x, or PANA to authenticate TE. (The authentication target from a standpoint of a network is a line and/or TE.)
With regard to authentication, there are two differences between IP-CAN and NASS. Firstly the authentication target from a standpoint of a network is a terminal (USIM) for IP-CAN and a line and/or TE for NASS. Secondly, the fact that IP-CAN uses key information for authentication requires higher requirements for IP-CAN than for NASS that does not always use SIM.
- IP address allocation
Within IP-CAN, an IP address is delivered to UE during the PDP-Context establishment procedure. There are two schemes to manage allocated IP addresses; one managed by GPRS and the other by PDN; and these two schemes are used dependent on purposes. (In the latter case, GPRS (GGSN) can act as an authentication client to PDN.)
Within NASS, an IP address is delivered to CNG or TE using PPP or DHCP. NACF is in charge of IP address management function, interacts with authentication function in UAAF via AMF, and delivers an IP address.
Contrary to NASS that specifies IP address management function as standard, IP-CAN allows flexible choices of relevant schemes for IP address allocation.
- Interfaces with IMS

Within IP-CAN, there is no relevant specification, because IP-CAN and IMS works independently. Note: The P-Access-NW-Info message is notified from UE (IMS terminal) to IMS and IP-CAN is not involved.

As for NASS, IMS gets information, such as location information (e.g. line ID), via the e2 interface from NASS.

IP-CAN is not involved for information necessary for IMS to properly work, but, within NASS, interfaces are specified assuming involvement of NASS.
- Others

Although IP-CAN includes not only GPRS but also I-WLAN (TS23.234, 33.234), the same above applies also to I-WLAN.

4.4.3 3GPP Impact

Impact upon 3GPP depends on how much of NASS is moved into 3GPP.  

The following logical elements of NASS are considered access independent: PDBF, CNGCF, CLF, UAAF, NACF along with the interfaces a1,a2,a3,a4,e2,e4,e3,e5.  These elements are part of the control stratum and are access independent.
The following logical element of NASS is considered access dependent:  AMF. ARF is also access dependent, but not technically part of NASS. It is assumed these logical elements will not be part of Common IMS.

Differences in existing specifications are identified in areas of authentication and IP address allocation as is analyzed in the above. As for an ongoing work, a work in TISPAN on authentication scheme that utilizes SIM and mainly focuses on IMS might be recognized an overlapped area between 3GPP and TISPAN.
The independence of the solutions implies that if this work is moved to 3GPP, then the network attachment work should remain separate from the IP-CAN and SAE work.   As independent work, this should not significantly affect the ongoing 3GPP work

NASS is application independent and subsystem independent. NASS may be used in conjunction with Core IMS. The related profile of the interface between the CLF and P-CSCF may be affected.  Although the solutions are different, reuse of common mechanisms should be promoted.
4.5 Web Services Interface for IMS
4.5.1 Area Description

This functionality allows for deployment of easy-to-use web services that provide simple and high-level access to IMS network functions. Thus enabling the broader developer community to rapidly develop and deploy VAS applications for IMS.  A standardized access independent interface is developed for this purpose in the Parlay-X specifications.  IMS Northbound interfaces also utilize the Parlay-X specifications.  

4.5.2 Overlap Analysis

This work is intended to specify a standardized interface that allows easy-to-use web services that provide simple and high-level access to IMS network functions. Thus enabling the broader developer community to rapidly develop and deploy Value Added Service (VAS) applications for IMS.

This work is currently ongoing in a Joint Working Group (JWG), hosted in 3GPP CT5, between CT5, ETSI/TISPAN, and the Parlay Group.  3GPP CT5 is responsible for Stage 2 and Stage 3 within 3GPP and is part of the OSA work.   This interface must ensure support of Rel 7 defined IMS services, e.g. multimedia telephony, presence and group list management.  It is anticipated that this interface will be based upon Parlay X 3.0. 

PARLAY has transferred responsibility for Web based services towards TISPAN NGN R1 to TISPAN and coordination discussion are underway between  3GPP CT5 and TISPAN.  The situation is similar to that with IMS services as parallel sets of identical specifications are being maintained at the API level.

The Parlay Group has established a Working Group related to Telecom Web Services (TWS) and Service Oriented Architecture (SOA).  This work has only just commenced and the Parlay group is meeting with OMA and TISPAN to discuss the way forward for this work and in which standardization body should be responsible for this work. 

Some web services work has already been completed in OMA OWSER and TISPAN, which are mainly focused on IPTV.  The Parlay-X specifications, however, are much more general and provide a greater level of flexibility for the developers using these APIs.

	System entity
	Affected
	Comment

	OSA
	Yes
	Open Service Environment

	Parlay X Interface
	Yes
	Parlay X


Table 14: Common IMS Components for Web Services
Specifications affected by IMS Web Services Interface:

	3GPP TS
	ETSI TS
	Comment

	22.127
	201 988-4
	OSA service requirements

	23.198
	?
	OSA, stage 2

	29.199-x
	202 391
	Parlay X, Web Services (various sub-specifications)


Table 15: Common Specifications for Web Services
Work items affected by multimedia telephony:

	3GPP work item
	3GPP ID
	3GPP Rel
	TISPAN work item
	Comment

	Rel 7 OSA Stage 2/3 Enhancements
	31071
	?
	?
	Various enhancements including those needed to support IMS


Table 16: Work Items related to Web Services
4.5.3 3GPP Impact

This work is currently being coordinated.  As TISPAN requirements are currently being coordinated, absorbing the TISPAN Web services work should have no impact on the IMS Web Services work in 3GPP and may actually reduce workload due to decreased coordination.

4.6 Operations & Maintenance for IMS
4.6.1 Area Description

Operations, Administration, Maintenance, and Provisioning related to the IMS infrastructure or IMS based services.

Main purpose is to define standard management interfaces that enable management of the IMS infrastructure or IMS based services.

Within 3GPP the IRP (Integrated Reference Point) approach was been taken to specify management interfaces, and this applies also for the IMS infrastructure or IMS based services. The IRP concept was originally “positioned” at the “Interface N” level (EM – NM) interface of the 3GPP Management Architecture, which is TMN (Telecommunications Management Network) based. Lately a CR proposed by TISPAN has been accepted to generalize the concept of IRP to other levels of the 3GPP Management Architecture.

Within TISPAN the approach has been to specify a reference management architecture, named NGN OSS Architecture, which is based on the emerging Service Oriended Architecture (SOA) and the TMF NGOSS (Next Generation Operations Systems and Software) approaches. The main objective within TISPAN is to specify management interfaces (NGN OSS Service Interfaces - NOSIs) according to the above mentioned approaches. The main concepts and approach developed within TISPAN have been endorsed by ITU-T SG4 within the recently approved Recommendation M.3060 “Principles for the Management of Next Generation Networks”.

Within ITU-T SG4 a mapping activity was performed in 2006 to identify commonalities and differences of management concepts specified in different SDOs (ITU-T SG4, 3GPP SA#5, ETSI TISPAN, TMF, OASIS). Refer to ITU-T M.3060 for mode details.

Interactions have been activated between 3GPP SA#5 and TISPAN WG8 in order to work for harmonization of activities related to specific O&M areas, such as Subscription Management, network resource model and specification methodology, in which there are common interests.  Thus the joint harmonization activity covers already almost the all that is in TISPAN WG2 scope in TISPAN Release 2.
Functions to provide online and offline charging generation for IMS services is also included in this area. Within 3GPP this subject is treated by SA#5, while in TISPAN the Charging theme is primarily led by WG2 “Architecture”. 

The impact of Charging on O&M should anyhow be limited to the specification of management interfaces (IRPs or NOSIs) exposed by deputed architectural Functional Entities (i.e. the Charging Function within the TISPAN Architecture in Figure 1) towards the Management Functions implementing management services handling charging information (OSS / BSS chain).

4.6.2 Overlap Analysis

Currently there are two common/similar activities between TISPAN WG8 and 3GPP SA#5 in the TISPAN Release 2 / 3GPP Release 7 timeframe.

The first similar task is the work on the Network Resource Model

Both 3GPP SA#5 and TISPAN WG8 are in the process of specifying the (TISPAN or 3GPP) Network Resource Model. TISPAN WG8 will endorse the 3GPP “portion” of NRM related to the modelling of IMS infrastructure functional entities, after having recognized that TISPAN management requirements are satisfied. In the contrary, prior to the endorsement by TISPAN WG8, CRs to 3GPP SA#5 will be issued for the modification of the 3GPP Network Resource Model related to IMS infrastructure in order to satisfy TISPAN requirements. 

The following, for reference, are some information related to the TISPAN NRM WIs for Release 2.

	Work Item Ref.
	TISPAN Rel.
	Class
	ETSI Number
	TISPAN Availability Date

	DTS/TISPAN-08012-1-NGN-R2
	NGN-R2
	TS
	188 005-1
	2007-01-30

	DTS/TISPAN-08012-2-NGN-R2
	NGN-R2
	TS
	188 005-2
	2007-03-30

	DTS/TISPAN-08012-3-NGN-R2
	NGN-R2
	TS
	188 005-3
	2005-07-30


Table 17: TISPAN NRM Work Items for TISPAN Rel 2

And the corresponding 3GPP specifications are

	3GPP TS number
	3GPP TS title

	TS 32.731
	Telecommunication management; Service Specific Core Network (CN) IP Multimedia Subsystem (IMS) Network Resource Model (NRM) Integration Reference Point (IRP): Requirements

	TS 32.732
	Telecommunication management; Service Specific Core Network (CN) IP Multimedia Subsystem (IMS) Network Resource Model (NRM) Integration Reference Point (IRP): Information Service (IS)

	TS 32.733
	Telecommunication management; Service Specific Core Network (CN) IP Multimedia Subsystem (IMS) Network Resource Model (NRM) Integration Reference Point (IRP): Common Object Request Broker Architecture (CORBA) Solution Set (SS)

	TS 32.735
	Telecommunication management; Service Specific Core Network (CN) IP Multimedia Subsystem (IMS) Network Resource Model (NRM) Integration Reference Point (IRP): eXtensible Markup Language (XML) file format definition


Table 18: 3GPP Specifications for NRM
The second overlap is the work on Subscription Management. This overlapping though must be considered at a general level, because each SDO is specifying / has specified according to specific requirements. Architectural differences between 3GPP HSS and TISPAN UPSF Functional Entities, and the specific TISPAN general requirement by which the Transport layer and the Service Layer may be positioned within different Service / Network Providers imply that 3GPP SuM Interfaces for IMS infrastructure or IMS based services may be different fro the “corresponding” TISPAN SuM management interfaces.

The following, for reference, are some information related to the TISPAN SuM WIs for Release 2.

	Work Item Ref.
	TISPAN Rel.
	Class
	ETSI Number
	TISPAN Availability Date

	DTS/TISPAN-08015-1-NGN-R2
	NGN-R2
	TS
	188 002-1
	2007-03-30

	DTS/TISPAN-08015-2-NGN-R2
	NGN-R2
	TS
	188 002-2
	2007-03-30

	DTS/TISPAN-08015-3-NGN-R2
	NGN-R2
	TS
	188 002-3
	2007-06-30


Table 19: TISPAN SuM Work Items for TISPAN Rel 2

And the corresponding 3GPP specifications are

	3GPP TS number
	3GPP TS title

	TS 32.140
	Telecommunication management; Subscription Management (SuM) requirements

	TS 32.141
	Telecommunication management; Subscription Management (SuM) architecture

	TS 32.171
	Telecommunication management; Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Requirements

	TS 32.172
	Telecommunication management; Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Information Service (IS)

	TS 32.175
	Telecommunication management; Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): eXtensible Markup Language (XML) definition


Table 20: 3GPP Specifications for SuM
Finally there is an issue with minor technical relevance: TISPAN WG8 is currently developing a “Specification Methodology Guideline”. This methodology has point of commonality with 3GPP SA#5 (and ITU-T SG4) specification methodologies, and it can be considered as a positive element.

The following, for reference, are some information related to the TISPAN WG8 Specification Methodology WI for Release 2.

	Work Item Ref.
	TISPAN Rel.
	Class
	ETSI Number
	TISPAN Availability Date

	DTR/TISPAN-08018-NGN-R2
	NGN-R2
	TR
	188 007
	2006-05-30


Table 21: TISPAN Specification Methodology Work Items for TISPAN Rel 2

And the corresponding 3GPP specifications are

	3GPP TS number
	3GPP TS title

	TS 32.150
	Telecommunication management; Integration Reference Point (IRP) Concept and definitions

	TS 32.151
	Telecommunication management; Integration Reference Point (IRP) Information Service (IS) template

	TS 32.152
	Telecommunication management; Integration Reference Point (IRP) Information Service (IS) Unified Modelling Language (UML) repertoire

	TS 32.153
	Telecommunication management; Integration Reference Point (IRP) technology specific templates


Table 22: 3GPP Specifications for Methodology
Further enumeration of synergistic functions, interfaces, specifications, and work items are covered in annexes A,B,and C.

4.6.3 3GPP Impact

Coordination between TISPAN and 3GPP in the area of O&M is high.  The current good coordination between SDOs in the area of O&M is expected to continue.  Methodologies and the base technologies for O&M are the same.  Moving the TISPAN NRM and SuM work into 3GPP would be new work, but the learning curve for SA5 would likely be minor.  It is envisioned that additional synergies may be uncovered related to NRM and SuM work.  It is recommended that for areas included in common IMS, that O&M for those areas also be included.
4.7 Security (Access and Application) for IMS
4.7.1 Area Description

This functionality protects against threats against the IMS infrastructure or against IMS based services.  Since security must be ensured end-to-end, this area considers the security of the system and the user’s services as a whole and may include analysis and specification of both access independent and access dependent security mechanisms related to provisioning of IMS services.

Lawful intercept as it relates to IMS or IMS based services is considered here.

4.7.2 Overlap Analysis
Both TISPAN and 3GPP must look after end-to-end security within their own systems.  This requires the analysis of the environment, types of threats, security models, and vunerabilities that may be particular to a given technology or the business models related to those technologies.

However end-to-end security and overall system security is based upon many aspects such as key distribution, authentication, authorization, user plane encryption, signalling security, trust models, etc.  It is desirable to reuse as many solutions a possible and where variants exist, to ensure that interoperability problems do not arise. 
· Common (or similar) functions and interfaces may include topics specified in 3GPP 33 203, 33 210 and other 3GPP security specifications relevant to IMS.  Examples of mechanisms where commonality is encouraged are: user/terminal authentication and authorization, network and service provider authentication, confidentiality protection, integrity protection, key management and distribution, etc.  
· It is recommended to avoid that overlapping work is carried out. An actual example for the future work is the study on media security. After having understood and clarified all the requirements on media security for the several environments, any functionalities required to provide media security protection in the core IMS will be elaborated jointly and will be documented in 3GPP specifications. 

· Note, background information on overlapping specifications: TISPAN WG7 and 3GPP SA3 have an agreement regarding the worksplit, so that there are no overlapping specifications. TISPAN WG7 communicates with 3GPP SA3 via LS and by arranging co-located joint meetings at least once a year to work together on the IMS extensions required by TISPAN..
4.7.3 3GPP Impact

 SIM and USIM based security mechanisms should be done in 3GPP.  Expanding the domain of these mechanisms to address the TISPAN environment should have minimal impact on 3GPP work.  3GPP SA3 already addresses coexistence issues related to authentication.   Migrating end-to-end security of TISPAN systems to 3GPP would involve learning additional environments and could have a significant impact on SA3 work.  Note that in the area of authentication, SA3 already coordinates work to ensure coexistence of mechanisms such as NASS bundled authentication, HTTP digest, and early IMS solutions.  These areas should be part of common IMS.
4.8 Residential Networks Interface towards IMS

4.8.1 Area Description

This functionality refers to home gateway and home devices features supporting the interface towards the Core IMS. The main objective is to study the impact on the customer network gateway (CNG, or home gateway HG) and the home devices (HDs) to support the interworking with the Core IMS.

Two different cases must be covered:

1. the HD (either fixed or mobile equipment, but in any case connected to a CNG) has enough capabilities and functionalities to manage the connection towards Core IMS.

2. the HD needs the support from the CNG to perform the interworking with the Core IMS.

In the first case, there will be a need for identifying functions in the overall HD architecture for the support of a direct interface towards the network side nodes at the different layers; and the CNG will act transparently and will not play any specific role. In the second case, there will be a need for identifying functions in the CNG, taking into account the interface towards the Core IMS as well as towards the possible “legacy” end devices home network side.

Work on service related requirements and architectural and protocol issues is expected.

When elaborating the specifications for the HDs and the CNG, there will be a need for considering the increase of complexity for the CNG and HDs and carefully evaluate pros and cons in relation to the actual functionalities’ implementation.
4.8.2 Overlap Analysis

Core IMS includes the interfaces towards Core IMS, including the interfaces used by the user equipment to access the IMS based services. Depending on the CNG and HD needs, there could be a need for revising these already defined interfaces to cover the two basic scenarios described in 48.1.
Areas that could be reused to support residential gateways includes the 3GPP work on distributed security (where a single SIM provides security and keying for multiple linked devices) and advanced addressing mechanisms.
4.8.3 3GPP Impact

This work has just began so it is difficult to assess the impacts. The interface from the residential network to IMS should likely be considered as a generic interface, but the impact of this work is currently unknown.  TISPAN has created a working group on residential networks and this is expected to result in requirements on this interface.  This interface is likely to be an extension of the Gm interface which is already part of core IMS.
4.9 Enterprise Networks Interface towards IMS

4.9.1 Area Description

This functionality refers to enterprise network gateways and devices features supporting the interface towards the Core IMS. The impact for the support of the interworking with the Core IMS will be studied.

The gateway device used for enterprise solutions is typically a more powerful equipment able to host a higher number of functionalities in comparison to the typical CNG (also including, for example, PBX functionalities). Its architecture can be more complex by definition.

The interface to an enterprise gateway will likely need to support functionality such as:

 Support for legacy PBXs

Connection of corporate networks to IMS over an NNI

4.9.2 Support of aggregated UNIsOverlap Analysis

The work would be related to the Core IMS side, while the definition of the enterprise gateway architecture is not included in the scope. Considering that the enterprise gateway could be a more complex and powerful equipment, the possibility could be considered to include some functionalities in the gateway that are typically provided in the Core IMS.

4.9.3 3GPP Impact

This work has just began so it is difficult to assess the impacts. The interface from the enterprise network to IMS should likely be considered as a generic interface, but the impact of this work is currently unknown.  TISPAN is working with ECMA on enterprise networks and this may result in requirements on this interface.
4.10 Testing for IMS
4.10.1 Area Description

This functionality relates the specification of testing for IMS functionality. Currently in 3GPP this is limited to UE conformance testing. The 3GPP role is to define the test case specifications in 3GPP TS 34.299. The test case implementation is then subcontracted to implementors who provide the same executable test cases for every test equipment vendor. Once the test equipment vendors have integrated the common test cases to their tester platform, then each TC is verified and some of them are later validated by Global Certification Forum GCF. 

Unit testing of other system elements is obviously needed, but there is no 3GPP support for it. Similarly the need for interoperability testing is acknowledged, but the current understanding is that it’s outside of 3GPP scope

4.10.2 Overlap Analysis

As the only support for testing is currently UE conformance testing, no other system elements are affected by IMS testing. All UE test cases are defined in 3GPP TS 34.299 under work item Conformance Test Aspects – IMS Call Control Rel-6 enhancements, IMS2_CCR_Test. This work item bears unique ID 25009 in 3GPP testing work plan. Test case definition can be done only when the complete set of core specification requirements are known, which delays the test case development after the freezing of the corresponding stage 3 protocol specifications.

Common IMS components affected by IMS UE conformance testing:

	System entity
	Affected
	Comment

	UE
	Yes
	UE conformance test cases

	P-CSCF
	No
	N/A

	S-CSCF
	No
	N/A

	I-CSCF
	No
	N/A

	IBCF
	No
	N/A

	AS
	No
	N/A

	HSS
	No
	N/A

	UPSF
	No 
	

	BGCF
	No
	N/A

	MRF(C)
	No
	N/A

	MGFC
	No
	N/A

	PCRF
	No
	N/A

	NASS
	No
	N/A

	RACS 
	No
	N/A


Table 23: Common IMS Components for Testing
Specifications affected by IMS UE conformance testing:

	3GPP TS
	ETSI TS
	Comment

	34.229-1
	
	IMS call control based on SIP and SDP part 1, protocol conformance

	34.229-2
	
	IMS call control based on SIP and SDP part 2, implementation conformance

	34.229-3
	
	IMS call control based on SIP and SDP part 3, abstract test suites


Table 24: Common Specifications for Testing
Work items affected by IMS UE conformance testing:

	3GPP work item
	3GPP ID
	3GPP Rel
	TISPAN work item
	Comment

	Conformance Test Aspects – IMS Call Control Rel-6 enhancements
	25009
	Rel-6
	
	Development of UE IMS conformance test case specifications


Table 25: Work Items related to Testing
4.10.3 3GPP Impact

It is recommended that for any work transferred to 3GPP, the associated testing is also transferred.  The organization developing a specification is often the best on for developing the corresponding test specifications.  The volume of work increase depends on the volume of work transferred to 3GPP.
4.11 Lawful Intercept of IMS

4.11.1 Area Description

This functionality relates to the interception of signalling and content for IMS or common IMS.  

4.11.2 Overlap Analysis

3GPP currently addresses interception of IMS signalling and content in various IMS nodes.  TISPAN bases LI of TISPAN NGN on the 3GPP specifications
Specifications affected by LI:

	3GPP TS
	ETSI TS
	Comment

	33.106
	
	Lawful Interception Requirements

	33.107
	
	Lawful Interception Architecture and Functions

	33.108
	
	Handover Interface for Lawful Interception


Table 26: Common Specifications for LI
Work items involving LI:

	3GPP work item
	3GPP ID
	3GPP Rel
	TISPAN work item
	Comment

	Lawful Interception in the 3GPP Rel 7 Architecture
	33026
	Rel-7
	
	Rel 7 LI including IMS


Table 27: Work Items related to LI
Within 3GPP, LI is handled as an independent subgroup in SA3
4.11.3 3GPP Impact

Work in Lawful Intercept also has commonalities.  3GPP 33.108 currently specifies the interception of signalling and traffic for IMS.  If functionality is included in common IMS, the 3GPP should also specify how that functionality is intercepted.  Note that 33.108 does not address regional specific delivery interfaces or identify regional requirements. Regional specification is still required and is not part of common IMS.  The current good working relationship between SA3 LI and regional LI bodies should continue.
4.12 Charging Interfaces towards IMS

4.12.1 Area Description

This functionality refers to online and offline charging servers supporting the interfaces towards the Core IMS. The impact for the support of the interworking with Core IMS will be studied.

In offline charging, the charging information is transferred from the network to the Offline Charging System (OFCS) using Rf interface. Offline charging is a process where charging information for network resource usage is collected concurrently with that resource usage. I.e. Offline charging is a mechanism where charging information does not affect, in real-time, the service rendered.

In online charging, the charging information is transferred from the network to the Online Charging System (OCS) using Ro interface. Online charging is a process where charging information for network resource usage is collected concurrently with that resource usage in the same fashion as in offline charging. However, authorization for the network resource usage must be obtained by the network prior to the actual resource usage to occur. This authorization is granted by the Online Charging System upon request from the network. I.e. online charging is a mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with the control of network resource usage is required.

Work relating to Core IMS charging requirements is expected.

4.12.2 Overlap Analysis

IMS Online, Ro, and Offline, Rf, charging interfaces have already been specified by 3GPP, and TISPAN uses 3GPP specifications. Additional requirements from fixed side have already been provided by TISPAN to 3GPP.

Specifications affected by charging interfaces:

	3GPP TS
	ETSI TS
	Comment

	32.240
	
	Charging architecture and principles

	32.260
	 
	IMS Charging, stage-2

	32.299
	
	Diameter Charging Applications, stage-3

	
	ES 282 010
	Charging management in Release 2


Table 28: Specifications related to IMS Charging
4.12.3 3GPP Impact

The majority of this work is already being undertaken by 3GPP and is an active area. Taking onboard additional requirements from the fixed environment is unlikely to have a significant impact. The common 3GPP specified interfaces Ro and Rf are part of Common IMS.
5 Recommendations

Decisions are needed to define the perimeter of common IMS*.  Based upon the analysis performed in section 4, ten areas are considered for possible inclusion in common IMS.  For each of these areas, a decision is requested on whether the area should be included and in some cases, what aspects of that area should be included.  Recommendations are provided where there was consensus within the contents subgroup.

Inclusion of an area into common IMS is considered when there is significant similar, overlapping or complementary work ongoing or anticipated.  Interfaces are considered as part of common IMS when the interface provides generic functionality which could apply across access technologies.

The decision to include an area in common IMS has the following implications:

· Future work is done, specified, and maintained in 3GPP

· According to 3GPP principles, partners should perform work within these areas of 3GPP

· When work is moved from a partner into 3GPP, then the scope of the work will become more global and ongoing work from other regions may need to be taken into account.


* It is recommended that the perimeter of common IMS be revisited after sufficient experience and feedback has been accumulated to assess how well the process is working.

5.1 Common IMS Services

Decision Point D1: Should IMS Services be part of common IMS?

Recommendation: It is recommended that all IMS services which are to be standardized and are not being standardized by an external body (e.g., OMA) are candidates as part of common IMS. The services included as part of common IMS should be called Common IMS Services to distinguish them from IMS services that are not standardized or are standardized elsewhere.  The decision to include a service in common IMS (and thus define it as a common IMS service) is taken on a case by case basis.  An example of a common IMS service is multimedia telephony.  An example of a service that is not a common IMS service is PoC.

IMS services are those which utilize an Application Server (AS).  Only for Common IMS services will 3GPP standardize AS behaviour.  The types of IMS services which were analyzed were Multimedia Telephony, Group Interaction Services, Presence and Information Services, and Transition Services (See section 4.1).  Common IMS services should be as much as possible access and transport network independent.  For common IMS services, only aspects of AS behaviour that are required for interoperability, roaming, and consistent operation are standardized.  3GPP in encouraged to develop service enablers and not complete services and to specify as little application server behaviour as possible..
Justification: For those services deemed worthy of being common IMS services, the service should not be developed by a single partner, but instead should be done by 3GPP so that all partners can benefit and maximum interoperability can be achieved.

5.2 IMS Based Emulation

Decision Point D2: Should IMS Based Emulation be part of common IMS?

Recommendation: IMS Based Emulation is specific to the replacement of PSTN or ISDN.  Coordination is may also be needed with softswitch based emulation.  It is recommended that IMS based Emulation NOT be included in common IMS.

Justification: IMS Based Emulation is not considered an access independent service.

5.3 Resource and Admission Control
Decision Point D3a: Should the interface from IMS for control of resource and admission control be part of common IMS?

Recommendation: The resource and admission control interfaces (e.g., Gq’ and Rx) towards IMS may have substantially overlapping functionality.  Gq’ and Rx when used toward entities outside of IMS would not be included in common IMS.  The protocol used to implement Gq’ and Rx when used towards IMS would be part of common IMS.
Justification: This is an interface that can be used towards core IMS and should thus be as generic as possible.
Decision Point D3b: Should access independent parts of resource and admission control be part of common IMS?

Recommendation:  For the immediate time frame, the access independent part of resource and admission control are not part of common IMS. However, is proposed to leave the door open to future synergies to be built around common, similar or overlapping policy control mechanisms. This should not aim at a single solution, rather to a description of common policy control mechanisms.
Justification: Current solutions for resource and admission control differ across IP transport implementations.
Decision Point D3c: Should access specific parts of resource and admission control be part of common IMS?

Recommendation:  Access specific parts of resource and admission control should NOT be part of common IMS

Justification: The access specific parts of resource and admission control are not generic.
5.4 Network Attachment
Decision Point D4a: Should the interface from IMS for control of network attachment be part of common IMS?

Recommendation: The network attachment interface (e.g., e2 when used towards IMS) interface has similar functionality to aspects of the IP-CAN interface and should be included in common IMS.

Justification: This is an interface that can be used towards core IMS and should thus be as generic as possible.
Decision Point D4b: Should access independent parts of network admission be part of common IMS?

Recommendation: For the immediate time frame, the access independent parts of network attachment are not part of common IMS. However, is proposed to leave the door open to future synergies to be built around common, similar or overlapping network attachment mechanisms. This should not aim at a single solution, rather to a description of common network attachment mechanisms.
Justification: . Current solutions for network attachment differ across IP transport implementations.
Decision point D4c: Should access specific parts of network attachment be part of common IMS?

Recommendation: Access specific parts of network attachment should NOT be part of common IMS

Justification: The access specific parts of resource and admission control are not generic.
5.5 Web Services Interface for IMS

Decision Point D5: Should the Parlay X work to develop an interface for web access to IMS network functions be part of common IMS?

Recommendation: The IMS web services work is common already and should be part of common IMS.  Coordination is effective and already ongoing in this area.  
Justification: This is an interface towards core IMS and should thus be as generic as possible.
5.6 Operations & Maintenance for IMS

Decision Point D6: Should the O&M work for management of IMS be part of common IMS?

Recommendation:  IMS related O&M should be part of O&M.  For any area considered part of common IMS, the management of that function should be considered part of common IMS.  The good coordination is already ongoing in this area is expected to continue.  
Justification: O&M of functions shall not be forgotten.  Therefore if a function is moved to 3GPP, it is important to move the O&M for that function to 3GPP to ensure it is also addressed.  
5.7 Security for IMS

Decision Point D7: Should IMS security (including security of common IMS components) be part of common IMS?

Recommendation:  End-to-end security evaluation is system dependent and may differ depending on the threats, trust models, business models, etc. that are associated with a specific technology.  However many of the mechanisms used to provide security for IMS are generic and should be part of common IMS.  Generic mechanisms such as those associated with authentication, encryption, key distribution and management should be considered as part of common IMS.  NASS bundled authentication, HTTP digest, and early IMS solutions should be part of common IMS.  
Justification:  Security is a specialized area however it is desirable to promote as much reuse of common security mechanisms as possible.  Having a core group of security experts for IMS is the most efficient way to ensure maximum reuse.  
5.8 Residential Networks Interface towards IMS

Decision Point D8: Should the residential networks interface to IMS be part of common IMS

Recommendation: The interface between the residential network and IMS should be generic and thus should be part of common IMS.   Standardization of the residential network itself should not be part of common IMS.  
Justification: This is an interface towards core IMS and should thus be as generic as possible.  This work has not been started in 3GPP, and no work in this area should start until requirements are available.   TISPAN has created a working group on residential networks and this is expected to result in requirements on this interface.
5.9 Enterprise Networks Interface towards IMS

Decision Point D9: Should the enterprise networks interface to IMS be part of common IMS

Recommendation: The interface between the enterprise network and IMS should be generic and thus should be part of common IMS. Standardization of the enterprise network itself should not be part of common IMS.

Justification: This is an interface towards core IMS and should thus be as generic as possible. This work has not been started in 3GPP, and no work in this area should start until requirements are available.  TISPAN is working with ECMA on enterprise networks and this may result in requirements on this interface.
5.10 Testing for IMS

Decision Point D10: Should development of test specifications for IMS be part of common IMS?

Recommendation: For any area considered part of common IMS, the development of test specifications for that function should be considered part of common IMS.

Justification: Developing test specifications for functions shall not be forgotten.  Therefore if a function is moved to 3GPP, it is important to move the development of test specifications for that function to 3GPP to ensure it is also addressed.
5.11 Lawful Intercept of IMS

Decision Point D11: Should lawful intercept of IMS be part of common IMS?

Recommendation: Lawful intercept for areas included in common IMS should be part of common IMS.  Regional aspects, including delivery protocols and requirements are expected to be handled by regional bodies and are not part of common IMS.

Justification: Lawful intercept of functions shall not be forgotten.  Therefore if a function is moved to 3GPP, it is important to move the LI for that function to 3GPP to ensure it is also addressed.
5.12 Charging Interfaces towards IMS

Decision Point D12: Should charging interfaces (e.g., Rf,Ro) be part of common IMS?

Recommendation: The charging interfaces used for IMS should be considered part of common IMS.

Justification: This is an interface that may be used towards core IMS and should thus be as generic as possible.

Annex A:
Common IMS Components and Interfaces
Common or similar components and interfaces derived from the analysis of the individual areas.
A.1
Heading levels in an annex

Heading levels within an annex are used as in the main document, but for Heading level selection, the "A.", "B.", etc. are ignored. e.g. A.1.2 is formatted using Heading 2 style.

Annex B:
Common IMS Specifications

Common or similar specifications derived from the analysis of the individual areas.

Editor’s Note: This section should describe the relationship between those 3GPP and TISPAN (and possibly other SDO’s) specifications related to Common IMS.
Annex C:
Common IMS Work Items

Common or similar work items in current or planned releases derived from the analysis of the individual areas.
Editor’s Note: This section should describe the relationship between those 3GPP and TISPAN (and possibly other SDO’s) work items related to Common IMS.
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