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* * * First Change * * * *
[bookmark: _Toc165970899]7.3.2	Functional model for the signalling control plane in the IOPS mode of operation
Figure 7.3.2-1 shows the common functional model for the signalling control plane in the IOPS mode of operation.




Figure 7.3.2-1 Functional model for the signalling control plane in the IOPS mode of operation
NOTE:	The functional model for the signalling plane in the IOPS mode of operation is described as a common functional model across MC services.


* * * Next Change * * * *
[bookmark: _Toc165970923]7.5.2	Signalling control plane
[bookmark: _Toc165970924]7.5.2.1	Reference point MC-IOPS-X1 (between the signalling application server and the signalling user agent client)
[bookmark: _Hlk182229896]The MC-IOPS-X1 reference point, which exists between the signalling application server and the signalling user agent client, is used to support the IOPS related application signalling (e.g. registration, publication, subscription and notification events).
The MC-IOPS-X2 reference point, which exists between the signalling application server and the IOPS EPS, is used to indicate the presence of selective users who are requesting MC services through the use of limited backhaul.
NOTE 1:	The IOPS related signalling supporting, e.g., the IOPS discovery, subscription and notification events can be SIP-based. In such a case, the signalling application server acts as a SIP application server (AS) and the signalling user agent client acts as the SIP user agent for all SIP related transactions.
	NOTE 2:	The MC-IOPS-X2 reference point is intended to be used in limited backhaul provision, when selective users are pre-defined and when they initiate access towards the MC service servers.  How to utilize the limited backhaul in other scenraios where the selective users are not pre-defined, is FFS. 

* * * Next Change * * * *
[bookmark: _Toc165970925]8	Identities
[bookmark: _Toc424654426][bookmark: _Toc428365013][bookmark: _Toc433209623][bookmark: _Toc453260133][bookmark: _Toc453261020][bookmark: _Toc453279757][bookmark: _Toc459375095][bookmark: _Toc468105333][bookmark: _Toc468110428][bookmark: _Toc11449232][bookmark: _Toc165970926]8.1	Application plane
[bookmark: _Toc165970927][bookmark: _Toc433209626][bookmark: _Toc453260136][bookmark: _Toc453261023][bookmark: _Toc453279760][bookmark: _Toc459375098][bookmark: _Toc468105336][bookmark: _Toc468110431][bookmark: _Toc11449235]8.1.1	IOPS MC user identity (IOPS MC ID)
[bookmark: _Toc165970928]8.1.1.1	General
The IOPS MC ID is used for identifying an MC user in the IOPS mode of operation. The IOPS MC ID uniquely identifies an MC user on the IOPS MC system.
The IOPS MC ID can be used for the user authentication with the IOPS MC system.
NOTE:	The specific security and authentication mechanisms required in order to use the IOPS MC user identity need to be specified by SA3.
Editor's Note:	Adding reference to the IOPS user authentication procedure in SA3 TS is FFS.
[bookmark: _Toc165970929]8.1.2	IOPS MC service user identity (IOPS MC service ID)
[bookmark: _Toc165970930]8.1.2.1	General
The IOPS MC service ID is a unique identifier within the MC service that represents the MC service user in the IOPS mode of operation. The IOPS MC service ID is the IOPS MCPTT ID for the MCPTT service as defined in 3GPP TS 23.379 [5], and is the IOPS MCData ID for the MCData service as defined in 3GPP TS 23.282 [6].
NOTE: MCVideo service as defined in 3GPP TS 23.281 [10] is not supported in the current release.
[bookmark: _Toc165970931]8.1.3	IOPS MC service group identity (IOPS MC service group ID)
[bookmark: _Toc433209627][bookmark: _Toc453260137][bookmark: _Toc453261024][bookmark: _Toc453279761][bookmark: _Toc459375099][bookmark: _Toc468105337][bookmark: _Toc468110432][bookmark: _Toc11449236][bookmark: _Toc165970932]8.1.3.1	General
An IOPS MC service group ID is used for identifying an MC service group in the IOPS mode of operation. The MC service UE is able to make one or more MC service communications (as per the group configuration) with other member UEs whose users are within the same IOPS MC service group ID.
The general description of an MC service group ID is provided in 3GPP TS 23.280 [3].
[bookmark: _Toc433209628][bookmark: _Toc453260138][bookmark: _Toc453261025][bookmark: _Toc453279762][bookmark: _Toc459375100][bookmark: _Toc468105338][bookmark: _Toc468110433][bookmark: _Toc11449237][bookmark: _Toc165970933]8.1.3.2	IOPS MC service group ID management (IP connectivity functionality)
Figure 8.1.3.2-1 illustrates how the IOPS MC service group ID and the IOPS group IP multicast address are mapped to each other for the support of the IP connectivity functionality. The IOPS group IP multicast address is pre-configured in the MC service UEs supporting the IOPS mode of operation in accordance with the IOPS MC service group ID.
NOTE:	The association between the IOPS MC service group ID and the IOPS group IP multicast address may be pre-defined in the MC services UEs.



Figure 8.1.3.2-1: IOPS MC service group ID management (IP connectivity functionality)

8.1.4 Mission Critical user identity (MC ID)
The selective user(s) within the IOPS cell(s) may use the MC ID to gain access to the MC system through limited backhaul, which the selective user authentication to access.

[bookmark: _Hlk182231491]8.1.5 MC service user identity (MC service ID)
The selective user(s) within the IOPS cell(s) may use the MC ID to gain access to the relevant MC service server(s) through limited backhaul, to request or receive MC services.

8.1.6 MC service group identity (MC service group ID)
The selective user(s) within the IOPS cell(s) may use the MC service group ID to gain access to the relevant MC service groups through limited backhaul, to request or receive MC group services.

NOTE:	The MC-ID, MC service ID and MC service group ID are intended to be used in limited backhaul provision, when selective users are pre-defined and when they initiate access towards the MC service servers.  How to utilize the limited backhaul in other scenraios where the selective users are not pre-defined, is FFS. 


* * * End of Changes * * * *
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