

	
3GPP TSG-SA WG6 Meeting #63	S6-244554
Hyderabad, India, 14th – 18th October 2024	(revision of S6-244xxx)

	CR-Form-v12.3

	CHANGE REQUEST

	

	
	
	CR
	59
	rev
	1
	Current version:
	
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	No-transmit zones configuration and execution for UAS

	
	

	Source to WG:
	, InterDigital, Lenovo

	Source to TSG:
	SA6

	
	

	Work item code:
	
	
	Date:
	2024-10-07

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19) 
Rel-20	(Release 20)

	
	

	Reason for change:
	The ECC Decision (CEPT ECC Decision 22(07)) asserts that a mechanism is necessary to ensure that aerial UEs respect no-transmit zones in order to protect incumbent radio systems from potential interference from aerial UEs. 

	
	

	Summary of change:
	This CR introduces new procedures on UAE layer support of NTZ (no-trasmition zone):
· Management of NTZ support configuration,
· NTZ configuration,
· NTZ activation by UAE client,
· UAE layer/SEAL/LMS assisted NTZ enforcement,
· New NTZ information after USS change.

	
	

	Consequences if not approved:
	Lack of possibility to support NTZ according to CEPT ECC decision.

	
	

	Clauses affected:
	7.x.1 (new), 7.x.2 (new), 7.x.2.1 (new), 7.x.2.2 (new), 7.x.2.3 (new), 7.x.2.4 (new),7.x.2.5 (new),  7.x.3 (new), 7.x.3.1 (new), 7.x.3.2 (new), 7.x.3.3 (new), 7.x.3.4 (new), 7.x.3.5 (new), 7.x.3.6 (new), 7.x.3.7 (new), 7.x.3.8 (new), 7.x.3.9 (new), 7.x.3.10 (new), 8.2.1, 8.2.x.1 (new), 8.2.x.2 (new), 8.2.x.3 (new), 8.2.y.1 (new), 8.2.y.2 (new), 8.2.m (new), 8.2.m.1 (new), 8.2.m.2 (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	S6-244318



Page 1


* * * First Change * * *
[bookmark: _Toc177934987]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
DAA application policy: The configuration provided to the UAS application specific client by a UAS application specific server for handling of detect and avoid.
DAA assist capability: The functionality for the UAE layer to assist the UAV application specific layer with handling of detect and avoid during flight.
LDGS capability: A UAE client with LDGS capability offers the ground based DAA support for the UAVs in the monitoring range of the LDGS. The Local DAA Ground-Station (LDGS) can be operated by a USS and can serve one or more USSes.
Multi-USS capability: The functionality for the UAE layer to assist at change of USS during flight.
NOTE:	A UAV with Multi-USS capability can be controlled by more than one USS during a flight, but at any given time, the UAV is under the control of only one USS.
Multi-USS policy: The configuration provided by a UAS application specific server to assist at change of USS.
Remote Identification (Remote ID) of UAS: The ability of a UAS to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly.
UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider's business objectives (e.g., UTM, Remote Identification). In the scope of this specification, the term USS refers to both USS and USS/UTM.
UAV: The Uncrewed Aerial Vehicle (also called remotely piloted aircraft or drone) of a UAS.
No-transmit zone: A geographical area where UAVs are not allowed to transmit in a certain frequency band.
For the purposes of the present document, the following terms given in 3GPP TS 22.125 [2] apply
Command and Control (C2) Communication
Uncrewed Aerial System (UAS)
Uncrewed Aerial System Traffic Management (UTM)
UAV controller
For the purposes of the present document, the following terms given in clause 4.2 of 3GPP TS 22.125 [2] apply
Direct C2 Communication
Network-Assisted C2 communication
UTM-Navigated C2 communication
* * * Next Change * * *
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BVLOS	Beyond Visual Line Of Sight
C2	Command and Control
CAPIF	Common API Framework for northbound APIs
DAA	Detect And Avoid
LDGS	Local DAA Ground Station
NTZ	No-Transmit Zone
QoS	Quality of Service
SEAL	Service Enabler Architecture Layer
UAE	UAS Application Enabler
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
UAV-C	Uncrewed Aerial Vehicle-Controller
USS	UAS Service Supplier
UTM	UAS Traffic Management
* * * Next Change * * *
4.9	Support for NTZ indication
4.9.1	Description
This clause specifies the requirements related to support for indication of UAV NTZ enforcement.
4.9.2	Requirements
[AR-4.3.2-a] The UAE layer capabilities shall enable NTZ provisioning to the 3GPP network system.
[AR-4.9.2-b] The UAE Server shall provide a mechanism for the UAE Client to report NTZ indications to the UAE Server.
[AR-4.9.2-c] The UAE layer shall provide a mechanism for a UAS application specific server to obtain NTZ indication events for a UAV.
[AR-4.9.2-d] The UAS application enabler layer shall provide a mechanism for a UAS application specific client to provide NTZ indications events for a UAV.
* * * Next Change * * *
[bookmark: _Toc177935088]7.1a.3.1	Registration request
Table 7.1a.3.1-1 describes the information flow for a UAE client to register with the UAE server.
Table 7.1a.3.1-1: Registration request
	Information element
	Status
	Description

	UAV ID
	M
	The identifier of the UAV/UAV-C/LDGS (e.g., 3GPP UE ID or CAA level UAV ID) which initiates the registration request.

	UAS UE information
	O
	UAS UE information like IP address, Multi-USS capability, DAA assist capability, Dual Network-Assisted C2 communication link capability, real time flight path monitoring assistance capability, LDGS capability, NTZ indication capability, etc.

	Proposed registration lifetime (NOTE)
	O
	Proposed registration lifetime.

	NOTE:	If Proposed registration lifetime IE is not included, then the registration lifetime is valid until explicit deregistration is performed.



* * * Next Change * * *
[bookmark: _Toc177935092]7.1a.3.5	Registration update request
Table 7.1a.3.5-1 describes the information flow for a UAE client to update registration with the UAE server.
Table 7.1a.3.5-1: Registration update request
	Information element
	Status
	Description

	UAV ID
	M
	The identifier of the UAV/UAV-C/LDGS (e.g., 3GPP UE ID or CAA level UAV ID) which initiates the registration request

	UAS UE information
	M
	UAS UE information like IP address, Multi-USS capability, DAA assist capability, Dual Network-Assisted C2 communication link capability, real time flight path monitoring assistance capability, LDGS capability, NTZ indication capability,etc.

	Proposed registration lifetime
	O
	Proposed registration lifetime.



* * * Next Change * * *

7.x	UAE layer support for NTZ
[bookmark: _Toc9812384][bookmark: _Toc9812628][bookmark: _Toc67934422][bookmark: _Toc154668248]7.x.1	General
This feature enables the UAS application enablement services for assisting the UAS application with NTZ handling. The UAE layer provides support for the following operations:
-	Support the management of NTZ between the UAS application specific server and UAE server as described in 7.x.2.1. 
-	Support the distribution of the NTZ application policy from UAS application specific server to the UAE server and the UAE client as described in clause 7.x.2.1 and 7.x.2.2.
-	Support for informing the UAE server and UAS application specific server about NTZ status changes at the UAV as described in clause 7.x.2.3.
-	Support the UAE layer assisted NTZ as described in clause 7.x.2.4.
-	Support the UAE client in obtaining new NTZ information after changing USS as described in clause 7.x.2.5.

7.x.2	Procedures
7.x.2.1	Management of NTZ support configuration
Figure 7.y.2.1-1 illustrates the NTZ support management procedure where the UAE server receives an application request for managing the NTZ application policy from the UAS application specific server.


Figure 7.x.2.1-1: NTZ support management procedure
1.	The UAS application specific server sends to the UAE server a NTZ management request. The request includes the UASS identifier and the NTZ policy management container. If NTZ policy container is provided, the request shall include area for deactivating transmission, information about frequency bands and reporting configuration.
2.	The UAE Server sends to the UAS application specific server a NTZ management response with a positive or negative acknowledgement of the request, based on capability of UAE server to undertake this task.
3.	UAE server executes NTZ configuration according to clause 7.x.2.2.
4.	After execution of NTZ configuration, the UAE server notifies the UAS application specific server with a NTZ management complete.
[bookmark: _Toc177935110]7.x.2.2	NTZ configuration
This procedure enables the configuration of the UAE Client, based on an application request from UAS application specific server (which can be the USS/UTM) to manage the NTZ for a UAS.
Figure 7.x.2.2-1 illustrates the NTZ configuration procedure.
Pre-conditions:
1.	The UAS UEs are connected to 5GS and authenticated and authorized by UAS application specific server as specified in clause 5.2 of 3GPP TS 23.256 [4].
2.	UAE Server has established a UAE session with the respective UAE clients as the UAE clients are successfully registered to the UAE server.
3.	UAE Server has performed the NTZ management as in clause 7.x.2.1.


Figure 7.x.2.2-1: NTZ configuration
1.	The UAE Server sends a NTZ configuration request including the UAS identifier. If the NTZ configuration is provided, the request shall include the area for deactivating transmission, frequency bands and reporting configuration. The UAE server configures all UAS UEs registered in the UAE server.
2.	The UAE Client stores or removes the NTZ configuration parameters as per the information received in step 1.
3.	The UAE Client sends a NTZ configuration response to the UAE Server.
[bookmark: _Toc177935111][bookmark: _Hlk67991065]7.x.2.3	NTZ activation by UAE Client
This procedure provides a mechanism for the UAE client to deactivate and activate its radio transmission in the respective frequency bands when entering or leaving the NTZ area based on the NTZ configuration as described in clause 7.x.2.2.
Figure 7.x.2.3-1 illustrates the NTZ activation.
Pre-conditions:
1.	The UAE Clients are configured with a NTZ configuration as described in clause 7.x.2.2.
2.	UAE Server has performed the NTZ management, as described in clause 7.x.2.1.


Figure 7.x.2.3-1: NTZ activation
[bookmark: _Hlk67990868]1.	UAE Clients (UAV and UAV-C) detect approaching area for deactivating transmission based on their NTZ configuration. Upon entering the NTZ area, the UAE client can switch to another frequency band or entirely stop its transmission depending on its available functionality and NTZ configuration.
2.	The UAE Client sends a NTZ notification to the UAE Server indicating "NTZ imminent entry" and the time for switching off the needed frequency band and its location.
3.	The UE clients stop its transmission.
4.	The UAE Server forwards the NTZ notification to the UAS application specific server. It contains the UAS identity, the time for switching transmission off and location information of the UAS.
5.	The UAE client detects it is out of the area for deactivating transmission and starts transmission.
6.	The UAE client sends a NTZ notification to the UAE server indicating “NTZ exit” and the time for switching on the respective frequency band and its location.
7. 	The UAE Server forwards the NTZ notification to the UAS application specific server. It contains the UAS identity, the specific time when the transmission has been switched on and location information of the UAS.
8.	In case that the UAE client has changed its USS according to clause 7.6 then:
9. 	UAE client requests new USS NTZ policy from the UAE server.
10.	The UAE server replies with the new USS NTZ policy.
[bookmark: _Toc177935112]7.x.2.4	UAE-layer/SEAL/LMS assisted NTZ enforcement
This procedure provides a mechanism for supporting NTZ activation and deactivation based on usage of existing SEAL/LMS functionality for monitoring location deviation specified in clause 9.3.11 of 3GPP TS 23.434 [5]. The responsibility of following the NTZ policy is in UAV/UAV-C.
Figure 7.x.2.4-1 illustrates the procedure where the UAE server and SEAL/LMS support the assisted NTZ enforcement.
Pre-conditions:
1.	UAE Server has performed the NTZ management, as described in clause 7.x.2.1.
2.	UAE Server has subscribed for using SEAL/LMS services.
3.	UAE Server has established a UAE session with the respective UAE clients as the UAE clients are successfully registered to the UAE server.


Figure 7.x.2.4-1: UAE-layer/LMS assisted NTZ enforcement
1.	The UAE server subscribes for monitoring of location deviation according to clause 9.3.2.11 of 3GPP TS 23.434 [5] using the identities of the UAE client successfully registered to the UAE server. The area of interest is the geographical area in which the no-transmit zone is active.
2.	If one or more of the monitored UAE clients enter the area of interest, the LMS sends location area monitoring notification according to clause 9.3.2.16 of 3GPP TS 23.434 [5] containing the UAE client identifiers.
3.	The UAE Server sends enforce NTZ request to the identified UAE clients entering the area of interest, indicating to stop transmission and containing information about the NTZ (area for deactivating the transmission, frequency bands, altitude). It is up to UAE client and UAV to switch its transmission on the specified NTZ frequency.
4.	The UAE clients send enforce NTZ response to the UAE server indicating positive or negative result of the received request.
5.	The UAE server sends NTZ notification towards the UAS application specific server. It contains the UAS identity, the specific time when the transmission has been switched off and location information of the UAS.
6.	If one or more of the monitored UAE clients leaves the area of interest, the LMS sends location area monitoring notification according to clause 9.3.2.16 of 3GPP TS 23.434 [5] containing the UAE client identifiers.
7.	The UAE Server sends enforce NTZ request to the identified UAE clients leaving the area of interest, indicating to start transmission.
8.	The UAE clients send enforce NTZ response to the UAE server indicating positive or negative result of the received request.
9.	The UAE server sends NTZ notification towards the UAS application specific server. It contains the UAS identity, the specific time when the transmission has been switched on and location information of the UAS.
7.x.2.5	New USS NTZ policy
This procedure provides a mechanism for the UAE client to request a new NTZ policy when a change of USS happens.
Figure 7.x.2.5-1 illustrates the new NTZ policy.
Pre-conditions:
1.	The UAE Clients are configured with a NTZ configuration as described in clause 7.x.2.2.
2.	UAE Server has performed the NTZ management, as described in clause 7.x.2.1.


Figure 7.x.2.5-1: New NTZ policy
1.	The UAE client has changed its USS according to the procedures described under clause 7.6.
2. 	UAE client requests new NTZ policy from the UAE server.
3.	The UAE server replies with the new NTZ policy.
[bookmark: _Toc62758536][bookmark: _Toc177935114]7.x.3	Information flows
[bookmark: _Toc27954122][bookmark: _Toc59204114][bookmark: _Toc177935115]7.x.3.1	NTZ management request
Table 7.x.3.1-1 describes the information flow NTZ management request from the UAS application specific server to the UAE server.
Table 7.x.3.1-1: NTZ management request
	Information element
	Status
	Description

	UASS ID
	M 
	Identity of the UAS application specific server which requests the NTZ management. This ID can be the USS identifier, when the UAS application specific server is the USS.

	NTZ policy management container (see NOTE)
	O
	The NTZ policy management container consists of the requirements and policy for NTZ management.

	> Area for deactivating transmission
	M
	The area where the NTZ management request applies. This can be geographical area, or topological area in which the no-transmit zone is active including specific altitude.

	> Time period
	M
	The time period when the NTZ is valid.

	> Frequency bands
	M
	The information for the frequency bands not allowed to be used in NTZ.

	>Reporting configuration
	M
	The NTZ reporting configutation of the the UE, including the required reporting (e.g., prior to entering or after exiting or both) and the time interval for reporting.

	NOTE:	If NTZ policy management container is not included, it indicates removal of the NTZ policy management related information.


7.x.3.2	NTZ management response
Table 7.x.3.2-1 describes the information flow NTZ management response from the UAE server to the UAS application specific server.
Table 7.x.3.2-1: NTZ management response
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the NTZ management request.


7.x.3.3	NTZ management complete
Table 7.x.3.3-1 describes the information flow NTZ management complete from the UAE server to the UAS application specific server.
Table 7.x.3.2-1: NTZ management complete
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the NTZ configuration.


7.x.3.4	NTZ configuration request
Table 7.x.3.4-1 describes the information flow NTZ configuration request from the UAE server to the UAE client.
Table 7.x.3.4-1: NTZ configuration request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS for which the NTZ configuration request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	NTZ configuration (see NOTE)
	O
	NTZ configuration information to be configured at the UAS

	> Area for deactivating transmission
	M
	The area where the NTZ management request applies. This can be geographical area, or topological area in which the no-transmit zone is active including specific altitude.

	> Time period
	M
	The time period when the NTZ is valid.

	> Frequency bands
	M
	The information for the frequency bands not allowed to be used in no-transmit zone.

	>Reporting configuration
	M
	The NTZ reporting configutation of the the UE, including the required reporting (e.g., prior to entering or after exiting or both) and the time interval for reporting.

	[bookmark: _Hlk72847774]NOTE:	If NTZ configuration IE is not included, it indicates removal of the NTZ configuration at the UAS ID.


7.x.3.5	NTZ configuration response
Table 7.x.3.5-1 describes the information flow NTZ configuration response from the UAE client to the UAE server.
Table 7.x.3.5-1: NTZ configuration response
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of reception and storing or removal of the NTZ configuration parameters


7.x.3.6	NTZ notification
Table 7.x.3.6-1 describes the information flow NTZ notification.
Table 7.x.3.6-1: NTZ notification
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	NTZ status
	M
	The status of the NTZ enforcement; the status can be "NTZ imminent entry" or "NTZ exit".

	NTZ Transmission information
	M
	Indication for the transmission change; the information indicates whether the transmission is switched on or off and includes the frequency band information.

	Time
	M
	The specific time when the notification is sent.

	Location information
	M
	Location and altitude of the UAE client when the notification is sent.

	NTZ enforcement time
	O
	The information about the NTZ enforcement time.

	> estimated start time
(NOTE 1)
	O
	The time the NTZ enforcement is expected to start.

	> estimated completion time (NOTE 1)
	O
	The time the NTZ enforcement is expected to end.

	> actual completion time
(NOTE 2)
	O
	The time the NTZ enforcement completed.

	NOTE 1:	Mandatory if the NTZ status is for "NTZ imminent entry".
NOTE 2:	Mandatory if the NTZ status is for "NTZ exit".


7.x.3.7	New NTZ policy request
Table 7.x.3.7-1 describes the information flow new NTZ policy request from the UAE client to the UAE server.
Table 7.x.3.7-1: New NTZ policy request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	Location information
	M
	Location and altitude of the UAE client when the request is sent.


7.x.3.8	New NTZ policy response
Table 7.x.3.8-1 describes the information flow new NTZ policy response from the UAE server to the UAE client.
Table 7.x.3.8-1: New NTZ policy response
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS for which the NTZ configuration request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	NTZ configuration
	O
	NTZ configuration information to be configured at the UAS

	> Area for deactivating transmission
	M
	The area where the NTZ management request applies. This can be geographical area, or topological area in which the no-transmit zone is active including specific altitude.

	> Time period
	M
	The time period when the NTZ is valid.

	> Frequency bands
	M
	The information for the frequency bands not allowed to be used in no-transmit zone.

	>Reporting configuration
	M
	The NTZ reporting configutation of the the UE, including the required reporting (e.g., prior to entering or after exiting or both) and the time interval for reporting.


7.x.3.9	Enforce NTZ request
Table 7.x.3.9-1 describes the information flow enforce NTZ request from the UAE server to the UAE client.
Table 7.x.3.9-1: Enforce NTZ request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS for which the NTZ configuration request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	NTZ enforcement information (see NOTE)
	O
	NTZ enforcement information to be executed at the UAS

	> Area for deactivating transmission
	M
	The area where the NTZ management request applies. This can be geographical area, or topological area in which the no-transmit zone is active.

	>Altitude
	M
	Altitude range for the NTZ.

	> Time
	M
	Specific time window for deactivating the transmission.

	> Frequency bands
	M
	The information for the frequency bands not allowed to be used in no-transmit zone.

	NOTE:	If NTZ enforcement information IE is not included, it indicates removal of the NTZ enforcement at the UAS ID.


7.x.3.10	Enforce NTZ response
Table 7.x.3.10-1 describes the information flow enforce NTZ response from the UAE client to the UAE server.
Table 7.x.3.10-1: Enforce NTZ response
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the enforce NTZ request


* * * Second Change * * *
[bookmark: _Toc536270714][bookmark: _Toc536271021][bookmark: _Toc9812498][bookmark: _Toc9812742][bookmark: _Toc67934659][bookmark: _Toc177935220]8.2.1	General
Table 8.2.1-1 illustrates the UAE server APIs.
Table 8.2.1-1: List of UAE server APIs
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	UAE_C2OperationModeManagement API
	Manage_C2OperationMode
	UAS application specific server
	Request/ Response

	
	Notify_SelectedC2Mode (NOTE 1)
	UAS application specific server
	Subscribe/notify

	
	Notify_C2ModeSwitching (NOTE 1)
	UAS application specific server
	Subscribe/notify

	
	Notify_C2OperationModeManagementComplete (NOTE 1)
	UAS application specific server
	Subscribe/notify

	UAE_RealtimeUAVStatus API
	Subscribe_RealtimeUAVStatus
	UAS application specific server
	Subscribe/notify

	
	Unsubscribe_RealtimeUAVStatus
	UAS application specific server
	Subscribe/notify

	
	Notify_RealtimeUAVStatus
	UAS application specific server
	Subscribe/notify

	UAE_ChangeUSSManagement API
	Manage_USSManagement
	UAS application specific server
	Request/ Response

	
	Notify_USSManagementComplete
	UAS application specific server
	Subscribe/notify

	
	Manage_USSChange
	UAS application specific server
	Request/ Response

	
	Notify_USSChange
	UAS application specific server
	Subscribe/notify

	
	Notify_USSChangeTrigger
	UAS application specific server
	Subscribe/notify

	UAE_DAASupport API
	Manage_DAAManagement
	UAS application specific server
	Request/ Response

	
	Notify_DAAManagementComplete
	UAS application specific server
	Subscribe/notify

	
	Notify_DAAClientSupportEvent
	UAS application specific server
	Subscribe/notify 

	
	Manage_DAAServerSupportEvent
	UAS application specific server
	Request/ Response

	UAE_UAVDynamicInfo API
	Subscribe_UAVDynamicInfo
	UAS application specific server
	Subscribe/notify

	
	Unsubscribe_UAVDynamicInfo
	UAS application specific server
	Subscribe/notify

	
	Notify_UAVDynamicInfo
	UAS application specific server
	Subscribe/notify

	UAE_FlightPathMonitoring API
	Manage_FlightPathReportingConfiguration
	UAS application specific server
	Request/ Response

	
	Notify_FlightPathReportingConfigurationComplete
	UAS application specific server
	Subscribe/notify

	
	Notify_FlightPathEventReport
	UAS application specific server
	Subscribe/notify

	UAE_FlightRouteSupport API
	Manage_QoSFlightRoutePlan
	UAS application specific server, UAE client
	Request/ Response

	UAE_NTZManagement API
	Manage_NTZ
	UAS application specific server
	Request/response

	
	Notify_NTZManagementComplete (NOTE 2)
	UAS application specific server
	Subscribe/notify

	UAE_NTZConfigurationAPI
	Configure_NTZ
	UAE server
	Request/response

	
	Notify_NTZ (NOTE3)
	UAE server, UAS application specific server
	Subscribe/notify

	UAE_NTZenforce API
	Enforce_NTZ
	UAE server
	Request/response

	UAE_newNTZpolicy API
	NewPolicy_NTZ
	UAE client
	Request/response

	NOTE 1:	The subscribe operation for Notify_C2OperationModeManagementComplete, Notify_SelectedC2Mode and Notify_C2ModeSwitching is part of Manage_C2OperationMode
NOTE 2:	The subscribe operation for Notify_NTZManagementComplete is part of Manage_NTZ
NOTE 3:	The subscribe operation for Notify_NTZ is part of Configure_NTZ



* * * Third Change * * *
[bookmark: _Toc177935255]8.2.x	UAE_NTZ management API
[bookmark: _Toc177935256]8.2.x.1	General
API description: This API enables the UAS application specific server to communicate with the UAE server to send configurations for NTZ management.
[bookmark: _Toc177935257]8.2.x.2	Manage_NTZ
API operation name: Manage_NTZ
Description: Manage the configuration of the NTZ for the UAS UEs.
Known Consumers: UAS application specific server.
Inputs: Refer clause 7.x.3.1.
Outputs: Refer clause 7.x.3.2.
See clause 7.x.2.1 for the details of usage of this API operation.
[bookmark: _Toc177935224]8.2.x.3	Notify_ NTZManagementComplete
API operation name: Notify_ NTZManagementComplete
Description: Notification about the NTZ management completion by UAE server.
Known Consumers: UAS application specific server.
Inputs: Refer clause 7.x.3.3.
Outputs: None.
See clause 7.x.2.1 for the details of usage of this API operation.
8.2.x	UAE_NTZ configuration API
8.2.x.1	General
API description: This API enables the UAE server to communicate with the UAE client to send configuration about NTZ. This API enables the UAE client to notify the UAE server and the UAE server to notify the UAS application specific server about NTZ status changes in the UAE client.
8.2.x.2	Configure_NTZ
API operation name: Configure_NTZ
Description: Configure NTZ in UAE client.
Known Consumers: UAE server.
Inputs: Refer clause 7.x.3.4.
Outputs: Refer clause 7.x.3.5.
See clause 7.x.2.2 for the details of usage of this API operation.
8.2.x.3	Notify_NTZ
API operation name: Notify_NTZ
Description: Notify of NTZ status changes in the UAE client.
Known Consumers: UAE server, UAS application specific server.
Inputs: Refer clause 7.x.3.6.
Outputs: None.
See clause 7.x.2.3 for the details of usage of this API operation.
8.2.y	UAE_NTZ enforce API
8.2.y.1	General
API description: This API enables the UAE server to communicate with the UAE client to send enforced configuration on NTZ.
8.2.y.2	Enforce_NTZ
API operation name: Enforce_NTZ
Description: Enforce NTZ in UAE client.
Known Consumers: UAE server.
Inputs: Refer clause 7.x.3.9.
Outputs: Refer clause 7.x.3.10.
See clause 7.x.2.4 for the details of usage of this API operation.

8.2.m	UAE_newNTZ policy API
8.2.m.1	General
API description:  This API enables the UAE client to communicate with the UAE server to obtain a new NTZ policy.
8.2.m.2	NewPolicy_NTZ
API operation name: NewPolicy_NTZ 
Description: Configure new NTZ policy in UAE client.
Known Consumers: UAE client.
Inputs: Refer clause 7.x.3.7.
Outputs: Refer clause 7.x.3.8.
See clause 7.x.2.5 for the details of usage of this API operation.
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