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\* \* \* \* 1st change \* \* \* \*

##### 7.14.2.1.2 MCData IPcon point-to-point response

Table 7.14.2.1.2-1 describes the information content of the MCData IPcon point-to-point response as answer to MCData IPcon point-to-point request.

Table 7.14.2.1.2-1: MCData IPcon point-to-point response

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The MCData identity of the targeted MCData user. |
| MCData ID | M | The MCData identity of the requesting MCData user. |
| SDP  | O | Media parameters selected. This shall be present if the IP connectivity establishment result is successful. |
| Time Limit | O | Negotiated time (1 min – infinite) |
| IP connectivity status | M | IP connectivity establishment result |
| Type of Application Data (see NOTE) | O | Type of Application Data |
| Application Data (see NOTE) | O | Application Data |
| NOTE: How the MCData client gets the content of these information elements is outside the scope of the present document. Either both of these Iinformation elements or none of them shall be present. |

\* \* \* \* 2nd change \* \* \* \*

##### 7.14.2.2.2 Procedure

The procedure in figure 7.14.2.2.2-1 describes the case where an IP connectivity capable MCData client is initiating a point-to-point IP connectivity with another IP connectivity capable MCData client.

Pre-conditions:

- The total data volume limit, e.g. daily time limit or total data volume per day does not restrict the establishment of an IP connectivity IP data exchange.

- MCData clients are linked with individual data hosts.

- MCData clients belong to the same MCData system.

- The data hosts linked with the MCData clients already have an IP address allocated.

- MCData clients have IP connectivity capabilities.

- The linked data hosts are authorized to use the MCData clients to establish an IP connectivity.

NOTE: How the data host is authorized to use the MCData client is out of the scope of the present document.

- The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.

- MCData client 1 understands the correspondence between the IP addresses of target data hosts and MCData client 2. How this relationship is determined is out of scope of the present document.

- Optionally, the MCData clients may have activated a functional alias to be used.



Figure 7.14.2.2.2-1: Establishment of a point-to-point IP connectivity

1. MCData client 1 has IP Data to send to MCData client 2 and initiates an IP connectivity point-to-point request.

2. MCData client 1 sends a MCData IPcon point-to-point request towards the MCData server. The MCData IPcon point-to-point request contains either the MCData ID of MCData client 2 or its associated functional alias. MCData user at MCData client 1 may include its associated functional alias

3. MCData server checks whether MCData user at MCData client 1 is authorized to send an MCData IPcon point-to-point request and checks if MCData client 2 is authorised to receive the IP connectivity service. If a functional alias is used to address the target MCData user, the MCData server resolves the functional alias to the corresponding MCData ID(s) for which the functional alias is active and proceed with step 4 otherwise proceed with step 6.

4. The MCData server responds back to MCData client 1 with a functional alias resolution response message that contains the resolved MCData ID.

5. If the MCData server replies with a MCData functional alias resolution response message, the MCData client 1 assumes the MCData IPcon point-to-point request in step 2 is rejected and sends a new MCData IPcon point-to-point request towards the resolved MCData ID.

6. MCData server initiates the MCData IPcon point-to-point request towards the determined MCData client 2.

NOTE: MCData client 2 corresponds to the MCData user(s) after resolution of the functional alias.

7. MCData client 2 sends a MCData IPcon point-to-point response to the MCData server that contains the information if the request is accepted or the reason of rejection. If accepted, the MCData client 2 may include the following information elements:

i) data transmission time limit.

ii) Type of Application Data together with Application Data.

8. MCData server forwards the MCData IPcon point-to-point response of MCData client 2 to MCData client 1.

9. The MCData server applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData clients.

10. MCData client 1 and MCData Client 2 have successfully established media plane for data communication and MCData client 1 and MCData client 2 exchange IP Data.

\* \* \* \* End of changes \* \* \* \*