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1. Introduction
In Rel-17 work on Mission critical services support in the Isolated Operation for Public Safety (IOPS) mode of operation has led to solutions described in 3GPP TS 23.180.
This original IOPS technical specification (3GPP TS 23.180) was defined to support 4G networks, but as other mission critical services it was described rather agnostic to the type of network access.
This pCR is related to KI#1 to make the existing IOPS section 10.6.1.4, described in 3GPP TS 23.180, access generic. The original text has been copied from TS 23.180, i.e. it is not new text, and the change marks highlight suggested required modifications.
2. Reason for Change
Study work is continued.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-09, v0.2.0.


* * * First Change * * * *
[bookmark: _Toc168402349][bookmark: _Toc168949521]6.x	Solution #x: Clause 10.6.1.4 (IOPS group standalone SDS using signaling control plane) of TS 23.180
[bookmark: _Toc168402350][bookmark: _Toc168949522]6.x.1	General
This clause is related to KI#1 addresses section 10.6.1.4 of 3GPP TS 23.180. It describes which changes are needed to make the scope of 3GPP TS 23.180 applicable for all supported 3GPP access methods.
6.x.2	Solution
Note:	The original clause has been copied from TS 23.180. The change marks highlight the required modifications for an access generic IOPS solution.


* * * Next Change * * * *
[bookmark: _Toc51876850]10.6.1.4	IOPS group standalone SDS using signalling control plane
[bookmark: _Toc51876851]10.6.1.4.1	General
IOPS group standalone SDS using signalling control plane based on the IP connectivity functionality can use pre-configured information provided to MCData clients prior to initiating the data service. When an MCData client initiates an IOPS group standalone SDS based on the IP connectivity functionality it uses the pre-configured IOPS group IP multicast address associated to the target IOPS MCData group ID. The related group session packets, i.e. signalling messages, carrying the data are transmitted to the IOPS MC connectivity function for distribution to the corresponding discovered MC users of the target IOPS MCData group.
The IOPS MC connectivity function can distribute the group session packets to the discovered MC users over MBMS multicast/broadcast session bearers as described in clause 10.4.5.
The IOPS MC connectivity function can also replicate and distribute the group session packets over unicast transmissions to MCData UEs associated to the target IOPS MCData group. MCData UEs receiving the group session packets are associated to discovered MC users that included the target IOPS MCData group ID within the IOPS discovery request, as described in clause 10.5.2.3.
[bookmark: _Toc51876852]10.6.1.4.2	Procedure
The procedure in figure 10.6.1.4.2-1 describes the case where an MCData user is initiating an IOPS group MCData communication for sending standalone SDS data over signalling control plane to an IOPS MCData group, with or without disposition request. Standalone refers to sending unidirectional data in one transaction.
Pre-conditions:
-	MCData user profile used for the IOPS mode of operation is pre-provisioned in the MCData UEs.
-	The IOPS MCData group ID and its associated IOPS group IP multicast address are pre-configured in the MCData clients.
-	MCData users have an active PDN connection to the IOPS MC connectivity function for the communication based on the IP connectivity functionality.
-	MCData users affiliated to the target IOPS MCData group are discovered by the IOPS MC connectivity function supporting the IP connectivity functionality.
-	The IOPS MC connectivity function may have established an MBMS multicast/broadcast session bearer and announced it to the MCData clients.
-	MCData client 1 may have retrieved group connectivity information from the IOPS connectivity client related to the target IOPS MCData group.
-	MCData clients 1, 2 … n are configured within the same IOPS MCData group.


Figure 10.6.1.4.2-1: IOPS group standalone SDS using signalling control plane based on the IP connectivity functionality
1.	The MCData user at MCData client 1 would like to initiate an IOPS SDS data transfer with a specific IOPS MCData group based on the IP connectivity functionality. The MCData client 1 checks whether the MCData user 1 is authorized to send an IOPS MCData group standalone data request.
2.	The MCData client 1 sends an IOPS MCData group standalone data request to the target IOPS MCData group. The MCData client 1 transmits the group session packets carrying the IOPS MCData group standalone data request to the IOPS MC connectivity function for distribution to the corresponding IOPS group IP multicast address.
The IOPS MCData group standalone data request contains the data payload, i.e. the SDS content. The request also contains a conversation identifier for message thread indication and may contain a disposition request if indicated by the user at MCData client 1.
3.	The IOPS MC connectivity function determines that the received packets correspond to a group session targeting a specific IOPS MCData group. The IOPS MC connectivity function decides distributing the received group session packets to the target MCData clients over MBMS multicast/broadcast session and/or unicast transmissions.
4.	The IOPS MC connectivity function distributes the group session packets carrying the IOPS MCData group standalone data request to the discovered MCData clients from the target IOPS MCData group.
5.	The MCData clients receiving the IOPS MCData group standalone data request check whether any policy is to be asserted to limit certain types of messagemessages or content to certain members due to, for example, location or user privilege. If the policy assertion is positive and the payload is for MCData user consumption (e.g. it is not application data, not command instructions, etc.) then the MCData clients notify the target MCData users.
The actions taken when the payload contains application data or command instructions are based on the payload content. Payload content received by an MCData client which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.
NOTE:	If the policy assertion was negative, the corresponding MCData client sends an appropriate notification to MCData client 1.
[bookmark: _Hlk39769967]6.	If MCData data disposition was indicated (for delivery, read or both) within the request sent by the MCData client 1, then the receiving MCData clients initiate the corresponding IOPS MCData data disposition notification(s) towards the MCData client 1, i.e. addressing the MCData UE 1's IP address.
7.	The IOPS MC connectivity function receives the session packets addressing the MCData UE 1's IP address. The IOPS MC connectivity function checks if the MCData UE 1's IP address corresponds to a discovered MC user in order to distribute the received session packets. If it does, the IOPS MC connectivity function distributes the received session packets to the target MCData client over unicast transmissions.
8.	The IOPS MC connectivity function distributes the session packets carrying the IOPS MCData data disposition notification to the MCData client 1.

* * * End of Changes * * * *

image1.emf
MCData clients 2 ͙�n

2. Group session packets (IOPS MCData 

group standalone data request)

6. Session packets (IOPS MCData 

disposition notification)

MCData client 1

1. Initiate group data 

request

5. Assert policy/Process 

payload

IOPS MC connectivity 

function

3. Handling of group session 

packets

4. Group session packets (IOPS MCData 

group standalone data request)

7. Handling and distribution 

of session packets

8. Session packets (IOPS MCData 

disposition notification)


Microsoft_Visio_2003-2010_Drawing.vsd
MCData client 1


MCData clients 2 … n


2. Group session packets (IOPS MCData group standalone data request)


6. Session packets (IOPS MCData disposition notification)


1. Initiate group data request


5. Assert policy/Process payload


IOPS MC connectivity function


3. Handling of group session packets


4. Group session packets (IOPS MCData group standalone data request)


7. Handling and distribution of session packets


8. Session packets (IOPS MCData disposition notification)



