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	Reason for change:
	This CR updates the location user profile configuration in A.8 to include location information related configurations from A.3 of 3GPP TS 23.379, 3GPP TS 23.281, 3GPP TS 23.282 into A.8. 
Currently the LMS only checks whether the requesting MC service user is authorised to request location information of a target (i.e., requested) MC service user. However, the LMS does not check whether the target MC service user is allowed (i.e., authorised) to share its location with the requesting MC service user. This indicates that the target MC service user shares its location irrespective whether the requesting user belongs to the same or a different organization. 
Therefore, this CR includes a new configuration: authorised to share location information with a list of MC service users in order to allow proper configurations related to sharing location information between different organizations, or provide the ability of highly ranked MC service users to control sharing their location information.

	
	

	Summary of change:
	1. add the configuration “authorised to share the location information with an MC service user”, including a list of authorised users. 
2. move the following configuration data as it is from TS 23.379, TS 23.281 and TS 23.282
a. “authorised to request location information of another user in primary MC system” and the associated note.
b. “authorised to restrict the dissemination of location information”.
c. list of partner MC systems for which an MC user is authorised to request location information from another MC user, including the list of identity of the partner MCPTT, MCVideo and MCData.

	
	

	Consequences if not approved:
	1. Inconsistency in configurations data related to location information. 
2. No configurations related to sharing location information between multiple organizations. If not approved, there is no authorisation check happening at the target MC organization before sharing the location information of its users with another MC organization. 
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[bookmark: _Toc155898636][bookmark: _Toc131200625]A.8	Location user profile configuration data
[bookmark: _Hlk132830245]The location user profile configuration data is stored in the location user database. The location management server obtains the location user profile configuration data via the configuration management server (CSC-24).
Table A.8-1 contains the location user profile configuration required to support the use of on-network location service. Data in table A.8-1 can be configured offline using the CSC-11 reference point.
Table A.8-1: location user profile data (on and off network)
	Reference
	Parameter description
	Location UE
	Location  Server
	Configuration management server
	Location user database

	[R-5.11-007] of 3GPP TS 22.280 [3]
Clause 10.9.3.3
	Authorization to set a trigger at a LMC
	
	
	
	

	
	> List of MC service IDs for which a trigger is authorized to be set
	Y
	Y
	Y
	Y

	
	>> MCPTT ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCVideo ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCData ID (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.11-008] of 3GPP TS 22.280 [3]
	Authorization to cancel a trigger at a LMC
	
	
	
	

	
	> List of MC service IDs for which a trigger is authorized to be cancelled
	Y
	Y
	Y
	Y

	
	>> MCPTT ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCVideo ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCData ID (see NOTE 1)
	Y
	Y
	Y
	Y

	Clause 10.9.3.5
Clause 10.9.3.7
	Authorization to subscribe to location information for an MC user
	
	
	
	

	
	> List of MC service IDs for which subscription and subscription cancellation is authorized
	Y
	Y
	Y
	Y

	
	>> MCPTT ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCVideo ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCData ID (see NOTE 1)
	Y
	Y
	Y
	Y

	Clause 10.9.3.6.2
Clause 10.9.3.7

	Authorization to obtain location information for an MC user
	
	
	
	

	
	> List of MC service IDs for which obtaining location information is authorized
	Y
	Y
	Y
	Y

	
	>> MCPTT ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCVideo ID (see NOTE 1)
	Y
	Y
	Y
	Y

	
	>> MCData ID (see NOTE 1)
	Y
	Y
	Y
	Y

	Clause 10.9
	Authorised to request location information of another user in the primary MC system (see NOTE 3)
	Y
	Y
	Y
	Y

	
	> List of MC service IDs for which requesting location information is authorised
	
	
	
	

	
	>> MCPTT
	Y
	Y
	Y
	Y

	
	>> MCVideo
	Y
	Y
	Y
	Y

	
	>> MCData
	Y
	Y
	Y
	Y

	Clause 10.9
	Authorised to share the location information with an MC service user (NOTE 3)
	
	
	
	

	
	> List of MC service IDs for which sharing location information is authorised (NOTE 4)
	
	
	
	

	
	>> MCPTT ID
	Y
	Y
	Y
	Y

	
	>> MCVideo ID
	Y
	Y
	Y
	Y

	
	>>MCData ID
	Y
	Y
	Y
	Y

	Clause 10.9.3.10.6
Clause 10.9.3.11
	Authorization to modify the location user profile of an MC user
	
	
	
	

	
	> Modification to the location user profile is permanent/temporary
	Y
	N
	Y
	Y

	
	>> Duration of time for temporary modification
	Y
	N
	Y
	Y

	
	> List of MC service IDs for which modifying the location reporting configuration is authorized
	Y
	N
	Y
	Y

	
	>> MCPTT ID (see NOTE 1)
	Y
	N
	Y
	Y

	
	>> MCVideo ID (see NOTE 1)
	Y
	N
	Y
	Y

	
	>> MCData ID (see NOTE 1)
	Y
	N
	Y
	Y

	[R-6.12-003] of 3GPP TS 22.280 [3]
	Authorised to restrict the dissemination of the location information 
	Y
	Y
	Y
	Y

	Clause 10.9
	List of partner MC systems for which an MC user is authorised to request location information for another MC user
	
	
	
	

	
	> Identity of partner MCPTT system
	Y
	Y
	Y
	Y

	
	> Identify of partner MCVideo system
	Y
	Y
	Y
	Y

	
	> Identity of partner MCData system
	Y
	Y
	Y
	Y

	NOTE 1:	There can be zero or more.
NOTE 2:	The default authorization applies to all MC users not listed as specifically authorized or not authorized. The intent of this parameter is to avoid having to list all MC users as specifically authorized or not authorized and allowing the administrator to only indicate specific authorization statuses.
NOTE 3:	Further differentiation on authorisation for location information based on detailed characteristics (e.g. MC organization, MC service ID, functional alias) is left to implementation.
NOTE 4:	If the list of MC service IDs, for which sharing location information is authorised, is empty, then the MC service user shares their location information with any requesting MC service user. 
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