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1	Overall description
[bookmark: _GoBack]SA6 is working on the R19 MC gateway UE enhancement to support the MBMS transmission. A peer application layer entity wiUE is discussed to support the MBMS and location related signalling exchanged with the MC service client and location management client hosted in the non-3GPP device. 
SA6 would like to ask the following question:
-	Are the security aspects of the application layer reference point between the MC service client /location management client hosted in the non-3GPP device and their peer application layer entity in the MC gateway UE in the scope of SA3?
2	Actions
To SA1 
ACTION: 	SA6 kindly asks SA3 to answer the above question.
3	Dates of next TSG SA WG 6 meetings
SA6#64                 18th Nov – 22th Nov 2024 	Orlando, US
SA6#65                 17th Nov – 21th Nov 2025 	Athens, Greece

