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1. Introduction

The existed SEAL service Architeture mainly focus on the SEAL layer, which may casue some issues for the understanding of the role that SEAL layer services represents.
2. Reason for Change

Adding the whole architecture of 3GPP system supporting SEAL services layer to theTR.
3. Proposal

It is proposed to agree the following pCR to TR 23.700-35.
*********************Start of the Change*********************

6.x
Option#x: < Architecture of 3GPP system supporting SEAL services >
6.x.1
Architecture of 3GPP system supporting SEAL services
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Figure 6.x.1-1 Architecture of 3GPP system supporting SEAL services
In the figure 6.x.1-1, SEAL services functions represents all the SEAL services servers supporting SEAL services defined in the SEAL specifications. 

SEAL services can be deployed MNO operators or third party. A SEAL service server can invoke APIs services exposed by 3GPP core network functions by connecting the 5G core SBA while deployed by MNO operators in trusted domain. A SEAL service server can invoke APIs services exposed by 3GPP core network functions via NEF as non-trusted AF while deployed by third party.
SEAL services can invoke APIs services exposed by OAM system from 5G OAM SBA while deployed by MNO operators. A SEAL service server can invoke APIs services exposed by 3GPP core network functions via EGMF as non-trusted AF, while deployed by third party.
SEAL services API can be exposed by MNO operators or third party to Application server or Application client.

 NOTE 1: In some serverless application software implemention, application server (mapped to VAL server) is not mandated to be implemented and deployed. Application client can support all the application required functions by invoking service APIs from 3rd platform (normally called cloud services APIs) 

NOTE 2: TS 23.222 does restrict any type of API invokers to use 3GPP API. Application server (mapped to VAL server) or Application client (mapped to VAL client) if implemented required functions as required by TS 23.222 for API invoker (e.g onbording and Using API invoker account, retrieve access token…) should be permited to invoke the SEAL services API.

Editor NOTE: The permission of Application client as API invoker should be removed if issues is identified.

Editor NOTE: The interface between UE and RAN/network, and the interface between SEAL client and SEAL server is not shown. It is FFS whether and how to add the
6.x.2
Functional Elements

NOTE: No new Function Elements added to the existed 3GPP system.
6.x.3
Reference Points

NOTE: The reference points are existed already in the current 3GPP standards.
SEAL services functions are part of 3GPP system, interact with other 5G system functions via SBA interface (OAM SBA and/or core SBA).
*********************End of the Change*********************
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