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1. Introduction
In Rel-17 work on Mission critical services support in the Isolated Operation for Public Safety (IOPS) mode of operation has led to solutions described in 3GPP TS 23.180.
This original IOPS technical specification (3GPP TS 23.180) was defined to support 4G networks, but as other mission critical services it was described rather agnostic to the type of network access.
This pCR provides initial text for the evaluation section and conclusion for KI#1 to allow for CR’s to be generated again 3GPP TS 23.180 to meet the objects of the work item (SP-241381) approved at TSG SA105 and should be completed by TSG SA 106. 
Please note the yellow highlighted text will need to be updated based on agreed pCRs during the meeting.
2. Reason for Change
Study work is continued.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-09, v0.2.0.


* * * First Change * * * *
[bookmark: _Toc440360451][bookmark: _Toc11676950]7	Overall evaluation
[bookmark: _Toc521435339][bookmark: _Toc2689082][bookmark: _Toc11676951]7.1	General
The following subclauses contain an overall evaluation of the solutions presented in this technical report, and their applicability to the key issues. 
[bookmark: _Toc493027348][bookmark: _Toc521435340][bookmark: _Toc2689083][bookmark: _Toc11676952]7.2	Architecture evaluation
The solutions studied in this technical report are based on the existing IOPS solution in TS 23.180 and new KI’s included in this report.
A summary of the solutions studied in this technical report are listed in table 7.2-1.
Table 7.2-1: Architecture evaluation – Functional model solutions in IOPS
	Solution
	Applicable key issues 
(subclause reference)
	Evaluation
(subclause reference)
	Dependency on other working groups

	Solution 1: Clause 1 (Scope) of TS 23.180 
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.1
	None

	Solution 2: Clause 3.1 (Definitions) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.2
	None

	Solution 3: Clause 4 (Introduction) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.3
	None

	Solution 4: Clause 5 (Architecture requirement) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.4
	None

	Solution 5: Clause 6 (Involved business relationships) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.5
	None

	Solution 6: Clause 7 (Functional model) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.6
	None

	Solution 7: Converting the functional model and deployment section of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.7
	None

	Solution 8: Clause 10.2.2.3 (IOPS discovery request) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.8
	None

	Solution 9: Converting the functional model and deployment section of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.9
	None

	Solution 10: Clause 10.5.1.4 (IOPS emergency group call) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.10
	None

	Solution 11: Clause 10.5.1.3 (IOPS group call setup) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.11
	None

	Solution 12: Clause 10.5.3.1 (IOPS floor control – General) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.12
	None

	Solution 13: Clause 10.5.3.3 (IOPS floor control durning silence) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.13
	None

	Solution 14: Clause 10.6.1.4 (IOPS group standalone SDS using signaling control plane) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.14
	None

	Solution 15: Clause 10.7 (MC IOPS notification) of TS 23.180
	Key issue specified in subclauses: 4.1. (Key issue 1)
	6.15
	None

	
	
	
	



The solutions 1thru 15 are based on changes to the existing TS23.180 to create a generic IOPS solution for both full backhaul failure and reduced backhaul connectivity.  

* * * Next Change * * * *
[bookmark: _Toc440360452][bookmark: _Toc11676954]8	Conclusions
This technical report partially fulfills the objectives of the study on mission critical services access aspects (MCSAA), including the following:
1)	Identification of key issues (clause 4) and architecture requirements (clause 5).
2)	Identification of architectural requirements.
3)	Application architecture solutions and individual solutions (clause 6) addressing the key issues (clause 4).
4)	Overall evaluation (clause 7) of the solutions.
The results from the study have identified the following observations:
-	For key issue #1, evaluate the existing IOPS work, specifically defined in 3GPP TS 23.180 has been completed and the solutions are captured in Solution 1 - 15
For key issue #2 the solution is FFS
The results from the solutions for KI#1 will be considered for the follow-up normative work in Release 19, as follows:
1)	The identified changes to TS23.180 needed to create a more generic IOPS solution should be completed.  The needed change requests should be submitted for inclusion and completion in TS23.180 before TSG SA plenary 106.
There are no known dependencies with other groups for the completion of this work.

* * * End of Changes * * * *

