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\* \* \* First Change \* \* \* \*

### 5.3.9 SEAL Client

The following SEAL Clients for MSGin5G Service may be supported:

- Group management client as specified in 3GPP TS 23.434 [5];

- Configuration management client as specified in 3GPP TS 23.434 [5]; and

- Data Delivery client as specified in 3GPP TS 23.433 [20].

### 5.3.10 SEAL server

The following SEAL servers for MSGin5G Service may be supported:

- Group management server as specified in 3GPP TS 23.434 [5];

- Configuration management server as specified in 3GPP TS 23.434 [5].

- Data Delivery server as specified in 3GPP TS 23.433 [20].

NOTE: Usage of other SEAL services (e.g. location) from 3GPP TS 23.434 [5] for MSGin5G Service is not in scope of the present document.

\* \* \* Next Change \* \* \* \*

### 8.10.1 General

The MSGin5G Service functional entities MSGin5G Client and MSGin5G Server utilize the SEAL services. The SEAL services specified in 3GPP TS 23.434 [5] and SEALDD services specified in 3GPP TS 23.433 [20] are available to MSGin5G Service. In this clause, only the details of the information flows, procedures and APIs whose utilization by MSGin5G Service are well-known are described:

- the usage of Configuration management service is specified in clause 8.10.2;

- the usage of Group management service is specified in clause 8.10.3; and

- the usage of Data Delivery service is specified in clause 8.10.x.

Clause 8.10.3 specifies how the MSGin5G service is used in SEAL Data Delivery service.

\* \* \* Next Change \* \* \* \*

### 8.10.x Data Delivery service

#### 8.10.x.1 General

The MSGin5G Service functional entities MSGin5G Client and MSGin5G Server utilize Data Delivery service procedures of SEAL to guarantee the transmission quality, e.g. guarantee the transmission latency is lower than the [500] ms required in 3GPP TS 22.262 [2].

#### 8.10.x.2 Information flows

The following information flows of Data Delivery service service are applicable for the MSGin5G Service:

- SEALDD enabled data transmission quality measurement specified in subclause 9.7.3 of 3GPP TS 23.433 [20];

-- the identifier of MSGin5G service in SEAL domain acts as the identifier of the VAL service ID and the MSGin5G Server address acts as the VAL server ID respectively. These two identifiers are used to identify the application traffic of MSGin5G service;

-- the latency should be included in the Measurement ID;

- data transmission quality guarantee specified in subclause 9.9.3 of 3GPP TS 23.433 [20];

-- the data transmission quality guarantee action may include re-establish transmission path, switch to backup transmission path etc, and the optimization action may include transmission parameter adjustment.

-- the triggering event, i.e. measurement threshold of the latency, is changeable. It may be included in the Latency IE as specified in clause 9.1.2.1, or be configured by the MSGin5G service provider. The value of the threshold of the latency is up to [500] ms as required in 3GPP TS 22.262 [2].

#### 8.10.x.3 Procedures

The following procedures of configuration management service are applicable for the MSGin5G Service:

- data transmission quality measurement specified in subclause 9.7.2 of 3GPP TS 23.433 [20];

-- In step 1, the MSGin5G message is considered as SEALDD traffic, i.e. a SEALDD traffic transmit in MSGin5G message format as described in Annex B of 3GPP TS 23.433 [20]; and

Editor’s note: it is FFS how this procedure works if the SEAL client is not supported by the MSGin5G UE. It may be based on the enhancement of SEALDD for supporting tethered device.

- data transmission quality guarantee is specified in subclause 9.9.2 of 3GPP TS 23.433 [20];

-- In step 1, the MSGin5G message is considered as SEALDD traffic.

\* \* \* Next Change \* \* \* \*

## 11.2 Deployment of MSGin5G server(s)

The MSGin5G server(s) should be deployed in the PLMN operator domain. The VAL service using MSGin5G service for the message delivery acts as Application Server and interacts with MSGin5G Server via MSGin5G-3 reference point. The MSGin5G server(s) connects with the 3GPP network system in one or more PLMN operator domain. The MSGin5G server(s) may be supporting multiple Application Servers.

Figure 11.2-1 illustrates the deployment of multiple MSGin5G Servers in a single PLMN operator domain. Each MSGin5G Server serves a part of MSGin5G service subscribers (including the subscriber using the MSGin5G UE or Non-MSGin5G UE) in this PLMN operator domain. In this deployment, the MSGin5G Servers shall be connected with each other to provide the MSGin5G service to all MSGin5G service subscribers in the PLMN operator domain. The MSGin5G Servers provide MSGin5G service to the Application Server(s) deployed in the VAL service provider domain. The Application Server may be connected and registered to one MSGin5G Server.



Figure 11.2-1: MSGin5G Server(s) deployed in a single PLMN operator domain with interconnection between MSGin5G Server(s)

Figure 11.2-2 illustrates the deployment of MSGin5G Servers in multiple PLMN operator domains. Each MSGin5G Server serves the MSGin5G service subscribers in this PLMN operator domain. In this deployment, the MSGin5G Servers deployed in PLMN operator domain 1 may be connected with the MSGin5G deployed in PLMN operator domain 2 to provide the MSGin5G service interconnection based on the business agreement between PLMN operator 1 and PLMN operator 2.



Figure 11.2-2: MSGin5G Server(s) deployed in multiple PLMN operator domain with interconnection between MSGin5G Server(s)