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1	Decision/action requested
The group is asked to discuss and approval.
2	References
[1]	3GPP TR 28.869: "Study on Cloud Aspects of Management and Orchestration v1.1.0" 
[2]	ETSI GS NFV-IFA 049: "Network Functions Virtualisation (NFV) Release 5; Architectural Framework; VNF generic OAM functions and other Paas Services specification".
3	Rationale
[bookmark: OLE_LINK13]3.1 Observation#1: potential blocking points and clarification related to WT-1
3.1.1 baseline
In the TR 28.869[1], there are two kinds of solutions for the clause 5.1.1, 5.1.2, 5.1.3 and 5.1.4, related to the management of cloud-native VNF/NF Deployment instances, in terms of configuration, policy, traffic, upgrade.
One kind of potential solution is related to option 1 in clause 5.1.5, not using the VNF Generic OAM functions. Another kind of potential solutions are related to option 2 in clause 5.1.5, using the VNF Generic OAM functions. 
And there may be the potential blocking points in the following aspects:
1. [bookmark: OLE_LINK11]The motivation. (This will involve a very high-level discussion, and given the SID already have been approved, it would be more helpful to discuss specific use cases and solutions in this TR 28.869)
2. Further clarification may be needed.  
3. The impact and enhancements for the 3GPP management system.
[bookmark: OLE_LINK7][bookmark: OLE_LINK9]3.1.2 potential blocking points and clarifications 
A. [bookmark: OLE_LINK5][bookmark: OLE_LINK12]The motivation/need to use PaaS Services (VNF Generic OAM functions is not clear. Further, the use of the term “PaaS Services” in this context needs further clarification. 
[China Mobile-1107]: The justification was also made clear in the approved R19 SID and R18 SID. 
[docomo-1107]: the motivation is clear the Operator needs to perform actions related to VNF operations (VNF configuration, VNF upgrade, policy management, traffic management) in a generic vendor independent way by leveraging platform provided capabilities that are becoming prominent in cloud-native environments. The term “PaaS Services” is well defined in ETSI GR NFV 003 v1.8.6.
B. [bookmark: OLE_LINK1][bookmark: OLE_LINK8][bookmark: OLE_LINK18]The PaaS Services (VNF Generic OAM functions and interfaces have been defined according to ETSI ISG NFV-IFA049 [2], and further clarification is needed on why the VNF Generic OAM functions need to be discussed within the 3GPP management system. 
[bookmark: OLE_LINK19][ZTE-1106]: Clarification on the reason to discuss VNF Generic OAM functions in section B overlaps with the motivation for using VNF Generic OAM functions in section A. Once the VNF Generic OAM functions are used, they will impact the 3GPP management system, as they can be used to perform EM-related operations. Therefore, the clarification should focus on the technical details, rather than reiterating the reason.
[bookmark: OLE_LINK22][China Mobile-1107]: In the latest TR, Figure 2 in clause 5.1.5 shows that VNF Generic OAM functions reside outside the 3GPP management system, so this clarification not be needed for the time being.
[docomo-1107]: Interaction between VNF generic OAM functions and the 3GPP management system are not clear. As an example, a MnS consumer cannot ask to perform configuration backup operations for specific VNFs. We need to delineate the responsibilities of 3GPP management system in relation to other management and orchestration frameworks and understand how to complement and deliver end-to-end management procedures.
C. [bookmark: OLE_LINK20][bookmark: OLE_LINK21]There are no impacts or enhancements to the 3GPP management system that have been identified in the study to support the VNF generic OAM functions. The first requirement identified in the proposed use cases (clauses 5.1.1, 5.1.2 and 5.1.4) is already covered by existing 3GPP defined mechanisms (see option #1 in clause 5.1.5) and the other use case requirement(s) are not on the 3GPP management system. 
     [ZTE-1106]: Same comment with B. “Once the VNF Generic OAM functions are used, they will impact the 3GPP management system, as they can be used to perform EM-related operations.” The point is will we use the VNF Generic OAM functions and the impacts/enhancements after using it.
[China Mobile-1107]: These use cases are the same as those in clause 5.2 of the TR, they all have two types of solutions. And the second requirement identified in the proposed use cases are essentially the same as clause 5.2. Because they're all talking about 3GPP management system and its outside interfaces.
[docomo-1107]: Option#2 is alternative to option #1 and can also work together. Interaction between VNF generic OAM functions and the 3GPP management system are not clear. As an example, a MnS consumer cannot ask to perform actions like configuration backup operations for specific VNFs if option#1 is used.
D. The use case in clause 5.1.3 related to cloud-native VNF traffic management is out-of-scope for the 3GPP management system.
[China Mobile-1107]: We cannot simply say that it is out of scope unless more detailed reasons are given, considering that traffic use case and related solution have already been approved.
[docomo-1107]: it is within the scope for example when performing VNF upgrades or some VNF fault/performance management procedures (e.g., isolate traffic to specific VNFC instances under maintenance or unresponsive, or highly-loaded). Similarly to other use cases like traffic management for energy efficiency, traffic management is investigated from a management plane. Otherwise, if all traffic management issues are delegated to control/user plane functionalities all studies need to be updated accordingly.
E. NFV-IFA 049 is quoted in use case 5.1.1; however, the content of configuration is unspecified in the IFA 049. No study is made on those configurations in term of how they are relevant to 3GPP management system.
[docomo-1107]: It is out of scope of IFA049 to specify the internals of the 3GPP management system and the impact to the 3GPP management system. It is part of this study to investigate the impact. Furthermore, it is intentional that the configuration payloads defined in IFA049 are high-level, because there is not intention VNF configuration manager to be able to process the semantics of configuration attributes, but rather be a “conductor” for VNF and VNFC instances to be configured based on the “intelligence” and actual configuration values determined by the network operator and/or 3GPP management system.
F. [bookmark: _GoBack]What’s the configuration parameters and policies for VNF the 3GPP management system needs to interact with VNF generic OAM function to configure the VNF. If it is VNF application level configuration parameters and policies defined in 3GPP, the 3GPP management system can use existing 3GPP provisioning MnSs to configure the VNF directly.
G. Relationship between 3GPP Management System (SBMA) and ETSI NFV VNF generic OAM functions and NFV-MANO. Especially following options discussed in SA5#157 (copy from Chair Note S5-245111) needs to be discussed to clarify the boundary between 3GPP and ETSI NFV:
[image: ]

	[bookmark: OLE_LINK17] Observation: 
[bookmark: OLE_LINK16]( All open issues will be listed above and during the discussion of the meeting, this part could be used to summarize which blocking points have been addressed) 




[bookmark: OLE_LINK3][bookmark: OLE_LINK15]3.2 Observation#2: potential blocking points and clarification related to WT-2
3.2.1 baseline
[bookmark: OLE_LINK23]There are two kinds of solutions for the clause 5.2.1, 5.2.3, 5.2.4, 5.2.5 and 5.2.6, related to the management of cloud-native VNF/NF Deployment instances, in terms of creation, modification, termination, scaling. In addition, there is a data streaming use case and the potential solution based on message bus.
[bookmark: OLE_LINK6]For the LCM aspect, one kind of potential solution is that the orchestration and management entity is ETSI NFV MANO, the interactions over deployment management reference point are as specified in clause 7.10 of TS 28.531.
Another kind of potential solutions is that the orchestration and management entity not limited to ETSI NFV MANO, e.g. Kubernetes based API. And there may be the following potential blocking points:
1. The motivation. (This will involve a very high-level discussion, and given the SID already have been approved, it would be more helpful to discuss specific use cases and solutions in thisTR 28.869)
2. Further clarification may be needed.  
3. The impact and enhancements for the 3GPP management system.
3.2.2 potential blocking points and clarifications
H. The motivation/need to use orchestration and management entity (e.g. Kubernetes based API) are not clear enough. 
[Nokia-1105]: the motivation for this scenario is clear, i.e., Network operators have a business requirement to be able to interact with other orchestration and management entities not limited to ETSI NFV MANO.
[bookmark: OLE_LINK4][Ericsson-1106]: The justification was made clear in the approved SID including the business requirement from operators which motivate the architecture enhancement and use cases/requirements as captured in the TR. 
[docomo-1107]: The motivation is clear but there is no solution (e.g., no APIs, no reference to managed objects support by these other objects, no analysis with relationship to IOCs, etc.) other than NFV-MANO described to evaluate.

I. The orchestration and management entity (e.g. Kubernetes based API) and the interface have not been defined, and further clarification is needed.
[Nokia-1105]: there is no need to define the orchestration and management(O&M) entity in this case since it could be any orchestration and management entity. Regarding the definition of the interface between the O&M entity and the 3GPP management system, Nokia doesn’t see this as a requirement since these interfaces are external to the 3GPP management system.
[Ericsson-1106]: Please refer to use case 5.2.1. The new reference point supports both ETSI NFV MANO interfaces as well as other interfaces (e.g. Kubernetes based API) when non ETSI NFV MANO system is used. To allow 3GPP to interact with industry solutions, it needs to use the existing external interfaces for LCM of NF Deployments.
[docomo-1107]: There is no solution other than NFV-MANO described to evaluate (see also examples of specific points above). Other management systems like K8S support an extensive set of functionalities. It has not been analyzed which functionalities are expected. A solution cannot be endorsed if no technical aspects and interfaces to be used have been analyzed at all.
J. How 3GPP management system interact with and send deployment requirements to an orchestration and management entity other than ETSI NF and how to do it in an interoperable way, e.g. standardization of the descriptor, is not clear. 
[docomo-1107]: agree with the statement above. See other responses.
K. The impact and enhancements need to be done for the 3GPP management system are not clear enough.
[Nokia-1105]: the impact/enhancement in this case is that the 3GPP management system can interact with other O & M entities not limited to ETSI NFV MANO. 
[Ericsson-1106]: The impact/enhancements are made clear in the use cases in section 5.2 of this TR. The use cases, requirements and architecture enhancement captured in the TR are the impact to the 3GPP specifications for the stage 1 and 2.
[China Mobile-1107]: still agrees with points “L” and the architectural impact of the solution is too high level,hope to see a more specific explanation.
[docomo-1107]: There is no solution other than NFV-MANO described to evaluate. Other management systems like K8s support an extensive set of functionalities. It has not been analyzed which functionalities are expected. A solution cannot be endorsed if no technical aspects and interfaces to be used have been analyzed at all.
L. Current TR only provide the abstract level requirements and framework for WT-2, it is not clear what will be the solution (e.g. how the industry solution and MANO solution can be used to satifysatisfy the abstract level requirements) for WT-2, whether it is possible to define only requirements in normative work.
[bookmark: OLE_LINK10][docomo-1107]: agree with the statement above. See other responses.
M. The abstract level requirements and framework are also applied for MANO, then the relation with the requirements and framework documented in TS 28.5XX (e.g. 28.500, TS28.525) needs to be clarified.
[docomo-1107]: agree with the statement above. See other responses.
	[bookmark: OLE_LINK14]Observation: 
( All open issues will be listed above and during the discussion of the meeting, this part could be used to summarize which blocking points have been addressed) 



For the data streaming, there may be the following potential blocking points:
N.  The use case motivation is not clear 
[Rakuten-1105]: Motivation is has been modified in the last pCR S5-246076 from Rakuten. It is similar to Cloud NF LCM case, and it is clear, operator want more choices in Cloud environment leveraging industry solutions for data streaming not limit to WebSocket.   There is a business requirement there:
· NF Data streaming in large scale cloud native deployment requires:
· High performance for massive amount of data moving from cloud-native NFs to the management system (e.g. PM and analytic data from the CU-CP, CU-UPs, UPFs workloads etc in central cloud serving the entire city). 
· High availability for strong resiliency and fault protection (e.g. a failure in central cloud could affect the service in the entire city).
· High scalability for the dynamic scaling of cloud-native NF workload.
· High efficiency for lower infrastructure cost and energy saving.
· Conventional data streaming method (e.g. WebSocket) defined for conventional gNBs is not suitable for all types of cloud deployment scenarios (e.g. distributed cloud vs central cloud, public cloud vs private cloud, virtualized vs containerized) and diverse requirements in terms of efficiency, scalability, resiliency, and performance. 
· There are requirements from operators that other data streaming options are needed through leveraging recently industry solutions (e.g. Kafka) not limit to WebSocket.
· Other recent developed solutions e.g. Kafka, are widely used in all modern cloud nowadays already (e.g. Google Cloud, Azure, AWS). 3GPP system should be enhanced to support recently developed cloud-native technologies similar to K8S for LCM.
· Data lake solution is one of the most challenging areas for cloud-native NF deployment VS conventional deployment, that need to be addressed as part of cloud aspect of management and orchestration (CMO) work. 
· An end-to-end architecture view and solution set addressing all aspects of orchestration and management of cloud-native NF need to be enabled together by 3GPP specifications. It includes: deployment LCM aspects, data lake and streaming aspects, configuration, fault management aspects etc. Otherwise, it leads to incomplete feature set and uncertain direct to the industry. 

O. The use case requirements refer to a specific solution
[Rakuten-1105]: In The CR submitted by Rakuten S5-246076, the requirement has been modified. Now it written in exact the same format as Cloud NF LCM case - support data streaming using industry solutions not limit to WebSocket.
P. The proposed use case has serious architectural impacts on the 3GPP management system without the proper motivation to necessitate such architectural impacts.
[image: ][Rakuten-1105]: In the pCR submitted from Rakuten in the last meeting, S5-246076 proves that there is no architecture impact on 3GPP management system. The impact was analysed in very details which is shown below. The only change to 3GPP specification is the streaming data reporting service API which establish a logical streaming session instead of a persistent WebSocket connection. And the same PM/analytic/etc data as before is delivered in an alternative transport protocol, e.g. Kafka.  Certainly, it is not an architecture impact. And there is no impact to and dependency on any other service in the 3GPP management system. Motivation is provided above and in the justification section of the CR and it is the same motivation as deployment LCM use case. 

	Observation: 
( All open issues will be listed above and during the discussion of the meeting, this part could be used to summarize which blocking points have been addressed) 



3.3 Observation#3: potential blocking points and clarification related to WT-3
Q. There is only one use case described but without endorsing any solution.
[China Mobile-1108]: there will be solutions submited at 158#meeting.
	Observation: 
( All open issues will be listed above and during the discussion of the meeting, this part could be used to summarize which blocking points have been addressed) 



4	Detailed proposal
This discussion paper is mainly used to capture all the potential blocking points, disagreements and clarifications to help the progress of the TR (e.g. related to some CMO contributions of 158#meeting). And the detailed proposal maybe formed based on the discussion of the 158#meeting.
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[bookmark: OLE_LINK26]Editor's Note: If your clarification is very extensive, you can add it here
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