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	1st Change


X.0 References
[ETSI-CS]	ETSI TS 103 998: "Publicly Available Specification (PAS); DASH-IF: Content Steering for DASH", http://www.etsi.org/deliver/etsi_ts/103900_103999/103998/01.01.01_60/ts_103998v010101p.pdf	Comment by Richard Bradbury: Not actually cited yet!
	2nd Change


X.1	Description
Editor's Note: TODO.
X.2	Collaboration Scenarios
X.2.1	Content steering and distribution inside the trusted domain
In this collaboration, content steering is provided by the Mobile Network Operator between various distribution networks (internal CDNs). The content steering server also exists inside the trusted DN. Figure X.2.1-1 shows such a scenario.
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Figure X.2.1-1: Content steering inside Trusted DN
In this case:
1. The MNO provides multiple 5GMSd AS instances to deliver the content to/from the UE at reference point M4d.
2. The MNO also provides a content steering server as part of the 5GMSd AS.
3. The presentation manifest published by the 5GMSd Application Provider at reference point M2d does not include any content steering information. The MNO manipulates the manifest by adding Base URLs, as well as the steering server information, before providing it the 5GMSd Client at reference point M2d.
4. During streaming, the UE makes requests to the content steering server based on the information provided. The content steering operation is internal to the MNO and opaque to the 5GMSd Application Provider.
X.2.2	Content steering outside the trusted domain with mixed content delivery inside and outside
In this collaboration, content steering is provided by an outside entity in the external DN steers the UE to get the content among multiple delivery networks, which one of them is the MNO network. Figure X.2.2-1 shows such a scenario.
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Figure 5.2.4.1-1: Content steering outside Trusted DN
In this case:
1. The MNO provides a 5GMSd AS for delivering the content to/from the UE. The same content is also available from other distribution networks outside the MNO’s trusted DN. The 5GMSd Application Provider has the information of the external distribution networks. The existence and nature of these networks are not necessarily known to the MNO.
2. The content steering server is also located in the external DN.
3. The 5GMSd Application Provider provides a presentation manifest at reference point M2d that contains Base URLs for the MNO’s 5GMSd AS as well as the external distribution networks and also information regarding the content steering service.
4. The 5GMSd Client may use the MNO’s 5GMSd AS at reference point M4d, or an external network depending on the content steering server’s responses.
X.2.3	Content steering outside and content delivery inside trusted domain
In this collaboration, content steering provided by an outside entity in the external DN steers the UE to retrieve content from multiple 5GMSd AS instances, all of which are deployed in the Trusted DN of the MNO. Figure X.2.3-1 shows such a scenario.
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Figure X.2.3-1: Content steering outside Trusted DN while distribution inside
In this case:
1. The MNO provides 5GMSd AS instances for delivering the content to/from the UE.
2. The 5GMSd Application Provider has the information about the MNO 5GMSd AS instances.
3. The content steering server is located in the external DN.
4. The Application Provider provides a presentation manifest at reference point M2d that contains Base URLs for the MNO’s 5GMSd AS instances, as well as the information regarding the external content steering service.
5. The 5GMSd Client uses one of the MNO’s 5GMSd AS instances at reference point M4d depending on the content steering server’s responses.
X.2.4	Content steering outside and content delivery inside trusted domain
In this collaboration, content steering provided by an outside entity in the external DN steers the UE to get the content among multiple delivery networks, all of which are the MNO network. Figure X.2.3-1 shows such a scenario.
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Figure X.2.3-1: Content steering outside Trusted DN while distribution inside
In this case:
1. The MNO provides all 5GMSd AS instances for delivering the content to/from the UE. 
2. The 5GMSd Application Provider has the information of the MNO 5GMSd AS instances.
3. The content steering server is located in the external DN.
4. The Application Provider provides a presentation manifest at reference point M2d that contains Base URLs for the MNO’s 5GMSd AS instances as well as the information regarding the external content steering service.
5. The 5GMSd Client selects one of the MNO’s 5GMSd AS instances at reference point M4d depending on the content steering server’s responses.
Since the 5GMSd Application Provider does not have detailed information about the MNO 5GMSd AS instances, this deployment scenario seems not to be practical, and is therefore not studied further in this Key Issue.
X.3	Architecture mapping	Comment by Richard Bradbury: Try to reuse existing Content Hosting Configuration to provision redundant distribution configuration to support the scenarios where there is more than one 5GMSd AS instance in the 5GMS System.
3.	Based on existing architectures, develop one or more deployment architectures that address the key topics and the collaboration models.
X.4	High-level call flow
4.	Map the key topics to basic functions and develop high-level call flows.
X.5	Gap analysis and requirements
5.	Identify the issues that need to be solved.
X.6	Candidate solutions	Comment by Richard Bradbury: Simple Boolean flag on the distribution configuration to provision redundant serving points?
How is the required degree of redundancy declared?
	N+1 redundancy?
	99.999% availability?
	etc.
Assume the 5GMSd AS instances need to be distinguishable by having different host names. Maybe they have different host name aliases, but share the same canonical host name.
6.	Provide candidate solutions including call flows, protocols and APIs for each of the identified issues.
[bookmark: _Toc162435267]X.7	Summary and conclusions
