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# 1 Decision/action requested

***Approve the pCR to TR 33.776***

# 2 References
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# 3 Rationale

This contribution proposes a conclusion to KI#2 in TR 33.776.

# \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* START OF CHANGES - All New Text \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

# 7 Conclusion

## 7.x. KI#2: Using ACME Secure Transport of Messages

### 7.x.1 Analysis

This key issue is addressed by Solution #7 (Using ACME protocol for secure transport of messages).

### 7.x.1 Conclusion

The normative phase can begin based on Solution #7..

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* END OF CHANGES \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*