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1
Decision/action requested

It is proposed to approve this pCR to update the conclusion of key issue#2 in TR 33.757.
2
References

NA
3
Rationale

It is proposed to approve this pCR to update conclusion for key issue#2 in TR 33.757 for DNS messages protection crossing the trust boundary. 
4
Detailed proposal

*************** Start of the change ****************

8
Conclusions

8.2
Conclusion for KI#2: Dedicated NFs interacting with PLMN through SBA interface
It is proposed to use one or more entities at the border between PLMN and PNI-NPN operational domains. 
Editor’s Note: Conclusion is FFS.
Solution#9 is considered as the baseline for DNS messages crossing the trust boundary.

DNS messages crossing the trust boundary shall be protected. Security configuration and profiling of DNS servers should be left to implementation. The dedicated NFs in the PNI-NPN operational domain are provisioned with the DNS security configuration, for example using one of the following methods:

· Pre-configuring the DNS security configuration in the dedicated NF.
· Updating the DNS security configuration in the dedicated NF during NF instantiation via the OAM.
*************** End of the change ****************

