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********* 1st change **********
[bookmark: _Toc19542408][bookmark: _Toc35348410][bookmark: _Toc44937892][bookmark: _Toc136949382]4.2.5.3	HTTP User sessions
There are no MnF-specific additions to clause 4.2.5 of TS 33.117 [3].
For the requirement defined in clause 4.2.5.3 of TS 33.117[3]:
-	 The requirement "In addition to the Session Idle Timeout (see clause 4.2.3.5.2 of TS 33.117 [3]), the Network Product shall automatically terminate sessions after a configurable maximum lifetime. This maximum lifetime defines the maximum session span. When the maximum lifetime expires, the session shall be closed, the session ID shall be deleted and the user shall be forced to (re)authenticate in the web application and to establish a new session. The default value for this maximum lifetime shall be set to 8 hours." may not be applicable to the MnF product.


********* end 1st change **********

