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1
Decision/action requested

It is proposed to approve this pCR.
2
References

[1]
3GPP TR 33.754 Study on security aspects for Multi-Access(DualSteer + ATSSS Ph-4)
3
Rationale

It is proposed to approve the new solution for key issue#2.
4
Detailed proposal

*** Start of the 1st Change ***

6.Y
Solution #Y: User plane data protection mechanism between UE and UPF 
6.Y.1
Introduction
This solution addresses KI#2.
TLS embedded in MPQUIC [X]  is used to protect the user plane data between UE and the UPF.
6.Y.2
Solution details
When MPQUIC is used, TLS embedded in MPQUIC [X] is used to provide integrity protection, replay protection and confidentiality protection for the user plane data protection between the UE and the UPF. 
6.Y.3
Evaluation
TBA
*** Start of the 2nd Change ***
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*** End of Changes ***

