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1
Decision/action requested

Propose to delete editor’s Note to solution#7 in TR 33.701.
2
References

NA
3
Rationale

Propose to delete Editor’s Note by. The EN is a bit misleading and don’t know where to lead. The non-3GPP access is out of 3GPP scope. Thus, its protocol stack is not in the scope of non-3GPP either. Or, change it whether the security between UE and non-3GPP access is needed is FFS.
4
Detailed proposal

*****Start of Change *****
5.2
Key Issue #2: Confidentiality and integrity protection of the communication between UE and 5GCore in Non-Integrated Non-3GPP Access.

5.2.1
Key issue details

TR 23.700-54 [2] introduces the concept of non-Integrated non-3GPP Access (NIN3A), a type of non-3GPP access network that provides direct IP connectivity between the UE and the UPF without any intermediate NF such as Non-3GPP Interworking Function (N3IWF) and Trusted Non-3GPP Gateway Function (TNFG). This access type should not compromise the security of the 5G network. 

This key issue focuses on safeguarding the confidentiality and integrity of data exchanged between the UE and the 5G Core Network under NIN3A connectivity, within the ATSSS framework. It emphasizes the need for comprehensive security measures that encompass both the associated proxy functionalities, such as MPQUIC and MPTCP, as specified for ATSSS in TS 23.501 (clause 5.32) [4], and beyond.

5.2.2
Security threats

If the communication between UE and 5G Core Network via NIN3A is not confidentiality and integrity protected, an attacker could intercept and manipulate the traffic between both endpoints, leading to data theft, tampering or service disruption. These vulnerabilities could undermine the trust and reliability of the 5G network, especially in scenarios that leverage NIN3A for enhanced connectivity.

5.2.3
Potential security requirements
The new simplified ATSSS architecture over non-3GPP access should provide the mechanisms to protect the traffic  between the UE accessing the network via Non-Integrated Non-3GPP Access (NIN3A) and the 5G Core Network. 


*****The End*****
