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Attachments:
1	Overall description
SA3 thanks CT4 for the LS on Resource content filters proposal, which was captured in the 3GPP TS 29.857. The issues were initiated from GSMA on the following two LSes. 
GSMA LS C4-225023: "Research highlighting potential need for granular level checks using "Additional scope" under the OAuth2.0 Token Access" (https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_113_Toulouse/Docs/C4-225023.zip).
SA3 Replied in S3-211581 (SA3 #110) that 
“3GPP provides the flexibility to operators to allow deploying additional scopes for specific NF services, and this can be achieved by defining additional scopes in 5GC APIs when appropriate. But whether OAuth2.0 is used in the network, and if yes, which scopes (service-level scope and/or additional scopes) are used, this should be up to each operator to decide. GSMA may provide further guidelines to the operators' community on the scopes recommended for 5GC deployments”.
It means that all the following work corresponding to this CVD is out of scope of 3GPP.
GSMA LS C4-213261: "Prevention of attacks on sliced core network". (https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_104e_meeting/Docs/C4-213261.zip).
SA3 Replied in S3-211527 (SA3 #103e) that “SA3 would like to acknowledge that SA3 specifications could be further improved to avoid misinterpretation of how access tokens are issued by the NRF and consumed by an NF producer”. 
And then in the following meeting (SA3 #104, #105, #106, #107, #108, #109), the CR 1429 on TS 33.501 (S3-223860) in #109 meeting was approved from R18 to fix this problem in the end, the content of  which requires new operations in the NRF and NFp, and is not align with the conclusion of TR 29.857. 
SA3 recommended CT4 to take CR S3-223860 into account to mitigate the problem identified by the GSMA. Therefore, the proposal on the enhancement of the existing OAuth token by CT4 in TR 29.857 is not necessary.
2	Actions
To CT4:
ACTION: SA3 kindly asks CT4 to take the answer above into account.

3	Dates of next TSG SA WG 3 meetings
SA3#117 19th – 23th, August 2024, Netherlands
SA3#118 14th – 18th, December 2024, India
