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1
Decision/action requested

This contribution proposes to Clean up for TR 33.713 
2
References

3
Rationale

The contribution proposes to Clean up for TR 33.713. The Topology 2 is defined in TR 38.848.
4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ****************

2
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*************** End of the change ****************

*************** Start of the change 2****************

5.2
Key Issue #2: Authorization for 5G Ambient IoT services

5.2.1
Key issue details

In TR 23.700-13 [4], Key Issues #1 and #3 describe the issues on the system architecture and procedure to support 5G Ambient IoT services.

In the Topology 2 as defined in TR 38.848 [x], the UE acting as the intermediate node is responsible for transferring the information between AIoT device and 5GS. If the authorization of intermediate node is not supported, the attacker can play the role of intermediate node and arbitrarily deny 5G AIoT service.

Therefore, it is necessary to study how to authorize the UE for acting as the intermediate node.
*************** End of the change ****************

