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	Reason for change:
	As concluded in the TR 23.700-32 KI#4, the UE will report the Non-3GPP Device Identifier and the related IP address/Port Number(s) to the network. 
To resolve this issue, the UE firstly needs to obtain the IP addresses for the Devices. The existing framed routing mechanism as defined since R15, can enable the network to allocate different IP addresses to the non-3GPP devices behind the UE, when receiving the DHCP messages from the non-3GPP device relayed by the UE to the network. This is not applicable to the UE when performing NAT, where the UE is not able to relay the DHCP messages from the non-3GPP device to the network. Another issue with the existing framed routing is that it has big impact on the signalling over the air, since the UE needs to relay every DHCP message to the network for each non 3GPP device. It might also have security risk, e.g. DHCP spoofing.
So, iIt is proposed that the SMF sends the subscribed Framed Route IPv4 address ranges information to the UE during the PDU Session Establishment procedure for the DNN, then the UE can allocate the IP addresses for the non-3GPP devices based on this information. This solution can be supported by the UE no matter NAT is performed or not, and can avoid the UE to relay every DHCP messag from the non-3GPP device to the network, saving signalings over the air.

	
	

	Summary of change:
	Support of allocation of IPv4 address rangesframed routing for N3G device is added.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20149789][bookmark: _Toc27846581][bookmark: _Toc36187707][bookmark: _Toc45183611][bookmark: _Toc47342453][bookmark: _Toc51769153][bookmark: _Toc170192566]5.6.14	Support of Framed Routing
Framed Routing is only defined for PDU Sessions of the IP type (IPv4, IPv6, IPv4v6) and allows to support an IP network behind a UE, such that a range of IPv4 addresses or IPv6 prefixes is reachable over a single PDU Session, e.g. for enterprise connectivity. Framed Routes are IP routes behind the UE.
A PDU Session may be associated with multiple Framed Routes. Each Framed Route refers to a range of IPv4 addresses (i.e. an IPv4 address and an IPv4 address mask) or a range of IPv6 Prefixes (i.e. an IPv6 Prefix and an IPv6 Prefix length). The set of one or more Framed Routes associated to a PDU Session is contained in the Framed Route information. The network does not send Framed Route information to the UE: devices in the network(s) behind the UE get their IP address by mechanisms out of the scope of 3GPP specifications. See RFC 2865 [73], RFC 3162 [74].
Framed Route information is provided by the SMF to the UPF (acting as PSA) as part of Packet Detection Rule (PDR, see clause 5.8.5.3) related with the network side (N6) of the UPF.
NOTE:	SMF can take the UPF capabilities into account when selecting PSA UPF, to ensure that the SMF chooses PSA UPF(s) that support Framed Routing for PDU Sessions to DNN and/or slices deemed to support Framed Routing e.g. DNN and/or slices intended to support RG or if Framed Route information has been received as part of Session Management Subscription data.
The Framed Route information may be provided to the SMF by:
-	the DN-AAA server as part of PDU Session Establishment authentication/authorization by a DN-AAA server (as defined in clause 5.6.6); or by
-	Session Management Subscription data associated with DNN and S-NSSAI sent by UDM (as defined in clause 5.2.3.3.1 of TS 23.502 [3]).
	If the SMF receives Framed Route information both from DN-AAA and from UDM, the information received from DN-AAA takes precedence and supersedes the information received from UDM.
The IPv4 address / IPv6 Prefix allocated to the UE as part of the PDU Session establishment (e.g. delivered in NAS PDU Session Establishment Accept) may belong to one of the Framed Routes associated with the PDU Session or may be dynamically allocated outside of such Framed Routes.
If PCC applies to the PDU Session, at PDU Session establishment the SMF reports to the PCF the Framed Route information corresponding to the PDU Session (as described in clause 6.1.3.5 of TS 23.503 [45]). In this case, in order to support session binding, the PCF may further report to the BSF the Framed Route information corresponding to the PDU Session (as described in clause 6.1.2.2 of TS 23.503 [45]).
If the UDM or DN-AAA updates the Framed Route information during the lifetime of the PDU Session, the SMF releases the PDU Session and may include in the release request an indication for the UE to re-establish the PDU Session.
* * * * Next change * * * *
5.x.3	Session management enhancement 
For the traffic of non-3GPP devices requiring differentiated QoS:
-	The UE may obtain the IPv4 address ranges information in the PDU Session establishment (i.e. delivered in NAS PDU Session Establishment Accept) from the SMF as defined in TS 23.502 [3] clause 4.3.2.2.1. The UE allocates an IPv4 address belonging to the IPv4 address ranges received from the SMF to the Non-3GPP device, and sends the Non-3GPP Device Identifier and the IPv4 Address, in case of IPv4 PDU session type associated with the Non-3GPP Device Identifie, to the SMF in PDU Session Modification procedure. 
NOTE x:	The UE allocates an IPv4 address belonging to the IPv4 address ranges received from the SMF to the Non-3GPP device, by means not to be specified by 3GPP.

* * * * End of changes * * * *

