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Abstract of the contribution: This contributions is to conclude the temporary ID
This revision has also merged the proposals on the temporary ID in S2-2410448(NTT DOCOMO, DT, T-Mobile USA, InterDigital Inc., KPN N.V.), S2-2410495(InterDigital, Inc.) and S2-2410388 (Sony, NTT DOCOMO)
1. Introduction
The AIoT Device ID can be allocated by the operator and by the 3rd party. The device ID will have some information to point to the domain which holds the subscription.
In the reply LS from RAN1 (S2-2409592)
RAN1 is studying several different A-IoT device architectures, which all are assumed to include a memory block described as follows:

· Memory can include two types of memory: 1) Non-Volatile Memory (NVM) such as EEPROM for permanently storing device ID, etc, and 2) registers for temporarily keeping any information required for its operation only while energy is available in energy storage.

Therefore, it can be assumed that an A-IoT device can incorporate an NVM in the device design, i.e., include an NVM in the BoM.

RAN1 would like to provide the following answer:

· An Ambient IoT device will be able to update its non-volatile memory at some point after receiving a trigger from the Reader. Writing may not always be possible at all times.
· The power consumption during writing to the NVM is higher than during reading.

· RAN1 thinks that frequent or recurring writing to NVM should be avoided.

· RAN1 has not discussed energy status and energy storage capabilities in relation to an Ambient IoT device ability to update its non-volatile memory.
From the above statement, it is seen that update the temporary ID the NVM is possible for AIoT devices. However it is also pointed that updating is not always possible.
Temporary ID is only required if the privacy protection is required and whether the privacy protection is in the scope of SA3. If the temporary ID allocation is required for the privacy protection, then the NW should be aware whether the temporary ID can be stored in the NVM. 
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.
* * * * First Change * * * *
8.2
Interim Conclusion on Key Issue #2

8.2.1
Identifier and Identification Management

The following aspects and principles are considered and agreed for the interim conclusion on Identifier  and Identification Management:

An ambient IoT Device Identifier can be assigned by an operator or by a third party.
Editor's note:
How it is used is FFS.




An Ambient IoT device utilizes
 a temporary identifier to prevent unauthorized tracking of the Ambient IoT device.
If the temporary ID allocation is required for the privacy protection, then temporary ID is stored in the non-volatile memory in the Ambient IoT Device. If the Ambient IoT Device receives the temporary ID, the Ambient IoT Device indicates to the AIoT NF whether it can store the temporary ID to the non-volatile memory.
Editor's note:
The frequency of updating the temporary identifier is FFS.
Editor's note:
Whether the temporary ID allocation is required for the privacy protection is FFS and is in the remit of SA3.
Both permanent device identifier and temporary identifier can be used in RAN procedures, denpending on the security policy of the AIoT service and physical channel capacity.

The Reader determines whether to use permanent device identifier or temporary identifier for each AIoT communication. If temporary identifier is to be used, the Reader generates the temporary identifier and uses it in the DL trigger/Paging message. How the temporary identifier is generated and coordinated between the device and reader can be decided during the normative phase.

Editor's note:
The above conclusion is pending SA3 confirmation.
* * * * End of Changes * * * *
�S2-2410388 (Sony, NTT DOCOMO) also proposed the same sentence.





