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Changes in the merged revision:
Remove trusted server and open up for having it in another clause;
Add VFL server capability as well as client;
Use new service operation Nnef_NFDiscovery_Request for untrusted AF as server to discover the clients;
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Add caption for the figure 6.2H.2.1.2-1
Clarify that Feature ID is optional and vendor specific and it is FFS how to support multi vendor e.g. using interoperability information.
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* * *Start of Changes * * * 
[bookmark: _CR6_18_1][bookmark: _Toc177728603]5.2	NWDAF Discovery and Selection
The NWDAF service consumer selects an NWDAF that supports requested analytics information and required analytics capabilities and/or requested ML Model Information by using the NWDAF discovery principles defined in clause 6.3.13 of TS 23.501 [2].
Different deployments may require different discovery and selection parameters. Different ways to perform discovery and selection mechanisms depend on different types of analytics/data (NF related analytics/data and UE related analytics/data). NF related refers to analytics/data that do not require a SUPI nor group of SUPIs (e.g. NF load analytics). UE related refers to analytics/data that requires SUPI or group of SUPIs (e.g. UE mobility analytics).
In order to discover an NWDAF containing AnLF using the NRF:
-	If the analytics is related to NF(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 1:	If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription or it might query the NRF with the service area of the NF to be contacted to determine another target NWDAF.
-	If the analytics is related to UE(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 2:	If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription or it might determine the AMF serving the UE as specified in clause 6.2.2.1, request UE location information from the AMF and query the NRF with the tracking area where the UE is located to discover another target NWDAF serving the area where the UE(s) is located.
-	If the analytics are related to UE(s) and if NWDAF instances indicate weights for TAIs in their NF profile (see clause 6.3.13 of TS 23.501 [2]), the NWDAF service consumer may use the weights for TAIs to decide which NWDAF to select.
-	If the NWDAF service consumer needs to discover an NWDAF containing an AnLF with analytics accuracy checking capability, the consumer may query NRF providing also the analytics accuracy checking capability in the discovery request.
-	If the NWDAF service consumer needs to discover an NWDAF containing AnLF which can use the Model provided by the specific NWDAF containing MTLF (e.g., in case of analytics context transfer), the consumer should discover the NWDAF(s) whose vendor ID is in the ML Model Interoperability indicator of the NWDAF containing MTLF.
If the NWDAF service consumer needs to discover an NWDAF that is able to collect data from particular data sources identified by their NF Set IDs or NF types or to collect data from particular NWDAF Serving Area, the consumer may query NRF providing the NF Set IDs or NF types or Area of Interest in the discovery request.
NOTE 3:	The NF Set ID or NF Type of a data source serving a particular UE, can be determined as indicated in Table 5A.2-1.
In order to discover an NWDAF that has registered in UDM for a given UE:
-	NWDAF service consumers or other NWDAFs interested in UE related data or analytics, if supported, may make a query to UDM to discover an NWDAF instance that is already serving the given UE.
If an NWDAF service consumer needs to discover NWDAFs with data collection exposure capability, the NWDAF service consumer may discover via NRF the NWDAF(s) that provide the Nnwdaf_DataManagement service and their associated NF type of data sources or their associated NF Set ID of data sources or NWDAF Serving Area information as defined in clause 6.3.13 of TS 23.501 [2].
In order to discover an NWDAF containing MTLF via NRF:
-	When one or more trained ML Models are available for one or more Analytics ID(s) the NWDAF containing MTLF shall include the Analytics ID(s) that is(are) supported per service in the registration towards NRF. The NWDAF containing MTLF may wait to register in NRF the above services until at least one trained model is available. The NWDAF containing MTLF may provide to the NRF a list of Analytics IDs corresponding to the trained ML Models and possibly the ML Model Filter Information for the trained ML Model per Analytics ID(s), if available. In this Release of the specification, only the S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information for the trained ML Model per Analytics ID(s) may be registered into the NRF during the NWDAF containing MTLF registration. If the NWDAF containing MTLF supports ML Model interoperability, the NWDAF containing MTLF includes, in the registration to the NRF, an ML Model Interoperability indicator for each Analytics ID.
Editor's note:	How to indicate supporting model training for the LMF-based AI/ML positioning as defined in TS 23.273 [39] by the MTLF to NRF, e.g., using a specific analytics ID or a new indication is FFS.
Editor's note:	For model training for LMF-based AI/ML positioning, whether Positioning case information (e.g. Uplink/downlink, or case 2b, 3b) can be included in NF profile as an optional parameter is FFS.
-	The ML Model Interoperability indicator comprises a list of NWDAF providers (vendors) that are allowed to retrieve ML Models from this NWDAF containing MTLF. It also indicates that the NWDAF containing MTLF supports the interoperable ML Models requested by the NWDAFs from the vendors in the list.
NOTE 4:	The S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information are within the indicated S-NSSAI and NWDAF Serving Area information in the NF profile of the NWDAF containing MTLF, respectively.
-	During the discovery of NWDAF containing MTLF, a consumer (e.g. an NWDAF containing AnLF, an NWDAF containing MTLF as FL server or FL client) may include in the request the target NF type (i.e. NWDAF), the Analytics ID(s), the S-NSSAI(s), Area(s) of Interest of the Trained ML Model required and Vendor ID. The NRF returns one or more candidate instances of NWDAF containing MTLF to the NF consumer and each candidate instance of NWDAF containing MTLF includes the Analytics ID(s), possibly the ML Model Filter Information for the available trained ML Models and ML Model Interoperability indicator, if available.
-	If the NWDAF service consumer needs to discover an NWDAF containing an MTLF with ML Model accuracy checking capability, the consumer may query NRF also providing the ML Model accuracy checking capability in the discovery request.
In order to discover an NWDAF containing MTLF with Horizontal Federated Learning (HFL) capability via NRF, in addition to the procedures described above for discovering NWDAF containing MTLF:
-	An NWDAF containing MTLF supporting HFL as a server shall additionally include FL capability type (i.e. HFL server), and may include Time interval supporting HFL as HFL capability information during the registration in NRF.
-	An NWDAF containing MTLF supporting HFL as a client shall additionally include FL capability type (i.e. HFL client), and may include Time interval supporting HFL as HFL capability information during the registration in NRF, and it may also include, NF type(s) and NWDAF Serving Area information and/or NF set ID(s) of the data source(s) where data can be collected as input for local model training.
NOTE 5:	An NWDAF containing MTLF may indicate to support both HFL server and HFL client in the HFL capability for specific Analytics ID. The FL capability type only applies for HFL but continues to be termed FL capability type to maintain backward compatibility with previous releases where only HFL was supported but the term FL capability type was used
-	During the discovery of NWDAF containing MTLF as HFL server, a consumer (e.g. a NWDAF containing MTLF) may include in the request the FL capability type as HFL server and may include Time Period of Interest and ML Model Filter information for the trained ML Model(s) per Analytics ID(s), if available. The NRF returns one or more NF profiles of candidate instances of NWDAF satisfying the query parameters.
-	During the discovery of NWDAF containing MTLF as HFL client, a consumer (e.g. an HFL server) may include in the request FL capability type as FL client and may include Time Period of Interest, a list of NF type(s) and/or NF set ID(s) of the data source(s). The NRF returns one or more NF profiles of candidate instances of NWDAF satisfying the query parameters.
NOTE 6:	The service consumer to discover an NWDAF containing MTLF with HFL capability is limited to NWDAF containing MTLF in this Release.
A PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling described in clause 4.16 of TS 23.502 [3]. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
In the roaming architecture, the NWDAF with roaming exchange capability (RE-NWDAF) to request analytics or input data is discovered via the NRF. A consumer in the same PLMN as the RE-NWDAF discovers the RE-NWDAF(s) by querying for NWDAF(s) where the roaming exchange capability is indicated in its (their) NF profile. A consumer in a peer PLMN (i.e. RE-NWDAF) discovers the RE-NWDAF(s) by querying for NWDAF(s) in the target PLMN that is (are) supporting the specific services defined for roaming. A RE-NWDAF discovers the RE-NWDAF(s) in a different PLMN (i.e. HPLMN or VPLMN) using the procedure defined in clause 4.17.5 (if delegated discovery is not used) or clause 4.17.10 (if delegated discovery is used) of TS 23.502 [3], where the detailed parameters are determined based on the analytics request or subscription from the consumer 5GC NF, operator policy, user consent and/or local configuration.
[bookmark: _CR5_3]In order to support VFL training and inference, the NWDAF shall include its VFL capability information per supported Analytics ID during registering to NRF. The VFL capability information includes VFL capability type (i.e. VFL server or VFL client or both) and Time interval supporting VFL if available. To discover NWDAF supporting VFL from NRF, the consumer should consider the VFL capability information. For NWDAF as VFL client, it also includes its VFL feature interoperability information during registering to NRF. The VFL feature interoperability information includes a list of vendor ID(s) and optional supported feature IDs. Feature IDs represent the different feature information supported by the NWDAF as VFL client, and the list of vendor ID(s) represents vendor(s) who are allowed to understand the feature IDs supported by the NWDAF as VFL client. To discover NWDAF as VFL client from NRF, the consumer should also consider VFL feature interoperability information. The detailed procedure and parameters of NWDAF registration and discovery for VFL are as defined in clause 6.2H.2.1.

To discover a VFL server or a VFL client via NRF, an NWDAF:
-	Acting as VFL server shall include its (VFL) capability information including (VFL) capability type (i.e. VFL server), during the registration in NRF.
-	Acting as VFL client shall include its (VFL) capability information including (VFL) capability type (i.e. VFL client), during the registration in NRF.

Editor’s Note：Whether NWDAF as VFL server registers to NRF with VFL capability information is needed is FFS.


Editor’s Note: It is FFS how to support multi vendor e.g. using interoperability information.
Editor’s Note: Whether feature ID is combined with vender ID is FFS and these feature IDs determined in preparation phase will be used when VFL starts
Editor's note:	Handling of an untrusted AF acting as VFL client, including Analytics ID translation, needs to be documented in a separate clause, and it's FFS.
Editor's note:	Details of ML Model handling, supported features, Feature alignment and Sample alignment are FFS.
Editor's note:	Whether we can use the existing FL capability information IE, or a new VFL capability information IE is introduced, is FFS.
Editor's note:	Whether additional VFL capability information needs to be registered in NRF is required or new IEs are needed in the VFL capability information, is FFS.
* * *Next Change * * * 

5.X	AF Discovery and Selection for VFL
The AF discovery and selection is defined in the clause 6.3.25, TS 23.501 [2]. In addition to support VFL training and inference, the following factors may be considered for AF discovery and selection:
-	VFL capability information per supported AnalyticsID, which includes: 
-	VFL capability type (i.e. VFL server and/or client) 
-	optional Time interval supporting VFL.
- 	VFL feature interoperability information of AF as VFL client, which includes:
 - 	a list of vendor ID(s): representing vendor(s) who are allowed to understand the feature IDs supported by the AF as VFL client.
-	[Optional] supported feature IDs: representing the different feature information supported by the AF as VFL client.

A trusted AF registers the above factor in NRF, for an untrusted AF the NEF is configured via OAM to register this factor into NRF. 
For the discovery of a trusted AF or untrusted AF, the consumer may select an AF instance considering the above factor. The detailed procedure and parameters of AF registration and discovery for VFL are as defined in clause 6.2H.2.1.
Editor’s Note：Whether AF as VFL server registers to NRF with VFL capability information is needed is FFS.


* * *Next Change * * * 
[bookmark: _Toc177728749]6.2H	Vertical Federated Learning among NWDAFs and AFs
[bookmark: _Toc177728750]6.2H.1	General
This clause specifies how NWDAF as a VFL server can register and also discover other NWDAFs and/or AFs via NRF.
 procedures for Vertical Federated learning where AFs and NWDAF can can either act as VFL servers or VFL clients. Procedures for registration and discovery, for VFL training preparation, for VFL training, and for VFL inference are covered.
[bookmark: _Toc177728751]6.2H.2	Procedures
[bookmark: _Toc177728752]6.2H.2.1	Registration and Discovery procedure for Vertical Federated Learning among NWDAFs and/or AFs with NWDAF as the VFL server
6.2H.2.1.1	Registration and Discovery procedure for Vertical Federated Learning when NWDAF is acting as the VFL server






Figure 6.2H.2.1.1-1: Registration and Discovery procedure for Vertical Federated Learning when NWDAF is acting as the VFL server and NWDAF(s) and/or AF(s) are the VFL clients
Steps 1 to 3 are the NWDAF and AF Registration procedures when the VFL server is NWDAF.
1a. 1-3.	VFL Server/Client NWDAF and VFL Client AF registers to NRF with its NF profile, which includes NF Type (i.e. NWDAF typeas defined in clause 5.2.7.2.2 of TS 23.502 [3]), Analytics ID(s), service area if availableAddress information of NWDAF/AF, Service Area, VFL capability information per analytics ID and VFL feature interoperability information. The VFL capability information Time interval supporting FL includes VFL capability type (i.e. VFL server) and optional Time interval supporting VFLas described in clause 5.2.
1b. NWDAF as VFL client registers to NRF with its NF profile, which includes NF Type (i.e. NWDAF type), analytics ID(s), service area if available, VFL capability information per analytics ID and VFL feature interoperability information as defined in clause 5.2. The VFL capability information includes VFL capability type (i.e. VFL client) and optional Time interval supporting VFL. 
1c. When untrusted AF as VFL client, it shall register to the NEF via OAM configuration: Analyics ID(s) and its VFL capability information per supported analytics ID and VFL feature interoperability information as defined in clause 5.X. The AF’s VFL capability information includes VFL capability type (i.e. VFL client) and optional Time interval supporting VFL. Then NEF updates NEF profile to NRF including associated AF ID and AF’s VFL capability information and VFL feature interoperability information.
1d. When trusted AF as VFL client, it registers to NRF with its NF profile, which includes NF Type (i.e. AF type), analytics ID(s), service area if available, VFL capability information per analytics ID and VFL feature interoperability information as defined in clause 5.X. The VFL capability information includes VFL capability type (i.e. VFL client) and optional Time interval supporting VFL. 
Editor's note:	Whether the FL capability will be extended or a new VFL capability will be defined is FFS.
Editor's note:	Whether the VFL server/client needs to register into NRF any interoperability information is FFS.
Editor's note:	Whether to use Vendor ID(s) or introduce new identifiers for interoperability among NWDAF and AFs is FFS.
2. The NRF receives the registrations from VFL server and VFL client(s), and stores their NF profile.
3. The NRF sends registration response to VFL server and VFL client(s).
	For an untrusted AF, the NEF registers at the NRF within its NF profile information about the AF as specified in clause 6.2.2.3 and includes other information related to the AF capabilities.
Editor's note:	The content of the AF VFL-related capability is FFS.
Steps 4 to 6 are the NWDAF and AF Discovery procedures when the VFL server is NWDAF.
4-6.	NWDAF as the VFL server determines that the ML Model requires VFL based on operator policy, Analytics ID, and Service Area.
NOTE:	Step 4 in Figure 6.2H.2.1-1 may be triggered at the VFL Server NWDAF by VFL server NWDAF itself or a request from a consumer.
	If the NWDAF can not perform as VFL Server, it first discovers and selects another VFL Server NWDAF from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: Analytics ID, VFL capability type as VFL server, Time Period of Interest, and optional Service Area.
	Once the VFL Server NWDAF is determined, the VFL Server NWDAF discovers other NWDAF(s) and/or AF(s) as VFL Client from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: NF type (i.e. NWDAF type, AF type, or NEF type), Analytics ID, VFL capability type (i.e.VFL client), VFL feature interoperability information, Time Period of Interest and and optional Service Area. 

6.2H.2.1.2	Registration and Discovery procedure for Vertical Federated Learning when untrusted AF is acting as the VFL server
The procedure below shows registration and discovery for VFL training and inference when the untrusted AF is the VFL server. There can be multiple NWDAFs as VFL clients. 
Editor´s note: it is FFS, whether to keep the case that trusted AF as VFL server along with the sub-clause of NWDAF as server or with the sub-clause of untrusted AF as server.
Editor´s note: The following is FFS: a deployment scenario that can also be agreed between operator and application service provider is when untrusted AF is the VFL server and only one NWDAF will be the VFL client. In such case the VFL Server can be configured to go directly to preparation procedure in clause 6.2H.2.2.




Figure 6.2H.2.1.2-1: Registration and Discovery procedure for Vertical Federated Learning when AF is acting as VFL server and NWDAF(s) are the VFL clients
Steps 1 to 3 are the NWDAF and AF Registration procedures when the VFL server is untrusted AF.

Editor’s Note：Whether a discovery of an AF acting as VFL server is required and how it can be done is FFS.
1. Same as the step 1b, in clause 6.2H.2.1, NWDAF as VFL client registers to NRF with its NF profile, it may include those analytics IDs on which it supports to do VFL with AF as VFL server.
NOTE x: The AF can use unstandardized values of the analytics ID.  The unstandardized values can be used by the AF as the VFL server to intiate the VFL training VFL inference and need to be supported by NWDAFs acting as VFL clients. It is the operator´s responsibility to guarantee that unstandardized analytics ID values within a PLMN are unique.
2-3. Same as the steps 2-3, in clause 6.2H.2.1.
Steps 4-10 are the NWDAF Discovery procedures when the VFL server is an untrusted AF.
4. Untrusted AF acting as the VFL server determines that VFL operations are required and the NWDAF(s) as VFL client(s) are required. The AF sends a Nnef_VflNwdafClient_ NwdafDiscovery_Request for the VFL client(s) to the NEF and provides selection criteria: analytics ID, required NF type (i.e. NWDAF type), VFL capability type (i.e. FL client), VFL feature interoperability information, Time Period of Interest and optional Service Area.

5. The NEF checks based on configured policies whether the AF is entitled to request a VFL client for the analytics ID. 
6-7. The NEF discovers VFL client (i.e. NWDAF) on behalf of the AF from the NRF by invoking the Nnrf_NFDiscovery_Request using the selection criteria provided by the AF as defined in step 4.
Editor’s note: It is FFS, whether NEF should perform VFL NWDAF selection (or shortlisting) or it should only discover NWDAF client candidates without any further selection.
8. 	The NEF selects an NWDAFs capable as acting as VFL clients and matching the received selection criteria. The NEF anonymizes NWDAF instances ID(s) and assigns temporary NWDAF ID(s) for each selected NWDAF intance as VFL client. The NEF stores the temporary NWDAF ID(s) together with information how to reach the NWDAFs. 
NOTE x: how NEF determine the temporary NWDAF ID(s) are implementation specific
9. The NEF sends Nnef_VflNwdafClient_ NwdafDiscovery_Request response including the temporary NWDAF ID(s) to the untrusted AF.
10. The AF stores the received temporary NWDAF ID(s) and uses it subsequent interactions with the NEF to indicate the target VFL client.
NOTE: If the VFL client NWDAFs are preconfigured to the NEF and untrusted AF, the Discovery procedure can be skipped.

Editor's note: Whether and How to subsequently handles the Temporary NWDAF ID (e.g. possibly notifying the update of Temporary NWDAF IDs) is FFS.
The AF may indicate to the NEF that the AF will no longer use the VFL process identified by VFL Correlation ID (temporary NWDAF IDs are no longer required) by invoking Nnef_VflNwdafClient_NwdafRelease_Request service. If the NEF receives this indication, it shall remove the stored temporary NWDAF ID(s) associated with the VFL correlation ID allocated to the AF. Then, the NEF responds to the AF.





* * *End of Changes * * *  
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