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*FIRST CHANGE*

### 5.X.3 Authorization aspects

#### 5.x.3.1 General

There are two aspects related to the authorization of a MWAB. One aspect is the authorization of the MWAB-UE to establish a backhaul PDU session in a BH PLMN/SNPN. The other aspect is related to the authorization of the MWAB-gNB to operate as a gNB logically belonging to a MWAB Broadcasted PLMN/SNPN, which the MWAB-gNB's cell(s) broadcasts. These two authorizations are managed by different entities, and the BH PLMN/SNPN and MWAB Broadcasted PLMN/SNPN can be different.

#### 5.x.y.1 MWAB-UE authorization

The BH PLMN authorizes the MWAB-UE based on the subscription information stored in its HPLMN UDM.

The MWAB-UE registers to the BH PLMN following procedures defined in clause 4.2.2 of TS 23.502 [3]. The MWAB-UE may be configured with dedicated S-NSSAI(s)/DNNs for MWAB operation in the BH PLMN. Such dedicated network slices S-NSSAI(s) and PDU sessions DNNs shall be part of the subscription information for the MWAB-UE.

 The MWAB-UE authorization supports time based or location-based control. For time-based control, existing time-based network slice subscription control can be reused (including the enhancements in clause 5.15.16). For location-based control, existing mechanism, e.g. service area restriction, LADN based control (see e.g. clauses 5.6.5.and 5.6.5a) can be reused.

When the MWAB-UE's authorization status changes from "authorized" to "unauthorized", if the AMF recognized the dedicated S-NSSAI/DNN used by the MWAB-UE, e.g. a dedicated S-NSSAI for BH PDU session support, the AMF triggers the BH PDU session handling based on existing mechanism e.g. the AMF sends an UCU to MWAB-UE and may determine to delay the corresponding PDU session release based on an operator configuration (e.g. local configured timer). If the AMF does not recognize the dedicated S-NSSAI/DNN, or is not configured with a timer, the AMF release the PDU session following the procedure described in clause 5.15.

MWAB-UE may be connected to the BH PLMN for other services, even if the BH PDU Session(s) is not authorized.

The AMF may choose to de-register the MWAB-UE, if MWAB-UE's subscription does not allow it to be registered to the BH PLMN.

#### 5.x.y.2 MWAB-gNB authorization

OAM of the MWAB Broadcasted PLMN/SNPN determines when/where the MWAB-gNB can operate or when/where it needs to shut down. The OAM of the MWAB Broadcasted PLMN may pre-configure the MWAB-gNB to turn on/shut down accordingly. When the MWAB-gNB is no longer authorized to operate by OAM of the MWAB Broadcasted PLMN/SNPN, the MWAB-gNB should hand over the UE(s) it serves to other cells.

For the case that the BH PDU session(s) is released by the MWAB-UE, the MWAB-gNB also performs shut-down steps and hand over the UE(s) it serves to other cells. The coordination of the MWAB-gNB service authorization/configuration from OAM and the update of subscription data (e.g. slice/DNN) of the MWAB-UE is handled by OAM/management system.

NOTE: It is expected the HPLMN ensures that the BH PDU sessions authorization does not interfere with the ability of the OAM of the MWAB Broadcasted PLMN/SNPN to manage the MWAB-gNB e.g. the allowed NSSAI for the BH PDU sessions of the MWAB-UE is maintained long enough for the MWAB-gNB to moves the connected UE away.

can also trigger

*End of CHANGES*