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Abstract of the contribution: This paper proposed conclusions on KI#5: Handling of PS data off exemption for services over IMS DC. 

1.	Discussion
Solution #28 and 29 are documented for handling PS data off exemption for services over IMS DC. Following principles are derived from the above two solutions and proposed as conclusions for KI#5. 
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-77:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc8920][bookmark: _Toc28676][bookmark: _Toc164931210]8.X	Conclusion of KI#5
For KI#5 on " Handling of PS data off exemption for services over IMS DC " the following conclusions are agreed:
1.	"Services over IMS Data Channel" is configured as a whole service in the list of 3GPP PS Data Off Exempted Services.
2.	When the user actives/de-activates PS Data Off in the UE, an PS Data Off status indication is sent to the S-CSCF via (re-)REGISTER request. The S-CSCF informs IMS-AS about the PS Data Off status change. 
3.	The IMS AS may further notify the DCSF about the PS Data Off status (e.g., due to ongoing or new IMS Session with DC).
4.	If IMS DC is not configured as an exempted service, all the services over IMS DC (including BDCs and ADCs) must be stopped when the PS Data Off is activated in the UE.
5.	 If IMS DC is configured as exempted service, one of the two options can be selected based operator’s policy:
A.	When the PS Data Off is activated in the UE, none of the IMS DC applications are impacted.
B.	When the PS Data Off is activated in the UE, the operator may restrict the usage of specific DC applications (e.g., considering the roaming scenarios) via choosing a specific DC application list for PS Data Off in DCSF. The DCs associated with the applications not in the list are not allowed.  
NOTE 1:	Option A is recommended as default configuration, while option B is only applied when the operator requires to control the usage of individual applications differently according to PS Data Off status.
NOTE 2:	For option B, if different application list is required for roaming case, the DCSF is assumed be aware of the roaming status of the subscriber and the VPLMN. How DCSF gets the roaming indication (e.g., from IMS AS or HSS) can be determined in the normative phase.
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