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Abstract: This CR resolves the ENs in Solution #2 and makes other necessary updates.
1. Introduction/Discussion
The proposed pCR aims to clarify two aspects and enhance one aspect in Solution #1, as summarized below:
1. In the description part, it is clarified what can be a pre-configured device ID by adding an example of ‘3rd party defined AIoT Device ID’
2. In the first bullet of the procedure part, “The initial temporary identifier (TempID) is known by both the CN NF and the AIoT device. After the AIoT device has been onboarded to the network the CN NF provision the AIoT device with the initial TempID and/or parameters to derive the initial Temp ID i.e. parameters for the Temp ID generation algorithm.”. It indicates that the initial Temp ID is known by the AIoT device, while at the same time stating that the CN NF provisions it during the onboarding process in the following sentence. It would make sense if a preconfigured ID, not the initial Temp ID, is known by the AIoT device as well as the AF, not the CN yet. 
3. One additional approach for the AF to request allocating the initial Temp IDs for a list of target AIoT devices is proposed.
4. Additionally, some editorial issues are corrected.

 
2. Text Proposal
[bookmark: _Toc519004414]* * * * First change (all new) * * * *
[bookmark: _Toc160698595]6.1	Solution #1: AIoT Temporary Identifier Control
[bookmark: _Toc160698596]6.1.1	Description
This solution addresses KI#2. The basic principle in 5GS is that the permanent subscriber identifier shall never be sent in clear text over Uu interface and a UE temporary identifier shall only be sent over Uu interface in clear text once e.g. when the UE is paged. This solution propose that same principle shall apply also for Ambient IoT.
The solution is based on the following assumptions:
-	The AIoT device has higher complexity than a RFID tag that only reflects a preconfigured device ID (e.g., 3rd Party-defined AIoT device identifier) when exited by RF power, but significantly lower complexity than a 3GPP CIoT device.
-	The AIoT device has a non-volatile storage capability.
-	The Temp ID generation algorithm is light weight but enough to avoid unauthorized AIoT device tracking.
[bookmark: _Toc160698597]6.1.2	Procedures
As the available power in an AIoT device is very limited, the message exchange between the device and the network must be minimized. The solution is based on the following principle:
-	The initial preconfigured device IDtemporary identifier (TempID) is known by both the CN NFAF and the AIoT device. 
- 	After the AIoT device has been onboarded to the network, the CN NF provisions the AIoT device with the initial TempID and/or parameters used to derive the initial Temp ID i.e. parameters for the Temp ID generation algorithm.
NOTE 1:	Onboarding procedure will be studied under KI#2 and related conclusions needs to be considered when concluding the AIoT device Identifier control. It is assumed that during the onboarding procedure the CN NF can retrieve information from another NF or AF to onboard the AIoT device. The initial message from the UE during onboarding could e.g. include a URL or FQDN to establishing IP connection to a AF that holds additional onboarding information needed.
-	Alternatively, the CN can allocate and provision the initial Temp ID and/or parameters used to derive the initial Temp ID to the AIoT devices via AF if the AF requests the Temp IDs for a specific list of AIoT devices identified by the 3rd Party-defined identifiers before sending a service request (e.g. inventory or command) to the CN for communication with the target AIoT devices.
NOTE 2:	The process of how and when the AF provisions the allocated Temp IDs to the AIoT devices is out of scope in this solution.
-	Every time the TempID has been sent over the radio interface and a response from the AIoT device is sent, both CN NF and AIoT device locally generate a new TempID.
Editor's note:	Details on the algorithm that locally generates a new TempID needs to be defined by SA WG3.
-	If the CN NF and the AIoT device TempID out of sync is detected, the CN NF and the AIoT re-synchronize the TempID.
Editor's note:	How the out-of-sync detection and re-synchronization are performed is FFS, e.g. it may be a counter value not matching the expected value. Details depends on the Temp ID generation algorithm.
-	AIoT device considers and responds to the DT message if the AIoT device can match the TempID used in the DT message.
-	AIoT device responds with DO-DTT message if the AIoT device can match the TempID used in the trigger message.
NOTE 23:	The CN NF that manages the TempID will be defined together with the system architecture design to support the Ambient IoT in 5GC.
[bookmark: _Toc160698598]6.1.3	Impacts on services, entities and interfaces
Impacts on existing entities:
CN NF:
-	Support the AIoT TempID handling including the generation of initial TempID, new TempID and re-synchronization between AIoT device and CN NF.
AIoT device:
-	Recieving a initial TempID from the network.
-	Generation of new TempID locally, when TempID used over Uu interface.
-	re-synchronization between AIoT device and CN NF.
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