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1	Overall description
SA1 thanks SA2 for the LS on Clarifications related to User Identities in S2-2407219 and would like to provide the following answers:
Question 1: Whether there are any specific service requirements for the IMS service when a user identifier becomes active/inactive with a subscription e.g. considering any privacy concerns.
Answer 1: The following requirements deal with IMS service aspects:
The User Profile may include one or more pieces of the following information: 
-	[…]
-	User Identity specific service settings and parameters. 
Those shall include network parameters (e.g. QoS parameters), IMS service (e.g. MMTEL supplementary services) and operator deployed service chain settings. (TS 22.101 clause 26a.2.3)
The 3GPP system shall enable a user to configure, within the boundaries set by the network operator, which services shall be available on a device where a user logs in. These services include voice, video, and messaging. (TS 22.101 clause 26a.2.4)
IMS service should become active for the user profile (e.g.  corresponding to a particular IMPU) that takes effect. The new active user should not be able to access IMS information e.g. previous calls, SMS etc from the user profiles that are not active. Furthermore, SA1 has agreed the attached CR to add and clarify privacy requirements.
Question 2: SA2 would like to ask SA1: Whether there are any specific service requirements for the SMS over NAS service when a user identifier becomes active/inactive with a subscription e.g. considering any privacy concerns. 
Answer 2: Requirements for IMS should apply also to SMS over NAS (when used for communication to the user, see attached CR to clarify that aspect). So similar answer as above applies: New GPSI for SMS over NAS should become active for the user profile that takes effect. The new active user should not be able to access SMS information e.g. SMS history etc the user profiles that are not active.SA1 has agreed the attached CR to clarify the applicability to SMS. Note, it is not up to SA1 to decide on the underlying protocols.
Additional question: Note, SA2 assumes that MSISDN and IMPUs are still used for SMS and IMS communication, can SA1 confirm the SA2 understanding?
Answer: SA1 confirms that MSISDN and IMPUs are still used for SMS and IMS communication. A user identifier is mapped to a corresponding GPSI or IMPU of the subscription that the user identifier is active with.
Question 3: What are the requirements related to inter-system mobility and roaming? 
Answer 3: The following requirements in TS22.101, clause 26a, deal with roaming aspects for the 3GPP system. There are no explicit requirements for inter-system mobility. Note, TS 22.101 is applicable to the 3GPP system and not only to the 5GS.
The 3GPP system shall support to perform authentication of a User Identity regardless of the user's access, the user's UE and its HPLMN as well as the provider of the User Identifier. (TS 22.101 clause 26a.2.1)
The operator shall be able to set the boundaries within which the user specific settings are taken into account in his network. The operator shall be able to restrict the feature depending of the provider of the User Identifier, the roaming status of the UE, the service and its specific parameters. (TS 22.101 clause 26a.2.4)
The operator shall be able to set restrictions for devices accessing the network and its services via non-3GPP access with their User Identity linked to a 3GPP subscription. The 3GPP system shall support restrictions based on the User Identity provider, the roaming status of the linked 3GPP subscription, and the network service that is accessed. (TS 22.101 clause 26a.2.4)
 

2	Actions
To SA2: 
ACTION: 	SA1 asks SA2 to take the above information into account.
3	Dates of next TSG SA WG 1 meetings
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