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Additional discussion(if needed):
[bookmark: _Toc120082128][bookmark: _Toc155365148][bookmark: _Toc113368720][bookmark: _Toc155365225]Proposed changes:
* * * First Change * * * *
6.x	Support for server-to-server performance analytics
This feature supports server-to-server performance analytics to allow an analytics consumer (such as VAL server or EES) to be notified on QoS analytics or predictions between two or more servers. Such prediction relates to QoS attributes prediction for a given time horizon and area. Such analytics allow the VAL layer to pro-actively adapt to predicted QoS changes. 
* * * Next change * * * *
[bookmark: _Toc155365270]8.x	Procedure on support for server-to-server performance analytics
[bookmark: _Toc155365226]8.x.1	General
This clause describes the procedure for server-to-server performance analytics.
[bookmark: _Toc155365227]8.x.2	Procedure 
Figure 8.x.2.1-1 illustrates the procedure for server-to-server performance analytics.
Pre-conditions:
1.	ADAES is connected to A-ADRF and the target server (server#1).


Figure 8.x.2.1-1: ADAES support for server-to-server performance analytics
1. The analytics consumer (e.g., VAL server, EES) of the ADAE server analytics service sends a server-to-server analytics subscription request to the ADAE server. Such request can include whether the analytics notification shall be periodic or based on an expected application QoS change (in that case also the thresholds can be provided at the request)
2. The ADAE server sends a server-to-server analytics analytics subscription response as an ACK to the analytics consumer.
3. The ADAE server identifies server#1 where the session performance analytics need to be performed. The ADAES server sends an Inter-server data request to server #1. Such request includes QoS attributes to be analyzed (latency, bitrate, jitter, application layer PER) based on the request in step 1.
4. Bases on the request, measurement may be started between the server#1 and server#2. Such data can be about the latency, throughput, jitter, QoE measurements, PQI load, etc. 
NOTE:	How the measurement is collected is out of 3GPP scope. The measurement data can be already available in server#1 or server#2.
5. Server#1 sends the analytics to the ADAE server in an Inter-server data response message.
6.	The ADAE server requests historical inter-server performance analytics from A-ADRF by sending a Server-to-server analytics request. 
7.	Based on the request, the ADAE server receives historical inter-server performance analytics by receiving a Server-to-server analytics response from A-ADRF.
8.	The ADAE server abstracts or correlates the data/analytics from step 5-7. Based on the request in step 1, ADAES may also provide predictions for performance change.
9.	The ADAE server sends a server-to-server analytics notification to the analytics consumer. 
[bookmark: _Toc155365230]8.x.3	Information flows
[bookmark: _Toc155365231]8.x.3.1	General
The following information flows are specified for server-to-server performance analytics based on 8.x.2.
[bookmark: _Toc155365232]8.x.3.2	Server-to-server performance analytics subscription request
Table 8.x.3.2-1 describes information elements for the server-to-server performance analytics subscription request from the analytics consumer (e.g., the VAL server, EES) to the ADAE server.
Table 8.x.3.2-1: Server-to-server performance analytics subscription request
	Information element
	Status
	Description

	Analytics Consumer ID
	M
	The identifier of the analytics consumer (VAL server, EES etc.).

	Analytics ID
	O 
	The identifier of the analytics event. This ID can be for example “server-to-server performance analytics”.

	Analytics type
	M
	The type of analytics for the event, e.g. statistics or predictions.

	List of server identifiers and addresses
	M
	Identifier of the servers, e.g. SEAL server ID, EASID, EESID, and IP address(es) for which the analytics subscription applies.

	VAL service ID
	O
	The VAL service for which the subscription applies.

	Reporting requirements
	O
	Requirements for analytics reporting. The requirements may include for example the type and frequency of reporting (periodic or event triggered), the reporting periodicity in case of periodic, and reporting thresholds.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies.

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction).

	Time validity
	O
	The time validity of the subscription request.



[bookmark: _Toc155365233]8.x.3.3	Server-to-server performance analytics subscription response
Table 8.x.3.3-1 describes information elements for the server-to-server performance analytics subscription response from the ADAE server to the analytics consumer.
Table 8.x.3.3-1: Server-to-server performance analytics subscription response
	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement).



[bookmark: _Toc155365234][bookmark: _Hlk162426394]8.x.3.4	Server-to-server performance analytics notification
Table 8.x.3.4-1 describes information elements for the server-to-server performance analytics notification from the ADAE server to the analytics consumer.
Table 8.x.3.4-1: Server-to-server performance analytics notification
	Information element
	Status
	Description

	Analytics ID
	O
	The identifier of the analytics event. This ID can be for example “server-to-server performance analytics”.

	Analytics Output
	M
	The predictive or statistical parameter, which can be:
-	A server-to-server session predicted or expected performance change
-	A server-to-server session performance sustainability over a given time horizon/area
-	QoS measurements from the session (e.g. latency)

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.



8.x.3.5	Inter-server session data request
Table 8.x.3.5-1 describes information elements for the Inter-server session data request from the target server to the ADAE server.
Table 8.x.3.5-1: Inter-server session data request
	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server.

	Analytics ID
	O 
	The identifier of the analytics event. This ID can be for example “Server-to-server performance analytics”.

	Analytics type
	M
	Whether analytics event is about prediction or statistics.

	List of server identifiers and addresses
	M
	Identifier of the servers, e.g. SEAL server ID, EASID, EESID, and IP address(es) for which the analytics subscription applies.

	QoS attributes
	M
	The QoS attributes (latency, bitrate, jitter, application layer PER) to be collected. 

	Data collection requirements
	O
	The requirements for data collection, including the format of data, level of abstraction of data, level of accuracy of data, if the measurements should be from real-time measurements or offline data.

	Time validity
	O
	The time validity of the request.



8.x.3.6	Inter-server session data response
Table 8.x.3.6-1 describes information elements for the Inter-server session data response from the ADAE server to the target server.
Table 8.x.3.6-1: Inter-server session data response
	Information element
	Status
	Description

	Results
	M
	The result of the analytics data request (positive or negative acknowledgement).

	Analytics ID
	O
	The identifier of the analytics event.

	List of server identifiers and addresses
	O
	Identifier of the servers, e.g. SEAL server ID, EASID, EESID, and IP address(es) for which the analytics subscription applies.

	Data Output
	O
	The reported data for the server-to server sessions, which can be in form of offline stats/historical data or real-time measurements on the requested QoS parameters..


[bookmark: _Hlk162426589]8.x.3.7	Server-to-server analytics request
Table 8.x.3.7-1 describes information elements for the server-to-server analytics request from the ADAE server to the A-ADRF.
Table 8.x.3.7-1: Server-to-server analytics request
	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server.

	Analytics ID
	M 
	The identifier of the analytics event.

	List of server identifiers and addresses
	M
	Identifier of the servers, e.g. SEAL server ID, EASID, EESID, for which the analytics subscription applies.

	QoS attributes
	M
	The QoS attributes (latency, bitrate, jitter, application layer PER) to be collected. 

	Time validity
	O
	The time validity of the request.



8.x.3.8	Server-to-server analytics response
Table 8.x.3.8-1 describes information elements for the server-to-server analytics response from the A-ADRF to the ADAE server.
Table 8.x.3.8-1: Server-to-server analytics response
	Information element
	Status
	Description

	Analytics ID
	M 
	The identifier of the analytics event.

	List of server identifiers and addresses
	M
	Identifier of the servers, e.g. SEAL server ID, EASID, EESID, for which the analytics subscription applies.

	Data Output
	M
	The reported data, which can be in form of measurements or offline/historical data on the requested QoS attributes. The reported data includes historical inter-server performance analytics.



* * * Next change * * * *
[bookmark: _Toc162910749]9.2.2	ADAE server APIs
Table 9.2.2-1 illustrates the ADAE server APIs.
Table 9.2.2-1: List of ADAE server APIs
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_ADAE_VAL_performance_analytics
	Subscribe
	VAL server

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_slice_performance_analytics
	Subscribe
	VAL server

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_UE-to-UE_performance_analytics
	Subscribe
	VAL server

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_server-to-server_performance_analytics
	Subscribe
	VAL server / EES
	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_location_accuracy_analytics
	Subscribe
	VAL server

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_service_API_analytics
	Subscribe
	VAL server / Subscriber/ API invoker

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_slice_usage_pattern_analytics
	Subscribe
	VAL server / SEAL server

	Subscribe/Notify

	
	Notify
	
	

	SS_ADAE_edge_analytics
	Subscribe
	VAL server / EAS / EES
	Subscribe/Notify

	
	Notify
	
	

	
	Get
	VAL server / EAS / EES
	Request / Response

	SS_ADAES_slice_usage_stats
	Get
	VAL server
	Request / Response



* * * Next change * * * *
9.2.x	SS_ADAE_server-to-server_performance_analytics API
[bookmark: _Toc155365271]9.2.x.1	General
API description: This API enables the analytics consumer (e.g., the VAL server, EES) to communicate with the ADAE server for requesting or subscribing to server-to-server performance analytics.
[bookmark: _Toc155365272]9.2.x.2	Subscribe
API operation name: server-to-server_performance_analytics_subscribe
Description: The consumer subscribes to the ADAE server for Server-to-server performance analytics.
Inputs: See clause 8.x.3.2.
Outputs: See clause 8.x.3.3.
See clause 8.x.2.1 for details of usage of this operation.
[bookmark: _Toc155365273]9.2.x.3	Notify
API operation name: server-to-server_performance_analytics_notify
Description: The consumer is notified by the ADAE server on the Server-to-server performance analytics.
Inputs: -
Outputs: See clause 8.x.3.4.
See clause 8.x.2.1 for details of usage of this operation.
* * * Next change * * * *
[bookmark: _Toc162910784]9.3.2	A-ADRF APIs
Table 9.3.2-1 illustrates the A-ADRF APIs.
Table 9.3.2-1: List of A-ADRF APIs
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_AADRF_Data_Collection
	Subscribe
	ADAES

	Subscribe / Notify

	
	Notify
	
	

	SS_ AADRF_Historical_ServiceAPI_Logs
	Get
	ADAES

	Request / Response

	SS_AADRF_NetworkSlice_Data
	Get
	ADAES

	Request / Response

	SS_AADRF_Location_Accuracy_Data
	Get
	ADAES
	Request / Response

	SS_AADRF_EdgeData_Collection
	Subscribe
	ADAES

	Subscribe / Notify

	
	Notify
	ADAES
	

	SS_AADRF_ServerToServer_Analytics
	Get
	ADAES
	Request / Response



* * * Next change * * * *
[bookmark: _Toc162910799][bookmark: _Hlk165989284]9.3.x	SS_AADRF_ServerToServer_Analytics API
[bookmark: _Toc162910800]9.3.x.1	General
API description: This API enables the ADAE server to communicate with the A-ADRF to request server-to-server analytics for inter-server communication.
[bookmark: _Toc162910801]9.3.x.2	Get
API operation name: ServerToServer_Analytics_Get
Description: The consumer is receiving offline server-to-server analytics/data from A-ADRF.
Inputs: See clause 8.x.3.7.
Outputs: See clause 8.x.3.8.
See clause 8.x.2 for details of usage of this operation.
* * * End of changes * * * *
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