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[bookmark: _Toc117364454][bookmark: _Toc133484102][bookmark: _Toc162868903]9.4.2.2	Procedure
The SEALDD server and VAL server may support CAPIF as shown in Figure 9.4.2.2-1. When CAPIF is supported:
-	The SEALDD server shall support the CAPIF API provider domain functions (i.e. CAPIF-2/2e (SEALDD-S interface), CAPIF-3/3e, CAPIF-4/4e and CAPIF-5/5e as specified in 3GPP TS 23.222 [3]);
-	The VAL server shall act as API invoker and support the API invoker functions (i.e. CAPIF-1/1e and CAPIF-2/2e (SEALDD-S interface) as specified in 3GPP TS 23.222 [3]); and
-	The SEALDD server shall act as API invoker and support the API invoker functions (i.e. CAPIF-1/1e and CAPIF-2/2e (SEALDD-E interface) as specified in 3GPP TS 23.222 [3]).


Figure 9.4.2.2-1: SEALDD adaptation in the CAPIF architecture
The VAL server can discover a proper SEALDD server from CAPIF core function with different discovery filters, e.g. expected AEF location. If a VAL server is changed during UE mobility, a new SEALDD server may be discovered and selected.This is also applicable for the VAL server acting as EAS to discover and select an SEALDD server in EDN scenario to use SEALDD-S services, if any. 
* * * Next Change * * * *
[bookmark: _Toc117364458][bookmark: _Toc133484106][bookmark: _Toc162868907]9.4.3.2.1	VAL server registered to EES with associated SEALDD server address as VAL server endpoint
[image: ]
Figure 9.4.3.2.1-1: VAL server registered to EES with associated SEALDD server address as VAL server endpoint
1.	The VAL server can discover and select the SEALDD server (e.g. by CAPIF functions). 
2.	The VAL server decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request (e.g. SEALDD enabled regular transmission request in clause 9.2.2) to the SEALDD server. 
3.	Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response (e.g. SEALDD enabled regular transmission response in clause 9.2.2). 
4.	The VAL server (as an EAS) registers to the EES as described in clause 8.4.3.2.2 of 3GPP TS 23.558 [10] with the associated SEALDD server address as EAS Endpoint in the EAS profile. The EAS ID used by VAL server in registration may indicate the application service association between the VAL service and SEALDD service implicitly or explicitly.
This procedure reuses the current procedure described in clause 8.4.3.2.2 of 3GPP TS 23.558 [10]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server address as the EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [10] to find the VAL server's address which is SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. This procedure can be used for scenario (a).
* * * Next Change * * * *
[bookmark: _Toc117364459][bookmark: _Toc133484107][bookmark: _Toc162868908][bookmark: _Hlk163466601]9.4.3.2.2	EAS registered to EES with associated SEALDD server information
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Figure 9.4.3.2.2-1: EAS register to EES with associated SEALDD server information
1.	The SEALDD server (as an EAS) registered to EES with SEALDD profile (i.e. EAS profile) as an API provider.
2.	The EAS (VAL) server can discover and select the SEALDD server (e.g. by CAPIF functions). 
3.	The EAS (VAL server) decides to use SEALDD service to enhance data transmission and send a regular SEALDD data transmission subscription request (e.g. SEALDD enabled regular transmission request in clause 9.2.2) to the SEALDD server. 
4.	Upon receiving the request, the SEALDD server performs an authorization check and responds with a regular SEALDD data transmission subscription response (e.g. SEALDD enabled regular transmission response in clause 9.2.2). 
5.	The VAL server (as an EAS) registers to the EES as described in clause 8.4.3.2.2 of 3GPP TS 23.558 [10] with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile.
[bookmark: _GoBack]This procedure reuses the current procedure described in clause 8.4.3.2.2 of 3GPP TS 23.558 [10]. The VAL server (as an EAS) registers to the EES with the associated SEALDD server information (i.e. SEALDD service and SEALDD server address) as associated EAS ID and EAS Endpoint in the EAS profile. Then the EEC can use the EAS discovery procedure defined in clause 8.5 of 3GPP TS 23.558 [10] to find the VAL server's address and associated SEALDD server's address. The VAL client can initiate SEALDD service via SEALDD client with the SEALDD server's address. For scenario (b), the VAL client can also establish the connection with VAL server using the VAL server's information for application signalling transfer and only use the SEALDD connection for application data transfer.
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