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1. Introduction
In RAN3#123b meeting, we start the discussion on SI of 5G Femto support. A few consensuses have been reached, and some topics still need to be further discussed. In this paper, we discuss the architecture issue and provide our views:
· 5G Femto Architecture options for the Xn are to be continued and discussed separately.
2. Discussion on 5G Femto architecture options
In last meeting, there are four options of 5G Femto architectures for the NG captured in TR 38.799. In this section, we discuss the four options from the potential application prospect separately.
2.1. Option 1: NR Femto node directly connected to the 5GC
In option 1, the NR Femto node connects to the 5GC directly as a gNB by means of the NG interface, as shown in Fig. 1. As the most convenient way for the NR Femto node connected to 5GC is via the public transmission networks (i.e. public IP networks) at home or office building, for this type of connection, the key issue is the safety and security of the signalling and data transmission between NR Femto node and 5GC. 
In this option, we need a security gateway (SeWG) which is located at the edge of the 5GC in order to keep the safety and security of the signalling and data transmission between NR Femto node and 5GC. The advantage of the option 1 is the simple connection between NR Femto and 5GC and ‘does not require any architecture change’, the drawback is AMF may need to process a lot of rapid changing connections.
Observation 1: The direct connection between NR Femto node and 5GC may not became a major way for the huge NR Femto node deployment because of the safety, security and stable issues.


Figure 1: Option 1 NR Femto directly connected to the 5GC

2.2. Option 2: NR Femto node connected to the 5GC via GWs 

Figure 2 shows the NG-RAN architecture where NR Femto node connected to the 5GC via NR Femto GW served as a concentrator for the C-Plane.



Figure 2: Option 2 NR Femto node connected to the 5GC via GW
NOTE:	The SeGW and the NR Femto Management System are out of RAN3 scope. 

The NR Femto Gateway (NR Femto GW) allow the NG interface between the NR Femto node and the 5GC to support a large number of NR Femto nodes in a scalable manner. The NG interface between the NR Femto node and the 5GC is the same regardless of whether the NR Femto node is connected to the 5GC via an NR Femto GW or not. The NR Femto GW appears to the AMF as a gNB. The NR Femto GW appears to the NR Femto node as an AMF. 
The current deployment of 4G Femto HeNBs adopts this architecture. In our network, the SeGW and HeNB GW are collocated and are placed close to the 5GC. The SeGW is located in front of the HeNB GW and ensure the safety and security of signalling and data transmission between HeNBs and MME, the HeNB GW reduces the number of SCTP connections between a large number of HeNBs and MME, as shown in Fig 3.
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Figure 3:  HeNB network architecture in 4G practical network

Observation 2: The connection between NR Femto node and 5GC via NR Femto GW and SeGW may be a more practical way for the huge NR Femto deployment.
Proposal 1: RAN3 agree to introduce 5G Femto GW and SeGW in 5G Femto Architecture.
     
2.3. Option 3: NR Femto node connected to the 5GC via the SCTP concentrator 
An SCTP concentrator acts as an IP proxy between an NR Femto node and the AMF. The SCTP concentrator is part of the transport layer, and it is transparent to the application layer. A single SCTP association per NG-C interface instance is used with one pair of stream identifiers for NG-C common procedures. An SCTP concentrator terminates the lower layers so that the AMF does not need to be aware that several peers, with which it maintains NG interfaces, are actually behind the concentrator.
For each NR Femto node, the SCTP concentrator maps the NGAP signaling on the appropriate SCTP association, “switching” between the various SCTP streams from the NG interface between itself and the AMF. The AMF can map NGAP signaling for different NR Femto nodes on different streams over the same SCTP association. 
It could reduce the number of SCTP connections between a large number of NR Femto nodes and 5GC, but the number of NG AP connections will not be affected.
The SCTP concentrator (Option 3) is a compromise between Option 1 and Option 2, it is simpler than option 2, while also reducing frequent STCP connections to the core network compared to Option 1. Option 3 is suitable for the scenarios with a large number of Femto connections but limited concurrent Femto data services.

Observation 3: The architecture of SCTP concentrator is suitable for the scenarios with a large number of Femto connections but limited concurrent Femto data services.
Proposal 2: RAN3 agree to introduce SCTP concentrator in 5G Femto Architecture.
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Figure 4: Option 3 for NR Femto Architecture.

2.4. Option 4: the architecture of NR Femto as gNB-DU
In this option, the NR Femto node is a gNB-DU as defined in TS 38.401. The gNB-CU is used as the concentration node for connecting the NR Femto nodes to 5GC on both control plane and user plane, as shown in Fig. 5.
Currently, gNB-DU has not been widely deployed in the network, resulting in the F1 interface between DU and CU lacking the same level of maturity as the NG interface. Additionally, many small manufactures of Femto cells do not offer products that support the F1 interface as extensively as the NG interface, and the F1 interface imposes lower delay requirements compared to the NG interface. Consequently, the cost of utilizing DU as a Femto cell is currently not more economical than deploying the Pico or Micro base station as a Femto. While this approach is theoretically viable, its practical application in the current network is likely to be limited duo to lack of industrial support.
Observation 4：The CU-DU architecture of NR Femto may have limited practical use in the current network.


Figure 5: The architecture of NR Femto as gNB-DU




3. On the access to local services from 5G Femto via collocated local UPF
In 5G, the 5GC supports the UP and CP function separation and enables concurrent access to local and centralized services. To facilitate low latency services and local access to data networks, UP functions can be deployed close to the Access Network. Hence, the capability that UEs access to local services from 5G Femto via collocated local UPF is already supported by the existing 5GC. 
However, the key concern arises from the fact that the local UPF access to 5GC via the public IP backhaul may raise the security and safety issues, shown in Fig.6.
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Figure 6: The access to local services from 5G Femto via collocated local UPF

To ensure the security and safety of data, the IPsec Tunnel must be established between the local UPF and 5GC. The methods of IPsec Tunnel establishment between local UPF and 5GC should be comprehensively considered along with those between 5G Femto and 5GC.
Proposal 3: If the local UPF could access to 5GC via the internet, the IPsec Tunnel establishment between local UPF and 5GC should be considered.


4. Conclusion
Based on the above discussion, we have the following observations and proposals:
Observation 1: The direct connection between NR Femto node and 5GC may not became a major way for the huge NR Femto node deployment because of the safety, security and stable issues.
Observation 2: The connection between NR Femto node and 5GC via NR Femto GW and SeGW may be a more practical way for the huge NR Femto deployment.
Observation 3: The architecture of SCTP concentrator is suitable for the scenarios with a large number of Femto connections but limited concurrent Femto data services.
Observation 4：The CU-DU architecture of NR Femto may have limited practical use in the current network.
Proposal 1: RAN3 agree to introduce 5G Femto GW and SeGW in 5G Femto Architecture.
Proposal 2: RAN3 agree to introduce SCTP concentrator in 5G Femto Architecture.
Proposal 3: If the local UPF could access to 5GC via the internet, the IPsec Tunnel establishment between local UPF and 5GC should be considered.
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