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1 Introduction
In RAN2#125bis meeting, some RILs about subsequent CPAC were discussed and achieved the agreements [1]. However, for RIL [C147], no consensus was achieved, and agreed to continue the discussion in next meeting. In this contribution, we continue the discussion on the RIL [C147] and give the corresponding solution and TP from our perspective.
2 Discussion
According to the current 38.331 spec [2], the UE will always perform MCG MAC reset upon SCPAC execution as follows (highlighted in yellow).
	1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
[bookmark: _Hlk150962964]2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311;



Regarding whether MCG MAC reset can be performed upon SCPAC execution, a RIL [C147] on this was raised last meeting as follows,
	
[RIL]: C147 [Delegate]: CATT (Rui) [WI]: Mob [Class]:1 [Status]: ToDo [TDoc]: R2-24xxxxx [Proposed Conclusion]: v7
[Description]: MCG MAC reset should not be performed upon S-CPAC execution. If the MCG MAC is reset upon S-CPAC execution, the network does not know the MAC reset is performed by UE, so it will not perform MAC reset, this may cause the misalign for MAC states between UE side and network side, which may cause the RRCReconfigurationComplete message cannot be received successfully by network
[Proposed Change]: Remove the “2> reset MCG MAC”
[Comments]: Huawei: is it possible to apply default MAC cell group configuration but not reset MCG MAC? The MN will only know upon receiving the complete message, but perhaps it can work this way?


In last meeting, RAN2 discussed the RIL [C147] but there was no consensus on whether it is an issue yet.
	No consensus for now that there is an issue to resolve, can CB next meeting if needed. 


From our perspective, this is an essential issue to be addressed. 
If the MCG MAC is reset upon SCPAC execution, the network does not know the MAC reset is performed by UE, so it will not perform MAC reset, this may cause the misalignment for MAC states between UE side and network side, which may cause the RRCReconfigurationComplete message cannot be received successfully by network. e.g., when the UE sends the RRCReconfigurationComplete message based on NW scheduling, NW may treated it as a HARQ retransmission (which is actually a new transmission), and then NW may fail to decode the TB finally. 
Observation 1: If MAC reset is performed at MCG side upon SCPAC execution, the RRCReconfigurationComplete message may not be received by network successfully due to that the MAC states between UE side and network side is not aligned.
Besides, if the MAC is reset upon SCPAC execution, the UE will consider the timeAlignmentTimers as being expired, then CBRA-based RACH procedure at MCG side is needed to acquire the TA value for MCG side, even though the TA value is not changed. This will cause the interruption at MCG side unnecessarily.
Observation 2: If MAC reset is performed at MCG side upon SCPAC execution, the CBRA-based RACH procedure is performed at MCG side, which causes unnecessary interruption at MCG side.
Based on the discussion above, we propose to remove the “2> reset MCG MAC” in the procedure description of SCPAC execution. A TP is provided in Annex.
Proposal 1: To address RIL [C147], MAC reset is not performed at MCG side upon SCPAC execution. TP in Annex 1 is adopted.

3 Conclusion
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK47][bookmark: OLE_LINK48]Based on the previous analysis in section 2, our observations and proposal are summarized as follows:
Observation 1: If MAC reset is performed at MCG side upon SCPAC execution, the RRCReconfigurationComplete message may not be received by network successfully due to that the MAC states between UE side and network side is not aligned.
Observation 2: If MAC reset is performed at MCG side upon SCPAC execution, the CBRA-based RACH procedure is performed at MCG side, which causes unnecessary interruption at MCG side.
Proposal 1: To address RIL [C147], MAC reset is not performed at MCG side upon SCPAC execution. TP in Annex 1 is adopted.
[bookmark: _GoBack]
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Annex 1 	Text Proposal for TS 38.331
The text proposal in this section is written against the RRC spec [2].
	    START OF CHANGE	
[bookmark: _Toc162894123]5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311;
1>	else:
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	for each SRB/DRB in current UE configuration which is using the secondary key:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2>	apply the default MAC Cell Group configuration for the SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311 for the cell group for which the subsequent CPAC execution procedure is triggered;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, UE shall perform the following actions after the end of this procedure:
3>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	if the bearer is an AM DRB:
5>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution. The UE needs to ensure that the RRC reconfiguration applied at the time of subsequent CPAC execution is in accordance with the latest received scpac-ReferenceConfiguration and condRRCReconfig for the subsequent CPAC configuration.
	    END OF CHANGE	

