

Page 



[bookmark: _gjdgxs]3GPP TSG-RAN WG2 Meeting #126                                                              R2-2405358
Fukuoka, Japan, May 22-26, 2024

Agenda Item	: 8.2.5
Title	:	Discussion on random access for ambient IoT 
Source	:	Google Inc.
Work Item	:	FS_Ambient_IoT_solutions
Document for	:	Discussion and Decision
1		Introduction
In this paper, we discuss messages that are exchanged in a 4-step CBRA and the contents of the 4 message. The Msg2 can include a command for the device to execute. The device transmits a response to the command in Msg3. The reader can acknowledge or request a retransmission of Msg3.   
2	Discussion
In RAN2 #125bis meeting, RAN2 confirms that slotted-ALOHA is the baseline for Ambient IoT random access. Slotted ALOHA is a multiple access scheme where time is divided into consecutive time slots. Contending devices transmit their data at the beginning of a time slot to improve channel utilization. 
In legacy random access procedure, the first message UE transmits is a random access preamble. When gNB receives the random access preamble, the gNB transmits a RAR to UE. For ambient IoT, the first message (i.e. Msg1) can be a MAC PDU. 
[bookmark: _GoBack]For the reader to resolve contention, Msg1 should contain a contention resolution context. A device can uniformly select a 16-bit number as the contention resolution context. If A-IoT device has an unique device ID, the unique ID can be used as the contention resolution context. 
Proposal 1:  Msg1 should contain a contention resolution context. 
In the legacy random access procedure, gNB may indicate a BI to UE. UE uses the BI to determine how long it should backoff before transmitting a random access preamble. The purpose is to distribute UEs’ transmissions in time in order to decrease collision probability. 
Backoff mechanism is also useful to ambient IoT, especially in the case that lots of IoT devices are near the reader. For example, a A-IoT device is attached to each delivery box on a rack. In that case, a reader should be able to indicate a backoff value to devices to perform backoff. 
Proposal 2:  Support backoff mechanism for Msg1 transmission.  
Legacy random access procedure also supports power ramping for transmitting random access preambles. If UE fails to receive a RAR, UE increases transmit power and transmits a random access preamble again. For ambient IoT devices, power ramping is also useful in resolving contention collision. Even if collision happens, the reader may still be able to resolve the collision due to power capture effect.
Proposal 3:  Support power ramping for Msg1 transmission.  
If a reader receives the Msg1, the reader responds by transmitting a Msg2. Msg2 should include the contention resolution context that the reader receives in the Msg1. When a device receives the Msg2, the device checks whether the Msg2 is addressed to itself. If contention resolution context in Msg2 matches the device’s contention resolution context in the Msg1, device concludes that the Msg2 is addressed to itself and it wins the contention. 
Proposal 4:  Msg2 should contain the contention resolution context from Msg1.  
In addition to the contention resolution context, a reader can also allocate a RNTI to the device in Msg2. With the RNTI, the reader can send a command to the device with the RNTI afterwards. However, depending on application, RNTI may not be always needed. For example, a reader may read tag ID on a delivery box only. After the reading, there is no other data exchange between the tag and reader. So RNTI allocation can be optional.   
The Msg2 can include a command for the device to perform. For example, the reader can command a device to report its device identity, capability, etc.  
Proposal 5:  Msg2 can contain a unique RNTI for a device.  
Proposal 6:  Msg2 can contain a command for a device to execute.  
When a device receives the Msg2, the device responds by transmitting a Msg3. The Msg3 contains a response to the command in Msg2. For example, the device can report its tag identifier, its capability, or collated data in Msg3. The device can also report buffer status or power headroom. 
Proposal 7:  Msg3 contains a response (e.g. tag identity, capability, etc) to Msg2.  
When the reader receives a Msg3, the reader can transmit a Msg4 to the device. The Msg4 acknowledges the reception of the Msg3. However, if the reader does not receives the Msg3, the reader can transmit the Msg4 that requests the device to retransmit the Msg3.
Proposal 8:  Msg4 contains an ACK to Msg3 or a request for Msg3 retransmission.   
4		Conclusions
In conclusion, we have the following proposals: 
Proposal 1:  Msg1 should contain a contention resolution context.
Proposal 2:  Support backoff mechanism for Msg1 transmission.
Proposal 3:  Support power ramping for Msg1 transmission.
Proposal 4:  Msg2 should contain the contention resolution context from Msg1.
Proposal 5:  Msg2 can contain a unique RNTI for a device. 
Proposal 6:  Msg2 can contain a command for the device to execute.
Proposal 7:  Msg3 contains a response (e.g. tag identity, capability, etc) to Msg2.
Proposal 8:  Msg4 contains an ACK to Msg3 or a request for Msg3 retransmission.
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